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1
APPARATUS AND SYSTEM FOR IMAGING
CURRENCY BILLS AND FINANCIAL
DOCUMENTS AND METHOD FOR USING
THE SAME

CROSS REFERENCE TO RELATED
APPLICATIONS

This application is a divisional of U.S. patent application
Ser. No. 13/758,755, filed Feb. 4, 2013, now issued as U.S.
Pat. No. 8,644,583, which is a divisional of U.S. patent
application Ser. No. 12/836,429, filed Jul. 14, 2010, now
issued as U.S. Pat. No. 8,391,583, which is a continuation-
in-part of prior U.S. patent application Ser. No. 12/758,961,
filed on Apr. 13, 2010, now issued as U.S. Pat. No. 8,437,
529; the Ser. No. 12/758,961 application claims the benefits
of (1) U.S. Provisional Application No. 61/169,690, filed
Apr. 15, 2009, (2) U.S. Provisional Application No. 61/242,
668, filed Sep. 15, 2009, (3) U.S. Provisional Application
No. 61/259,018, filed Nov. 6, 2009, and (4) U.S. Provisional
Application No. 61/323,213, filed Apr. 12, 2010; all of the
foregoing applications are hereby incorporated by reference
herein in their entireties.

FIELD OF THE INVENTION

The field of the invention relates generally to imaging
currency bills and financial documents and apparatuses,
systems, and methods for doing the same.

BACKGROUND

Previous document processing devices for financial docu-
ments have various shortcomings.

SUMMARY

According to some embodiments, a method of processing
currency bills in a document processing system includes
receiving currency bills in an input receptacle of the docu-
ment processing system. Each of the currency bills includes
a denomination, a serial number, and a set of secondary
identifiers. The currency bills are transported from the input
receptacle in a serial fashion, past an image scanner, to one
or more output receptacles. Each of the currency bills is
imaged using the image scanner to produce image data from
which a visually readable image of each currency bill can be
reproduced. One of the currency bills is determined to be a
suspect bill. The method further includes attempting to
extract, from the image data associated with the suspect bill,
the serial number of the suspect bill. The serial number of
the suspect bill has an integer number, X, of characters. The
method further includes failing to extract all of the X
characters of the serial number of the suspect bill. In
response to determining that a currency bill is a suspect bill
and in response to failing to extract all of the X characters
of' the serial number of the suspect bill, a serial number field
in a suspect report is populated with a serial number snippet
image.

According to some embodiments, a method of processing
a stack of currency bills in a document processing system
including receiving a stack of currency bills in an input
receptacle of the document processing system. Each of the
currency bills has a denomination, a serial number, and a set
of secondary identifiers. The currency bills are transported
from the input receptacle in a serial fashion, past an image
scanner, to one or more output receptacles. Each of the
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currency bills is imaged via the image scanner to produce
image data from which a visually readable image of each
currency bill can be reproduced. One of the currency bills is
determined to be a suspect bill. The method further includes
attempting to extract, from the image data associated with
the suspect bill, the set of secondary identifiers of the suspect
bill. The set of secondary identifiers contains one or more
secondary identifiers. Each of the one or more secondary
identifiers has a respective integer number of characters. The
method further includes failing to extract all of the respec-
tive integer number of characters of one or more of the
secondary identifiers contained in the set of secondary
identifiers of the suspect bill. In response to the determina-
tion that a currency bill is a suspect bill and in response to
failing to extract all of the respective integer number of
characters of the one or more of the secondary identifiers
contained in the set of secondary identifiers of the suspect
bill, for a secondary identifier which failed to be completely
extracted, a corresponding secondary identifier field in a
suspect report is populated with a corresponding secondary
identifier snippet image.

According to some embodiments, a method of processing
currency bills in a document processing system includes
receiving currency bills in an input receptacle of the docu-
ment processing system. Each of the currency bills is
associated with a denomination, a serial number, and a set of
secondary identifiers. The currency bills are transported
from the input receptacle in a serial fashion, past an image
scanner, to one or more output receptacles. Each of the
currency bills is imaged via the image scanner to produce
image data from which a visually readable image of each
currency bill can be reproduced. One of the currency bills is
determined to be a suspect bill. The method further includes
attempting to determine the denomination of the suspect bill,
attempting to extract the serial number from the image data
associated with the suspect bill, and attempting to extract the
set of secondary identifiers from the image data associated
with the suspect bill. In response to determining that a
currency bill is a suspect bill, a suspect report is generated.
The suspect report includes a denomination field, a serial
number field, and a plurality of secondary identifier fields.
The act of generating the report includes: (i) populating the
denomination field in the suspect report with a denomination
snippet image, (ii) populating the serial number field in the
suspect report with a serial number snippet image, (iii)
populating each of the plurality of secondary identifier fields
in the suspect report with a corresponding secondary iden-
tifier snippet image, (iv) in response to determining the
denomination of the suspect bill, further populating the
denomination field in the suspect report with the determined
denomination, (v) in response to extracting the serial num-
ber of the suspect bill, further populating the serial number
field in the suspect report with the extracted serial number,
and (vi) in response to extracting one or more of the
secondary identifiers of the suspect bill, populating corre-
sponding ones of the plurality of secondary identifier fields
in the suspect report with corresponding ones of the
extracted one or more secondary identifiers.

According to some embodiments, a method of processing
currency bills in a document processing system includes
receiving currency bills in an input receptacle of the docu-
ment processing system. Each of the currency bills includes
a denomination, a serial number, and a set of secondary
identifiers. The currency bills are transported from the input
receptacle in a serial fashion, past an image scanner, to one
or more output receptacles. Each of the currency bills is
imaged using the image scanner to produce image data from
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which a visually readable image of each currency bill can be
reproduced. The method further includes determining that
one of the currency bills is a suspect bill, attempting to
determine the denomination of the suspect bill, and failing
to determine the denomination of the suspect bill. In
response to determining that a currency bill is a suspect bill
and in response to failing to determine the denomination of
the suspect bill, a denomination field in a suspect report is
populated with a denomination snippet image.

According to some embodiments, a method of processing
a stack of currency bills in a document processing system
includes receiving a stack of currency bills in an input
receptacle of the document processing system. Each of the
currency bills has at least one secondary identifier. The
currency bills are transported from the input receptacle in a
serial fashion, past an image scanner, to one or more output
receptacles. Each of the currency bills is imaged via the
image scanner to produce image data from which a visually
readable image of each currency bill can be reproduced. The
method further includes determining that one of the currency
bills is a suspect bill and attempting to extract, from the
image data associated with the suspect bill, the at least one
secondary identifier of the suspect bill. The at least one
secondary identifier has an integer number, X, of characters.
The method further includes failing to extract all of the X
characters of the at least one secondary identifier of the
suspect bill. In response to the determination that a currency
bill is a suspect bill and in response to failing to extract all
of'the X characters of the at least one secondary identifier of
the suspect bill, a secondary identifier field in a suspect
report is populated with a secondary identifier snippet
image.

Additional aspects of the present disclosure will be appar-
ent to those of ordinary skill in the art in view of the detailed
description of various embodiments, which is made with
reference to the drawings, a brief description of which is
provided below.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a block diagram of a document processing
system according to some embodiments of the present
disclosure;

FIG. 2A is a perspective view of a document processing
device according to some embodiments of the present dis-
closure;

FIG. 2B is a cross-sectional view of the document pro-
cessing device of FIG. 2A having a transport mechanism in
an open position;

FIG. 2C is a cross-sectional view of the document pro-
cessing device of FIG. 2A having the transport mechanism
in a closed position;

FIG. 3Ais a representation for a record for a currency bill
according to some embodiments of the present disclosure;

FIG. 3B is a representation for a record of a check
according to some embodiments of the present disclosure;

FIG. 3C is a representation for a record of a currency bill
according to some embodiments of the present disclosure;

FIG. 3D is a representation for a record of a currency bill
according to some embodiments of the present disclosure;

FIG. 3E is a representation of a data file including a
plurality of records of a plurality of currency bills according
to some embodiments of the present disclosure;

FIG. 4A is a block diagram of a financial transaction
system according to some embodiments of the present
disclosure;
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FIG. 4B is a block diagram illustrating a transportation of
physical documents in the financial transaction system of
FIG. 4A;

FIG. 5A is a flowchart describing the operation of a
financial institution system according to some embodiments
of the present disclosure;

FIG. 5B is a flowchart describing an authentication opera-
tion of some embodiments of the financial institution system
of FIG. 5A;

FIG. 6 is a flowchart describing the operation of a
financial transaction system according to some embodi-
ments of the present disclosure;

FIG. 7A is a flowchart describing the operation of a
financial institution system according to some embodiments
of the present disclosure;

FIG. 7B is a flowchart describing a credit operation of
some embodiments of the financial institution system of
FIG. 7A;

FIG. 8A is a flowchart describing the operation of a
financial transaction system according to some embodi-
ments of the present disclosure;

FIG. 8B is a continuation of the flowchart describing the
operation of the financial transaction system of FIG. 8A;

FIG. 9A is a representation of an interface for entering
denomination information for a flagged document according
to some embodiments of the present disclosure;

FIG. 9B is a representation of an interface for entering
denomination information for a flagged document according
to some embodiments of the present disclosure;

FIG. 9C is a representation of an interface for entering
alphanumeric character information for a flagged document
according to some embodiments of the present disclosure;

FIG. 9D is a representation of an interface for entering
alphanumeric character information for a flagged document
according to some embodiments of the present disclosure;

FIG. 9E is a representation of an interface for entering
alphanumeric character information for a flagged document
according to some embodiments of the present disclosure;

FIG. 9F is a representation of an interface for entering
alphanumeric character information for a flagged document
according to some embodiments of the present disclosure;

FIG. 10 is a representation of an interface for configuring
the operation of a document processing system according to
some embodiments of the present disclosure;

FIG. 11A is a representation of an interface for overriding
or accepting an authentication determination according to
some embodiments of the present disclosure;

FIG. 11B is a representation of an interface for overriding
or accepting an authentication determination according to
some embodiments of the present disclosure;

FIG. 11C is a block diagram of a document processing
network according to some embodiments of the present
disclosure;

FIG. 12A is a representation of a database of records
according to some embodiments of the present disclosure;

FIG. 12B is a representation of a database of records
according to some embodiments of the present disclosure;

FIG. 12C is a representation of a search result summary
of a search according to some embodiments of the present
disclosure;

FIG. 12D is a representation of a search result summary
of another search according to some embodiments of the
present disclosure;

FIG. 12E is a representation of a secondary search of the
another search of FIG. 12D according to a modified set of
parameters;
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FIG. 12F is a representation of a third search of the
another search of FIG. 12D according to a modified set of
parameters;

FIG. 12G is a representation of a search result summary
of a search according to some embodiments of the present
disclosure;

FIG. 13A is a perspective view of the document process-
ing device of FIG. 2A with the housing and other selected
components removed to illustrate a transport mechanism in
a closed position according to some embodiments;

FIG. 13B is a perspective view of the document process-
ing device of FIG. 2A with the housing and other selected
components removed to illustrate the transport mechanism
in an open position according to some embodiments;

FIG. 13C is a side view of the document processing
device of FIG. 2A with the housing and other selected
components removed to illustrate a latch mechanism retain-
ing the transport mechanism in the closed position according
to some embodiments;

FIG. 13D is a side view of the document processing
device of FIG. 2A with the housing and other selected
components removed to illustrate the latch mechanism and
a movable segment of the transport mechanism in an
unlocked, intermediate position according to some embodi-
ments;

FIG. 13E is a side view of the document processing
device of FIG. 2A with the housing and other selected
components removed to illustrate the latch mechanism
retaining the transport mechanism in the open position
according to some embodiments;

FIGS. 14-17 are block diagrams illustrating banking-
related systems including one or more document processing
devices according to some embodiments;

FIG. 18A is a block diagram of a document processing
vault system according to some embodiments of the present
disclosure;

FIG. 18B is a perspective view of a document processing
vault system according to some embodiments of the present
disclosure;

FIG. 18C is a partial cross-sectional perspective view of
the document processing vault system of FIG. 18B;

FIG. 18D is a flowchart of a method of processing
currency bills in a document processing vault system
according to some embodiments of the present disclosure;

FIG. 18E is a flowchart of a method of processing
documents in a document processing vault system according
to some embodiments of the present disclosure;

FIG. 18F is a flowchart of a method of processing
documents and coins in a document processing vault system
according to some embodiments of the present disclosure;

FIG. 18G is a flowchart of a method of processing
documents in a document processing vault system according
to some embodiments of the present disclosure;

FIG. 19A is a block diagram of a document processing
recycler system according to some embodiments of the
present disclosure;

FIG. 19B is a flowchart of a method for processing
documents in the document processing recycler system of
FIG. 19A;

FIG. 20A is a flowchart of a method for processing
currency bills in a document processing system using header
bills and/or trailer bills according to some embodiments of
the present disclosure;

FIG. 20B is a flowchart of a method for processing
currency bills in a multiple pocket document processing
system using the header bills and/or the trailer bills of FIG.
20A;
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FIG. 20C is a flowchart of a method for processing
currency bills in a document processing system including
creating a record according to some embodiments of the
present disclosure;

FIG. 20D is a flowchart of a method for processing
currency bills in a multiple pocket document processing
system including the record of FIG. 20C;

FIG. 21A is a flowchart of a method of recording an
expected location of a currency bill using a document
processing system according to some embodiments of the
present disclosure;

FIG. 21B is a flowchart of a method of updating an
expected location of a currency bill using a document
processing system according to some embodiments of the
present disclosure;

FIG. 21C is a flowchart of a method of reconciling
currency bills using a document processing system accord-
ing to some embodiments of the present disclosure;

FIG. 21D is a flowchart of a method of monitoring and
reconciling currency bills using a document processing
system according to some embodiments of the present
disclosure;

FIG. 22 is a representation of another record with selected
information extracted from a currency bill according to
certain embodiments of the present disclosure;

FIGS. 23A-B represent a report with fields automatically
populated with selected information extracted from a cur-
rency bill according to certain embodiments of the present
disclosure;

FIG. 24 is a block diagram of a financial transaction
system according to certain embodiments of the present
disclosure;

FIG. 25 is a flowchart describing a currency bill process-
ing method for handling suspect currency bills according to
certain embodiments of the present disclosure; and

FIG. 26 is a flowchart describing a currency bill process-
ing method for identifying suspect bills according to certain
embodiments of the present disclosure.

While the invention is susceptible to various modifica-
tions and alternative forms, specific embodiments have been
shown by way of example in the drawings and will be
described in detail herein. It should be understood, however,
that the invention is not intended to be limited to the
particular forms disclosed. Rather, the invention is to cover
all modifications, equivalents, and alternatives falling within
the spirit and scope of the invention as defined by the
appended claims.

DETAILED DESCRIPTION OF ILLUSTRATIVE
EMBODIMENTS

Each of the following listed U.S. patent applications and
U.S. patents are each hereby incorporated by reference
herein in their entireties:

U.S. patent application Ser. No. 08/664,262, filed May 13,
1996, now U.S. Pat. No. 5,982,918, entitled “Automatic
Funds Processing System”;

U.S. patent application Ser. No. 08/864,423, filed May 28,
1997, now U.S. Pat. No. 6,311,819, entitled “Method and
Apparatus for Document Processing™;

U.S. patent application Ser. No. 09/059,813, filed Apr. 14,
1998, now U.S. Pat. No. 6,661,910, entitled “Network For
Transporting and Processing Images in Real Time”;

U.S. patent application Ser. No. 08/814,978, filed Mar. 11,
1997, now U.S. Pat. No. 6,363,164, entitled “Automated
Document Processing System Using Full Image Scanning”™;
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U.S. patent application Ser. No. 09/635,967, filed Aug. 10,
2000, now U.S. Pat. No. 6,929,109, entitled “Method and
Apparatus for Document Processing™;

U.S. patent application Ser. No. 09/965,428, filed Sep. 27,
2001, now U.S. Pat. No. 7,187,795, entitled “Document
Processing System Using Full Image Scanning™;

U.S. patent application Ser. No. 10/981,315, filed Now. 2,
2004, now allowed, entitled “Multiple Pocket Currency Bill
Processing Device and Method™;

U.S. patent application Ser. No. 10/068,977, filed Feb. 8§,
2002, now U.S. Pat. No. 6,860,375, entitled “Multiple
Pocket Currency Bill Processing Device and Method”;

U.S. patent application Ser. No. 10/638,231, filed Aug. 7,
2003, entitled “Currency Bill Tracking System”;

U.S. patent application Ser. No. 10/903,745, filed Jul. 30,
2004, now allowed, entitled “Currency Processing Device,
Method and System”;

U.S. patent application Ser. No. 11/036,686, filed Jan. 14,
2005, now allowed, entitled “Currency Processing Device,
Method and System”; and

U.S. patent application Ser. No. 11/048,296, filed Feb. 1,
2005, entitled “Automated Document Processing System
and Method Using Image Scanning”.

As stated above, all of the above mentioned U.S. patent
applications and U.S. patents are each hereby incorporated
by reference herein in their entireties.

DEFINITIONS

When describing various embodiments, the term “cur-
rency bills” refers to official currency bills including both
U.S. currency bills, such as a $1, $2, $5, $10, $20, $50, or
$100 bills, and foreign currency bills. Foreign currency bills
are notes issued by a non-U.S. governmental agency as legal
tender, such as a euro, Japanese yen, pound sterling (e.g.,
British pound), Canadian dollar, Australian dollar bill, Mexi-
can Peso, or Turkish lira.

The term “brick U.S. currency bills” generally refers to
U.S. currency bills in mint or near mint condition having the
highest fitness level. Brick U.S. currency can also refer to
non-circulated U.S. currency bills, such as, for example,
new bills shipped by the U.S. Federal Reserve to commer-
cial banks. Brick U.S. currency bills are crisp, free of holes,
free of tears, free of wrinkles, free of stray markings (pen
and/or pencil marks), etc.

The term “general circulation U.S. currency bills” refers
to random U.S. currency bills having a variety of different
fitness levels (e.g., some mint bills, some near mint bills,
some heavily worn bills, some bills with holes, some bills
with tears, some soiled bills, or combinations thereof). For
example, general circulation U.S. currency bills would
include currency bills scheduled to be deposited by a retail
store in a bank for a given workday and/or work week that
were collected from customers. For another example, gen-
eral circulation U.S. currency bills include all of or a portion
of the bills in a bank vault. For another example, general
circulation U.S. currency bills do not only include heavily
worn bills and/or torn bills.

The term “star note” refers to a U.S. currency bill that has
an asterisk (*), or star, after the serial number. A U.S.
currency bill that is discovered to have been printed incor-
rectly (such as having the serial numbers upside down, etc.)
can be replaced with a star note because no two bills within
a certain series can be produced with the same serial number
in the U.S. According to some embodiments, star note serial
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numbers including an asterisk can be extracted and pro-
cessed in the same, or similar, manner as non-star notes
described herein.

The term “wildcard character” refers to a character that
matches zero or more other characters, such as “a-z” or
“0-9,” during a comparison operation. That is, a wildcard
character can be used to substitute for or represent any other
character or characters in a string of characters. There are
two types of wildcard characters disclosed herein, which
include “a single wildcard character” and “a multiple wild-
card character.” A single wildcard character represents
exactly one character. The exactly one represented character
can be any character, such as, for example, any letter “a”
through “z” irrespective of case, any single digit number “0”
through “9,” or any symbol. As described in detail in the
Modes of Operation—Searching/Master Database Section,
single wildcard characters can be substituted for and/or used
to represent individual identifier characters that were not
determined during character extraction. A common single
wildcard character is a question mark “?” symbol. That is,
according to some embodiments, the “?” can serve as a
placeholder for a single unknown character. A multiple
wildcard character represents zero or more characters. The
zero or more represented characters can be any combination
of characters, such as, for example, letters “a” through “z”
irrespective of case, numbers “0” through “9,” and/or sym-
bols. As described in detail in the Modes of Operation—
Searching/Master Database Section, target identifiers, such
as a target serial number or a portion thereof, can include one
or more multiple wildcard characters to perform many types
of searches. A common multiple wildcard character is a
percent symbol “%.”

“Substitute currency notes” are sheet-like documents
similar to currency bills, but are issued by non-governmental
agencies such as casinos and amusement parks and include,
for example, casino script and Disney Dollars. Substitute
currency notes each have a denomination and an issuing
entity associated therewith such as, for example, a $5 Disney
Dollar, a $10 Disney Dollar, a $20 ABC Casino note, and a
$100 ABC Casino note.

“Currency notes” consist of currency bills and substitute
currency notes.

“Substitute currency media” are documents that represent
avalue by some marking or characteristic such as a bar code,
color, size, graphic, or text. Examples of “substitute cur-
rency media” include without limitation: casino cashout
tickets (also variously called cashout vouchers or coupons)
such as, for example, “EZ Pay” tickets issued by Interna-
tional Gaming Technology or “Quicket” tickets issued by
Casino Data Systems; casino script; promotional media such
as, for example, Disney Dollars or Toys a Us “Geoffrey
Dollars™; or retailer coupons, gift certificates, gift cards, or
food stamps. Accordingly, substitute currency media
includes, but is not limited to, substitute currency notes.
Substitute currency media may or may not be issued by a
governmental body.

The term “currency documents” includes both currency
bills and “substitute currency media.” The term “non-cur-
rency documents” includes any type of document except
currency documents. For example, non-currency documents
include personal checks, commercial checks, deposit slips,
loan payment documents, cash credit or cash debit tickets,
etc. The terms “financial documents” and “documents” are
used throughout the specification to generally refer to any of
currency bills, substitute currency notes, currency notes,
substitute currency media, currency documents, and non-
currency documents. According to some embodiments, the
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term document can also refer to full sheets of letter sized
(e.g., 842"x11") and/or A4 sized documents. According to
some such embodiments, a document processing system or
device of the present disclosure can be configured to run in
a scan-only mode that scans documents, including full
sheets of letter and/or A4 sized documents, to generate a
visually readable image of the document.

The term “deposit document” includes deposit slips,
cash-in tickets, and cash-out tickets. A deposit document is
generally associated with a deposit of currency bills and/or
checks into, for example, a bank by a bank customer. A
deposit slip can include information such as, for example, a
customer financial account number, a total deposit amount,
a total currency bill deposit amount, a number of deposited
currency bills broken down by denomination, a total check
deposit amount, a number of deposited checks broken down
by on-us checks and transit checks, a total on-us check
deposit amount, a total transit check deposit amount, a total
cashout amount, or combinations thereof.

Everyday, businesses and people unknowingly accept
counterfeit currency documents as genuine. A counterfeit
currency document is a currency document which is not
issued by an authorized maker and/or a currency document
which has been altered, for example, a $1 bill which has
been altered to appear to be a $20 bill. For example, in the
case of U.S. currency bills, a counterfeit currency bill would
be a document printed to look like a genuine U.S. bill but not
printed by the U.S. Treasury Department’s Bureau of
Engraving and Printing or one that has been tampered with
or altered. As another example, in the case of casino script,
a counterfeit currency document would be a script that is not
issued by the corresponding casino or one that has been
tampered with or altered.

The term “financial institution” as used herein includes,
but is not limited to, banks, such as, brick and mortar banks,
internet/online banks, casinos, brokers, investment banks,
and armored carriers. Armored carriers can be stand alone
financial institutions and/or agents of another financial insti-
tution.

Throughout this disclosure, the terms “Store” and “Bank”
are used for ease of description to describe parties involved
in typical document transactions according to some embodi-
ments of the present disclosure. It should be understood,
however, that this disclosure also applies to people, compa-
nies, corporations, financial institutions, and any other entity
that receives and/or transmits documents and/or visually
readable images of documents. For example, the term Bank
can also be used to refer to a financial institution. Addition-
ally, the term Store can be used to refer to any financial
institution customer or bank customer that retains an account
at a bank, such as, for example, a casino, an armored carrier,
a supermarket, a toy store, an amusement park, a school
district, a municipality, a law firm, a restaurant, or other
enterprise. The term Store can also include individual con-
sumers and/or self employed enterprises.

Throughout this disclosure, the term “operator” is used to
refer to a person or persons operating a document processing
device or system under normal operating conditions such as,
for example, a store clerk, a store manager, a bank employee,
a bank teller, or a bank customer.

Throughout this disclosure, the term “teller” is used to
refer to a person or persons that processes deposits of
documents at a bank branch, a bank vault, an ATM, an
armored carrier, etc.

Throughout this disclosure, the term “batch” is used to
refer to a set of documents that is associated with a trans-
action. A batch of documents can include one or more
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deposit documents, one or more currency bills, one or more
checks, a header card, a trailer card, or any combination
thereof. For example, a batch of documents associated with
a first transaction between a store and a bank can include ten
documents, the ten documents including one deposit slip,
eight currency bills, and one check. For another example, a
batch of documents associated with a second transaction
between an individual and a bank can include twenty-five
documents, the twenty-five documents including one deposit
slip, twenty currency bills, and four checks.

The disclosure refers to at least two types of batches of
documents, which include a “sorted batch of documents”
and an “intermingled or commingled batch of documents.”
A sorted batch of documents is a batch of documents
wherein the order of different types of documents, such as,
for example, currency bills, checks, and deposit documents,
is arranged by groups, wherein each batch consists of at
most only one group for each type of document. For
example, for a batch consisting of ten checks and ten
currency bills, a sorted batch of documents would include
one group of the ten checks preceding or following a group
of the ten currency bills. For another example, for a batch
consisting of one deposit slip, five checks, and five currency
bills, a sorted batch of documents would include the deposit
slip and one group of the five checks preceding or following
a group of the five currency bills. It is contemplated that the
deposit slip can precede or follow either of the two groups
of documents.

An intermingled batch of documents is a batch of docu-
ments wherein the order of different types of documents,
such as, for example, currency bills, checks, and deposit
documents, is mixed or random. For example, a batch
consisting of ten checks and ten currency bills would be an
intermingled batch of documents if the batch consisted of; in
order, two bills, then three checks, then one bill, then seven
checks, and finally seven bills. For another example, a batch
consisting of one deposit slip, one cash-out ticket, ten
currency bills, and twenty checks would be an intermingled
batch of documents if the batch consisted of, in order, the
deposit slip, five currency bills, ten checks, the cash-out
ticket, five checks, five currency bills, and finally five
checks.

A batch of documents including currency bills, checks,
and/or deposit documents can be processed in a document
processing device or system according to several modes of
operation, such as, for example, a sorted-group mode, an
ordered-batch mode, and an intermingled-batch mode.
According to some embodiments, sorted batches of docu-
ments can be processed according to the sorted-group mode
or the ordered-batch mode. According to some embodi-
ments, intermingled batches of documents can be processed
according to the intermingled-batch mode.

In the sorted-group mode, the currency bills are processed
in separate groups from the checks. For example, for a batch
of documents that includes one hundred currency bills and
twenty-five checks, the one hundred currency bills are input
into an input receptacle of the document processing device
and processed as a first group of documents. Subsequently,
the twenty-five checks are input into an input receptacle of
the document processing device and processed separately as
a second group of documents. That is, the currency bills and
the checks of the batch of documents are processed in
separate groups of documents by the same device.

In the ordered-batch mode, the currency bills are sorted
from the checks into separate groups of documents, but the
currency bills and the checks are input into an input recep-
tacle of the document processing device together as a single
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batch of documents such that the document processing
device can process the currency bills and then process the
checks as a batch of documents associated with a transac-
tion. For example, for a batch of documents that includes
three hundred and fifty-five currency bills and six hundred
checks, according to some embodiments, the three hundred
and fifty-five currency bills are input into the input recep-
tacle of the document processing device and the six hundred
checks are positioned on top of the currency bills such that
the currency bills are transported and processed first, and
then the checks are transported and processed second. That
is, the currency bills and the checks of the batch of docu-
ments are processed together, one after the other. For another
example, for a sorted batch of documents that includes five
currency bills and ten checks, according to some embodi-
ments, the ten checks are input into the input receptacle of
the document processing device and the five currency bills
are positioned on top of the checks such that the checks are
transported and processed first, and then the currency bills
are transported and processed second.

In the intermingled-batch mode, the currency bills are
mixed with the checks and input into the input receptacle of
the document processing device together as a single inter-
mingled or commingled batch of documents. For example,
for a batch of documents that includes ten currency bills and
ten checks, where the documents are ordered from one to
twenty, the batch can be ordered such that the first five
documents in the batch are currency bills, the second five
documents in the batch are checks, then three currency bills,
then two checks, then two currency bills, followed by three
checks. In the intermingled-batch mode, the document pro-
cessing device is configured to process the mixed currency
bills and checks of the intermingled or commingled batch of
documents together. Furthermore, in the intermingled-batch
mode, the order of the documents does not matter and the
processing device does not expect or require the documents
in a batch to be in any particular order. Thus, a sorted batch
of documents can be processed in the intermingled-batch
mode.

Throughout this disclosure, the term “stack” or stack of
documents is used to refer to a set of documents that is
received in an input receptacle of a document processing
device or system. A stack of documents can include a group
of currency bills only; a group of checks only; a batch of
documents including currency bills, checks, and/or other
documents, such as deposit documents; one or more batches
of documents; one or more subbatches of documents, one or
more ordered batches of documents; an intermingled batch
of documents; one or more deposit documents; one or more
header cards and/or trailer cards; or any combination
thereof.

Throughout this disclosure, the term “visually readable
image,” as would be understood by one of ordinary skill in
the art, refers to image data or a portion of image data
obtained for a document, that image data or portion thereof
being reproducible as a visually readable image—that is, a
visually readable image is reproducible from or using image
data. For example, one of ordinary skill in the art would
understand a visually readable image would be reproduced
on a display device, or otherwise, for viewing by a human
user of the devices and systems described herein. The
visually readable image reproduced on the display device is
associated with image data or a portion of image data
obtained from a physical document (for example, currency
bill, check, deposit slip). Therefore, one of ordinary skill in
the art would understand the phrases “image data” and
“visually readable image,” as either individually or in some
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combination, to generally refer to and include image data or
a portion of image data from which a visually readable
image may be produced. In some contexts, reference may be
made to, for example, the electronic storage or transmittal of
image data that is reproducible as a visually readable image.
In other contexts, reference may be made to, for example,
the electronic storage or transmittal of a visually readable
image. In both contexts, one of ordinary skill in the art
would understand both phrases to generally be the same or
similar, that is, image data, or a portion thereof, from which
a visually readable image may be produced. The image data
and/or visually readable images of the present disclosure can
be in any of a variety of file formats, such as, for example,
JPEG, JFIF, Exif, TIFF, RAW, PNG, GIF, BMP, etc.
Document Processing Device and System

To reduce costs associated with receiving counterfeit
currency bills and/or fraudulent checks, to prevent Stores
and/or Banks from having to assume all of the risks and
costs from accepting such documents, and to increase docu-
ment processing efficiency, a document processing device
and/or system according to the present disclosure may be
used.

Turning now to FIG. 1, a block diagram of a document
processing system 100 according to some embodiments of
the present disclosure is illustrated. The document process-
ing system 100 is also known as a document scanning
system for scanning a plurality of documents. According to
some embodiments, as illustrated, the document processing
system 100 includes a document processing device 101
communicatively connected to a computer 151 (e.g., a
customer computer, a store computer, a bank computer, a
financial institution computer, a processor(s) etc.). Alterna-
tively, the document processing system 100 can include a
document processing device and a computer and/or a pro-
cessor in a single housing.

According to some embodiments, the document process-
ing device 101 includes an input receptacle 110, a transport
mechanism 120, and an output receptacle 130. Only one
input receptacle 110 and one or more output receptacles 130
are shown in FIG. 1 for simplicity. According to other
embodiments, however, the document processing device
101 may include a plurality of input receptacles 110 and a
plurality of output receptacles 130. For example, according
to some embodiments, the document processing device 101
may have two input receptacles 110, one for currency bills
and one for checks, or simply to accommodate a greater
number of documents. As another example, the document
processing device 101 can have a single input receptacle 110
capable of accommodating both sorted batches of docu-
ments and intermingled batches of documents including, for
example, currency bills and checks, within the input recep-
tacle 110 and one or more output receptacles 130. According
to some embodiments, the document processing device 101
can include one or more input receptacles 110 and a plurality
of output receptacles 130, such as, for example, an imaging
multiple pocket document processing device or an imaging
MPS—where an imaging MPS is a multiple pocket docu-
ment processing device that includes image scanners con-
figured to image documents. According to some embodi-
ments, the document processing device 101 can include one
or more input receptacles 110 and a plurality of output
receptacles 130, such as, for example, a non-imaging mul-
tiple pocket document processing device—where a non-
imaging MPS is a document processing device that does not
include image scanners and is not configured to image
documents. According to some embodiments, the document
processing device 101 is configured to receive a one or more
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intermingled batches of documents, such as, for example, an
intermingled batch of currency bill and checks, in the input
receptacle 110 and to process the one or more intermingled
batches of documents according to an intermingled-batch
mode of operation as described herein in the Definitions
Section, and in other sections of the present disclosure.
According to other embodiments, the document processing
device 101 is configured to receive a sorted batch of docu-
ments including currency bills and checks in the input
receptacle 110 and to process the currency bills and the
checks according to a sorted-group mode of operation or an
ordered-batch mode of operation as described herein in the
Definitions Section, and in other sections of the present
disclosure.

Details of multiple output receptacles and systems/de-
vices (MPS) are described in International Publication No.
WO 97/45810 and U.S. Pat. No. 6,311,819, entitled
“Method and Apparatus for Document Processing”; U.S.
Pat. No. 7,600,626, entitled “Currency Processing and
Strapping Systems and Methods”; U.S. Patent Application
No. 2008/0060906 Al, entitled “Currency Processing and
Strapping System and Methods™; U.S. Pat. No. 6,860,375,
entitled “Multiple Pocket Currency Processing Device and
Method”; U.S. Pat. No. 6,588,569, entitled “Currency Han-
dling System Having Multiple Output Receptacles™; U.S.
Pat. No. 6,601,687, entitled “Currency Handling System
Having Multiple Output Receptacles™; and U.S. Patent
Application No. 2008/0006505 Al, entitled “Angled Cur-
rency Processing System”, all of which are incorporated by
reference herein in their entireties. Additional details of
imaging multiple output receptacle systems/devices (imag-
ing MPS) are described in U.S. Patent Application No.
2005/0029168 Al, entitled “Currency Processing Device,
Method and System” and U.S. Patent Application No. 2005/
0183928 A1, entitled “Currency Processing Device, Method
and System”, both of which are incorporated by reference
herein in their entireties. It is contemplated that any of the
MPS devices/systems described in the aforementioned pat-
ent applications can be modified or otherwise altered to
include image scanners, such as, for example, image scan-
ners 140a and/or 1405, for imaging documents as described
in reference to FIG. 1 and throughout the present disclosure
and otherwise can be modified to operate in the various
manners described in the present disclosure.

According to some embodiments, an operator inserts a
plurality of documents 135 into the input receptacle 110.
According to some embodiments, the document processing
device 101 is configured to receive only one document at a
time. According to other embodiments, the document pro-
cessing device 101 is configured to receive a stack of
documents in the input receptacle 110. The transport mecha-
nism 120 is coupled to the input receptacle 110 and is
configured to transport the plurality of documents 135, one
at a time, along a transport path in the direction of arrow A,
through the document processing device 101, past one or
more image scanner(s) 140a and/or 1405, and to one or more
output receptacles 130. By “one at a time” it is meant that
the documents are transported serially in a non-overlapping
fashion along the transport path. That is, according to some
embodiments, multiple ones of the documents 135 can be
transported serially by the transport mechanism 120 simul-
taneously. According to some embodiments, each of the
documents 135 is removed from the input receptacle 110 one
at a time by the transport mechanism 120, and transported
along the transport path in the direction of arrow A in a serial
non-overlapping fashion such that each document can be
individually imaged using the one or more image scanner(s)
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140a and/or 14056. According to some embodiments, the
documents 135 are transported continuously past the one or
more image scanner(s) 140a and/or 1405 without stopping
the documents to image the documents. According to some
embodiments, the transport mechanism 120 is configured to
stop transportation of documents such that the documents
are located in a variety of positions along the transport path.
For example, according to some embodiments, the transport
mechanism 120 is configured to halt transportation of docu-
ments such that desired documents are located upstream
from, downstream from, and/or under the image scanner(s)
(e.g., image scanners 140a and/or 1405).

According to some embodiments, the document process-
ing device 101 includes a single image scanner 140a to
image one or both sides of each passing document. Accord-
ing to other embodiments, the document processing device
101 includes a first image scanner 140q to image a first side
of each passing document and a second scanner 1405 to
image a second opposing side of each respective passing
document. The second image scanner 1405 is positioned on
an opposing side of the transport path as compared with the
position of the first image scanner 140qa. According to some
embodiments, the second image scanner 1405 is opposite or
off-set up or downstream from the first image scanner 140a.
According to some embodiments, the imaging of both sides
of currency bills enables the device 101 to denominate bills
and/or extract a serial number from image data associated
with bills regardless of the orientation of the currency bill
during transportation and/or imaging (e.g., face up/down,
forward/reverse). Additional details of image sensors are
described in U.S. patent application Ser. No. 12/553,296,
entitled “Optical Imaging Sensor For A Document Process-
ing Device”, which is hereby incorporated by reference
herein in its entirety.

According to some embodiments, the input receptacle 110
is configured to receive the plurality of documents 135 with
a wide edge or a longer edge of the plurality of documents
135 being initially fed into the document processing device
101. That is, according to some embodiments, the wide edge
of the plurality of documents 135 is perpendicular to the
direction of document transport (e.g., the direction of arrow
A) along the transport path. According to some embodi-
ments, transporting the plurality of documents 135 with the
wide edge leading can increase the overall processing speed
of the document processing device 101, which is further
described below in the Document Processing Speeds Sec-
tion, and in other sections of the present disclosure. Accord-
ing to some embodiments, the input receptacle 110 includes
two slidable guides that are adjustable such that the input
receptacle 110 can receive the plurality of documents 135
with the wide edge leading or a narrow edge or shorter edge
of the plurality of documents leading. That is, according to
some embodiments, the narrow edge of the plurality of
documents 135 is perpendicular to the direction of document
transport (e.g., the direction of arrow A) along the transport
path.

According to some embodiments, for currency bills trans-
ported in a wide edge lead manner having a narrow dimen-
sion of about 2.6 inches, the transport mechanism 120 is
configured to transport the currency bills from the input
receptacle with about a 2.6 inch gap between the bills at a
50% duty cycle at about 5200 inches per minute, or about 87
inches per second. According to some such embodiments,
for a feed inefficiency of about 13 percent, the transport
mechanism is configured to transport the currency bills at
about 100 inches per second.
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According to some embodiments, the document process-
ing device 100 is configured to denominate currency bills
independent of the currency bill’s orientation in the input
receptacle 110 of the device 101 (e.g., forward/backward,
face up/down, shifted left/right). According to some such
embodiments, the device 101 is configured to denominate
bills from image data associated with the bills. According to
some embodiments, the image data is reproducible as visu-
ally readable images of at least a portion of the bills, yet
according to other embodiments, the image data is down-
sampled to non-visually readable images for denomination
purposes. According to some embodiments, the device 101
can denominate bills in a forward and/or reverse manner.
That is, according to some embodiments, the device 101 can
denominate a bill regardless of whether the bill is fed in a
top-edge leading manner or a bottom-edge leading manner
as the bill is transported along the transport path. According
to some embodiments, a forward/reverse algorithm is
executed on the image data to denominate the associated
bill. It is contemplated that the forward/reverse algorithm
can be executed on raw image data and/or down-sampled
image data.

It is contemplated that the device 101 can process a
variety of different sized documents in a single stack of
documents, such as, for example, the device 101 can
denominate a stack of documents that includes U.S. bills and
Euros. According to some embodiments, in the absence of
input receptacle guides to align currency bills therein prior
to being transported, bills can be shifted left and/or right. It
is contemplated that the device 101 is configured to denomi-
nate such shifted bills by cropping appropriate portions of
generated image data.

According to some embodiments, the device 101 is con-
figured to detect a leading edge of each bill and/or to detect
atrailing edge of each bill. According to some embodiments,
the document processing device and/or systems of the
present disclosure execute a leading/trailing edge detection
algorithm to determine a location of the leading and/or
trailing edges. By detecting both the leading edge of a bill
(and/or leading edge of print or fine line on a bill) and/or a
trailing edge (and/or trailing edge of print or fine line on a
bill), the device is able to denominate bills that have one
distorted edge and/or distorted fine line (such as the fine line
found on some U.S. bills). According to some embodiments,
the device 101 is configured to determine a leading edge
and/or a trailing edge of image data that is reproducible as
a visually readable image associated with a bill by taking
several readings along the lead edge and/or trailing edge.
According to some embodiments, in response to determin-
ing the lead edge and/or the trailing edge, the device 101
determines the appropriate area(s) on the image data from
the determined lead and/or trailing edge to sample/crop to
accurately denominate the bill. According to some embodi-
ments, such edge detection techniques are referred to as
leading/trailing edge detection.

According to some embodiments, a controller or proces-
sor 150 is coupled to the image scanner(s) 140a and/or 1405,
the transport mechanism 120, a memory 160, an operator
interface or control panel 170, and a communications port or
network device 180. The controller 150 is configured to
control the operation of the transport mechanism 120 and the
image scanner(s) 140a and/or 1405. The controller 150 is
also configured to communicate information to and from the
memory 160, the control panel 170, and the communications
port 180. For example, the controller 150 may send infor-
mation to and receive operator input from the control panel
170. The control panel 170 can be configured to display
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information regarding the documents 135 and/or status
information concerning the operation of the document pro-
cessing system 100. For example, according to some
embodiments, the control panel 170 is configured to display
an image or a partial image (e.g., snippet image) of a
document of concern, such as a currency bill that may be
identified as a possible counterfeit currency bill (e.g., a
suspect currency bill). According to some embodiments, the
controller 150 is one or more computers. According to some
embodiments, the controller 150 can replace the computer
151 such that the document processing system 100 only
includes the document processing device 101 configured to
perform the same operations as the document processing
system 100. In these embodiments, the controller 150 can
include a plurality of memory devices (e.g., RAM, ROM,
Hard Drive, etc.), processor(s), etc. necessary to perform a
plurality of document processing operations within the
document processing device 101. Some examples of docu-
ment processing operations, which are described in detail
below, include, but are not limited to, facing (front/back),
orienting (forward/reverse), cropping, deskewing, com-
pressing, down-sampling, denominating (forward/reverse),
extracting, comparing, determining, storing, transmitting,
etc.

According to some embodiments, the operator can initiate
document processing via use of the control panel 170.
According to some embodiments, the operator can initiate
document processing via use of the computer 151. Accord-
ing to some embodiments, the control panel 170 is a full
graphics color touch screen display with various soft touch
keys used to operate the document processing system 100.
Alternatively or additionally, the control panel 170 may
contain physical keys or buttons and/or another type of
display such as an LED display. For example, a QWERTY
keyboard and/or a ten key numerical keypad may be utilized.
According to some embodiments, the control panel 170
displays soft keys or touch keys when appropriate. Accord-
ing to some embodiments, the control panel 170 is integrated
within a single housing of the document processing device
101. Alternatively, the control panel 170 can be remotely
positioned from the document processing device 101, but
communicatively connected therewith via a wired connec-
tion (e.g., electronic, optical, other direct connection), a
wireless connection, a Bluetooth connection, a WI-FI con-
nection, etc. For example, according to some embodiments,
the control panel 170 is a component of the computer 151.
For another example, the document processing system 100
is located at a first financial institution branch location and
a control panel 170 is located at a second financial institution
headquarter location. According to some embodiments, the
control panel 170 is a Sharp® display such as a 4.3 inch
touchscreen display unit manufactured by Sharp® Corpo-
ration.

In response to the operator initiating document process-
ing, the transport mechanism 120 transports the plurality of
documents in the direction of arrow A in a non-overlapping
serial fashion, one at a time, one after the other. As one of
the plurality of document 135a is transported a record and/or
a data file (e.g., records 300a-d of FIGS. 3A-D and/or data
file 301 of FIG. 3E) associated with the document 135a is
generated using, for example, the image scanner(s) 140a
and/or 1405 and/or controller 150. According to some
embodiments, the image scanner(s) 140a and/or 1405 gen-
erate the record. Yet, according to other embodiments, the
image scanner(s) 140a and/or 1405 generate data used by
the document processing system 100 to generate the records.
According to some embodiments, the record at least
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includes image data that is reproducible as a visually read-
able image or a human readable image of substantially the
entire document 135a (a “full image”) and/or of selected
portions of the document 1354 (a “snippet image”). In some
embodiments, the record can include a full image, one or
more snippet images, or a combination thereof. According to
some embodiments, a visually readable and/or human read-
able image is defined based on a number of dots or pixels per
inch (“DPI”) that form the image. For purposes of the
present disclosure, a visually readable image is an image
having a resolution of at least 50 DPIx50 DPI—that is, the
image includes 2500 dots or pixels per square inch. Accord-
ing to some embodiments, the visually readable image is
formed with a resolution of at least 100 DPIx100 DPI.
According to some embodiments, the visually readable
image is formed with a resolution of at least 200 DPIx100
DPI. According to some embodiments, the visually readable
image is formed with a resolution of at least 200 DPIx200
DPI. As the DPI increase, the amount of data generated by
the image scanner(s) 140a and/or 1405 increases, which
may be a factor in causing relatively slower processing
speeds in some embodiments. According to some embodi-
ments, the resolution of an image is defined as P DPI X Q
DPI, where P is the resolution in the x-direction or the
direction perpendicular to the direction of document trans-
port (e.g., perpendicular to the direction of arrow A), and Q
is the resolution in the y-direction or the direction parallel to
the direction of transport (e.g., the direction of arrow A).

According to some embodiments, the image scanner(s)
140a and/or 1405, the controller 150, and/or the memory
160 includes data extraction software such as optical char-
acter recognition (OCR) software for identifying characters
contained in one or more fields of the image data and/or the
visually readable images of the plurality of documents 135
and extracting the characters as extracted data. It is contem-
plated that according to some embodiments, other software
can be used to extract character or symbol information from
the image data and/or the visually readable images. Accord-
ing to some embodiments, the document processing system
100 uses the OCR software to obtain or extract identifying
information from each of the visually readable images. For
example, the OCR software may implement a search of
image data that is reproducible as a visually readable image
of a currency bill for a serial number data field and extract
a serial number of the currency bill once the data field is
located. According to some embodiments, the OCR software
can obtain or extract both serial numbers in a visually
readable image of a currency bill regardless of the face
orientation of the currency bill during transportation via the
transport mechanism 120. The OCR or other software can be
implemented to extract a variety of other types of informa-
tion, such as, for example, transactional information. Exem-
plary data extraction software such as OCR software is
described in more detail below in the Optical Character
Recognition Section, and in other sections of the present
disclosure.

According to some embodiments, the visually readable
image is formed with a resolution of 300 DP1x200 DPI, 300
DPIx300 DPI, 400 DPIx200 DPI, or 400 DPIx400 DPI.
Such elevated resolutions can be desirable when using OCR
software to extract relatively small characters from an
image. For example, when trying to extract small characters
on a currency bill, such as, for example, back plate numbers,
check letter and quadrant numbers, check letter and face
plate numbers, etc., the image scanner(s) 140a and/or 1405
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can be configured to generate image data that is reproducible
as visually readable images having elevated resolutions
(e.g., 400 DPIx200 DPI).

According to some embodiments, the extracted data can
be tagged to the record in one or more data fields (e.g., data
fields 330a, 360a, 380 of FIGS. 3A-D). The term “tag” or
“tagging” generally refers to the document processing sys-
tem 100 associating alphanumeric characters or symbols
with a record and/or a data file or with image data that is
reproducible as a visually readable image in a record and/or
a data file. For example, the record can include the identi-
fying information extracted from the visually readable
image. If the document 1354 is a currency bill, the identi-
fying information can include a serial number, a denomina-
tion, a type of note, a federal reserve letter/number, a series,
a check letter and quadrant number, a check letter and face
plate number, a back plate number, or combinations thereof.
If the document 1354 is a check, the identifying information
can include a checking account number, a routing and transit
number, a check number, a check amount, a drawer name, a
drawer address, a payee name, or combinations thereof. If
the document is a deposit slip, the identifying information
can include a customer financial account number, a total
deposit amount, a total currency bill deposit amount, a
number of deposited currency bills broken down by denomi-
nation, a total check deposit amount, a number of deposited
checks broken down by on-us checks and transit checks, a
total on-us check deposit amount, a total transit check
deposit amount, or combinations thereof.

According to some embodiments, the data tagged to the
record includes transactional information such as, for
example, a transaction identifier number, a customer name
or customer identification number, a teller name or identi-
fication number, an employee identification number, a bank
account number, a store or customer number, a batch num-
ber, a subbatch number, a batch start time, a batch end time,
a subbatch start time, a subbatch end time, a device identi-
fier, or any combination thereof. The transactional informa-
tion can be obtained based on operator input directly or
indirectly into the document processing system 100. Accord-
ing to some embodiments, the operator inputs the transac-
tional information into the document processing device 101
using the control panel 170. In these embodiments, the
manually entered transactional information is automatically
associated with the visually readable images generated using
the image scanner(s) 140a and/or 1406 and/or the records
for each of the subsequently processed documents 135
associated with the same transactional information. For
example, the employee identification number associated
with an employee or operator of the document processing
system 100 can be automatically tagged to all records
generated while the employee operates the document pro-
cessing system 100.

According to some embodiments, the transaction infor-
mation (e.g., transaction identifier number, batch number,
subbatch number, bank account number, etc.) is obtained
and/or extracted from a header card and/or a trailer card. In
some such embodiments, prior to inserting the stack of
documents 135 into the input receptacle 110, the operator
puts a header card and/or a trailer card onto the stack of
documents 135, or otherwise associates the header/trailer
card with the plurality of documents 135. According to some
embodiments, the header/trailer card includes an indicia
representing the transactional information. For example, the
header/trailer card can be a barcoded ticket including a
barcode indicia that encodes a bank account number of a
customer associated with the documents 135. In response to
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initiating the document processing, the document processing
device 101, via the image scanner(s) 140a and/or 1405,
scans the header/trailer card and accompanying stack of
documents 135 to generate a data file including a record for
the header/trailer card and a record for each of the docu-
ments 135. According to some embodiments, the record of
the header/trailer card includes a visually readable image of
the header/trailer card and the records of the documents 135
include respective visually readable images. The document
processing system 100 is configured to use software to
decode the generated image of the barcode indicia to extract
the transaction information. According to some embodi-
ments, the extracted transactional information can be auto-
matically associated with the records of the documents 135
within the data file. According to some embodiments, the
document processing system 100 includes a barcode scanner
to scan and decode the barcode indicia as is commonly
known in the art and the document processing system 100
associates data obtained from the barcode scanner with the
appropriate records. According to some embodiments, miss-
ing or incomplete transactional information can be corrected
or entered in the same, or similar, manner as the identifying
information described below in the Modes of Operation—
Flagging Section, and in other sections of the present
disclosure.

Details of barcode scanners are described in U.S. Patent
Publication No. 2002-0020603, entitled “System and
Method for Processing Currency Bills and Substitute Cur-
rency Media in a Single Device,” which is incorporated
herein by reference in its entirety. Details of header/trailer
cards are described in U.S. Pat. No. 7,016,767, entitled
“System and Method for Processing Currency and Identifi-
cation Cards in a Document Processing Device,” and U.S.
Pat. No. 7,146,245, entitled “System and Method for Pro-
cessing Currency and Identification Cards in a Document
Processing Device,”, which are both incorporated herein by
reference in their entireties.

According to other such embodiments, prior to inserting
the stack of documents 135 into the input receptacle 110, the
operator puts a deposit slip onto the stack of documents 135,
or otherwise associates the deposit slip with the plurality of
documents 135. According to some embodiments, the
deposit slip includes a MICR encoded customer financial
account number and one or more handwritten totals (e.g.,
total declared deposit, total currency bill deposit, total check
deposit, etc.). According to other embodiments, the deposit
slip is machine generated and/or printed to include a cus-
tomer financial account number and one or more printed
totals (e.g., total declared deposit, total currency bill deposit,
total check deposit, etc.). According to some embodiments,
a customer making a deposit transaction includes the deposit
slip with the documents being deposited. The deposit slip is
a summary of the documents being deposited. As discussed
above, the deposit slip can include transaction information
such as, for example, a customer financial account number,
a total deposit amount, a total currency bill deposit amount,
a number of deposited currency bills broken down by
denomination, a total check deposit amount, a number of
deposited checks broken down by on-us checks and transit
checks, a total on-us check deposit amount, and a total
transit check deposit amount. According to some embodi-
ments, in response to initiating the document processing, the
document processing device 101, via the image scanner(s)
140a and/or 1405, images the deposit slip and accompany-
ing stack of documents 135 to generate a data file including
a record for the deposit slip and a record for each of the
documents 135. According to some embodiments, the record

10

15

20

25

30

35

40

45

50

55

60

65

20

of the deposit slip includes image data that is reproducible
as a visually readable image of the deposit slip and the
records of the documents 135 include image data that is
reproducible as respective visually readable images. The
document processing system 100 is configured to use OCR
or other software (e.g., CAR/LAR software, handwriting
extraction software, etc.) to extract some or all of the
transaction information on the generated image of the
deposit slip. According to some embodiments, the extracted
transactional information can be automatically associated
with the records of the documents 135 within the data file.
According to some alternative embodiments, the document
processing system 100 includes a MICR reader to read the
MICR encoded customer financial account number from the
deposit slip.

According to some embodiments, the device 101 and/or
system 100 is configured to perform a check cashing trans-
action such as in a bank or other financial institution. For
example, a bank customer enters a bank with a deposit slip
and 5 checks having a total value of $3000.00. The customer
desires to deposit the $3000.00 of checks and to withdraw
$1000.00 of the $3000.00 deposit. According to some
embodiments, a bank teller places the deposit slip and
checks into the input receptacle of the device 101 and
images the documents to generate a data file associated with
the deposit transaction, similar to the data files described in
the Document Records and Data Files Section and in con-
nection with FIG. 3E, and in other sections of the present
disclosure. According to some embodiments, the device 101
is configured to generate a cash-out ticket associated with
the $1000.00 being withdrawn. According to other embodi-
ments, the teller and/or the customer manually fills out a
cash-out ticket. According to some embodiments, the manu-
ally generated cash-out ticket is imaged along with the other
documents. According to some embodiments, the data file
includes a record for each check, the deposit slip, and the
cash-out ticket. The data file can be transmitted or otherwise
made available to an item processing system, such as the
item processing system described in the Electronic Portion
of Deposit Transaction Section, and in other sections of the
present disclosure, to further processing the check cashing
transaction, such as, for example, to update an account of the
customer to reflect the deposit/withdrawal, to proof the
checks, and/or to clear the checks.

Referring back to FIG. 1, according to some embodi-
ments, the memory 160 is configured to store and/or buffer
the record associated with the document 1354 and/or other
records associated with other documents for the same
deposit transaction. According to some embodiments, the
memory 160 is configured to store and/or buffer a record
including a full image of the processed document 135a or
other information from the processed documents (e.g., data
associated with a picture or visually readable image of the
document 135a). According to some embodiments, the
memory 160 is configured to only store and/or buffer a
record including a visually readable image of a portion of the
document 135a. For example, for a particular application it
may be that the memory 160 only needs to store an image
of half of the document 135a or a snippet image of the
document 135a. According to some embodiments, the
memory 160 is configured to store and/or buffer the
extracted data, such as, for example, the identifying infor-
mation and/or the transactional information associated with
one or more batches of processed documents, such as, for
example, serial numbers, denominations, checking account
numbers, routing numbers, bank account numbers, batch/
deposit identification numbers, etc.
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According to some embodiments, the document process-
ing system 100 is configured to store and/or buffer a plurality
of records associated with a single deposit transaction of a
plurality of documents. In some such embodiments, in
response to the document processing system 100 generating
a record for each of the plurality of documents, the docu-
ment processing system 100 generates a data file that
includes the plurality of stored and/or buffered records. The
data file can include a plurality of additional information,
such as, for example, an financial institution account num-
ber, a transaction identifier, a customer name, address, phone
number, a total deposit amount, a total currency bill deposit
amount, a number of deposited currency bills broken down
by denomination, a total check deposit amount, a number of
deposited checks broken down by on-us checks and transit
checks, a total on-us check deposit amount, and a total
transit check deposit amount. According to some embodi-
ments, the data file can be transmitted from the document
processing system 100 to a financial institution for a credit
based on the total deposit amount associated with the deposit
transaction. Further details on transmitting a data file for a
credit is described below in reference to FIGS. 4A-B, 5A, 6,
and 8A-B.

According to some embodiments, the memory 160 is
configured to store a database or a suspect database. The
database can include a variety information associated with
known and/or suspected counterfeit currency bills. For
example, the database can include a list of serial numbers of
known or suspected counterfeit currency bills. For another
example, the database can include a list of known combi-
nations of identifying information used on counterfeit cur-
rency bills. Due to the difficulty in producing, for example,
counterfeit U.S. currency bills that each have completely
unique identifying information (e.g., denomination, serial
number, federal reserve letter/number, series, check letter
and quadrant number, check letter and face plate number,
back plate number, etc.), such known combinations of
identifying information are useful in detecting counterfeit
currency bills that have varying or unique serial numbers.
Such counterfeit currency bills would be unique but for
other small constant numbers or letters on the currency bills
that remain the same from currency bill to currency bill.
Additionally or alternatively, the database can include a
variety of information (e.g., checking account numbers,
routing numbers, etc.) associated with checking accounts
tied to fraudulent activity (e.g., check kiting schemes).
According to some embodiments, the memory 160 stores a
database, such as, for example, database 12004,5 shown in
FIGS. 12A-B and described in the Modes of Operation—
Searching/Master Database Section, and in other sections of
the present disclosure.

According to some embodiments, the document process-
ing device 101 includes an authentication sensor or authen-
tication unit 145. Yet according to other embodiments, the
document processing device 101 does not include an authen-
tication sensor 145. In some such embodiments, the lack of
the authentication sensor 145 reduces the overall weight,
size, and cost of the document processing device 101.
Authentication can be accomplished using the authentica-
tion sensor 145 and/or by using a database of serial numbers
for known or suspected counterfeit currency bills and a
database of checking account numbers for known or sus-
pected checks associated with fraudulent activity. The
authentication sensor 145 is optionally positioned adjacent
to the transport path in a similar fashion as the image
scanner(s) 140a and/or 14056. The authentication sensor 145
is configured to authenticate the documents 135 based on
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one or more criteria and/or authentication tests as is com-
monly known in the art. Some examples of authentication
sensors and authentication tests are described in U.S. Pat.
No. 5,640,463, issued on Jun. 17, 1997, entitled “Method
and Apparatus For Authenticating Documents Including
Currency”; U.S. Pat. No. 5,790,693, issued on Aug. 4, 1998,
entitled “Currency Discriminator and Authenticator”; U.S.
Pat. No. 5,992,601, issued on Nov. 30, 1999, entitled
“Method and Apparatus for Document Identification and
Authentication”; and U.S. Pat. No. 5,960,103, issued on Sep.
28, 1999, entitled “Method and Apparatus for Authenticating
Currency”; all of which are incorporated by reference herein
in their entireties.

Authentication by use of the database is accomplished by
comparing the identifying information (e.g., currency bill
serial number, at least a portion of a check MICR line) in the
records with data or information in the database. Such
authentication using the database does not require the pres-
ence of the authentication sensor 145. According to some
embodiments, the database is stored in the memory 160 of
the document processing device 101. Alternatively, the
database can be stored in a memory of the computer 151
and/or a memory of a server communicatively connected to
the document processing system 100. The computer 151
and/or the server can be configured to compare the identi-
fying information in the records with the data or information
in the database stored on the computer 151 and/or the server.
In some such embodiments, the document processing sys-
tem 100 is configured to transmit and/or upload the extracted
identifying information and/or records associated with one
or more batches of processed documents to the server for
comparison with the database. Thus, the document process-
ing device 101 is free to continue to process additional
batches of documents without bogging down the controller
150 and/or other components by performing the comparison
in real-time and/or on-board of the document processing
device 101. In the case of the server determining a match,
that is, a suspect document, the sever can be configured to
transmit a notice and/or a charge-back instruction and/or
signal to the document processing system 100 indicating the
determination. In the case of the server not determining a
match, the server can be configured to transmit a notice
and/or signal clearing all of the processed documents asso-
ciated with the transmitted or uploaded identifying informa-
tion and/or records. According to some embodiments, the
server is configured to compare uploaded records for a stack
of documents with data in the database and to determine if
a match exists within about two minutes. According to some
embodiments, the server is configured to compare uploaded
records for a stack of documents with data in the database
and to determine if a match exists within about ten minutes.

According to some embodiments, the controller 150 com-
pares an extracted serial number tagged to a record associ-
ated with a currency bill against serial numbers in the
database. If a complete match or, in some embodiments, a
partial match is found, the controller 150 may send a signal
or an instruction to the operator control panel 170 to indicate
that a suspect currency bill has been found (e.g., a currency
bill suspected of being counterfeit). In some embodiments,
the record of the suspect currency bill may be flagged
electronically and/or visually. According to some embodi-
ments, the flagged record can be stored in the memory 160
with a visual notation (e.g., flag code field 333' in FIG. 3A
and flag code field 363' in FIG. 3B) or electronic marking
(e.g., an asterisk “*” or an exclamation point “!”’) that
indicates to a person reviewing the record such as the
operator that the record is associated with a suspect currency
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bill. According to some embodiments, the flagged record is
stored in the memory 160 with a bit set configured to
indicate that the flagged record is associated with a suspect
document. In some embodiments, the flagged record can be
transmitted to and stored in a memory of the computer 151
and/or a server within or communicatively connect to the
document processing system 100.

According to some embodiments, a number of types of
data can be used to assess whether a currency bill is a suspect
currency bill, including serial number, denomination, series,
federal reserve letter/number, check letter and quadrant
number, check letter and face plate number, back plate
number, signatories, image quality, infrared characteristics,
magnetic characteristics, ultraviolet characteristics, color
shifting ink, watermarks, metallic threads, holograms, etc.,
or some combination thereof. According to some embodi-
ments, all or a portion of these types of data can be derived
from and/or extracted form the currency bill and/or the
image data that is reproducible as a visually readable image
of the currency bill and may be used for cross-referencing
the serial number of the currency bill for purposes of
determining suspect currency bills. For example, the serial
number of the currency bill may be related to an extracted
series. Thus, for a particular currency bill having a serial
number and a series that do not correspond, then the
currency bill is a suspect currency bill.

As described above, according to some embodiments, the
controller 150 is configured to communicate information to
and from the communications port 180. The communica-
tions port 180 is configured to be communicatively con-
nected to a network (e.g., Internet, private network, cus-
tomer network, financial institution network, LAN, WAN,
secured network, etc.) to permit information to be transmit-
ted to and from the document processing device 101. For
example, according to some embodiments, the document
processing device 101 comprises an Ethernet card compris-
ing the communications port 180 that is communicatively
connected to the network (e.g., the customer network). It is
contemplated that according to some embodiments, the
document processing device 101 includes two or more
communications ports 180 to increase the flow and/or trans-
fer of data to and from the document processing device 101.
As described above, the controller 150 can transmit a data
file including a plurality of records associated with a deposit
transaction from the document processing device 101.
According to some embodiments, the data file is communi-
cated via the communications port 180 from the document
processing device 101 over a customer network to the
customer computer 151. According to some embodiments,
the data files are communicated from the document process-
ing device 101 and/or the customer computer 151 over the
network to a financial institution system associated with a
customer financial institution account. According to some
embodiments, the financial institution is configured to apply
a provisional credit to the customer financial institution
account based on information in the data file.

As described below in the Deposit Transaction Section
and/or the Electronic Portion of Electronic Transaction
Section, and in other sections of the present disclosure,
according to some embodiments, the financial institution is
configured to apply a provisional credit for a complete
deposit or a percentage of the deposit, such as, for example,
the provisional credit can be given for 80% or 90% of a
deposit. According to some embodiments, the financial
institution is configured to apply a final credit for all of or a
percentage of a deposit. According to some embodiments,
the transmitted data file may include information relating to
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a plurality of documents including a deposit slip, currency
bills, checks, identifying information, and transactional
information.

According to some embodiments, the document process-
ing device 101 and/or system 100 can provide an operator a
receipt and/or a printed record providing details of a trans-
action such as copies of the imaged documents and/or
portions thereof, such as copies of image snippets. The
record can also include identifying information for the
transaction such as operator information, processing device
information, unique transaction identifiers, etc. The record
can be printed by a printer integral with and/or communi-
catively connected to the document processing device 101
and/or system 100. Alternatively, the receipt can be sent
electronically such as by an e-mail or an entry into a log.
According to some embodiments, the operator can down-
load and/or upload records to a printer. It is contemplated
that the records can be stored in a memory of the printer
and/or printed upon receipt of the records in memory and/or
at a later time.

According to some embodiments, an operator of a docu-
ment processing device and/or system can print a deposit
transaction receipt for a bank customer/depositor that
includes visually readable images of all documents or a
portion of the documents included in the deposit. For
example, for a bank customer that deposits five $20 bills and
three checks, the deposit transaction receipt can include
images of each of the five $20 bills, images of each of the
three checks, or any combination thereof. According to some
embodiments, a deposit transaction receipt only includes
images of checks included in a deposit. According to some
embodiments, a deposit transaction receipt only includes
images of currency bills included in a deposit. According to
some embodiments, a deposit transaction receipt includes
images of checks included in a deposit and currency bill
denominations for currency bills included in the deposit.
According to some embodiments, a deposit transaction
receipt includes images of checks included in a deposit and
currency bill denominations and serial numbers for currency
bills included in the deposit.

It is contemplated that according to some embodiments, a
bank keeps a receipt or internal record in electronic form
and/or printed form for each transaction. The receipts can be
printed and kept in a printed journal and/or electronically
stored in a memory of the device and/or system, and/or in a
memory communicatively connected thereto.

According to some embodiments, printing a deposit trans-
action receipt for each bank customer allows the bank to
terminate the physical document paper trail for checks at the
point of interacting with the bank customer and taking/
recording the deposit as the receipt provides the bank
customer with instant proof of deposit and the bank can
further process and/or proof the checks via the electronic
images of the checks. That is, the bank can destroy the
deposited checks because the bank can process the checks
via image data that is reproducible as a visually readable
image of the checks and the bank customer has a printed
receipt including a visually readable image of at least a
portion of the checks.

For example, after receiving one or more checks for
deposit from a customer, according to some embodiments,
the bank physically destroys (e.g., shreds) the checks after
they have been processed and imaged by the document
processing device 101 and/or system 100. According to
some embodiments, the checks are destroyed at the point of
deposit after they have been processed and imaged by the
document processing device 101 and/or system 100. For
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example, according to some embodiments, the document
processing device 101 and/or system 100 is coupled to a
document destruction device such as a shredder or granu-
lator and checks are automatically routed to the document
destruction device after each check has been properly
imaged and/or after the deposit transaction involving the
checks has been accepted by the customer and/or operator of
the document processing device 101 and/or system 100.

According to some embodiments, the document process-
ing system 100 and/or device 101 is configured to process
casino cashout tickets bearing one or more respective bar-
codes thereon. According to such embodiments, the device
101 is configured to operate in an imaging mode and/or a
casino ticket mode to image tickets and create a record for
each ticket processed. The records can include a variety of
information and or images, such as, for example, an image
or snippet image of the ticket, an extracted barcode number,
a time of processing, a teller identifier, a casino identifier,
etc. Additional details on imaging and/or processing casino
tickets can be found in U.S. Patent Application No. 2009/
0087076 Al, entitled “System and Method For Processing
Currency Bills and Tickets”.

Referring now to FIGS. 2A-2C, a document processing
device 101" is shown according to some embodiments of the
present disclosure. FIG. 2A is a perspective view of the
document processing device 101" and FIGS. 2B and 2C are
cross-sectional views of the document processing device
101'. According to some embodiments, the document pro-
cessing device 101' reflects an exemplary physical embodi-
ment of the document processing device 101 described
above in relation to FIG. 1 and throughout this disclosure.
According to some embodiments, the document processing
device 101' includes an input receptacle 110', a transport
mechanism 120", an output receptacle 130', and a housing
190. According to some embodiments, the input receptacle
110", the transport mechanism 120', and the output recep-
tacle 130" are the same as, or similar to, the input receptacle
110, the transport mechanism 120, and the output receptacle
130, respectively, as described above in relation to the FIG.
1. According to some embodiments, the input receptacle 110"
is configured to receive a plurality of documents with a wide
edge or a longer edge of the plurality of documents being
initially fed into the document processing device 101' in the
same, or similar, manner as described above in reference to
the input receptacle of the document processing device 101,
that is, the device 101' is adapted to transport documents in
a wide-edge leading manner.

According to some embodiments, an operator interface or
control panel 170' is coupled to the housing 190. The control
panel 170" can be the same as, or similar to, the control panel
170 described above in relation to FIG. 1. The control panel
170" is shown in a closed or down position. According to
some embodiments, the control panel 170' can be rotation-
ally or movably coupled to the housing 190, such that, the
control panel 170' can be rotated with respect to the housing
190 to change a viewing angle of the control panel 170'. In
some embodiments, the control panel 170" can also be
repositioned to increase access to the transport mechanism
120" such as in response to a document jam. In some
embodiments, the control panel 170' is a full graphics color
touch screen configured to display operational instructions,
configuration menus/screens, warnings, visually readable
images of documents and/or snippet images, softkey but-
tons, etc. to an operator of the document processing device
101'. According to other embodiments, the control panel
170" is positioned away from or detached from the housing
190, yet communicatively connected to the document pro-
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cessing device 101" via a wired (e.g., electrical, optic, other
direct connection) or wireless connection.

According to some embodiments, the transport mecha-
nism 120" includes an upper transport plate assembly 1204’
and a lower transport plate assembly 1204'. As shown in
FIG. 2B, the upper transport plate assembly 1204' is in an
open position. The open position of the transport mechanism
120" allows for easy removal of jammed documents, clean-
ing, and maintenance, all from the front of the document
processing device 101', which will be described in greater
detail below in reference to FIGS. 13A-E. FIG. 2C illustrates
the upper and lower transport plate assemblies 120a' and
1204' in a closed position or operating/processing position.
The upper and lower transport plate assemblies 1204' and
1204' can each include a plurality of mechanical and/or
electrical components, such as, for example, UV sensors, IR
sensors, magnetic sensors, imaging sensors, hold-down
wheels, drive wheels, spring wheels, LEDs and/or other
light sources. According to some embodiments, the upper
transport plate assembly 120q' includes a first image scanner
140a' and the lower transport plate assembly 1204' includes
a second image scanner 1404'. The first and the second
image scanners 140a' and 1405' are the same as, or similar
to, the image scanner(s) 140a and/or 1405 described above
in relation to FIG. 1. According to some embodiments, the
first and the second image scanners 140a' and 14056' and/or
the image scanner(s) 140a and/or 1405 are at least about 9.1
inches wide. That is, the dimension of the image scanners
that is perpendicular to the direction of transport of docu-
ments is at least about 9.1 inches. According to some
embodiments, the first and the second image scanners 1404
and 1405' and/or the image scanner(s) 140a and/or 1405 are
about 9.1 inches wide. According to some embodiments, the
first and the second image scanners 140a' and 14056' and/or
the image scanner(s) 140a and/or 1405 are wide enough to
scan and/or image business or commercial checks in a wide
edge leading feed and standard and A4 sheets of paper with
a narrow edge leading feed.

According to some embodiments, the document process-
ing device 101' is communicatively connected to a computer
or a processor (e.g., computer 151) to form a document
processing system, such as the document processing system
100. Alternatively, the computer or processor is integral
within the housing 190 such that the document processing
device 101' corresponds to a singly housed document pro-
cessing system.

According to some embodiments, the document process-
ing device 101" has a height H, of less than about twelve
inches, a width W of less than about fourteen inches, and a
depth D of less than about fifteen inches. According to some
embodiments, the document processing device 101' has a
height H, of less than about nine and a half inches, a width
W of less than about fourteen inches, and a depth D of less
than about thirteen and a half inches.

According to some embodiments, the document process-
ing device 101" has a footprint of less than about two square
feet. According to some embodiments, the document pro-
cessing device 101" has a footprint of less than about one and
a half square feet. According to some embodiments, the
document processing device 101" has a footprint of less than
one and a quarter square feet.

According to some embodiments, the document process-
ing device 101" weighs less than about 35 1bs. According to
some embodiments, the document processing device 101'
weighs less than about 25 Ibs. According to some embodi-
ments, the document processing device 101' weighs about
twenty lbs. According to some embodiments, the document
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processing device 101' is compact and configured to be
rested on a tabletop or countertop.

According to some embodiments, the document process-
ing device 101' is configured to be placed on a surface and
be opened to be permit removal or clearing of a document
jam, cleaning, and/or maintenance without having to be
moved or otherwise repositioned and without consuming
additional footprint space while being in the open position.
That is, as illustrated in FIGS. 2B and 2C, the footprint
associated with the device 101' in its open state (permitting
access to its interior transport path) is the same as the
footprint of the device 101' in its closed operational state.
Likewise, as illustrated in FIGS. 2B and 2C, according to
some embodiments, the volume occupied the device 101" in
its open state (permitting access to its interior transport path)
is the same as the volume of the device 101' in its closed
operational state. In some such embodiments, the housing
190 of the document processing device 101' can be posi-
tioned with a back side 190« adjacent to a wall and does not
need to be moved away from the wall when the device is
opened as illustrated in FIG. 2B.

According to some embodiments, the document process-
ing device 101' can be a part of a larger document processing
system such as, for example, systems used for currency bill
sorting and/or other types of document sorting.

According to some embodiments, the document process-
ing device 101" is configured to operate in a strapping mode
and is coupled with a strapping unit. According to some
embodiments, in the strapping mode of operation, the docu-
ment processing device is configured to process a predeter-
mined number of documents, such as, for example, 100
currency bills having the same denomination (e.g., one
hundred $5’s), and to transport the documents to the strap-
ping unit to be physically strapped. According to some such
embodiments, each strap is associated with a strap number
that can be associated with each of the documents in the
strap. For example, the strap number can be tagged to a
record associated with each of the documents and stored in
a memory device. According to some embodiments, the
records associated with the documents in a particular strap
can be stored in the memory together. Additional details on
strapping units are in U.S. Pat. No. 7,600,626, entitled
“Currency Processing and Strapping Systems and Methods”
and U.S. Patent Application No. 2008/0060906 A1, entitled
“Currency Processing and Strapping System and Methods”,
both of which were previously incorporated by reference in
their entireties herein.

Optical Character Recognition

As described herein, the document processing devices and
systems of the present disclosure are configured to process
documents. According to some embodiments, processing
documents includes imaging the documents to produce
image data that is reproducible as a visually readable image
of at least a portion of each document—that is, a visually
readable image is reproducible from or using image data.
According to some embodiments, the document processing
devices and systems are further configured to run or execute
one or more OCR algorithms to extract one or more sets of
characters from the image data for one or more documents.

According to some embodiments, the document process-
ing device 101' executes an OCR algorithm to extract a serial
number from image data associated with a currency bill
processed by the document processing device 101'. The
currency bill bears the serial number for which the image
data is generated. According to some embodiments, the
OCR algorithms of the present disclosure are run or
executed on-board of the document processing device in
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real-time. That is, the document processing device extracts
characters from image data as documents are being pro-
cessed using on-board processor(s) and/or controller(s). The
document processing device can execute the OCR algo-
rithms to extract data from a stack of documents at a variety
of document processing speeds, such as, for example, those
speeds described herein in the Document Processing Speed
Section, and in other sections of the present disclosure.

For example, the document processing device 101'
includes one or more processors and/or controllers within
the housing 190 configured to execute one or more OCR
algorithms to extract serial numbers from image data being
generated as documents are being transported by the docu-
ment processing device 101'. According to some embodi-
ments, the on-board, real-time processing of the image data
associated with documents being transported allows the
document processing device 101' to determine if a serial
number can be completely extracted (e.g., 10 out of 10
characters or 11 out of 11 characters) from the image data for
a particular currency bill within a predetermined confidence
level prior to transporting a second currency bill from the
input receptacle 110" to the output receptacle 130'. Accord-
ing to some such embodiments, the document processing
device 101' can flag a data extraction error document by
stopping the transport of documents such that a currency bill
associated with image data that cannot be completely and
accurately OCRed to produce an acceptable extracted serial
number is the last document delivered to the output recep-
tacle 130'.

According to some embodiments, in response to a data
extraction error or in response to a document processing
device of the present disclosure failing to completely extract
desired information (e.g., currency bill serial number or
check MICR line) from a document (e.g., currency bill or
check), it is contemplated that the device is configured to
reprocess the image data associated with that document with
a second OCR algorithm. According to some embodiments,
the second OCR algorithm is a more robust OCR algorithm
that requires additional processing power and/or additional
memory/RAM to run or execute. According to some
embodiments, the execution of the secondary OCR algo-
rithms is a slower process than the initial execution of the
first OCR algorithm. According to some embodiments, the
device is configured to post-process the image data that
causes the data extraction error by running the more robust
algorithm to attempt to extract the desired information from
the image data. According to other embodiments, the device
executes the secondary more robust OCR algorithm while
the device continues to transport and/or process other docu-
ments in a stack of documents being processed. According
to some embodiments, in response to a data extraction error,
the device transmits the image data associated with the data
extraction error document to another device and/or system to
reprocess the image data with a secondary OCR algorithm.

According to some embodiments, the document process-
ing devices and systems of the present disclosure are con-
figured to run or execute one or more OCR algorithms that
are programmed to detect image skew, to crop and rotate
snippet images, to locate characters, to remove background
data from the snippet image, to segment characters in the
snippet image, to trim segmented characters in the snippet
image, to compare characters with one or more sets of
templates, and finally identify each character. According to
some embodiments, the one or more OCR algorithms are
configured to make use of facing and orienting information
such as each image’s front/back orientation and forward/
reverse orientation. Such facing and orienting information is
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implemented by the one or more OCR algorithms to deter-
mine expected locations of data of interest for extraction,
such as, for example, the expected location of a serial
number in an image of a front of a currency bill oriented in
a forward manner.

According to some embodiments, the one or more OCR
algorithms are configured to detect image skew. That is, the
OCR algorithms are executed to detect if image data that is
reproducible as a visually readable image of a document,
such as a currency bill, is skewed. The one or more OCR
algorithms are programmed to find top and side edges of an
image and compute two skew angles. One of the skew
angles is determined from a left side of the image and the
other skew angle is determined from a right side of the
image. The two skew angles are necessary to handle images
of currency bills that are torn down the center and imaged in
a “V” like shape. According to some embodiments, calcu-
lating the two skew angles allows the OCR algorithm to
extract a serial number from each half of the bill such as for
U.S. currency bills that include two identical serial numbers,
one serial number from each half of each bill. The two skew
angles can be used to rotate the regions including the serial
number to deskew the respective regions of interest prior to
extracting. In the case of an un-torn document, the two skew
angles are substantially equal.

According to some embodiments, the one or more OCR
algorithms are programmed to determine a location of the
top two corners of the image. The location of the top two
corners is used in conjunction with the two skew angles to
crop and rotate smaller windows referred to herein as
snippet images. For images of currency bills, according to
some embodiments, the snippet image contains the serial
number portion of the image.

According to some embodiments, the snippet images are
rotated by the determined skew angle with respect to one or
both of the determined corners of the image such that the
characters contained within the snippet image, such as, for
example, a serial number of a currency bill, are aligned
horizontally/parallel with the top edge of the snippet image.
According to some embodiments, the one or more OCR
algorithms are programmed to employ an orthogonal trans-
form of the form:

cos(f) sin(#) }

R(9)=[ .
—sin(6) cos(9)

The orthogonal transform can be executed on one or more
pixels within the snippet image to calculate a trigonometri-
cally derived constant that is used to determine a path for
translating each pixel within the snippet image to deskew the
snippet image. According to some embodiments, the
orthogonal transform is not calculated for each pixel within
the snippet image, but rather, to save time on performing
such deskewing computations, the orthogonal transform is
only computed once per snippet image. In certain embodi-
ments, the trigonometrically derived constant is used to slide
from pixel to pixel within the snippet image, thereby rotating
each pixel, one at a time, with respect to one or both of the
determined corners of the image.

According to some embodiments, the one or more OCR
algorithms are programmed to assume that characters of
interest, such as a serial number, are contained within the
image snippet. According to some embodiments, the snippet
image is large enough to ensure the serial number is con-
tained within the snippet image, but it is too large to execute
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a background removal algorithm in a predetermined time
frame. According to some embodiments, to shorten the
processing time, the top of the serial number is located
within the snippet image without detecting other text, num-
bers, and pictures that are included within the snippet image
along with the serial number.

According to some embodiments, a bimodal distribution
algorithm is executed to separate background pixels (e.g.,
unwanted pixels, artifacts, etc.) from foreground pixels (e.g.,
pixels of interest, serial number pixels) in a snippet image.
A pixel intensity histogram can be computed for all the
pixels in the snippet image. According to some embodi-
ments, the pixel intensity histogram includes two local
maxima or two separate peaks. One peak corresponds to the
background pixels and the other peak corresponds to the
foreground pixels (pixels of interest). The foreground dis-
tribution in the histogram and the background distribution in
the histogram have different means or averages. According
to some such embodiments, an intensity threshold value
between the foreground mean and the background mean is
determined. According to some embodiments, any pixel
having an intensity value lower than the determined inten-
sity threshold is considered a foreground pixel (pixel of
interest), which is part of the serial number, and any pixel
having an intensity value higher than the determined inten-
sity threshold is considered a background pixel (non-pixels
of interest). According to some embodiments, such a sepa-
ration of foreground pixels and background pixels undesir-
ably classifies non-pixels of interest, such as, for example,
artifacts like words, numbers, symbols, and pictures also
contained in the snippet image, as foreground pixels.

According to some embodiments, the one or more OCR
algorithms are programmed to locate a top edge of a serial
number in a snippet image by evaluating a waveform. The
waveform is created by totaling a number of pixels deter-
mined to be below the intensity threshold for each row of the
snippet image. Each sample in the waveform corresponds to
the number of foreground pixels in a corresponding row of
pixels in the snippet image. According to some embodi-
ments, the one or more OCR algorithms are programmed to
process the waveform for certain events such as a sharp rise
in the waveform corresponding to a top of a serial number
contained in the snippet image or for a sharp drop in the
waveform corresponding to a bottom of the serial number.
That is, the one or more OCR algorithms process the
waveform from, for example, left to right looking for a first
instance that the waveform crosses a threshold from low to
high.

According to some embodiments, to determine a top and
bottom edge of a serial number in a snippet image, the one
or more OCR algorithms must locate a portion of the
waveform that remains above a threshold without dropping
below the threshold for a predetermined number of rows, the
drop indicating a location of the bottom edge. The range of
samples or number of rows the waveform must remain
above the threshold corresponds to the height of the char-
acters contained in the serial number. If the one or more
OCR algorithms do not locate the top and the bottom of the
serial number after evaluating all of the rows, then the
threshold can be adjusted higher and the one or more OCR
algorithms are re-executed to attempt to locate the top and
bottom again. According to some embodiments, in response
to several iterations of re-executing the one or more OCR
algorithms that have failed to determine the top and the
bottom of the serial number, the waveform can be computed
again with a lower intensity threshold that separates the
foreground pixels from the background pixels. For example,
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if the initial intensity threshold was selected as 100, the
adjusted intensity threshold can be selected as a predeter-
mined percentage, such as, for example, 90, 85, or 75, etc.
According to some embodiments, in response to the one or
more OCR algorithms failing to locate a top and a bottom of
a serial number within a snippet image after a predetermined
number of iterations or a predetermined time, the algorithms
time out and the serial number is no-called for the snippet
image.

The one or more OCR algorithms of the present disclo-
sure can be programmed to remove background information,
which can also be referred to as binarization of a snippet
image. According to some embodiments, background
removal transforms the rows of a gray-scale snippet image
between the top and bottom of the serial number into a
binary image by setting dark pixels to a foreground value,
such as 1, and all other pixels to a background value, such
as 0. According to some such embodiments, the one or more
OCR algorithms are programmed to execute an adaptive
thresholding algorithm that can accommodate wide varieties
of background intensities and seek to remove large dark
pictures that conventional adaptive thresholding would ordi-
narily place in the foreground.

According to some embodiments, for a snippet image
having a resolution of about 200 DPIx100 DPI the algo-
rithms employ adaptive means or averages computed from
a sliding window for average background and foreground
intensities. According to some embodiments, the adaptive
means or averages are initialized using the calculated back-
ground mean and the calculated foreground mean described
above in reference to the bimodal distribution algorithm.

According to some embodiments, the intensity of each
pixel in the snippet image is compared to an adaptive
threshold that is calculated from a current contrast range in
the area of that pixel. The contrast range is calculated as a
difference from a running average of background pixel
intensity to a running average of foreground pixel intensity.
According to some embodiments, in response to a pixel
having an intensity that is below the adaptive threshold, the
pixel is binarized as foreground information or black. Alter-
natively, the pixel is binarized as background or white.
According to some embodiments, in response to a pixel
being determined to be foreground information or black, the
average of foreground pixel intensity is updated. Alterna-
tively, the average of background pixel intensity is updated.

According to some embodiments, the one or more OCR
algorithms are programmed to execute a gradient edge
detector algorithm to determine if a pixel is a portion of a
character of interest, such as a serial number character, or a
portion of an unwanted artifact. According to some embodi-
ments, the gradient edge detector evaluates two pixels in
each direction from a pixel of interest. That is, the gradient
edge detector evaluates two pixels above, below, to the left,
and to the right of each pixel of interest, thereby evaluating
8 surrounding pixels. The gradient edge detector algorithm
makes use of known information such as a serial number
character dimension. For example, if the gradient edge
detector algorithm determines that a pixel of interest, that is
a pixel set as foreground information or black, is surrounded
by foreground information or black pixels for two pixels in
all directions, then the gradient edge detector algorithm can
determine that the pixel being evaluated is not a pixel of a
serial number character, but rather is a portion of an
unwanted artifact within the snippet image because no
character in the character set includes a pixel without an
edge in at least 1 horizontal or vertical direction for a snippet
image having a resolution of 200 DPIx100 DPI.
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According to some embodiments, the one or more OCR
algorithms of the present disclosure are programmed to
segment or separate each individual character within a
snippet image. For example, for a serial number snippet
image (e.g., an image of a portion of a currency bill expected
to include a serial number), the algorithms separate the serial
number into separate characters by finding edges of the
determined foreground pixel groupings. According to some
embodiments, each edge (top, bottom, left and right) is
determined for each character. The segmentation of charac-
ters may come across artifacts that are present within the
snippet image. According to some embodiments, if artifacts
were detected and binarized as foreground information or
black, the algorithm then discards such pixels as a non-
character pixels. According to some embodiments, the algo-
rithms employ pre-programmed information of character
spacing and character size to segment the characters. For
example, the algorithms make use of pre-programmed infor-
mation such as information that some serial numbers on
certain currency bills have larger character spacing at spe-
cific areas of the character sequence. According to some
embodiments, the extra spacing is programmed into, or
available to, the algorithms to determine if any unwanted
artifacts were identified as being a character pixel.

Another challenge of segmentation is identifying artifacts
such as graffiti, soil, or residual background information
within a snippet image. According to some embodiments,
the algorithms employ pre-programmed information of char-
acter spacing and character size to accurately assume a
location of the edges of a character when no edge is actually
present due to unwanted foreground information connecting
characters together.

According to some embodiments, the one or more OCR
algorithms of the present disclosure are programmed to trim
unwanted artifacts from segmented characters. The
unwanted artifacts can interfere with segmentation or the
contrast of a snippet image can be very low or blurry, which
results in inexact character edges. In some embodiments,
extra pixels surrounding a segmented character are deter-
mined to be foreground information when in fact the pixel
is not part of the actual character. According to some
embodiments, the unwanted foreground pixels are trimmed
away from the segmented character using known heights
and widths of each character to match the height and width
of a known character template. According to some embodi-
ments, the algorithms locate a side of the segmented char-
acter with the least number of foreground pixels and elimi-
nate that row or column. It is contemplated that, according
to some embodiments, such trimming allows for a more
accurate call or determination of segmented characters.

According to some embodiments, in response to the one
or more OCR algorithms of the present disclosure trimming
and/or segmenting characters within a snippet image, the
algorithms are further programmed to compare the charac-
ters with a plurality of character templates. According to
some embodiments, the algorithms employ a probabilistic
scoring technique. Probabilistic templates are created and
stored in an accessible memory of a document processing
device or system for each potential character within a
snippet image of interest. Each pixel within each template is
given a weight based on the uniqueness of that pixel’s
location across all potential characters in a character set. For
example, a pixel location can be given a weight between —10
and +10, where -10 indicates that the pixel location is very
highly probable to be OFF or white or a background pixel
for a template that matches the character and where +10
indicates that the pixel location is very highly probable to be
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ON or black or a foreground pixel for a matching template.
Put another way, the probability templates indicate that
certain pixels are weighted more heavily based on the
uniqueness of that pixel in a particular character as com-
pared to other characters in the character set.

According to some embodiments, segmented characters
are scored against each probabilistic template in a character
set. The foreground pixel and background pixel probabilities
are summed and normalized to a maximum possible score
for each probabilistic template. According to some embodi-
ments, the template yielding the highest probability score is
set as the initial call of the segmented character. According
to some embodiments, probability scoring can be improved
by emphasizing the top or the bottom portion of certain
probabilistic templates because that region includes more
information or more pixels than the other portion.

According to some embodiments, in addition to compar-
ing the segmented characters with probabilistic templates, in
response to that comparison resulting in a called character,
a secondary set of uniqueness templates can be used to
further verify the call of the character. For example, certain
characters are statistically similar, such as, for example, C
and G, or D and O. In these examples, particular areas of the
character can be re-examined with a smaller window that
possibly will result in the algorithm changing the initial
character decision. The area(s) examined is generally a small
area that is unique between the two characters in question.
For example, the lower right tip of the G is unique from the
C. For another example, the rounded left corners of the O are
unique from the D. According to some embodiments, re-
executing the algorithm to look at these smaller windows
can provide more accurate calling results. According to
some embodiments, the algorithms further examine the
smaller window portion of the original, unbinarized gray-
scale image to determine a call of the character.

According to some embodiments, the one or more OCR
algorithms of the present disclosure are programmed to
extract both serial numbers from image data associated with
a currency bill. It is contemplated that comparing each
independently extracted serial number can improve an over-
all call accuracy of the document processing device or
system. According to some embodiments, in response to
both serial numbers being called, the two extracted serial
numbers are compared. In response to corresponding char-
acters from both extracted serial numbers matching, that
character is reported as long as the character confidence
score is greater than the minimum confidence threshold.
Alternatively, if the character does not meet a minimum
confidence threshold, the character is no-called.

According to some embodiments, a character from both
serial numbers are mismatched, that is the corresponding
characters from the two extracted serial numbers do not
match. In such embodiments, the algorithms are pro-
grammed to determine if either serial number character was
overturned during execution of a secondary uniqueness
template algorithm. In the case that a secondary uniqueness
template was used to alter an original character call from the
probability templates for either of the two mismatched
characters, the character is automatically no-called. In the
case that a secondary uniqueness template was not used to
alter the probability template results, and the characters are
still mismatched, the algorithms are programmed to deter-
mine a separation or gap between the first and second best
probability scoring templates. The serial number that has the
largest separation or gap between the first and the second
scoring templates is used as the final character call. Accord-
ing to some embodiments, the serial number that has the
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largest separation or gap between the first and the second
scoring template is only used if the separation is larger than
a predetermined percentage, such as, for example, about
10%. In such embodiments, in response to the separation
being less than 10%, the serial number character is no-
called.

Document Records and Data Files

Referring now to FIG. 3A, an exemplary record 300qa for
a currency bill is illustrated according to some embodiments
of the present disclosure. According to some embodiments,
the record 300a comprises several parts including, but not
limited to, one or more image sections 310, 320 and a
plurality of currency bill identifying information data fields
330a. While the record 300a¢ is shown according to a
non-limiting example, it is contemplated that the record
300a can include any number, size, shape, type, and orien-
tation of image sections and/or data fields. The first image
section 310 includes a visually readable image of a first side
of the currency bill. Similarly, the second image section 320
includes a visually readable image of a reverse side of the
currency bill. The visually readable images can be repro-
duced by a display device such as a computer monitor or by
a printer device. According to some embodiments, the
visually readable image sections 310, 320 can include one or
more snippet images in lieu of or in addition to the full
images as shown in FIG. 3A. In both the first and the second
image sections 310, 320 there is identifying information that
can be extracted using OCR software and/or other extraction
software and tagged into one or more of the identifying
information or extracted data fields 330a. For example, the
front side of the one dollar currency bill illustrated in the first
image section 310 includes a serial number 311 and the back
side of the currency bill illustrated in the second image
section 320 includes a back plate number 321. Both of these
pieces of identifying information may be extracted using
OCR software and tagged to data fields 311' and 321",
respectively, for use during subsequent analysis and/or pro-
cessing of the currency bill.

According to some embodiments, the currency bill iden-
tifying information data fields 330a can include: a serial
number data field 311', a signatories data field 312", a
denomination data field 313", a series data field 314', a back
plate number data field 321", a check letter and quadrant
number data field 315', a check letter and face plate number
data field 316', and/or a federal reserve letter/number data
field 317'. To better understand these various data fields,
reference is made to the image fields 310 and 320, which
include images of a $1 currency bill having a variety of
identifying information. For example, the $1 currency bill
shown has a serial number 311, two signatories 312 (Trea-
surer’s signature and signature of the Secretary of Treasury),
a numeric denomination 313¢ in addition to one or more
written denominations 3135, series 314, a back plate number
321, a check letter and quadrant number 315, a check letter
and face plate number 316, a federal reserve number 317a,
and a federal reserve letter 3175. The various corresponding
currency bill identifying information data fields 330a
include data, such as, for example, alphanumeric data or
characters extracted from the visually readable images of the
$1 currency bill in the image sections 310, 320. For
example, the serial number 311 is extracted from the image
data that is reproducible as a visually readable currency bill
image and tagged or recorded into the serial number data
field 311"

According to some embodiments, the record 300a
includes a flag code field 333' such as a suspect flag. The flag
code field 333' can be used to visually and/or electronically
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flag the record 300a as a suspect, a no-show, unexpected,
etc. According to some embodiments, the flag code field 333"
includes characters and/or symbols that can be the word
“suspect” or any other term or phrase or bit or bit-sequence
to indicate a condition or flag status associated with the
record 300a. For example, a “1” in a suspect field may
indicate the record has been tagged to indicate it is associ-
ated with a suspect document and a “0” may indicate that the
record has not been tagged which would indicate that the
record is not associated with a suspect document. Likewise,
the flag code field 333' may comprise different portions or
codes associated with one or more flagging conditions such
no-call, find document, etc.

According to some embodiments, the flag code field 333"
can be used to visually and/or electronically include a reason
associated with why a document was flagged. For example,
for a currency bill, the document processing device may
identify the currency bill as suspect based on any of a
number of attributes, such as, for example, a serial number
extracted from the currency bill matching a serial number in
a suspect or blacklist database, non-conforming magnetic
properties, non-conforming infrared characteristics, non-
conforming UV characteristics, non-conforming iridescence
characteristics, non-conforming thread characteristics, non-
conforming watermark characteristics, non-conforming
paper characteristics, and other types of security character-
istics known in the art. That is, according to some embodi-
ments, an operator of a document processing device and/or
system reviewing and/or searching records, such as
described below in the Modes of Operation—Searching/
Master Database Section, and in other sections of the present
disclosure, can determine the reason that a particular record
was tagged as being associated with a suspect document by
looking up the reason contained in the flag code field 333'".

According to some alternative embodiments, a record
including a determined suspect attribute and image data
associated with a document can be created and stored in a
suspect database for later evaluation. According to some
such embodiments, a serial number of the determined sus-
pect document, for currency bills, can further be included in
the record and the records can be stored in a memory of a
document processing device such that subsequent identifi-
cation of currency bills including the serial number and/or
the same counterfeit attributes can be readily identified.

In addition to the image sections 310, 320 and the
currency bill identifying information data fields 330q, the
record 300a may also include transaction information data
fields 3304, such as, for example, alphanumeric or biometric
data associated with a person or a bank account associated
with the processed documents. For example, the record 300a
may also include an account number data field 331" that is
associated with a financial institution account that the cur-
rency bill was deposited into for a credit. The account
number 331' can be the financial institution account number
(e.g., bank account number) of a customer, such as a store,
depositing the currency bill associated with the record 300a
into its financial institution account. According to some
embodiments, the deposit of the currency bill is associated
with a deposit transaction, where the deposit transaction
involves the depositing of a plurality of documents into the
financial institution account along with the currency bill
associated with the record 300a. According to some embodi-
ments, the deposit transaction can be identified with a
deposit transaction identifier 332' and/or batch identifier.
According to some embodiments, the deposit transaction
identifier is a unique identifier. The deposit transaction
identifier 332' can be an alphanumeric string of characters
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(e.g., ABCO005) that identifies a deposit and/or financial
transaction at least involving the currency bill. According to
some embodiments, the deposit transaction identifier 332'
identifies the customer (e.g., store ABC) and/or a number of
the transaction between the customer and the financial
institution (e.g., Sth transaction between the store ABC and
the financial institution). The transaction information may
be tagged to the record 300a by the document processing
device 101, 101", or a processor, and/or a computer (e.g., the
computer 151) coupled thereto. According to some embodi-
ments, the transaction information can be obtained from an
operator, a deposit slip (e.g., virtually created deposit slip or
MICR encoded deposit slip), a header/trailer card, a net-
worked bank computer, and/or teller software. According to
some embodiments, the record 300a may also include an
operator or teller field (not shown). The operator field can be
used to provide the identity of the operator of the device 101,
101' for a transaction. For example, the operator field
provides the identity of a bank teller or cashier associated
with a transaction. According to some embodiments, a
personnel field could be included in the record to identify the
individual from whom processed documents were obtained
(e.g., individual cashier or bank teller) and an operator field
could be included to identify the operator of the device
which may be beneficial where the operator of the device
101, 101" differs from the individual providing a stack of
documents to be processed by the device 101, 101'. As will
be described in more detail below, such fields may be useful
in subsequently identifying a teller or an operator and/or
other personnel associated with a particular document, for
example, where a currency bill is later determined to be
counterfeit and/or determined to be missing.

According to some embodiments, other image sections
and/or data fields may also be included for a currency bill,
such as, a data field relating to the issuing federal reserve
bank, the country of origin (if multiple country currencies
are accepted), and others. It is also contemplated that foreign
currency may have other useful information on the bill, such
as, other security measures which it may be useful to extract
from the image of the bill. One example would be a data
field identifying the size of the currency document. In many
foreign countries, the size of the currency bill varies with
denomination.

According to some embodiments, the record 300a only
includes a snippet image of a serial number and a serial
number data field. According to some embodiments, the
record 300a only includes a snippet image of a serial
number, a serial number data field, and a transaction iden-
tifier. According to some such embodiments, the transaction
identifier can be associated with the customer’s financial
institution account number to enable a post-processing
lookup or query if necessary to perform a charge-back,
which is described in detail below in the Modes of Opera-
tion—Searching/Master Database Section, and in other sec-
tions of the present disclosure. According to some embodi-
ments, the record 300a includes one or more of the above
data fields, but does not include any of the image sections
310, 320.

Turning now to FIG. 3B, an exemplary record 3005 for a
check is illustrated according to some embodiments of the
present disclosure. According to some embodiments, the
record 3005 comprises several parts including, but not
limited to, one or more image sections 340, 350 and a
plurality of check identifying information data fields 360a.
While the record 3005 is shown according to a non-limiting
example, it is contemplated that the record 3005 can include
any number, size, shape, type, and orientation of image
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sections and/or data fields. In the illustrated check example,
both sides of the check have been scanned and imaged. In
other embodiments, it may be desirable to scan and/or image
only one side of the check. Yet in other embodiments, it may
be desired to scan and produce a snippet image of, for
example, a MICR section of the check, a courtesy amount
section (CAR), a legal amount section (LAR), or a combi-
nation thereof. In the embodiment illustrated, the first image
section 340 includes a visually readable image of a first side
of the check. Similarly, the second image section 350
includes a visually readable image of a reverse side of the
check. The visually readable images can be reproduced by a
display device such as a computer monitor or by a printer
device. In both the first and second image sections 340, 350
there is identifying information that can be extracted from
the visually readable images using OCR software and/or
other extraction software and tagged to one or more of the
identifying information data fields 3605.

According to some embodiments, the check identifying
information data fields 360a can include: a drawer data field
341', a MICR data field 342', a routing data filed 343', an
account number data field 344', a transaction amount data
field 345', a payee data field 346', and a check number data
field 347'. To better understand these various data fields,
reference is made to the first and the second image sections
340 and 350. In the image sections 340 and 350, the visually
readable image of the check reveals that the check includes
a variety of identifying information. For example, the check
shown has drawer identification information 341, MICR
data 342, an ABA number 343 (that is a routing and transit
number), a bank account number 344, a check amount 345
(courtesy amount and/or legal amount), a MICR encoded
check amount 345a, a payee name 346, a check number 347,
and an endorser signature 348 (back surface of the check).
The various check identifying information data fields
include data such as, for example, alphanumeric data or
characters extracted from the image data that is reproducible
as the visually readable images of the check in the image
sections 340, 350. For example, the MICR data 342 is
extracted using OCR software and/or other extraction soft-
ware and tagged into the data portion 342, such as described
in, for example, the Optical Character Recognition Section,
and in other sections of the present disclosure. According to
some alternative embodiments, the transaction amount 345
is extracted and printed on the check as the MICR encoded
check amount 3454 such that a MICR reader can obtain the
check amount.

In addition to the image sections 340, 350 and the check
identifying information data fields 360a, the record 3005
may also include transaction information data fields 3605,
such as, for example, alphanumeric or biometric data asso-
ciated with a person or a bank account associated with the
processed documents. For example, the record 3005 may
also include a payee account number data field 361' that is
associated with a financial institution account of a person or
company endorsing and/or depositing the check for a credit.
The payee account number 361' can be the financial insti-
tution account number (e.g., bank account number) of a
customer, such as a store, depositing the check associated
with the record 3005 into its financial institution account.
According to some embodiments, the deposit of the check is
associated with a deposit transaction, where the deposit
transaction involves the depositing of a plurality of docu-
ments into the financial institution account along with the
check associated with the record 30056. According to some
embodiments, the deposit transaction can be identified with
a deposit transaction identifier 362'. According to some
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embodiments, the deposit transaction identifier is a unique
identifier. The deposit transaction identifier 362' can be an
alphanumeric string of characters (e.g., ABC0006) that
identifies a deposit and/or financial transaction at least
involving the check. According to some embodiments, the
deposit transaction identifier 362' identifies the customer
(e.g., store ABC) and/or a number of the transaction between
the customer and the financial institution (e.g., 6th transac-
tion between the store ABC and the financial institution).
Thus, as compared to the deposit transaction identifier 332"
associated with the record 300a, the deposit transaction
identifier 362' indicates that the record 3005 is associated
with the 6th deposit transaction between Store ABC and the
financial institution, which occurred after the deposit trans-
action associated with the record 300a. According to some
embodiments, the transaction information may be tagged to
the record 3006 by the document processing device 101,
101" or a processor, and/or a computer (e.g., the computer
151) coupled thereto. According to some embodiments, the
transaction information in the transaction information data
fields 3605 can be obtained from an operator, a deposit slip
(e.g., virtually created deposit slip or MICR encoded deposit
slip), a header/trailer card, a networked bank computer,
and/or teller software.

It should be recognized that the data fields 3604, 5 are not
inclusive of all possible data fields and types of information
that can be tagged to the record 3005. For example, in some
cases, it may also be useful to extract characters correspond-
ing to the memo line of the check. In addition, it is
contemplated that in some embodiments the operator may
fill in and/or correct one or more of the data fields. Accord-
ing to some embodiments, the record 3005 includes one or
more of the above data fields, but does not include any of the
image sections 340, 350. According to some embodiments,
the record 3005 may also include an operator field and/or a
personnel field (not shown) as described above in connec-
tion with record 300a.

According to some embodiments, the record 3004
includes a flag code field 363", such as a suspect flag. The
flag code field 363' can be used to visually and/or electroni-
cally flag the record 30056 as a suspect, a no-show, and/or
unexpected. According to some embodiments, the flag code
field 363' includes characters and/or symbols that can be the
word “suspect” or any other term or phrase to indicate a
condition or status associated with the record 3005 or
otherwise indicate various flag code information similar to
the flag code field 333' described above.

According to some embodiments, the flag code field 363"
can be used to visually and/or electronically include a reason
associated with why a document was flagged. For example,
for a check, the document processing device may identify
the check as suspect based on any of a number of attributes,
such as, for example, a MICR line or a portion thereof
extracted from the check matching a MICR line information
or a portion thereof in a suspect or blacklist database,
non-conforming magnetic properties, non-conforming infra-
red characteristics, non-conforming UV characteristics, non-
conforming iridescence characteristics, non-conforming
thread characteristics, non-conforming watermark charac-
teristics, non-conforming paper characteristics, and other
types of security characteristics known in the art. That is,
according to some embodiments, an operator of a document
processing device and/or system reviewing and/or searching
records, such as described below in the Modes of Opera-
tion—Searching/Master Database Section, and in other sec-
tions of the present disclosure, can determine the reason that
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a particular record was tagged as being associated with a
suspect document by looking up the reason contained in the
flag code field 363'.

According to some embodiments, the data fields 330a,b
and 3604, include characters such as alphanumeric data as
opposed to images of the corresponding data to facilitate
processing of the imaged document and/or forwarding of the
record 300qa,b or portions thereof and/or searching or que-
rying of a database containing a plurality of records or
portions thereof such as a database containing the data
(non-image) portions of the records 300qa,b. Yet, according
to other embodiments, the image fields can include snippet
images of the corresponding data and/or the alphanumeric
data. In these embodiments, the snippet images allow an
operator to check the accuracy of the OCR or other extrac-
tion software at a later time.

Now turning to FIGS. 3C and 3D, exemplary records
300c and 3004 for a currency bill are illustrated according to
some embodiments of the present disclosure. According to
some embodiments, the records 300¢,d each comprise sev-
eral parts including, but not limited to, one or more image
sections 370, and a plurality of data fields 380. While the
records 300c and 3004 are shown according to a non-
limiting example, it is contemplated that the records 300¢
and 300d can include any number, size, shape, type, and
orientation of image sections and/or data fields. For
example, the image section 370 of the record 300c¢ includes
a visually readable image of a currency bill serial number
snippet. For another example, the image section 370 of the
record 3004 includes a visually readable image of a currency
bill serial number snippet and a currency bill denomination
or corner snippet. The currency bill denomination or corner
snippet includes a visual representation of a denomination
372 associated with the record 300d. The visually readable
snippet images can be reproduced by a display device such
as a computer monitor or by a printer device. In the image
section 370 there is identifying information that can be
extracted from the visually readable images using OCR
software and/or other extraction software and tagged into
one or more of the data fields 380. For example, the serial
number snippet of the currency bill illustrated in the image
section 370 includes a serial number 371. This serial number
371 may be extracted using OCR software and tagged to
serial number data field 381 for use during subsequent
analysis and/or processing of the currency bill.

According to some embodiments, for an eleven character
serial number, the OCR or other software accurately extracts
ten or eleven of the eleven alphanumeric characters in the
serial number. According to some embodiments, the OCR or
other software accurately extracts ten of the ten alphanu-
meric characters in the serial number 371. According to
some embodiments, the OCR or other software accurately
extracts nine of the ten alphanumeric characters in the serial
number 371, as shown in FIG. 3C. Put another way, the
document processing device 101, 101' that runs the OCR or
other software cannot determine one or more of the char-
acters with a confidence equal to or greater than a prede-
termined confidence level. In the example shown in FIGS.
3C and 3D, the document processing device 101, 101' was
unable to determine the first character of the serial number
371. Thus, the initial serial number extraction 381a contains
a “?” as the first of the ten characters. According to some
embodiments, the document processing system 100 is con-
figured to provide a means (e.g., keyboard, softkeys, mouse,
touch screen, etc.) for an operator to enter the missing
character (e.g., “G”), which is described below in the Modes
of Operation—Flagging Section, and in other sections of the
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present disclosure. The corrected or manually completed
serial number 3815 is shown below the initial serial number
extraction 381a in the serial number data field 381.

According to some embodiments, the data fields 380 may
further include a denomination data field 383, a device 1D
data field 385, a batch number data field 387, a subbatch
number data field 388, a batch start time data field 389, a
batch end time data field 390, a subbatch start time data field
391, a subbatch end time data field 392, an operator accep-
tance data field 394, a deposit transaction ID data field 395,
an operator field (not shown), a personnel field (not shown)
or any combination thereof. The serial number snippet
image of the currency bill partially depicted in the image
section 370 is associated with a denomination. As described
above, the document processing system 100 or device 101,
101" is configured to determine the denomination of the
currency bill and tag the determined denomination to the
record 300¢,d in the denomination data field 383. As shown,
the associated denomination of the currency bill is a one
dollar currency bill. The device ID can be any name,
reference, or serial number of the document processing
system 100 or device 110, 101' being used to generate the
record 300c¢. In the illustrated embodiment, the device ID is
12345, which is included in the device ID data field 385.

A batch number and subbatch number correspond to
primary and sub-sessions of processing documents with the
document processing system 100 or device 101, 101". In the
illustrated embodiment, the record 300¢,d was generated by
the document processing system 100 or device 101, 101'
during a third subbatch of a first primary session. For
example, an operator is processing seven hundred and fifty
documents deposited by a Store in a Bank. The operator
turns on the document processing system 100 or device 101,
101" that prepares to receive documents of a first batch. The
operator inputs two hundred and fifty documents into the
input receptacle 110 of the document processing system 100.
These two hundred and fifty documents comprise a first
subbatch of the first batch. After the first subbatch is
processed, the operator can remove the documents from the
output receptacle 130 and insert an additional three hundred
of the seven hundred and fifty documents as a second
subbatch. Similarly, after the second subbatch is processed,
the operator can remove the documents from the output
receptacle 130 and insert the remaining two hundred docu-
ments as the third and final subbatch of the first batch of
documents. Thus, each individual run or processing of
batches or subbatches of documents can be identified using
by the batch data field 387 and/or by the subbatch data field
388.

According to some embodiments, the batch start time data
field 389, the batch end time data field 390, the subbatch
start time data field 391, and the subbatch end time data field
392 can further be used to identify the batch and subbatch of
the document associated with the record 300c,d. As shown
in the illustrated embodiment, the processing of the first
batch started on Apr. 15, 2009 at 10:30:05 AM and ended on
Apr. 15,2009 at 10:34:15 AM. Additionally, as shown in the
subbatch start and end time data fields 391 and 392, the
processing of the third subbatch started on Apr. 15, 2009 at
10:33:20 AM and ended on Apr. 15, 2009 at 10:34:15 AM.

According to some embodiments, as described above, the
record 300¢,d can also include the operator acceptance data
field 394. The operator acceptance data field 394 can be used
to visually and/or electronically flag the record 300c¢ as
being associated with a suspect document, a no-show docu-
ment, an unexpected document, a manually corrected docu-
ment, an automatically corrected document, and/or an
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accepted document. According to some embodiments, the
operator acceptance data field 394 includes information
associated with one or more flag conditions or flag criteria
and a related outcome. The flag criteria can include, but are
not limited to, no-call denomination, extraction error-cur-
rency bill, extraction error-check or extraction error MICR
line, suspect, fitness, soil, no-show, unexpected, serial num-
ber location, and bill characteristic location. As shown in
FIGS. 3C and 3D, the operator acceptance data field 394
includes a flagged—corrected outcome 394a. According to
some embodiments, the flagged—corrected outcome 394a
indicates that the currency bill associated with the record
300c¢,d was flagged by the document processing system 100
or device 101, 101' as missing data. In some embodiments,
the missing data can be a missing denomination, a missing
alphanumeric character from a currency bill serial number or
from a check MICR line. The missing data can be caused by
a failure to completely OCR image data. Other flagged—
outcomes include, but are not limited to, flagged—corrected
denomination, flagged—corrected serial number, flagged—
corrected MICR line, flagged—suspect, flagged—accepted,
flagged—no-show, flagged—unexpected, and not flagged.
The flag criteria and related outcomes are further described
below in the Modes of Operation—Flagging Section, and in
other sections of the present disclosure.

According to some embodiments, the deposit transaction
1D data field 395 includes a transaction identifier 395a4. The
transaction identifier 3954 may be the same as, or similar to,
the deposit transaction identifiers 332' and 362' described
above in reference to FIGS. 3A and 3B. According to some
embodiments, an operator of the document processing sys-
tem 100 can use the transaction identifier 395a to identify a
customer financial account number that the currency bill
associated with the record 300c,d is to be or was deposited
into for a credit. In the case of the currency bill being a
suspect, the operator can then initiate a charge-back if credit
was already given for the deposit of the currency bill via the
document processing system 100 and/or teller software
communicatively connected with a banking system (e.g., the
banking system 460 for FIGS. 4A-B) that maintains the
customer financial institution account.

Now turning to FIG. 3E, a data file 301 including trans-
action information 303 and a plurality of records 305 is
shown according to some embodiments. According to some
embodiments, each of the plurality of records 305 corre-
sponds with one of a plurality of documents associated with
a deposit transaction. According to some embodiments, the
deposit transaction is between a customer (e.g., the Store)
and a financial institution (e.g., the Bank). According to
some such embodiments, the customer desires to deposit the
plurality of documents into the financial institution for a
credit to the customer’s financial institution account, which
is maintained at the financial institution. The document
processing system 100 is configured to receive the plurality
of documents associated with the deposit transaction and to
process the plurality of documents, as described above in
reference to FIGS. 1 and 2A-C, to generate the data file 301.
According to some embodiments, as described in detail
below in reference to FIGS. 4A-B, the data file 301 can be
transmitted electronically over a network from the customer
to the financial institution for a provisional and/or a final
credit to the customer’s financial institution account for all
of or a portion of the plurality of documents. According to
some embodiments, issuing a final credit makes the credit
available for immediate withdrawal by the customer.

According to some embodiments, the transaction infor-
mation 303 can include a financial institution account num-
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ber field 303a, a declared deposit amount or a total deposit
amount field 30356, a number of documents field 303c¢, a
description of a type of financial transaction field 303d, a
transaction identifier field 303e¢, an operator field (not
shown), a personnel field or a combination thereof. Accord-
ing to some embodiments, an operator of the document
processing system 100 inputs some or all of the transaction
information 303 into the document processing system 100,
which is configured to automatically populate and/or insert
the inputted transaction information into the data file 301.
According to some embodiments, the transaction informa-
tion 303 forms a virtual deposit slip. According to some
embodiments, the document processing system 100 can be
configured to, and/or communicatively connected to a
printer to, print the virtual deposit slip for forwarding with
the physical documents associated with the deposit transac-
tion to be deposited.

Alternatively or additionally, the transaction information
303 is displayed as a visually readable image of a preprinted
deposit slip within the data file 301. In some such alternative
embodiments, the customer can fill out the preprinted
deposit slip with hand-written data (e.g., a total deposit
amount, a total number of documents, etc.) and the docu-
ment processing system 100 can be configured to include a
visually readable image of the preprinted deposit slip includ-
ing the hand-written data in the data file 301. Additionally,
in some embodiments, the document processing system 100
can be configured to use OCR and/or other software (e.g.,
CAR/LAR software) to extract the hand-written data on the
preprinted deposit slip and populate and/or insert the
extracted data in one of the corresponding transaction infor-
mation fields 303 of the virtual deposit slip.

The financial institution account number field 303a
includes a financial account number (e.g., 1237300) of, for
example, the customer conducting the deposit transaction
with the financial institution (e.g., the Bank) into which
funds associated with the deposit transaction are to be
deposited, e.g., the value of the plurality of documents
deposited. According to some embodiments, the financial
account number indicates to the Bank which customer
transmitted the data file 301 for the credit. The total deposit
amount and/or a value of the plurality of documents is
included in the total deposit amount field 3035. The total
deposit amount field 3035 includes a value, for example,
$100.00, as shown, associated with a sum of values associ-
ated with each of the documents associated with the deposit
transaction to be deposited. The total number of documents
field 303¢ includes the number of documents, for example,
8, as shown, in the plurality of documents that is associated
with the deposit transaction to be deposited. The description
of a type of financial transaction field 3034 indicates that the
data file 301 is associated with a deposit transaction
between, for example, the customer and the financial insti-
tution. The transaction identifier field 303e includes a trans-
action identifier, for example, ABC 0001, as shown, that can
be used to uniquely identify the deposit transaction involv-
ing the data file 301. Put another way, the transaction
identifier can be used to reference the deposit of the plurality
of documents into the customer’s financial account.

As discussed above, the data file 301 includes the plurality
of records 305, where each of the plurality of records 305
corresponds with one of the plurality of documents associ-
ated with the deposit transaction. According to some
embodiments, the records 305 are organized into a plurality
of data columns 306a-e. For example, according to some
embodiments, the data file 301 includes a document number
or document ID column 306a, a full visually readable
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document image column 3064, a visually readable snippet
image column 306c¢, an extracted data (e.g., extracted serial
number, extracted MICR line, or any other data extracted
from a currency bill or a check) column 3064, a document
value column 306e, or any combination thereof and each
record includes a field corresponding to each column, such
as, for example, a document number or ID field, a full image
field, etc. It is contemplated that according to some embodi-
ments, the data file 301 can include more or less data
columns. For example, according to some such embodi-
ments, the data file 301 can include a financial account
number data column, a device ID column, a batch number
column, a subbatch number column, start and end batch
and/or subbatch processing time column(s), an operator
acceptance column, or any combination thereof. According
to some embodiments, some or all of the transaction infor-
mation 303 may instead be included in corresponding col-
umns and the data file 301 need not include a separate
transactional section in the data file. Rather, the records
associated with a particular transaction can be identified
from the information in the transactional columns or fields.

According to some alternative embodiments, the data file
301 is a teller drawer file. The teller drawer file includes a
plurality of records, like records 305. Further details of the
teller drawer file as discussed below in the Document
Auditing and Tracking Section, and in other sections of the
present disclosure.

As shown in FIG. 3E, the document ID column 306a
includes a document identifier for each of the records 305.
According to some embodiments, the document ID indicates
an order that the plurality of documents were processed in
the document processing system 100. For example, as
shown, the plurality of documents includes 8 currency bills
(e.g., documents 1-8) to be deposited into the financial
institution. The first record 305a is associated with a first of
the documents to be processed and the eighth record 3057 is
associated with a last of the documents to be processed that
are associated with the deposit transaction identified by the
transaction ID ABC 0001.

According to some embodiments, the data file 301
includes the full visually readable document image column
3065. The full visually readable document image column
3065 can include a full visually readable image of one or
both sides of each respective document. For example, the
third record 305¢ includes a full visually readable image of
the third document associated with the deposit transaction.
Alternatively or additionally, the data file 301 includes the
visually readable snippet image column 306c¢. The visually
readable snippet image column 306¢ can include one or
more visually readable snippet images of each respective
document. For example, the fifth record 305¢ includes a
visually readable serial number snippet image of the fifth
document associated with the deposit transaction. According
to some embodiments, the visually readable snippet image
column 306¢ can include a denomination and/or corner
snippet image in lieu of or in addition to the serial number
snippet images shown in FIG. 3E.

According to some embodiments, the data file 301
includes the extracted data column 306d. According to some
embodiments, for currency bills, the extracted data column
306d includes serial numbers extracted from each respective
document. According to some embodiments, the serial num-
ber is extracted from a respective full visually readable
image and/or a respective serial number snippet image. For
checks, the extracted data column 3064 can include MICR
characters extracted from either a full visually readable
image and/or a MICR snippet image (not shown).
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According to some embodiments, the data file 301
includes the document value column 306e. The document
value column 306e includes a denomination and/or value for
each of the records 305 associated with respective ones of
the documents to be deposited. For example, the first,
second, and third records 305a-c are associated with twenty
dollar currency bills to be deposited. Thus, the document
value column 306e includes a value of “20” for the records
305a-c. Similarly, the fourth, fifth, and sixth records 305d-f
are associated with ten dollar currency bills to be deposited.
Thus, the document value column 306e includes a value of
“10” for the records 305d-f. Similarly, the seventh and eighth
records 305g-/ are associated with five dollar currency bills
to be deposited. Thus, the document value column 306e
includes a value of “5” for the records 305g-/.

Deposit Transaction

Currently, banks and stores (e.g., retail store) lack real-
time visibility of on hand currency, which limits the efficient
use of the on hand currency. For example, a typical retail
store does not currently have visibility or current data
relative to checks, currency, and/or other mediums of pay-
ment about to be deposited at its bank. The larger the retail
store, the greater the amount of currency in process and in
transit between the store and the bank of deposit. It is
contemplated that knowledge of on hand currency and
knowledge of currency and checks in transit to the bank
enables a store to better forecast currency requirements for
the store’s clerk drawers for the following day of business.

Similarly, banks currently lack real-time visibility relative
to incoming deposits for the bank’s various commercial
customers until the deposits arrive at the bank or at one of
the bank’s vaults for processing. It is contemplated that
visibility of deposits at the time the deposits are being
created at the store and prior to transport to the bank and/or
bank vault can enable a bank to better anticipate and plan for
expected currency receipts in a given day. With such infor-
mation banks would be better equipped to manage the
bank’s overall currency inventory, accelerate accounting of
currency balances, and in turn reduce the amount of cur-
rency inventory on hand required to effectively service the
bank’s commercial customers.

According to some embodiments, the document process-
ing devices and systems of the present disclosure can be
implemented to enable stores to better manage their respec-
tive currency balances and increase velocity or turn over of
cash flow. Similarly, according to some embodiments, the
document processing devices and systems of the present
disclosure can be implemented to enable banks to provide
their commercial customers credit for deposits even before
the deposits physically reach the bank or the bank’s vault.
Such apparatuses, systems, and methods are described
herein.

According to some embodiments, a bank customer (e.g.,
a grocery store, a hardware store, a clothing store, etc.)
receives documents including, currency bills and checks,
throughout a workday from patrons purchasing products
and/or services. These currency bills and checks are tem-
porarily stored in a plurality of cash registers or cash tills. At
the end of the workday, or at one or more periods throughout
the day (e.g., shift changes), the plurality of currency bills
and checks in the cash tills is removed for processing in one
or more document processing devices. Alternatively, only an
excess portion of the currency bills in the cash tills is
removed with the checks.

According to some embodiments, a store employee (e.g.,
a clerk or manager of the bank customer) inserts one or more
stacks or batches of currency bills and checks into an input



US 9,477,896 B1

45

receptacle of a document processing system, such as, for
example, the document processing system 100. The docu-
ment processing system at least includes a document pro-
cessing device, such as, for example, the document process-
ing device 101. In some embodiments, the document
processing system also includes a computer communica-
tively connected to the document processing device. Yet, in
other embodiments, the document processing system
includes a document processing device with a built-in pro-
cessor or controller with enough computing power to per-
form a plurality of document processing operations on-
board. The document processing system transports the
currency bills and checks one at a time along a transport path
such that each of the currency bills and checks is scanned
and imaged by one or more image scanners to generate
image data and/or records associated with the currency bills
and checks. According to some embodiments, the records
each include image data that can be reproduced as a visually
readable image of one of the currency bills or checks. A
record can include a visually readable image of one or more
sides of a document, a portion of the document, a snippet
image of the document, or a combination thereof. According
to some embodiments, the records include extracted identi-
fying information, which corresponds to the visually read-
able image(s) included in the respective record. For
example, a currency bill serial number or a checking account
number can be extracted from image data and included in a
data field of a respective record. According to some embodi-
ments, each record includes a store employee identifier
associated with the store employee that received the respec-
tive document throughout the store employee’s shift.
According to some embodiments, the generated records
include all of or a portion of the information/data and/or
images in the records 300a-d described in the Document
Records and Data Files Section and in connection with
FIGS. 3A-3D, and in other sections of the present disclosure.

According to other embodiments, the store employee
inserts a plurality of currency bills and a plurality of checks
into the input receptacle. According to some such embodi-
ments, the plurality of currency bills is a first group of
documents processed separately from the plurality of
checks, which is a second group of documents. The two
groups of documents can be related via a transaction iden-
tifier, a customer identifier, and/or a batch identifier. Accord-
ing to some embodiments, processing the currency bills
separately from the checks as different groups increases
overall processing efficiencies and decreases the overall
document processing time. According to some embodi-
ments, the store employee inserts a plurality of currency bills
and a plurality of checks into the input receptacle as a sorted
batch of documents to be processed according to an order-
batch mode of operation as defined herein in the Definitions
Section.

According to some embodiments, one or more store
employees can review and/or analyze the records to obtain
real time information associated with the currency bills
and/or checks to be deposited into the store’s bank that day.
According to some embodiments, the document processing
system is configured to generate one or more reports includ-
ing information associated with the processed documents to
be deposited, such as, for example, check totals and currency
bill totals, which can give one or more store employees
overall visibility of the size of the store’s deposit at the bank.
The generated report can be printed on a communicatively
connected printing device and/or displayed on one or more
communicatively connected displays, such as, for example,
control panel 170.
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According to some embodiments, after the groups of
currency bills and checks are processed by the document
processing system, a data file including the records associ-
ated with those documents are transmitted over a network to
a bank for a provisional deposit credit. It is contemplated
that according to some embodiments, the store may decide
to send a data file to its bank several times a day (e.g., at the
end of each shift) in order to obtain credit at an earlier time
for excess cash on hand. The bank receives the data file and
records over the network in a financial institution system
which includes a bank document processing system (e.g.,
one or more bank computers and one or more bank docu-
ment processing devices) and an accounting and/or banking
system. According to some embodiments, based on the
electronic data file and records alone, the financial institu-
tion system is configured to automatically issue a credit
(e.g., provisional credit and/or final credit) to the store’s
bank account. According to some such embodiments, the
crediting of a customer account based on a data file includ-
ing records associated with documents to be physically
delivered to a bank at a later time gives the bank the benefit
of having cash on hand and on the bank’s books before the
cash is physically delivered to the bank or the bank’s vault.

According to some embodiments, in response to receiving
a data file including records associated with checks, the bank
starts to proof the checks based on the records alone. It is
contemplated that such advanced proofing can enable the
store to obtain deposit credit for the checks earlier in the day
and before certain cut off time deadlines set by the bank.
Similarly, the bank obtains the value of these deposits via the
checks earlier in the day and may capture significant value
and deposits prior to the day’s cut off. In the past, such
checks would be received after the cut off time for a given
date and therefore, the bank would not have received the
benefit of recording the checks on its books until the
following day.

Typically, banks have a deadline for receiving deposits to
be credited on that business day. For example, some banks
require all deposits to be received prior to 3 PM in order for
the customer to receive a same day credit. According to
some embodiments, banks may give a customer an extended
period of time to deliver physical documents associated with
a batch of documents being deposited at the bank if the
customer previously transmitted a data file as described
herein. For example, a bank might give a customer until 5
PM or even later to transport a physical batch of documents
to the bank in order to receive a same day credit.

According to some embodiments, the bank receives the
data file and records over the network in one or more
memory/storage devices of one of the bank computers (e.g.,
an item processing system) and based on the records alone,
the bank computer automatically transmits a credit instruc-
tion to an accounting system. In these embodiments, in
response to receiving the credit instruction, the accounting
system can be configured to automatically issue a provi-
sional credit. It is contemplated that, according to some
embodiments, such a deposit system, such as described
above and below in reference to FIGS. 4A and 4B, can
reduce the time involved to obtain deposit credit from
anywhere of a minimum of six hours to as much as a 12 to
24 hour improvement.

According to some embodiments, a store is communica-
tively connected to its bank such as described below and in
connection with FIGS. 4A and 4B. According to some such
embodiments, a store employee via one or more store
computers communicatively connected with one or more
bank computers can monitor which ones of the store’s
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deposit transactions have cleared the bank and been
accepted. The bank acceptance can be either through the
physical processing of the currency and checks once
received at the bank (FIG. 4B) or the bank accepting
electronically transmitted data files including records asso-
ciated with currency bills and checks for deposit credit even
before the physical documents arrive at the bank (FIG. 4A).

In response to the records being transmitted over the
network, a store employee can gather all of the processed
physical currency bills and physical checks as a batch of
documents for pickup by an armored carrier or for drop-off
at the bank. Alternatively, only the processed physical
currency bills, and not any of the physical checks are
physically transported to the bank such that the bank can
verify received records against corresponding received
physical documents.

According to some embodiments, in response to receiving
the physical batch of documents, a bank employee or teller
inserts the batch of received documents into an input recep-
tacle of a bank document processing system located at the
bank. The bank document processing system can include
one or more input receptacles and/or one or more output
receptacles. The bank document processing system scans
and images the documents in the same, or similar, manner as
the document processing system located at the store to
produce bank records. The bank document processing sys-
tem compares the bank records with the records transmitted
by the store to determine if any expected documents are
missing (e.g., no-show documents). If the bank document
processing system determines that one or more documents
are missing, then the bank document processing system can
instruct the accounting system to automatically charge-back
the store’s bank account for an amount equal to a value of
the missing document(s).

It is contemplated that, according to some embodiments,
the bank document processing system is a single output
receptacle device (e.g., document processing device 101")
used to rerun the batch of documents to verify the store’s
deposit. In response to the batch of documents being veri-
fied, the batch of documents can be put into a tray of
documents including a multitude of batches of documents to
be sorted using a non-imaging MPS or an imaging MPS.

Alternatively, the bank document processing device can
be an imaging MPS configured to verify the batch of
documents and to sort the batch of documents by denomi-
nations and/or type of document (e.g., bills sorted from
checks). According to some such embodiments, the batch of
documents is immediately placed in a tray for processing in
the imaging MPS without first being rerun on the single
output receptacle device. It is contemplated that such an
alternative method can reduce processing of commercial
deposits.

According to some embodiments, the batch of documents
is placed into a tray of documents associated with the same
bank customer—that is, each tray only includes documents
associated with a single bank customer for processing in the
imaging MPS. It is contemplated that grouping all of a
customer’s deposits into one or more associated trays can
increase overall document processing efficiency in the bank.
For example, a store includes 35 locations in a city. All 35
locations prepare and transport a respective batch of docu-
ments to a bank for deposit into the same customer account.
The 35 batches of documents are placed into, for example,
5 bulk currency trays for processing. The 5 trays of docu-
ments (including the 35 batches of documents only) are then
processed in an imaging MPS as described above. In
response to the imaging MPS determining any variances
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(e.g., no-show documents, unexpected documents, suspect
documents), the imaging MPS can be configured to auto-
matically attribute the variance(s) to the store’s customer
account, as all documents in the 5 trays are associated with
the store. Thus, processing all of the 35 batches of docu-
ments as described permits the bank to bypass individually
processing each of the 35 batches of documents on a first
pass on a single output receptacle device and then sending
the 35 batches of documents via bulk currency trays on a
second pass through an MPS or imaging MPS.

According to some embodiments, the bank document
processing system can also be configured to authenticate the
currency bills, the checks, or a combination of intermingled
currency bills and checks. According to some embodiments,
the bank document processing system can also automatically
charge-back the store’s bank account or generate a charge-
back instruction for any currency bills determined to be
suspect currency bills and any checks determined to be
associated with/or suspected of being associated with
fraudulent activity.

According to some embodiments, a bank receives records
associated with physical documents from a store over a
network in a bank document processing system. Prior to
receiving the physical documents at the bank, the bank
document processing system automatically compares the
received records associated with the physical documents
with data in a suspect database to determine if any of the
records are associated with a suspect document. The com-
parison determines if any of the physical documents to be
deposited are suspect or associated with fraudulent activity.
If the bank document processing system determines that one
or more of the records are associated with suspect docu-
ments, a notice is automatically transmitted from the bank
document processing system over the network to one of the
customer’s computers. The notice indicates that the bank via
the bank document processing system determined that one
or more of the records is associated with a suspect and/or
fraudulent document. In these embodiments, after detecting
a suspect and/or fraudulent document to be deposited, the
provisional credit applied to the store’s bank account may be
reduced accordingly by the bank document processing sys-
tem in communication with the accounting system.

According to some embodiments, a bank contracts with
one or more third parties to receive and process documents,
such as, for example, currency bills, checks, or both. The
third party can be an armored carrier that generally performs
all operations of a bank vault on behalf of the bank. That is,
according to some embodiments, a third party such as an
armored carrier counts, discriminates, and totals all currency
bill deposits and/or proofs, clears, and totals all check
deposits. All of the calculated totals can be transmitted to the
bank at one or more times throughout the day such that the
bank can maintain visibility of its incoming currency bills
and/or overall deposits. Based on the calculated totals and/or
other deposit related information generated by the third
party and transmitted or otherwise made available to the
bank, the bank can update financial records in the bank’s
accounting system, such as the accounting system described
in the Document Processing Device Operations in a Finan-
cial Institution System Section and in connection with FIGS.
14-17, and in other sections of the present disclosure.

According to some embodiments, under the third party
agreements, the third party (e.g., armored carrier) maintains
physical custody of the currency bills and sometimes checks
such that the physical documents are never transported to the
bank’s own vault. According to some embodiments, the
third party keeps track of all currency that belongs to the
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bank, arranges for the sale of excess currency from the third
party’s vault to the United States Federal Reserve, arranges
for delivery of currency to one or more of the bank’s
branches, and arranges for delivery of currency and/or coin
to customers of the bank.

According to some embodiments, the third party is the
same as, or similar to, the financial institution system 103
described in connection with FIGS. 4A and 4B. Thus, the
third party can include one or more document processing
devices and/or systems, such as, for example, one or more
devices 101, 101', one or more imaging MPS(s) and/or
non-imaging MPS(s). According to some embodiments, the
devices and/or systems of the third party is/are configured to
electronically communicate with one or more bank account-
ing systems in order to update financial records for each
customer or account in a similar manner as described herein
in connection with FIGS. 4A and 4B.

According to some embodiments, a store can transmit
records and/or data files directly to a bank for processing as
described in reference to FIGS. 4A and 4B. According to
some embodiments, the store transmits the records and/or
data files to the bank and/or to a third party, such as an
armored carrier, for processing. Alternately, according to
some embodiments, the store only transmits records and/or
data files directly to the third party for processing. As such,
the third party acts as an agent of the bank and receives and
processes all records and/or data files associated with
deposit transactions. According to some embodiments, the
one or more devices and/or systems of the third party can be
configured to forward or otherwise make available the
records and/or data files to the bank according to rules and/or
guidelines developed between the bank and the third party.
According to some embodiments, the one or more devices
and/or systems of the third party are configured to commu-
nicate with one or more devices and/or systems of the bank
regarding no-show documents, unexpected documents, and/
or suspect documents.

Now turning to FIGS. 4A and 4B, a block diagram of a
financial transaction system 50 is described according to
some embodiments of the present disclosure. FIGS. 4A and
4B illustrate non-limiting examples suitable for describing
an electronic portion and a physical portion of a deposit
transaction between a customer, such as a Store, and a
financial institution, such as a Bank, according to some
embodiments of the present disclosure. As discussed above,
according to some embodiments, the Store can be a person,
a casino, a department store, etc. Similarly, the Bank can be
any financial institution including, but not limited to, a bank,
an internet bank, an armored carrier, etc. Thus, the following
use of the terms “Store” and “Bank” in this description
should not be limited to the literal definition of such words,
but are merely non-limiting examples for ease of descrip-
tion.

The financial transaction system 50 includes a customer
document processing system 102 and a financial institution
system 103. A network 420 communicatively connects the
customer document processing system 102 and the financial
institution system 103. The customer document processing
system 102 includes a customer document processing device
101a. Although the customer document processing device
101a may provide processing capability, the customer docu-
ment processing system 102 in some embodiments may also
include a customer computer 450a communicatively con-
nected to the customer document processing device 101a via
a wired (e.g., electrical, optic) or wireless connection.
According to some embodiments, the customer document
processing device 101a and the customer computer 450a
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may share a single housing (e.g., the housing 190 of the
document processing device 101') or may be separately
housed. Although FIG. 4A may illustrate a single customer
computer 450a connected to a single customer document
processing device 101a, it is understood that one or more
customer computers 450a may be connected to one or more
customer document processing devices 101q in any number
of combinations. In general, processing may be distributed
between any or all of the customer document processing
devices 101a and the customer computers 450a in the
customer document processing system 102. In some
embodiments, aspects of the customer document processing
system 102 may be the same as, or similar to, the document
processing system 100 described above.

The financial institution system 103 includes a second
document processing device 1015 or a financial institution
or bank document processing device 1015 and a banking
system 460. Although the financial institution document
processing device 1015 may provide processing capability,
the financial institution system 103 may include a second
computer or a financial institution/bank computer 4505
communicatively connected to the financial institution docu-
ment processing device 1015 via a wired (e.g., electrical,
optic) or wireless connection. The financial institution docu-
ment processing device 1015 and the bank computer 4505
may share a single housing or may be separately housed.
Although FIG. 4A may illustrate a single financial institution
computer 4505 connected to a single financial institution
document processing device 1015, it is understood that one
or more bank computers 4506 may be connected to one or
more financial institution document processing devices 1015
in any number of combinations. In some embodiments,
aspects of the financial institution document processing
device 1015 may be the same as, or similar to, the document
processing device 101, 101' described above. According to
some embodiments, the financial institution system 103 also
includes a multiple pocket document processing device 400
in addition to the second document processing device 1015.

According to some embodiments, the customer document
processing device 101a and/or the financial institution docu-
ment processing device 1015 is a document processing vault
system, such as document processing vault system 1801,
1821, described in the Document Processing Vault System
Section in connection with FIGS. 18A-18C, and in other
sections of the present disclosure. According to some
embodiments, the customer document processing device
101a and/or the financial institution document processing
device 1015 is a document processing recycler system, such
as document processing recycler system 1901, described in
the Document Processing Recycler System Section in con-
nection with FIG. 19A, and in other sections of the present
disclosure.

Electronic Portion of Deposit Transaction

According to some embodiments, a store operator, such
as, a store employee or manager, initiates an electronic
portion of a deposit transaction in the Store by gathering a
plurality of documents 435 to be deposited in the Bank for
a credit to the Store’s financial institution account. As
similarly described in relation to the document processing
device 101 of FIG. 1, the document processing device 101a
is configured to receive the plurality of documents 435 as
one or more batches and/or subbatches of documents in an
input receptacle. The plurality of documents 435 are then
processed by the customer document processing system 102
to generate an electronic data file or data file 436 (e.g., data
file 301) that provides information on the one or more
batches and/or subbatches processed by the customer docu-
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ment processing device 101a. The document processing
device 101a and/or the customer computer 450a may gen-
erate the data file 436. In general, the data file 436 provides
deposit or transaction information (e.g., transaction infor-
mation 303) relating to the Store’s deposit with the Bank.
For example, the transaction information may include a
customer financial account number, a declared deposit
amount or a total deposit amount, a total number of docu-
ments to be deposited, a total currency bill deposit amount,
a number of deposited currency bills broken down by
denomination, a total check deposit amount, a number of
deposited checks broken down by on-us checks and transit
checks, a total on-us check deposit amount, a total transit
check deposit amount, a description of a type of financial
transaction, or any combination thereof.

The data file 436 may have any format that is readable by
the financial institution system 103. For example, the data
file 436 may be a plain text file, a binary file, or a mixed text
and binary file. Additionally, the data file 436 may be
encrypted or otherwise encoded to be readable only by the
financial institution system 103, especially to ensure the
security of the data in the data file 436.

The data file 436 may present the data as one or more store
records (e.g., records 300a-d, 305a-/), which are associated
with the documents 435 to be deposited. In some embodi-
ments, one store record corresponds directly to one docu-
ment 435, but in other embodiments, one store record may
correspond to a plurality of documents 435, which have been
consolidated. For example, the data file 436 may be orga-
nized, in the same, or similar, manner as described above in
reference to the data file 301 shown in FIG. 3E. In another
example, the data file 436 may include delimited or fixed
length fields which correspond to the categories of transac-
tion information associated with each store record. In a
further example, the data file 436 may be specially encoded
as a database table that is compatible with database software
employed by the financial institution system 103.

According to some embodiments, each of the store
records includes data configured to visually represent one or
both sides of a document in the plurality of documents 435
and/or one or more snippet images from one or both sides of
a document. Put another way, each of the store records in the
data file 436 includes a visually readable or human readable
image of a document, such as, for example, a currency bill,
a check, or in some embodiments a deposit slip. According
to some embodiments, the store records solely contain the
visually readable image of one or both sides of a document.
According to other embodiments, the store records include
a visually readable image of both sides of a document,
identifying information (e.g., currency bill serial number,
denomination, checking account number, check amount,
routing number, etc.) and transactional information (e.g.,
bank account number, depositor ID and/or depositor contact
information, etc.). According to other embodiments, the
store records only include identifying information and trans-
action information without any images.

In addition to providing store records corresponding to the
documents 435, the data file 436 may also include other data,
such as header data, that applies to the more than one store
record. For example, header data may include the date and
time stamp for the transaction, Store’s financial institution
account number, and the like. In general, by providing the
transaction information as described previously, the gener-
ated data file 436 may act as a virtual deposit slip. Addi-
tionally or alternatively, a visually readable image of a
preprinted deposit slip may be provided by the data file 436.
Thus, according to some embodiments, the transaction infor-
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mation included in the data file 436 may be contained within
and/or formatted as a virtual deposit slip and/or a visually
readable image of a preprinted deposit slip associated with
the deposit transaction between the Store and the Bank.

According to some embodiments, the store operator can
input all of, or a portion of, the transaction information
and/or data included in the data file 436 into the customer
document processing system 102. To facilitate the entry of
data for the data file 436, the customer document processing
system 102 may provide graphical user interface (GUI)
utility (e.g., the control panel 170) via the document pro-
cessing device 101a and/or the computer 450a.

Alternatively or additionally, according to some embodi-
ments, the document processing system 102 is configured to
automatically populate all of, or a portion of, the transaction
information and/or data included in the data file 436. For
example, the customer document processing system 102 can
be preprogrammed with the Store’s financial institution
account number and/or the description of the type of finan-
cial transaction (and/or a document processing system ID
and/or document processing device ID) such that the finan-
cial institution account number and the description of the
type of financial transaction (and/or the document process-
ing system ID and/or document processing device ID) are
automatically included in any data file generated by the
document processing system 102. For another example, the
customer document processing system 102 can be config-
ured to count and denominate the plurality of documents
such that the declared deposit amount, the total number of
documents to be deposited, the total currency bill deposit
amount, the number of deposited currency bills broken
down by denomination, the total check deposit amount, the
number of deposited checks broken down by on-us checks
and transit checks, the total on-us check deposit amount, and
the total transit check deposit amount are automatically
included in any data file generated by the customer docu-
ment processing system 102. Alternatively or additionally,
according to some embodiments, the customer document
processing system 102 can be configured to display one or
more drop down menus and/or other data entry GUI utility
to facilitate the completion of transaction information and/or
data included in the data file.

According to some embodiments, the customer document
processing system 102 is configured to save the store data
file 436 in a storage medium or memory device (e.g., a
memory of the first computer 450a and/or a memory of the
first document processing device 101a) such that a store
personnel such as a store operator can view and/or print the
store record associated with each of the processed docu-
ments 435 to be deposited.

According to some embodiments, the data file is stored in
a database and at least includes serial numbers of bills
associated with a store customer transaction, a transaction
date and/or time, and images or partial images (snippet
images) of each document associated with the store cus-
tomer transaction. According to some such embodiments,
the customer document processing system 102 is configured
to transmit and/or otherwise make available the database
and/or data contained within the database to the store’s
customer associated with the store customer transaction. For
example, a store customer purchases a television from the
store and gives the store $1000 in U.S. currency bills for the
television. The customer document processing system 102 is
configured to process the $1000 transaction, generate a
database including a record for each bill in the $1000
transaction, and to transmit or send the database and/or data
contained within the database to the store customer such that
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the store customer has a complete electronic record of each
bill used to purchase the television from the store. It is
contemplated that according to some embodiments, data
contained within the database can be printed and physically
given to the store customer by the operator of the customer
document processing system 102. According to such
embodiments, if one of the bills turns out to be a counterfeit,
the store and the store’s customer has a record of the
transaction and can identify the bills by serial number such
that the store can chargeback the store customer if so
desired.

As described previously, processing may be distributed
between the customer document processing device 101a and
the customer computer 450q in the customer document
processing system 102. In some embodiments, the customer
document processing device 101a¢ may write raw data to a
data file 436 and transmit the data file 436 to the customer
computer 450a, which may further process and/or sort the
store records. For example, the customer computer 450a can
be configured to calculate a total deposit value equal to the
value of a sum total of values of the documents 435
associated with the deposit transaction.

According to some embodiments, in response to gener-
ating the data file 436, the store operator may use a control
panel (e.g., the control panel 170) or other software opera-
tions of the customer document processing system 102 to
electrically transmit the generated store data file 436 over
the network 420 to the financial institution system 103.
Alternatively, the customer document processing system
102 automatically transmits the data file 436 over the
network 420 to the financial institution system 103 as an
electronic transmission without further input from the store
operator. In general, the data file 436 may be electrically
transmitted from the customer document processing device
101a, the customer computer 450qa, and/or another device or
computer within the customer document processing system
102 to the financial institution system 102.

Although the customer document processing system 102
may initiate a push-based file transfer, the financial institu-
tion system 103 may alternatively initiate a pull-based file
transfer. For example, the customer document processing
system 102 may make the data file 436 available at a specific
location within the customer document processing system
102, e.g., the storage medium of the customer computer
450a. The financial institution system 103 may then be
responsible for initiating a download of the data file 436
from the customer document processing system 102.

In some embodiments, the data file 436 may be transmit-
ted, for example, via any file transfer protocol, to a specific
location on a file system on the network of the financial
institution system 103, thus, providing any subsystems of
the financial institution system 103 with access to the data
file 436, for example, via the local area network (LAN). In
other embodiments, the data file 436 may be transmitted to
a storage medium on the financial institution computer 4505
which is connected to the network 420. After the financial
institution system 103 receives the data file 436, the financial
institution document processing device 1015, the financial
institution computer 4505, the banking system 460, and/or
one or more other aspects of the financial institution system
103 may access the data file 436.

The handling of the data file 436 by both the customer
document processing system 102 and the financial institu-
tion system 103 may include aspects of a deposit processing
system, such as a deposit aggregator system. In general, a
deposit aggregator system may receive and/or send data files
associated with one or more deposit transactions between
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one or more customers and one or more financial institu-
tions. According to some embodiments, the customer docu-
ment processing system 102 is configured to transmit or
upload the store data file 436 to the deposit aggregator via
the network 420. The deposit aggregator then receives and
sends the data file to one or more financial institutions. For
example, the deposit aggregator system can be configured to
received the store data file 436 associated with the deposit
transaction between the Store and the Bank. According to
some embodiments, the store data file 436 is stored on one
or more storage devices of the deposit aggregator system
until the Bank downloads the store data file 436 in a
pull-based transfer. Thus, the customer document processing
system 102 uploads the store data file 436 onto the deposit
aggregator system and the Bank downloads the store data
file 436 from the deposit aggregator system. Alternatively or
additionally, the deposit aggregator system may automati-
cally upload or pull one or more store data files from the
customer document processing system 102 and/or automati-
cally transmit or push the one or more uploaded store data
files to one or more financial institutions associated with the
respective data files.

According to some embodiments, the deposit aggregator
system can read at least a portion of the store data files (e.g.,
transaction identifier, customer account number, etc.) to
determine a proper destination for each data file 436.
According to some embodiments, the deposit aggregator
system may automatically upload (pull) and/or transmit
(push) the data files at one or more predetermined times
(e.g., at 3 PM everyday or every business day, at 3 AM on
predetermined days, etc.). According to other embodiments,
the customer document processing system 102 and/or the
financial institution system 103 automatically upload (push)
and/or download (pull) data files at one or more predeter-
mined times (e.g., at 3 PM everyday or every business day;
pull at 3:15 PM everyday and push at 9:30 AM everyday,
etc.).

In other embodiments, the deposit aggregator may read
the records in the data files 436 to determine the types of
deposits, for example, cash deposits, on-us checks, transit
checks, etc., in the records. As such, the deposit aggregator
may organize the records in the data file 436 according to
deposit type and route the records according to deposit type.
In other words, the deposit aggregator may create new one
or more new data files, each of which contains records of a
particular deposit type from the original data file 436. For
example, the deposit aggregator may determine that the data
file 436 includes records for cash deposits and transit checks
and may process each set of records according to a different
procedure. On the one hand, the deposit aggregator may
send the cash deposit records in a new data file to the
customer’s financial institution to credit the customer’s
account. On the other hand, the deposit aggregator may send
the transit check records to the one or more financial
institutions corresponding to the drawee of each check. As
there may be more than one financial institution correspond-
ing to the transit checks, the deposit aggregator may create
one or more data files for each institution and divide the
transit check records appropriately among these data files.
Each of these data files indicates the customer’s financial
institution for appropriate crediting. Advantageously, pro-
cessing of the checks at the drawees’ financial institution
and appropriate crediting of the customer’s account at the
customer’s financial institution can occur more quickly.
Moreover, this approach reduces the administrative burden
associated with the processing of transit checks by the
customer’s financial institution.
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According to some embodiments, an item processing
system that resides within and/or is an integral component of
the banking system receives the store data file 436 for
processing. Such processing may be conducted in real-time,
near real-time, or in batch at scheduled times of the day.
According to some embodiments, the item processing sys-
tem analyzes and/or reviews the data and information (e.g.,
store records, virtual deposit slip, etc.) included in the store
data file 436 and compares the values associated with each
of the store records in the data file 436 with the various
declared totals (e.g., total declared deposit, total declared
currency bill deposit, total declared check deposit, etc.) to
balance the deposit transaction. In the case of a discrepancy,
the item processing system can be configured to modify the
data file 436, one or more of the store records in the store
data file 436, and/or the virtual deposit slip. Alternatively or
additionally, in the case of a discrepancy, the item processing
system can be configured to create a credit/debit memo
and/or an offsetting record or an offsetting data file associ-
ated with the deposit transaction such that the store data file
436 and the offsetting data file balance. That is, the store data
file 436 plus the offsetting data file balance the deposit
transaction. According to some embodiments, a discrepancy
between the values of the store records and the declared
totals of the deposit slip can occur due to an error in
generating the virtual deposit slip. For example, the operator
of the customer document processing system 102 can erro-
neously input incorrect data via, for example, the control
panel, the first computer 450a, and/or one of the dropdown
windows. For another example, in the case of a preprinted
deposit slip being imaged and included in the data file, the
operator can erroneously record or write data on the pre-
printed deposit slip and/or the customer document process-
ing system 102 can erroneously extract the data via OCR
and/or CAR/LAR software.

According to some embodiments, the store data file 436
includes a plurality of records associated with currency bills
and a plurality of records associated with checks. According
to some such embodiments, the item processing system is
configured to process and/or proof the store records included
in the data file 436 associated with checks based on the data
(e.g., the visually readable image of one or both sides of the
respective check) included in the respective store record.
That is, according to some embodiments, the item process-
ing system can fully process the store records associated
with checks without further processing and/or examination
of the corresponding physical check. According to some
embodiments, the item processing system includes a proof
of deposit system (POD), which is described in greater detail
below in the Document Processing Device Operations in a
Financial Institution System Section, and in other sections of
the present disclosure.

According to some embodiments, the item processing
system is configured to transmit a credit instruction to cause
the banking system to credit the financial institution account
of the customer in response to receiving the store data file
436. According to some embodiments, the item processing
system is configured to transmit a credit instruction to cause
the banking system to credit the financial institution account
of the customer in response to a determination that the store
records included in the store data file 436 balance with the
declared totals of the virtual deposit slip. According to some
such embodiments, the credit can be a provisional credit
(e.g., funds available subject to review and/or additional
processing or funds temporarily available) or a final credit
(e.g., funds are immediately available for withdrawal). The
credit can be for an amount based on the total declared
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deposit amount, the total declared currency bill deposit
amount, the total declared check deposit amount, the total
declared on-us check deposit amount, and/or the total
declared transit check deposit amount. For example, the
credit can be a percentage of the total declared deposit
amount. According to some embodiments, the credit can be
aprovisional credit for an amount based on the total declared
currency bill deposit amount and a final credit for an amount
based on the total declared check deposit amount. According
to some embodiments, the credit can be a provisional credit
for an amount equal to the total declared currency bill
deposit amount and a final credit for an amount equal to the
total declared check deposit amount.

The banking system 460 can be any financial institution
computer, system, network, and/or any combination thereof.
According to some embodiments, the banking system 460
includes a plurality of communicatively connected comput-
ers, servers, storage devices, and/or processors configured to
at least run teller software. According to some embodiments,
the teller software can be operated automatically via soft-
ware instructions. Alternatively, the teller software is oper-
ated via software instructions and/or operator control. In
these embodiments, the financial institution operator, such
as a bank teller, can manually manipulate the teller software
using one or more computers to perform a variety of
financial institution operations, such as, for example, deb-
iting/crediting financial institution accounts, creating offset-
ting records and/or offsetting data files, etc.

According to some embodiments, the banking system 460
includes a database 470. According to some embodiments,
the database 470 includes a plurality of individual databases
that are stored on one or more memory devices. For
example, according to some embodiments, the database 470
can include a separate customer information database, a
deposit database, a loan account database, and a transaction
history database. The customer information database can
include information about the Bank’s customers, such as, for
example, names, addresses, phone numbers, etc. The deposit
database can include customer financial account numbers
(e.g., the Store’s bank account) for all of the Bank’s cus-
tomers and the balances of each account. Alternatively, the
database 470 is a single database that includes all customer
information, deposit information, transaction history, etc.
The database 470 can be located within the banking system
460, within the financial institution system 103, or external
to one or both. According to some embodiments, the data-
base 470 is stored on a plurality of different memory
devices, which can be physically located in a plurality of
different locations (e.g., different computers with the same
or different financial institutions). According to some
embodiments, the database 470 has one or more memory
back-ups located in a plurality of locations (e.g., online
server back-up).

According to some embodiments, the financial institution
system 103 is configured to provisionally credit the Store’s
bank account in response to receiving the store data file 436
associated with the deposit transaction. According to some
embodiments, in response to the financial institution 103
receiving the store data file 436 over the network 420, the
financial institution 103 automatically issues an immediate
provisional credit to the Store’s bank account, which is
stored within the database 470 in the banking system 460. In
some of these embodiments, the financial institution 103
issues a provisional credit in an amount equal to the total
deposit value calculated by the first computer 450a. In other
embodiments, the financial institution 103 issues a provi-
sional credit in an amount equal to a total deposit value
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calculated by the second computer 4505 or other financial
institution computer. Yet in other embodiments, the financial
institution 103 issues a provisional credit in an amount equal
to a predetermined percentage of a total deposit value. The
predetermined percentage can be determined by the financial
institution 103 based on previous dealings with the Store,
based on the amount of the total deposit value, and/or
various other factors.

According to some embodiments, the second computer
4505 is configured to receive the store data file 436 either
directly or indirectly from the customer-side financial trans-
action system 102. In these embodiments, in response to
receiving the data file 436, the second computer 4505 can be
configured to automatically transmit a credit instruction to
the banking system 460. In some of these embodiments, the
teller software running on the banking system 460 can be
configured to receive the credit instruction and automatically
apply a provisional credit to the Store’s bank account based
on the credit instruction. Alternatively, the teller software
running on the banking system 460 can further require
operator input from a bank employee or teller to complete
the provisional credit. Such operator input can include an
operator credit command directly received by the banking
system 460 via the teller software.

Early Suspect Detection

According to some embodiments, prior to the financial
institution system 103 issuing a credit to the Store’s financial
institution account for the deposit transaction, the financial
institution system 103 is configured to detect or determine if
one or more of the store records in the store data file 436 are
associated with a suspect document. For example, according
to some embodiments, the financial institution system 103
determines if each record associated with a currency bill has
a serial number or denomination/serial number combination
associated with a suspect currency bill and if each record
associated with a check has MICR data associated with a
checking account tied to fraudulent activity. Such an authen-
tication process is referred to as early or advanced suspect
detection.

According to some embodiments, early suspect detection
allows the Bank to deduct the value of any determined
suspect documents from the total deposit value used in
calculating the credit applied to the financial institution
account of the Store in association with the deposit trans-
action. The early suspect detection also allows the Bank to
make preparations for receiving the suspect document
before the document physically arrives at the Bank. For
example, the Bank can flag a data field (e.g., flag code field
333" of FIG. 3A and flag code field 363' of FIG. 3B) or a
visually readable image included in a store data file associ-
ated with the determined suspect document. Such flags can
be information or data included in a data field or overlaying
the visually readable image of the document in an image
section (e.g., image sections 310, 320, 340, and 350 of FIGS.
3A and 3B) of a record. Additionally, according to some
embodiments, the Bank can immediately or promptly notify
the Store of the detected suspect document, sometimes even
prior to the store transporting the physical documents to the
Bank. For example, upon the determination that a store
record is associated with a suspect document, the financial
institution system 103 can electronically transmit a notice to
the Store. Such advanced notification of suspect documents
provides the Store with an advantage when attempting to
determine how the suspect document was obtained by the
Store—that is, who provided the suspect document to the
Store and for what good(s) or service(s). Such an advanced
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suspect detection also decreases the Bank’s and/or the
Store’s risk of being stuck with a loss associated with
suspect documents.

According to some embodiments, the financial institution
system 103 automatically performs the early suspect detec-
tion by first determining if any of the store records included
in the store data file 436 are associated with suspect currency
bills, associated with checks or checking accounts linked to
fraudulent activity, or otherwise suspected of being tied to an
invalid or improper deposit transaction or suspect document.
According to some embodiments, the financial institution
system 103 determines if any of the store records associated
with the deposit transaction are associated with suspect
documents such as suspect counterfeit currency bills by
comparing identifying information associated with each of
the store records associated with the deposit transaction with
information in a database (e.g., suspect database). For
example, according to some embodiments, the second com-
puter 4505 and/or the second document processing device
10154 is configured to compare extracted serial numbers or
denomination/serial number combinations from each store
record associated with a currency bill against a database of
serial numbers or denomination/serial number combinations
of known or suspected counterfeit currency bills. According
to some embodiments, the financial institution system 103
determines if any of the store records associated with the
deposit transaction are associated with fraudulent checks or
activity by comparing identifying information associated
with each of the store records associated with the deposit
transaction with information in the same database and/or in
a second database. For example, according to some embodi-
ments, the second computer 4505 and/or the second docu-
ment processing device 1015 is configured to compare
extracted checking account numbers from each store record
associated with a check against the second database of
known or suspected checking account numbers tied to
fraudulent activity.

As previously discussed, the identifying information can
be extracted using OCR software and/or other extraction
software included in the customer document processing
system 102 and tagged to the respective store records
included in the store data file 436. Alternatively or addition-
ally, in response to receiving the store data file 436, the
financial institution system 103 can be configured to use
OCR software and/or other extraction software to extract the
identifying information from document images received in
the store data file 436 and tag to the respective store records
in the store data file 436. Such action by the financial
institution system 103 may be desirable if the Store merely
transmitted a data file 436 including records of documents
with visually readable images of documents without any or
only limited tagged information. Furthermore, in circum-
stances where the store records include tagged information,
the Bank may nonetheless desire to use its own OCR
software and/or other extraction software to verify the
tagged information included in each of the store records.

In response to the financial institution system 103 deter-
mining that one or more of the store records in the store data
file 436 is associated with either a suspect currency bill or a
checking account associated with fraudulent activity, the
financial institution system 103 can flag one or more store
records as associated with a counterfeit and/or suspect
document. The store record can be flagged as described
above and stored in a memory of the second computer 4505,
a memory of the second document processing device 1015,
a memory of the imaging MPS 400, and/or a memory of the
banking system 460. Thus, the flagging provides the Bank
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with an electronic record of suspect documents expected to
physically arrive for deposit that are associated with the
deposit transaction.

According to some embodiments, each bank maintains a
suspect or blacklist database including records associated
with suspect bills and/or records associated with checks tied
to fraudulent activity. According to some embodiments, in
response to a financial institution system determining a
document is a suspect document, the system can be config-
ured to transmit or otherwise make available such informa-
tion to all of the bank’s branches. It is contemplated that
such a method would make it very difficult for an individual
attempting to kite checks from one store location to another
(or one bank branch to another) over a series of days and to
successfully pass the checks. According to some embodi-
ments, the system can further be configured to transmit or
otherwise make the suspect or blacklist database available to
other banks and/or financial institutions. For example, if
Bank A identifies a problem with a checking account or
currency bill, this information could be transmitted to Bank
B. Bank B could then notify Bank B’s entire branch net-
work. In a like manner Store A could share with Store B.
According to some embodiments, Store A, Store B and Bank
A and Bank B can all enter into agreement to share their
respective suspect and/or blacklist databases or pay a third
party provider to develop a master database, such as the
databases described in the Searching/Master Database Sec-
tion and in connection with FIGS. 12A and 12B, and in other
sections of the present disclosure. According to some
embodiments, the master database contains information
submitted by all participating banks and/or stores, armored
carriers, casinos, etc. It is contemplated that such a master
database is a citywide, statewide, national and/or interna-
tional database. According to some such embodiments, all
participating entities can have real time visibility for any
suspect currency bills or checks associated with fraudulent
activities found in the participating network the very same
day the document is originally flagged as a suspect docu-
ment by one of the participating entities.

According to some embodiments, the second computer
4505 and/or the second document processing device 1015
(e.g., the bank document processing system) is configured to
transmit data to and/or update a database (e.g., suspect
database or blacklist database) within the banking system
460 to reflect that a particular flagged currency bill having
an identified serial number and/or a particular flagged check
having an identified checking account number is expected to
arrive. The database can be the database 470 that stores
and/or maintains the financial institutional accounts or a
different database. Such an update can be downloaded or
uploaded onto all document processing devices (e.g., the
second document processing device 1015, the multiple
pocket document processing device 400) networked within
the financial institution system 103 such that the flagged
documents are immediately off-sorted and/or presented for
review by document processing device(s) that physically
encounter the flagged document during processing at the
Bank.

According to some embodiments, bank employees can
view a suspect database of all flagged documents. The
database can be viewed on the second computer 4505, a
computer or server within the banking system 460, or
another computer within or communicatively connected
with the financial institution system 103. According to some
embodiments, the suspect database is configured to organize
and illustrate data (e.g., extracted data) and/or visually
readable images associated with flagged documents in a
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table summary. According to some embodiments, the sus-
pect database is configured to organize and illustrate data
and/or visually readable images associated with flagged
documents by record. According to some embodiments, the
suspect database is configured to organize and illustrate data
and/or visually readable images associated with flagged
documents that are expected to arrive at the Bank. According
to some embodiments, the suspect database is configured to
organize and illustrate data and/or visually readable images
associated with flagged documents that have physically
arrived at the Bank. In these embodiments, the database can
also include information regarding a disposition of the
flagged documents, such as, for example, off-sorted and
transported to the Federal Reserve or transported back to the
Store.

Suspect Notice

According to some embodiments, in response to the
financial institution system 103 determining that one or
more of the store records in the data file 436 is associated
with a suspect document such as, for example, a suspect
currency bill or a checking account associated with fraudu-
lent activity, the financial institution system 103 can auto-
matically transmit and/or otherwise make available a notice
to the Store. According to some embodiments, the notice can
be referred to as a suspect notice, a fraud notice, or trans-
action notice. According to some embodiments, the notice
can be communicated to a store document processing system
(e.g., system 102) or employee of the store the same day that
the store data file was transmitted to and/or received by the
financial institution system 103. It is contemplated that the
determining suspect document as described herein can
enable banks and law enforcement authorities to work with
stores to more efficiently deal with counterfeit documents.

The notice can be transmitted from the second computer
4505, the second document processing device 1015, the
banking system 460, or any other computer associated with
the financial institution system 103. The notice can be
received by the first computer 450a, the first document
processing device 101a, or any other computer within or
communicatively connected to the customer document pro-
cessing system 102 and/or the Store. The notice can be
transmitted as an e-mail, a letter, a facsimile, electronic
packets, data, encrypted information, etc.

The notice can include the store record and/or the store
data file associated with the suspect document, one or more
visually readable images of the suspect document, and/or
identifying information associated with the suspect docu-
ment. The notice can include an explanation that the Bank
received the electronic portion of the deposit transaction and
determined that one or more of the store records included in
the store data file 436 are associated with suspect docu-
ments. The notice can further indicate that the value of the
suspect document(s) have been deducted from any credit
applied to the Store’s bank account and/or indicate the value
of the suspect document(s).

According to some embodiments, the notice can be auto-
matically transmitted to one or more other banks or third
parties such as, for example, government entities, bank
executives, bank tellers, etc. According to some embodi-
ments, the customer can create a customer-suspect database
based on a plurality of the notices transmitted from the
financial institution system 103. The customer-suspect data-
base can include identifying information of currency bills
and checks associated with suspect documents. The cus-
tomer-suspect database can be stored in a memory of the
customer document processing system 102 and/or a memory
of' a computer or server communicatively connected to the
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customer document processing system 102. According to
some embodiments, the customer-suspect database can be
stored in a memory of the store’s point of sale (POS) system,
such that store employees can determine at the POS system
whether a particular check being presented for payment is
associated with fraudulent activities and can thus make a
determination not to accept the check. According to some
embodiments, a plurality of customer document processing
systems can be communicatively connected to the memory
storing the customer-suspect database to share and/or pool
identifying information contained therein. According to
some embodiments, the customer-suspect database can aid
customers in cooperating with financial institutions when
suspect documents are detected in a deposit transaction.
According to some embodiments, the customer document
processing system 102 is configured to transmit identifying
information and/or records (e.g., store records) associated
with a deposit transaction of a plurality of documents to the
server for comparison with the customer-suspect database.
In some such embodiments, the server is configured to
compare the transmitted identifying information and/or
records with the identifying information stored in the cus-
tomer-suspect database to determine if any of the records are
associated with a suspect document. According to some
embodiments, the customer document processing system
102 can flag one or more records as being associated with
suspect documents such that the first document processing
device 101a is configured to off-sort or stop-and-present the
suspect documents when encountered by the first document
processing device 101a during processing.

According to some embodiments, the financial institution
system 103 automatically transmits the notice in response to
a total value of detected suspect documents exceeding a
predetermined threshold. For example, for a threshold of
$500.00, if the second computer 4505 determines that five
records associated with two checks and three currency bills
are associated with suspect documents and the total value of
the two checks and the three currency bills is over $500.00,
then according to some embodiments, the second computer
4505 is configured to automatically transmit the notice to the
Store. If however, the total value of the two checks and the
three currency bills is less than $500.00, then the second
computer 4505 is configured to not transmit the notice.
However, according to some embodiments, the second com-
puter 4505 may nonetheless flag the records associated with
the suspect documents and optionally be configured to
transmit the notice to the banking system 460, a bank
employee, or other person or entity. According to some
embodiments, the predetermined threshold can be entered
by an operator into the teller software running on the
banking system 460 and/or into the second computer 4505
and/or the second document processing device 1015 to set
the threshold at any value or amount (e.g., one thousand
dollars).

According to some embodiments, in response to the
financial institution system 103 determining that one or
more of the store records included in the store data file 436
is associated with either a suspect currency bill or a checking
account associated with fraudulent activity, the financial
institution system 103 automatically deducts a value of each
suspect document from any credit (e.g., provisional credit or
final credit) applied to the Store’s bank account. For
example, it is contemplated that customer document pro-
cessing system 102 transmits a store data file over the
network 420; the store data file includes a plurality of store
records associated with a plurality of documents 435; each
of the documents is associated with a value; the financial
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institution system 103 determines that one or more the store
records is associated with a suspect document; the financial
institution system 103 automatically calculates a provisional
credit amount for the store data file, which automatically
deducts the value of each suspect document prior to auto-
matically issuing or entering the provisional credit for the
Store’s bank account.

According to some embodiments, the second computer
4505 and/or the second document processing device 1015
(e.g., the bank document processing system) automatically
calculates a provisional credit amount for the store data file
436 and automatically deducts the value of each suspect
document from the calculated amount prior to transmitting
a credit instruction or notice to the banking system 460,
which is configured to automatically issue or enter the
provisional credit for the Store’s bank account without an
operator input. Alternatively, the second document process-
ing device 1015 and/or the second computer 4505 (e.g., the
bank document processing system) transmits a credit
instruction or notice to the banking system 460, which
requires one or more additional operator instructions. In
these embodiments, prior to the banking system 460 updat-
ing or entering a credit for the Store’s bank account, the
banking system 460 requires an operator input or operator
instruction prior to applying a provisional credit to the
Store’s bank account.

According to some embodiments, when a particular docu-
ment becomes a document of interest, such as when a
document is identified as suspect/counterfeit or identified as
missing/no-show, individuals associated with the receipt
and/or processing of the document can be identified through
use of the operator and/or personnel fields. Thus, for
example, according to some embodiments, when system 100
or devices 101, 101' are employed in a bank customer
environment such as a retail store environment and a bank
declines to credit or issues a charge-back in the amount of
a suspect/counterfeit bill, the bank customer (e.g., store) can
determine which cashier accepted the suspect/counterfeit
bill (such as by searching a database containing the relevant
records and/or receiving that information from the bank
along with a charge-back notice). According to some
embodiments, the bank customer charges the amount of the
suspect/counterfeit bill back to the individual cashier who
accepted the suspect/counterfeit bill and/or otherwise takes
some appropriate action—such as investigating whether the
identified cashier is following store currency screening
policy, such as, for example, performing one or more
authentication tests on currency bills prior to accepting
them. Similarly, according to some embodiments, when a
bill is identified as suspect/counterfeit, a bank can determine
which teller accepted the suspect/counterfeit bill (such as by
searching a database containing the relevant records) and
take some appropriate action such as charging the teller for
the amount of the suspect/counterfeit bill and/or investigat-
ing whether the identified teller is following bank currency
screening policy such as performing one or more authenti-
cation tests on currency bills prior to accepting them and/or
whether the document processing device(s) 101, 101', 400
which processed the bill in question are operating properly.
Similarly, for another example, according to some embodi-
ments, when a document to be deposited is determined to be
a no-show document at a bank, the bank and or store can
determine who was the last person that processed the
physical document and take appropriate action such as
charging the cashier or teller for the amount of the missing/
no-show document and/or investigating whether the identi-
fied cashier/teller followed the store’s document handling



US 9,477,896 B1

63

policies, such as, for example, transferring documents from
the output receptacle of the device directly to a lockbox
and/or lockable deposit bag.

Physical Portion of Deposit Transaction

Referring to FIG. 4B, after the store data file 436 is
transmitted to the financial institution system 103, the store
operator or other personal initiates the physical portion of
the deposit transaction by gathering a plurality of physical
documents 435" associated with the deposit transaction.
Alternatively or additionally, the store operator can gather a
plurality of documents associated with a plurality of elec-
tronic portions of a plurality of deposit transactions for
physical transportation to the Bank. For example, during the
course of a typical business day at the Store, one or more
store representatives may gather physical documents from
each store clerk’s cash till prior to each shift change to
balance the cash tills and/or otherwise manage the Store’s
cash registers. After each shift change the one or more store
operators process the gathered documents (e.g., documents
435) in the first document processing device 101a as
described above. However, after the first document process-
ing device 101a completes the processing, the physical
documents are held in a safe or secured place prior to
physically transporting the documents to the Bank. Thus,
according to some such embodiments, the Store accumulates
a plurality of physical documents associated with a plurality
of deposit transactions throughout the workday or work-
week.

According to some embodiments, the plurality of physical
documents 435' associated with the deposit transaction
includes a deposit slip, a plurality of currency bills, and a
plurality of checks. According to some such embodiments,
the store operator gathers the deposit slip and the plurality of
currency bills for transportation to the financial institution
103. It is contemplated that according to some embodiments,
the physical checks do not need to be transported to the
financial institution system 103. As described above in
reference to FIG. 4A, the data file 436, which includes store
records associated with checks that include visually readable
images of the respective checks, were transmitted electroni-
cally to the financial institution system 103. As described
above, in some such embodiments, the financial institution
system 103 can process the visually readable images of the
checks without having to physically review and/or process
the physical check documents. According to some embodi-
ments, under Check 21 laws in the United States, visually
readable images of checks can be used in lieu of physical
checks for check processing operations such as check settle-
ment and clearing. Thus, the Store can withhold the actual
physical checks from being transported to the Bank in some
embodiments. According to some embodiments, the Store
can destroy the physical checks after a predetermined time
as agreed on between the Store and the Bank.

The plurality of physical documents 435' can be trans-
ported to the Bank such as via an armored carrier, a store
employee, a courier, a bank employee, or other trusted
person. As illustrated in the FIG. 4B, the plurality of
physical documents 435' arrive at the financial institution
system 103 (e.g., Bank) for processing in the second docu-
ment processing device 1015. A bank teller or employee
loads the plurality of physical documents 435' as one or
more stacks into an input receptacle of the second document
processing device 1015 for processing, as described above
in relation to the document processing system 100 of FIG.
1. According to some embodiments, the second document
processing device 1014 initiates document processing by
transporting the documents 435' one at a time past an image
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scanner to one or more output receptacles. The image
scanner in the second document processing device 1015 is
used to generate a bank record and/or a bank data file for
each of the documents 435' in a similar manner as the first
document processing device 101a is used to generate the
store records and/or the store data file 436. According to
some embodiments, the bank records include a visually
readable image of the respective documents, identifying
information, transactional information, or any combination
thereof.

According to some embodiments, a teller inputs the
Store’s bank account number and/or a transaction identifier
into the financial institution system 103. In these embodi-
ments, the financial institution system 103 automatically
associates the inputted Store bank account number and/or
the transaction identifier with the generated bank records.
According to some such embodiments, the teller can retrieve
such information from the deposit slip included in the
plurality of physical documents 435'. According to some
embodiments, the bank document processing system is
configured to extract the Store’s bank account number
and/or the transaction identifier from the deposit slip
included in the plurality of physical documents 435'.
According to other embodiments, prior to initiating the
document processing, the teller places a header and/or trailer
card with the stack of documents 435'. According to some
embodiments, the header/trailer card includes an indicia
associated with the store’s bank account number and/or the
transaction identifier. In some of these embodiments, the
second document processing device 1015 is configured to
scan the header/trailer card to obtain the Store’s bank
account number and/or the transaction identifier and to
automatically associate the Store bank account number
and/or the transaction identifier with the bank records asso-
ciated with the stack of physical documents 435'. In some
embodiments, the Store bank account number and/or the
transaction identifier is tagged to each of the generated bank
records.

According to some embodiments, prior to initiating docu-
ment processing, a teller receives a plurality of batches of
documents and places a header and/or trailer card with each
batch of documents to separate each batch form the other
and to identify each batch as being associated with a
respective customer account. That is, the header/trailer cards
can identify a store number and appropriate customer
account to be credited for each batch of documents. Accord-
ing to some embodiments, the separated batches of docu-
ments are placed in bulk cash trays one batch being adjacent
to another batch. It is contemplated that according to such
embodiments, each cash tray would not have to contain
batches of documents associated with just one bank cus-
tomer. Rather, each cash tray could contain batches of
documents associated with multiple bank customers.

According to some embodiments, the financial institution
system 103 compares the generated bank records associated
with the physical documents 435' of the deposit transaction
with the store records included in the store data file 436
associated with the deposit transaction to determine if any
documents associated with any of the store records are
no-show documents. For example, the customer document
processing system 102 transmits a store data file over the
network 420. The store data file includes a plurality of store
records associated with a plurality of physical documents for
deposit at the Bank. The Store then transports the physical
documents associated with the store records to the financial
institution system 103 for verification against the store data
file. The financial institution system 103 processes the
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received physical documents in the second document pro-
cessing device 1015 to generate bank records. The financial
institution system 103 then compares the bank records with
the store records to determine if any of the physical docu-
ments are missing or no-show documents. It is contemplated
that based on the received store records, the Bank expects to
receive physical documents that correspond to each respec-
tive store record, or in some embodiments in which checks
are not physical delivered to the Bank, the Bank expects to
receive physical documents that correspond to each store
record associated with a currency bill and/or deposit slip.
According to some embodiments, in the case that the finan-
cial institution system 103 determines one or more of the
documents are no-show documents (e.g., the document was
not transported to the Bank) the financial institution system
103 and/or bank document processing system or the docu-
ment processing device 1015 or 400 can automatically
charge-back the Store’s bank account an amount equal to a
value of the missing document(s) and/or generate an appro-
priate charge-back/debit instruction such as by automati-
cally generating a charge-back instruction reflecting the
value of each no-show document and/or the total value of all
no-show documents.

According to some embodiments, the financial institution
system 103 compares the generated bank records associated
with the physical documents 435' of the deposit transaction
with the store records included in the store data file 436
associated with the deposit transaction to determine if one or
more of the bank records is associated with an unexpected
document. For example, the customer document processing
system 102 transmits a store data file over the network 420.
The store data file includes a plurality of store records
associated with a plurality of physical documents for deposit
at the Bank. The Store then transports physical documents
associated with the store records and one or more additional
physical documents not associated with one of the store
records, that is, unexpected documents, to the financial
institution system 103 for verification. The financial insti-
tution system 103 processes the received physical docu-
ments in the second document processing device 1015 to
generate bank records. The financial institution system 103
then compares the bank records with the store records to
determine if any of the bank records are associated with
unexpected documents. That is, the financial institution
system 103 determines if one or more of the bank records
does not correspond with any of the store records. According
to some embodiments, in the case that the financial institu-
tion system 103 determines that the physical documents
included one or more unexpected documents, the financial
institution system 103 and/or bank document processing
system or the document processing device 1015 or 400 can
automatically credit the Store’s bank account an amount
equal to a value of the unexpected document(s) and/or
generate an appropriate credit instruction.

According to some embodiments, in response to the
financial institution system 103 determining that one or
more of the physical documents are no-show documents, the
second document processing device 1015 and/or the second
computer 4505 (e.g., the bank document processing system)
can be configured to automatically transmit a charge-back
instruction to the banking system 460. In some of these
embodiments, the teller software running on the banking
system 460 can be configured to receive the charge-back
signal and automatically apply a charge-back or debit to the
Store’s bank account based on the charge-back instruction.
For example, the bank document processing system can
transmit a charge-back instruction to the banking system 460

10

15

20

25

30

35

40

45

50

55

60

65

66

that instructs the banking system 460 to automatically
charge-back or debit the Store’s bank account an amount
equal to a value associated with the determined no-show
document(s). Alternatively, the teller software running on
the banking system 460 can further require operator input
from a bank employee or teller to complete the charge-back
or debit operation. Such operator input can include an
operator charge-back command directly received by the
banking system 460.

A non-limiting example involving an automatic charge-
back for no-show documents associated with a deposit
transaction provides that the customer document processing
system 102 transmits a data file including a plurality of store
records associated with currency bills and checks totaling,
for example, $9,000.00. The financial institution system 103
receives the store records associated with the deposit trans-
action and automatically applies a credit (e.g., a provisional
credit) to the Store’s bank account for $9,000.00. The Bank
then receives the physical documents associated with the
deposit transaction that correspond with the store records
and the second document processing device 1015 processes
the physical documents and separate bank records are cre-
ated. After processing the physical documents, the financial
institution system 103 determines that store records associ-
ated with a $10 currency bill and a $50.00 check do not
correspond with any of the bank records. That is, the $10
currency bill and the $50.00 check are no-show documents.
In response to the determination of the no-show documents,
the second document processing device 1016 and/or the
second computer 4505 can be configured to automatically
transmit a charge-back instruction to the banking system
460. In some of these embodiments, the banking system 460
can be configured to receive the charge-back instruction and
automatically apply a charge-back or debit to the Store’s
bank account for sixty dollars based on the charge-back
instruction for the two no-show documents. Alternatively,
the banking system 460 can further require operator input
from a bank employee or teller to complete the charge-back
for the sixty dollars.

According to some embodiments, the financial institution
system 103 can be configured to automatically transmit a
notice to the Store indicating the detection of the no-show
documents. According to some embodiments, the notice sent
to the store can include information identifying the no-show
document(s) such as by including the store records and/or
the store data file associated with the no-show document(s).

According to some embodiments, the second document
processing device 1015 generates the bank records and
automatically transmits the bank records to the second
computer 4505. In these embodiments, the second computer
4505 or other bank computer communicatively connected to
or forming part of the banking system 460 performs the
comparison of the bank records with the store records to
determine if any expected documents are no-show docu-
ments for a particular deposit transaction. According to
some such embodiments, the item processing system
received the bank records and performs the comparison of
the bank records with the store records to determine if any
expected documents are no-show documents for a particular
deposit transaction. According to some embodiments, the
second document processing device 1015 and/or the second
computer 4505 are part of a single device or apparatus—that
is, the second document processing device 1015 and/or the
second computer 4505 are contained within the same hous-
ing (e.g., housing 190 of the document processing device
101").
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According to some embodiments, the Store transports
unexpected documents to the Bank that do not correspond
with a previously transmitted store data file or record. Such
a scenario may occur due to a malfunction or error in the first
document processing device 101a or the first computer
450a, occur on accident, or occur on purpose, for example,
where some transported documents were never processed by
the first document processing device 101a. According to
some embodiments, the financial institution system 103 is
configured to automatically credit the Store’s bank account
for the value of the unexpected document(s). For example,
the second computer 4505 transmits a credit instruction to
the banking system 460 to automatically credit the Store’s
bank account an amount equal to a value associated with the
unexpected document(s). Alternatively, the banking system
460 can further require operator input from a bank employee
or teller to complete the credit for the unexpected docu-
ment(s). According to some embodiments, the credit instruc-
tion can include identifying information, transaction infor-
mation, credit/value amount, etc.

According to some embodiments, the financial institution
system 103 can be configured to automatically transmit a
notice to the Store indicating the receipt of the unexpected
document(s). According to some embodiments, the notice
sent to the store can include information identifying the
unexpected document(s) such as by including the bank
record and/or bank data file associated with the unexpected
document(s).

According to some embodiments, the second document
processing device 1015 includes an authentication unit. In
these embodiments, the second document processing device
10154 authenticates the physical documents 435' as described
above in reference to the document processing system 100
of FIG. 1. In these embodiments, the second document
processing device 1015 in communication with the second
computer 4505 and/or the banking system 460 can be
configured to automatically charge-back the Store’s bank
account for any detected suspect documents or generate an
appropriate charge-back instruction and/or transmit the same
to the banking system 460. For example, the authentication
unit in the second document processing device 1015 may
detect a suspect $100.00 currency bill in the plurality of
documents 435' transported to the Bank. In these embodi-
ments, the financial institution system 103 can be configured
to automatically charge-back the Store’s bank account one
hundred dollars for the suspect $100 currency bill.

According to some embodiments, the financial institution
system 103 can be configured to automatically charge-back
the Store’s bank account only if the total value of all
detected suspect documents exceeds a predetermined thresh-
old (e.g., $100.00). According to some embodiments, in the
case of detecting a suspect document, the second document
processing device 1015 and/or the second computer 4505 in
communication with the banking system 460 can be con-
figured to automatically transmit a notice to the Store
indicating the detection of a suspect document and the
automatic charge-back. According to some embodiments,
the notice sent to the store can include information identi-
fying the suspect document(s) such as by including the bank
record and/or the store record associated with the suspect
document(s) in the notice.

According to some embodiments, in response to detecting
one or more suspect documents, the bank document pro-
cessing system can be configured to automatically transmit
a charge-back instruction or notice to the banking system
460. In these embodiments, the banking system 460 can
further require operator input in addition to the charge-back
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instruction from a bank employee or teller to complete the
charge-back for the detected suspect document(s).

According to some embodiments, the second document
processing device 1015 includes at least two output recep-
tacles. According to some embodiments, one of the at least
two output receptacles is a reject or off-sort receptacle. In
these embodiments, the second document processing device
1015 is configured to send documents determined to be
counterfeit, suspect, or non-authentic by the financial insti-
tution system 103 to the reject or off-sort receptacle. Accord-
ing to some embodiments, the second document processing
device 1015 is configured to automatically send documents
associated with flagged records to the reject receptacle or a
different reject receptacle. For example, according to some
embodiments, the bank document processing system is
configured to receive a plurality of store records. The bank
document processing system is configured to determine if
one or more of the store records is associated with a suspect
document by comparing the store records with data in one or
more databases. In response to the bank document process-
ing system determining that one or more of the store records
is associated with a suspect document, the bank document
processing system flags the specific store record as suspect
and causes the second document processing device 1015 to
automatically off-sort the suspect document if, or when,
encountered.

According to some embodiments, the bank document
processing system is configured to update a database of
identifying information, such as, for example, currency bill
serial numbers and/or checking account numbers, associated
with suspect documents. According to some embodiments,
the database is stored in a memory of the second document
processing device 1015. In these embodiments, the second
document processing device 1015 is configured to receive
documents in the input receptacle and automatically trans-
port/off-sort documents into a reject receptacle when the
documents correspond with the identifying information
stored in the database.

According to some embodiments, the second document
processing device 1015 includes a plurality of output recep-
tacles for sorting the plurality of physical documents 435'. In
these embodiments, the second document processing device
1015 is configured to receive the physical documents 435' in
an input receptacle and transport the documents 435' one at
a time along a transport path past one or more image
scanners as described above in relation to FIG. 1. The
second document processing device 1015 is configured to
sort the checks and the currency bills into separate output
receptacles. According to some embodiments, the second
document processing device 1015 is configured to sort each
denomination of currency bill into separate ones of the
plurality of output receptacles. According to some embodi-
ments, the second document processing device 1015 is
configured to sort on-us checks into one of the plurality of
output receptacles and to sort transit checks into a different
one of the plurality of output receptacles. It is contemplated
that various numbers and types of output receptacles maybe
included in the second document processing device 1015 for
sorting suspect documents, flagged documents, documents
unreadable using OCR or other software, etc. into separate
output receptacles.

According to some embodiments, the imaging MPS and/
or device is(are) configured to operate in a Deposit Track
Mode of Operation and/or a Deposit Verification Mode of
Operation to track currency bills throughout a bank includ-
ing a bank vault. According to some embodiments, the
financial institution system 103 processes the physical docu-
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ments 435" using the second document processing device
1014 and a multiple pocket document processing device 400
(“MPS”) as shown in FIGS. 4A and 4B. In some such
embodiments, the second document processing device 1015
includes a single input receptacle for receiving the physical
documents 435' and a single output receptacle for returning
the physical documents 435' to an operator after processing.
Thus, the second document processing device 1015 does not
sort the documents into separate receptacles based on the
type of document and/or the denomination or value of the
documents 435'.

According to some embodiments, the second document
processing device 1015 does not include any authentication
sensors such that the second document processing device
1015 does not determine and/or stop on or off-sort suspect
documents. According to some alternative embodiments, the
second document processing device 1015 includes authen-
tication sensors such that the second document processing
device 1015 can determine whether a document is suspect,
but in response to determining that a document is a suspect
document, the second document processing device 1015
does not stop on or off-sort the suspect document. According
to some such embodiments, the second document processing
device 1015 only records the document as a suspect in an
associated record. According to some embodiments, the
MPS 400 is configured to off-soft suspect documents for
further processing. According to such embodiments, the
off-sorting of suspect documents in the MPS 400 only, can
increase document processing efficiency in the financial
institution system 103 as the second document processing
device 1015 is permitted to continually process documents
without having to stop on or off-sort suspect documents.

According to some embodiments, the second document
processing device 1015 is located at a teller window or
station for verifying Store deposits in relatively small
batches. In these embodiments, a teller receives a plurality
of deposits from one or more customers (e.g., Stores,
casinos, etc.) and verifies the deposits using the second
document processing device 1016 in conjunction with the
second computer 4505. After the teller receives a predeter-
mined total amount of documents (e.g., one or more trays
full of documents) or at a predetermine time (e.g., a shift
change) the documents are physically transported to the
imaging MPS 400 for further processing.

According to some embodiments, the imaging MPS 400
is a large scale document processing device that may be
located in a backroom or vault of a financial institution, such
as, for example, the Bank. According to some embodiments,
the imaging MPS 400 sorts the documents by type of
document (e.g., checks and currency) and by denomination
or value. According to some embodiments, the imaging
MPS 400 authenticates the documents using an authentica-
tion unit. According to some embodiments, the imaging
MPS 400 scans the documents with one or more image
scanners to generate a bank record for each of the documents
in the same, or similar, manner discussed above in relation
to document processing system 100, customer document
processing system 102, and bank document processing
system. In these embodiments, the imaging MPS 400 can
save the bank records in a memory in the imaging MPS 400,
in a memory communicatively connected to the imaging
MPS 400, and/or in a memory within the banking system
460 for permanent or short-term storage.

According to some embodiments, the imaging MPS 400
is configured to compare the bank records generated using
the imaging MPS with the bank records generated using the
second document processing device 1016 and/or the store
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records. A comparison of the bank records generated using
the imaging MPS 400 with the bank records generated using
the second document processing device 1015 can indicate if
any documents went missing during transit of the documents
from the teller window or station to the backroom or vault
of the Bank. In these embodiments, the imaging MPS 400
can be configured to automatically generate and/or transmit
a notice or instruction regarding the missing document(s).
According to some embodiments, the notice is automatically
printed on a printer communicatively linked to the imaging
MPS 400 and/or the banking system 460 or is automatically
transmitted to one or more bank employees including the
teller, a bank manager, etc.

According to some embodiments, the MPS 400 is con-
figured to determine a fitness of each document being
processed. For example, the MPS 400 can employ one or
more fitness sensors to determine if a currency bill is worn,
torn, soiled, etc. According to some such embodiments, unfit
documents can be off-sorted for further processing by an
operator of the MPS 400. For example, the operator of the
MPS can search a database of records in the same, or similar,
manner as described in the Modes of Operation—Searching/
Master Database Section, and in other sections of the present
disclosure, to determine which bank customer deposited the
unfit bills. According to some embodiments, the MPS 400 is
configured to automatically access the database and update
records contained therein with fitness information of the
bills being processed. It is contemplated that such fitness
information can be used by financial institutions to better
understand the cost of processing the documents from the
financial institution’s various customers. Additional disclo-
sure on determining fitness of a document can be found in
U.S. Pat. No. 6,913,260, entitled “Currency Processing
System with Fitness Detection” and U.S. Patent Application
No. 2007/0122023 A1, entitled “Currency Processing Sys-
tem with Fitness Detection”.

According to some embodiments, a Store can use a
document processing system or device according to the
present disclosure to avoid having to process check docu-
ments using an Automated Clearing House (“ACH”)—that
is, the store can contract with a third party ACH in a similar
manner as described in the Deposit Transaction Section, and
in other sections of the present disclosure, to process on-us
and/or transit checks. For example, the Store can process all
checks written by Store patrons for goods and/or services
using the customer document processing system 102. Thus,
a record including a visually readable image of a check is
generated for all of the checks as described herein. Accord-
ing to some embodiments, the visually readable image of the
check in a specific record is referred to as an Image
Replacement Document (“IRD”), that serves as a substitute
check under Check 21 laws in the United States. Thus,
according to some embodiments, the Store can transmit or
send a plurality of records and/or data files including respec-
tive IRDs for each check to the third party ACH and/or bank
for a credit in a similar manner as described above in
reference to FIG. 4A. According to some such embodiments,
one or more devices and/or systems of the ACH can be
configured to transmit and/or otherwise make available
check deposit information such that the bank’s accounting
system can be updated to reflect the check transactions.

According to some embodiments, processing checks
according to the methods described herein that generate
visually readable images of the checks or IRDs, decreases
the Store’s risk of being stuck with a loss associated with a
bad check (e.g., a check that bounces, insufficient funds,
fraudulent check, etc.). For example, according to some
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embodiments, an ACH transaction scans a check and con-
verts the check into electronic data that is forwarded to a
bank or third party to initiate payment in a similar fashion as
a debit card or credit card transaction. Thus, no image is
created in connection with the ACH transaction. As com-
pared to some of the methods of the present disclosure,
where the document processing system, such as the cus-
tomer document processing system 102, generates a record
associated with each check such that the store can review the
records in the case of a bad check and determine who gave
the Store the bad check, when it was given, etc. For example,
as described above, the records can include one or more
visually readable images of one or both sides of the check,
extracted MICR characters, etc. Thus, according to some
embodiments, the Store searches a database of records to
locate the record associated with a bad check. The Store can
review the record to obtain various information to help
determine the source of the bad check and take appropriate
steps to locate the person responsible for payment.
Document Processing Speeds

For the following document processing speeds disclosure,
the document processing device 101, the document process-
ing device 101', the multiple pocket document processing
device 400, the document processing system 100, the docu-
ment processing devices 101a,b, the customer document
processing system 102, and the financial institution docu-
ment processing system, which are all discussed in detail
above with respect to FIGS. 1, 2A-C, 4A, and 4B, are
collectively referred to herein as the document processing
devices and systems of the present disclosure. Thus, specific
reference to any of the elements or components of the
document processing device 101, such as, for example, the
input receptacle 110, the transport mechanism 120, the
output receptacle 130, the image scanner(s) 140a and/or
1405, the authentication unit 145, the controller 150, the
memory 160, the control panel 170, and/or the communi-
cations port 180, are by way of example and is not intended
to limit the following disclosure to the document processing
device 101.

Referring generally to FIGS. 1, 2A-C, 4A, and 4B,
according to some embodiments, the image scanner(s) 140a
and/or 1405 have a pixel capture scan rate up to about
twenty Megapixels per second. According to some such
embodiments, for documents having dimensions smaller
than about 10 inchesxabout 5 inches, the image scanner(s)
140a and/or 1405 can capture at least about 1200 documents
per minute at a resolution of about 200 DPIx100 DPI or less
(e.g., 100 DPIx100 DPI) and at a pixel capture rate of about
twenty Megapixels per second. According to some such
embodiments, for documents having dimensions smaller
than about 9.1 inchesxfive inches, the image scanner(s) 140a
and/or 1405 can capture at least about 1200 documents per
minute at a resolution of about 200 DPIx100 DPI and at a
pixel capture rate of about twenty Megapixels per second.
According to some such embodiments, for documents hav-
ing dimensions smaller than about 9.1 inchesxfive inches,
the image scanner(s) 140a and/or 1405 can capture at least
about 600 documents per minute at a resolution of about 200
DPIx200 DPI and at a pixel capture rate of about twenty
Megapixels per second. The image scanner(s) 140a and/or
14054 include a proportionate number of output data channels
to transmit scanned data captured by the image scanner(s)
140a and/or 1405 to the controller 150 and/or the memory
160 as visually readable images for processing (e.g.,
denomination, OCR, authentication, etc.). According to
some such embodiments, the image scanner(s) 140a and/or
1404 include about 4 output data channels, although other
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numbers of output data channels are contemplated. Accord-
ing to some embodiments, each of the output data channels
can output or be read at about five Megapixels per second in
parallel, that is, at the same time.

According to some embodiments, the image scanner(s)
140a and/or 14056 have a pixel capture scan rate up to about
forty Megapixels per second. According to some such
embodiments, for documents having dimensions smaller
than about 10 inchesxabout 5 inches, the image scanner(s)
140a and/or 1405 can capture at least about 1200 documents
per minute at a resolution of about 200 DPIx100 DPI and at
a pixel capture rate of about twenty Megapixels per second.
According to some such embodiments, for documents hav-
ing dimensions smaller than about 9.1 inchesxfive inches,
the image scanner(s) 140a and/or 1405 can capture at least
about 1200 documents per minute at a resolution of about
200 DPIx100 DPI and at a pixel capture rate of about twenty
Megapixels per second. According to some such embodi-
ments, for documents having dimensions smaller than about
9.1 inchesxfive inches, the image scanner(s) 140a and/or
1405 can capture at least about 1200 documents per minute
at a resolution of about 200 DPIx200 DPI and at a pixel
capture rate of about forty Megapixels per second. Accord-
ing to some such embodiments, for documents having
dimensions smaller than about 9.1 inchesxfive inches, the
image scanner(s) 140a and/or 14056 can capture at least
about 2400 documents per minute at a resolution of about
200 DPIx100 DPI and at a pixel capture rate of about forty
Megapixels per second. The image scanner(s) 140a and/or
14054 include a proportionate number of output data channels
to transmit the scanned data captured by the image
scanner(s) 140a and/or 1405 to the controller 150 and/or the
memory 160 as visually readable images for processing
(e.g., denomination, OCR, authentication, etc.). According
to some such embodiments, the image scanner(s) 140a
and/or 1405 include about 8 output data channels, although
other numbers of output data channels are contemplated.
According to some embodiments, each of the output data
channels can output or be read at about five Megapixels per
second in parallel, that is, at the same time.

According to some embodiments, for a check transporta-
tion speed and/or processing speed of about 150 checks per
minute (about 12.5 inches per second), the controller 150
and/or memory 160 have about 157.5 milliseconds to
receive the scanned data from the image scanner(s) 140a
and/or 1405, crop each visually readable image, deskew
each cropped visually readable image, and/or OCR one or
more portions of the cropped and deskewed visually read-
able image and are configured to perform all these opera-
tions in less than about 157.5 milliseconds. According to
some embodiments, the document processing devices and
systems of the present disclosure are configured to process
commercial checks at a rate of at least about 150 checks per
minute. According to some embodiments, for a check trans-
portation speed and/or processing speed of about 250 checks
per minute (about 21 inches per second), the controller 150
and/or memory 160 have about 87.5 milliseconds to receive
the scanned data from the image scanner(s) 140a and/or
1405, crop each visually readable image, deskew each
cropped visually readable image, and/or OCR one or more
portions of the cropped and deskewed visually readable
image and are configured to perform all these operations in
less than about 87.5 milliseconds. According to some
embodiments, the document processing devices and systems
of the present disclosure are configured to process personal
checks at a rate of at least about 250 checks per minute.
According to some embodiments, the larger physical dimen-



US 9,477,896 B1

73

sions of commercial checks require additional processing
time as compared to personal checks to perform the above
described processing operations.

According to some embodiments, for a document trans-
portation speed and/or processing speed of about 300 docu-
ments per minute (about 25 inches per second), the control-
ler 150 and/or memory 160 have about 70 milliseconds to
receive the scanned data from the image scanner(s) 140a
and/or 1405, crop each visually readable image, deskew
each cropped visually readable image, denominate each
visually readable image for currency bills, OCR one or more
portions of the cropped and deskewed visually readable
image for currency bills and checks, and/or authenticate the
visually readable image for currency bills and checks and
are configured to perform all these operations in less than
about 70 milliseconds. According to some embodiments, for
a document transportation speed and/or processing speed of
about 600 documents per minute (about 50 inches per
second), the controller 150 and/or memory 160 have about
35 milliseconds to receive the scanned data from the image
scanner(s) 140a and/or 1405, crop each visually readable
image, deskew each cropped visually readable image,
denominate each visually readable image for currency bills,
OCR one or more portions of the cropped and deskewed
visually readable image for currency bills and checks, and/or
authenticate the visually readable image for currency bills
and checks and are configured to perform all these opera-
tions in less than about 35 milliseconds. According to some
embodiments, for a document transportation speed and/or
processing speed of about 1200 documents per minute
(about 100 inches per second), the controller 150 and/or
memory 160 have about 17.5 milliseconds to receive the
scanned data from the image scanner(s) 140a and/or 1405,
crop each visually readable image, deskew each cropped
visually readable image, denominate each visually readable
image for currency bills, OCR one or more portions of the
cropped and deskewed visually readable image for currency
bills and checks, and/or authenticate the visually readable
image for currency bills and checks and are configured to
perform all these operations in less than about 17.5 milli-
seconds. According to some embodiments, for a document
transportation speed and/or processing speed of about 2000
documents per minute (about 167 inches per second), the
controller 150 and/or memory 160 have about 10.5
milliseconds to receive the scanned data from the image
scanner(s) 140a and/or 1405, crop each visually readable
image, deskew each cropped visually readable image,
denominate each visually readable image for currency bills,
OCR one or more portions of the cropped and deskewed
visually readable image for currency bills and checks, and/or
authenticate the visually readable image for currency bills
and checks and are configured to perform all these opera-
tions in less than about 10.5 milliseconds.

According to some embodiments, the document process-
ing devices and systems of the present disclosure are each
configured to perform the following processing operations:
transport a plurality of currency bills one at a time, past one
or more image scanners, such as image scanner(s) 140a
and/or 1405, scan each currency bill at a pixel capture rate
of'about twenty Megapixels per second to produce a visually
readable image having a resolution of about 200 DPIx80
DPI, and denominate each of the currency bills based on the
produced visually readable images at a rate of at least about
1500 currency bills per minute. According to some embodi-
ments, the document processing devices and systems of the
present disclosure can perform the above stated processing
operations at a rate of at least about 400 currency bills per
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minute. According to some embodiments, the document
processing devices and systems of the present disclosure can
perform the above stated processing operations at a rate of
at least about 800 currency bills per minute. According to
some embodiments, the document processing devices and
systems of the present disclosure can perform the above
stated processing operations at a rate of at least about 1000
currency bills per minute. According to some embodiments,
the document processing devices and systems of the present
disclosure can perform the above stated processing opera-
tions at a rate of at least about 1200 currency bills per
minute. According to some embodiments, the document
processing devices and systems of the present disclosure can
perform the above stated processing operations at a resolu-
tion of 200 DPIx100 DPI at a rate of at least about 1600
currency bills per minute by employing one or more image
scanners, such as image scanner(s) 140a and/or 1405,
capable of scanning each currency bill at a pixel capture rate
of about forty Megapixels per second. According to some
embodiments, the document processing device 101, 101,
101a,b can perform the above stated processing operations
at any of the above stated rates for the plurality of currency
bills, where the plurality of currency bills are U.S. currency
bills transported with a wide edge leading. According to
some such embodiments, the document processing device
101, 101", 1014, can perform the above stated processing
operations at any of the above stated rates where the
document processing device 101, 101', 101q,5 has a foot-
print of less than about two square feet and/or a weight of
less than about 30 pounds. According to some such embodi-
ments, the weight is about 21 pounds including an external
power supply and about 19 pounds without including the
external power supply.

According to some embodiments, the document process-
ing devices and systems of the present disclosure are each
configured to perform the following processing operations:
transport a plurality of currency bills one at a time, past one
or more image scanners, such as image scanner(s) 140a
and/or 1405, image each currency bill at a pixel capture rate
of about twenty Megapixels per second to produce image
data that is reproducible as a visually readable image having
a resolution of about 200 DPIx200 DPI, 200 DPIx100 DPI,
or 200 DPIx80 DPI of that currency bill, down-sample the
image data to about 64 DPIxabout 1 DPI, and denominate
each of the currency bills based on the down-sampled image
data at a rate of at least about 1500 currency bills per minute.
According to some embodiments, the document processing
devices and systems of the present disclosure can perform
the above stated processing operations at a rate of at least
about 600 currency bills per minute. According to some
embodiments, the document processing devices and systems
of the present disclosure can perform the above stated
processing operations at a rate of at least about 800 currency
bills per minute. According to some embodiments, the
document processing devices and systems of the present
disclosure can perform the above stated processing opera-
tions at a rate of at least about 1000 currency bills per
minute. According to some embodiments, the document
processing devices and systems of the present disclosure can
perform the above stated processing operations at a rate of
at least about 1150 currency bills per minute. According to
some embodiments, the document processing devices and
systems of the present disclosure can perform the above
stated processing operations at a rate of at least about 1200
currency bills per minute. According to some embodiments,
the document processing devices and systems of the present
disclosure can perform the above stated processing opera-
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tions at a resolution of 200 DPIx100 DPI at a rate of at least
about 1600 currency bills per minute by employing one or
more image scanners, such as image scanner(s) 140a and/or
1405, capable of scanning each currency bill at a pixel
capture rate of about forty Megapixels per second. Accord-
ing to some embodiments, the document processing device
101, 101', 1014, can perform the above stated processing
operations at any of the above stated rates for the plurality
of currency bills, where the plurality of currency bills are
U.S. currency bills transported with a wide edge leading.
According to some such embodiments, the document pro-
cessing device 101, 101', 101a,b can perform the above
stated processing operations at any of the above stated rates
where the document processing device 101, 101', 101a,5 has
a footprint of less than about two square feet and/or a weight
of less than about 30 pounds.

According to some embodiments, the document process-
ing devices and systems of the present disclosure are each
configured to perform the following processing operations:
transport a plurality of currency bills one at a time, past one
or more image scanners, such as image scanner(s) 140a,
and/or 1405, scan each currency bill at a pixel capture rate
of'about twenty Megapixels per second to produce a visually
readable image having a resolution of about 200 DPIx100
DPI, denominate each of the currency bills based on the
produced visually readable images, crop and deskew a serial
number snippet image for each currency bill, extract a serial
number from each serial number snippet image, tag the
extracted serial number to a record (e.g., records 300a-d,
305a-k) including the respective serial number snippet
image, and transmit the record to an external storage device,
such as, for example, a memory in the computer 151, a
memory in the first computer 450q, or a memory in the
second computer 4505, at a rate of at least about 1200
currency bills per minute. According to some embodiments,
the records are transmitted from the document processing
device, such as document processing device 101 via an
Ethernet communications port. According to some embodi-
ments, the document processing devices and systems of the
present disclosure are configured to compress the records
prior to transmitting the records. According to some embodi-
ments, the document processing devices and systems of the
present disclosure can perform the above stated processing
operations at a rate of at least about 400 currency bills per
minute. According to some embodiments, the document
processing devices and systems of the present disclosure can
perform the above stated processing operations at a rate of
at least about 800 currency bills per minute. According to
some embodiments, the document processing devices and
systems of the present disclosure can perform the above
stated processing operations at a rate of at least about 1000
currency bills per minute. According to some embodiments,
the document processing devices and systems of the present
disclosure can perform the above stated processing opera-
tions at a rate of at least about 1200 currency bills per
minute. According to some embodiments, the document
processing devices and systems of the present disclosure can
perform the above stated processing operations at a rate of
at least about 2400 currency bills per minute by employing
one or more image scanners, such as image scanner(s) 140a
and/or 1405, capable of scanning each currency bill at a
pixel capture rate of about forty Megapixels per second.
According to some embodiments, the document processing
device 101, 101', 101a,b can perform the above stated
processing operations at any of the above stated rates for the
plurality of currency bills, where the plurality of currency
bills are U.S. currency bills transported with a wide edge
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leading. According to some such embodiments, the docu-
ment processing device 101, 101", 101a,b can perform the
above stated processing operations at any of the above stated
rates where the document processing device 101, 101',
101a,b has a footprint of less than about two square feet
and/or a weight of less than about 30 pounds and/or satisfies
the other dimensional and weight limitations mentioned in
the present disclosure in connection with the document
processing device 101'.

According to some embodiments, the document process-
ing device 101, the document processing device 101', and
the document processing devices 101a,b are each configured
to perform the following processing operations: transport a
plurality of currency bills one at a time, with a wide edge
leading, past one or more image scanners, such as image
scanner(s) 140a, and/or 1405, scan each currency bill at a
pixel capture rate of about twenty Megapixels per second to
produce a visually readable image having a resolution of
about 200 DPIx100 DPI, denominate each of the currency
bills based on the produced visually readable images, crop
and deskew a serial number snippet image for each currency
bill, extract a serial number from each serial number snippet
image to produce respective extracted serial number data,
and transmit each of the respective serial number snippet
images and respective extracted serial number data to an
external storage device (e.g., a memory in the computer 151)
to generate a record (e.g., records 300a-d, 305a-/) for each
of the currency bills at a rate of at least about 800 currency
bills per minute. According to some embodiments, the
document processing devices and systems of the present
disclosure can perform the above stated processing opera-
tions at a rate of at least about 400 currency bills per minute.
According to some embodiments, the document processing
devices and systems of the present disclosure can perform
the above stated processing operations at a rate of at least
about 600 currency bills per minute. According to some
embodiments, the document processing devices and systems
of the present disclosure can perform the above stated
processing operations at a rate of at least about 1000
currency bills per minute. According to some embodiments,
the document processing device 101, the document process-
ing device 101, and the document processing devices
101a,b can perform the above stated processing operations
at a rate of at least about 1000 currency bills per minute.
According to some embodiments, the document processing
device 101, the document processing device 101', and the
document processing devices 101qa,5 can perform the above
stated processing operations at a rate of at least about 1200
currency bills per minute. According to some embodiments,
the document processing device 101, the document process-
ing device 101, and the document processing devices
101a,b can perform the above stated processing operations
at a rate of at least about 2400 currency bills per minute by
employing one or more image scanners, such as image
scanner(s) 140a and/or 14056, capable of scanning each
currency bill at a pixel capture rate of about forty Mega-
pixels per second. According to some embodiments, the
document processing device 101, the document processing
device 101', and the document processing devices 101a,b
can each perform the above stated processing operations at
any of the above stated rates for the plurality of currency
bills, where the plurality of currency bills are U.S. currency
bills. According to some such embodiments, the document
processing device 101, the document processing device
101", and the document processing devices 101a,b can each
perform the above stated processing operations at any of the
above stated rates where the document processing device



US 9,477,896 B1

77

101, the document processing device 101', and the document
processing devices 101a,b each has a footprint of less than
about two square feet and/or a weight of less than about 30
pounds and/or satisfies the other dimensional and weight
limitations mentioned in the present disclosure in connection
with the document processing device 101'.

According to some embodiments, the document process-
ing devices and systems of the present disclosure are each
configured to perform the following processing operations:
transport a plurality of currency bills one at a time, past one
or more image scanners, such as the image scanner(s) 140a
and/or 1405, scan each currency bill at a pixel capture rate
of'about twenty Megapixels per second to produce a visually
readable image of both sides of each currency bill having a
resolution of about 200 DPIx100 DPI, denominate each of
the currency bills based on the produced visually readable
images, crop and deskew the visually readable images of
both sides of each currency bill, extract one or more serial
numbers from the visually readable images for each of the
currency bills to produce respective extracted serial number
data, and transmit each of the respective visually readable
images of both sides of each currency bill and respective
extracted serial number data to an external storage device
(e.g., a memory in the computer 151) to generate a record
(e.g., records 300a-d, 305a-4) for each of the currency bills
at a rate of at least about 1200 currency bills per minute.
According to some embodiments, the document processing
devices and systems of the present disclosure can perform
the above stated processing operations at a rate of at least
about 400 currency bills per minute. According to some
embodiments, the document processing devices and systems
of the present disclosure can perform the above stated
processing operations at a rate of at least about 800 currency
bills per minute. According to some embodiments, the
document processing devices and systems of the present
disclosure can perform the above stated processing opera-
tions at a rate of at least about 1000 currency bills per
minute. According to some embodiments, the document
processing device 101, 101", 101a,5 can perform the above
stated processing operations at any of the above stated rates
for the plurality of currency bills, where the plurality of
currency bills are U.S. currency bills transported with a wide
edge leading. According to some such embodiments, the
document processing device 101, 101", 101a,5 can perform
the above stated processing operations at any of the above
stated rates where the document processing device 101, 101",
101a,b has a footprint of less than about two square feet
and/or a weight of less than about 30 pounds and/or satisfies
the other dimensional and weight limitations mentioned in
the present disclosure in connection with the document
processing device 101'.

According to some embodiments, the document process-
ing devices and systems of the present disclosure are each
configured to perform the following processing operations:
transport a plurality of currency bills one at a time, past one
or more image scanners, such as the image scanner(s) 140a
and/or 1405, scan each currency bill at a pixel capture rate
of'about twenty Megapixels per second to produce a visually
readable image of both sides of each currency bill having a
resolution of about 200 DPIx200 DPI, denominate each of
the currency bills based on the produced visually readable
images, crop and deskew the visually readable images of
both sides of each currency bill, extract one or more serial
numbers from the visually readable images for each of the
currency bills to produce respective extracted serial number
data, and transmit each of the respective visually readable
images of both sides of each currency bill and respective
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extracted serial number data to an external storage device
(e.g., a memory in the computer 151) to generate a record
(e.g., records 300a-d, 305a-%) for each of the currency bills
at a rate of at least about 600 currency bills per minute.
According to some embodiments, the document processing
devices and systems of the present disclosure can perform
the above stated processing operations at a rate of at least
about 200 currency bills per minute. According to some
embodiments, the document processing devices and systems
of the present disclosure can perform the above stated
processing operations at a rate of at least about 400 currency
bills per minute. According to some embodiments, the
document processing devices and systems of the present
disclosure can perform the above stated processing opera-
tions at a rate of at least about 600 currency bills per minute.
According to some embodiments, the document processing
devices and systems of the present disclosure can perform
the above stated processing operations at a rate of at least
about 800 currency bills per minute. According to some
embodiments, the document processing devices and systems
of the present disclosure can perform the above stated
processing operations at a rate of at least about 1150
currency bills per minute by employing one or more image
scanners, such as image scanner(s) 140a and/or 1405,
capable of scanning each currency bill at a pixel capture rate
of about forty Megapixels per second. According to some
embodiments, the document processing devices and systems
of the present disclosure can perform the above stated
processing operations at a rate of at least about 1200
currency bills per minute by employing one or more image
scanners, such as image scanner(s) 140a and/or 1405,
capable of scanning each currency bill at a pixel capture rate
of about forty Megapixels per second. According to some
embodiments, the document processing device 101, 101,
101a,b can perform the above stated processing operations
at any of the above stated rates for the plurality of currency
bills, where the plurality of currency bills are U.S. currency
bills transported with a wide edge leading. According to
some such embodiments, the document processing device
101, 101", 1014, can perform the above stated processing
operations at any of the above stated rates where the
document processing device 101, 101', 101q,5 has a foot-
print of less than about two square feet and/or a weight of
less than about 30 pounds and/or satisfies the other dimen-
sional and weight limitations mentioned in the present
disclosure in connection with the device 101'.

According to some embodiments, the document process-
ing devices and systems of the present disclosure are each
configured to perform the following processing operations:
transport a plurality of checks one at a time, past one or more
image scanners, such as the image scanner(s) 140a and/or
1404, scan each check at a pixel capture rate of about twenty
Megapixels per second to produce a visually readable image
of'both sides of each check having a resolution of about 200
DPIx200 DPI, crop and deskew the visually readable images
of both sides of each check, extract MICR characters from
the visually readable images for each of the checks to
produce respective extracted MICR character data, and
transmit each of the respective visually readable images of
both sides of each check and respective extracted MICR
character data to an external storage device (e.g., 2 memory
in the computer 151) to generate a record (e.g., records
300a-d, 305a-h) for each of the checks at a rate of at least
about 600 checks per minute. According to some embodi-
ments, the checks are personal or standard size checks,
commercial checks, or a combination of both. The MICR
characters can include a checking account number, a routing
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number, a check number, or any combination thereof.
According to some embodiments, the one or more image
scanners produce the visually readable image of both sides
of each of the checks having a resolution of about 200
DPIx100 DPI. According to some embodiments, the one or
more image scanners produce the visually readable image of
both sides of each of the checks having a resolution of about
200 DPIx300 DPI. According to some embodiments, the one
or more image scanners produce the visually readable image
of both sides of each of the checks having a resolution of
about 300 DPIx300 DPI. According to some embodiments,
the document processing devices and systems of the present
disclosure can perform the above stated processing opera-
tions at a rate of at least about 100 checks per minute.
According to some embodiments, the document processing
devices and systems of the present disclosure can perform
the above stated processing operations at a rate of at least
about 150 checks per minute. According to some embodi-
ments, the document processing devices and systems of the
present disclosure can perform the above stated processing
operations at a rate of at least about 200 checks per minute.
According to some embodiments, the document processing
devices and systems of the present disclosure can perform
the above stated processing operations at a rate of at least
about 300 checks per minute. According to some embodi-
ments, the document processing devices and systems of the
present disclosure can perform the above stated processing
operations at a rate of at least about 400 checks per minute.
According to some embodiments, the document processing
devices and systems of the present disclosure can perform
the above stated processing operations at a rate of at least
about 800 checks per minute at a resolution of about 200
DPIx200 DPI. According to some embodiments, the docu-
ment processing devices and systems of the present disclo-
sure can perform the above stated processing operations at
a rate of at least about 1000 checks per minute at a resolution
of about 200 DPIx200 DPI. According to some embodi-
ments, the document processing devices and systems of the
present disclosure can perform the above stated processing
operations at a rate of at least about 1200 checks per minute
at a resolution of about 200 DPIx200 DPI by employing one
or more image scanners, such as image scanner(s) 140a
and/or 1405, capable of scanning each check at a pixel
capture rate of about forty Megapixels per second. Accord-
ing to some embodiments, the document processing device
101, 101', 1014, can perform the above stated processing
operations at any of the above stated rates for the plurality
of checks, where the plurality of checks are transported with
a wide edge leading. According to some such embodiments,
the document processing device 101, 101', 101a,b can
perform the above stated processing operations at any of the
above stated rates where the document processing device
101, 101", 101a,b has a footprint of less than about two
square feet and/or a weight of less than about 30 pounds
and/or satisfies the other dimensional and weight limitations
mentioned in the present disclosure in connection with the
device 101'.

According to some embodiments, the document process-
ing devices and systems of the present disclosure are each
configured to perform the following processing operations:
transport a plurality of documents including intermixed
currency bills and checks one at a time, past one or more
image scanners, such as the image scanner(s) 140a and/or
1404, scan each document at a pixel capture rate of about
twenty Megapixels per second to produce a visually read-
able image of both sides of each document having a reso-
Iution of about 200 DPIx200 DPI, crop and deskew the
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visually readable images of both sides of each document, for
currency bills denominate each of the currency bills based
on the produced visually readable images and extract one or
more serial numbers from the visually readable images for
each of the currency bills to produce respective extracted
serial number data and transmit each of the respective
visually readable images of both sides of each currency bill
and respective extracted serial number data to an external
storage device (e.g., a memory in the computer 151) to
generate a currency bill record (e.g., records 300q,c,d,
305a-h) for each of the currency bills, for checks extract
MICR characters from the visually readable images for each
of the checks to produce respective extracted MICR char-
acter data and transmit each of the respective visually
readable images of both sides of each check and respective
extracted MICR character data to the external storage device
to generate a check record (e.g., record 3005) for each of the
checks, all at a rate of at least about 600 documents per
minute. According to some embodiments, the document
processing devices and systems of the present disclosure can
perform the above stated processing operations at a rate of
at least about 200 documents per minute. According to some
embodiments, the document processing devices and systems
of the present disclosure can perform the above stated
processing operations at a rate of at least about 400 docu-
ments per minute. According to some embodiments, the
document processing devices and systems of the present
disclosure can perform the above stated processing opera-
tions at a rate of at least about 600 documents per minute.
According to some embodiments, the document processing
devices and systems of the present disclosure can perform
the above stated processing operations at a rate of at least
about 800 documents per minute. According to some
embodiments, the document processing devices and systems
of the present disclosure can perform the above stated
processing operations at a rate of at least about 1000
documents per minute. According to some embodiments, the
document processing devices and systems of the present
disclosure can perform the above stated processing opera-
tions at a rate of at least about 1200 documents per minute
by employing one or more image scanners, such as image
scanner(s) 140a and/or 14056, capable of scanning each
document at a pixel capture rate of about forty Megapixels
per second. According to some embodiments, the document
processing device 101, 101", 101a,5 can perform the above
stated processing operations at any of the above stated rates
for the plurality of documents, where the intermixed cur-
rency bills are U.S. currency bills and the documents are
transported with a wide edge leading. According to some
such embodiments, the document processing device 101,
101", 101a,b can perform the above stated processing opera-
tions at any of the above stated rates where the document
processing device 101, 101", 101a,b has a footprint of less
than about two square feet and/or a weight of less than about
30 pounds and/or satisfies the other dimensional and weight
limitations mentioned in the present disclosure in connection
with the device 101'".

According to some embodiments, the document process-
ing devices 101, 101', 1014, b are each configured to perform
the following processing operations: (1) transport docu-
ments, one at a time, past two image scanners, (2) scan the
documents with the two image scanners at a pixel capture
rate of at least about forty Megapixels per second to produce
a record for each document including a visually readable
image of both sides of each document having a resolution of
at least 200 dpix200 dpi, (3) deskew and crop the visually
readable images, for records associated with currency bills
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(4)(i) denominate currency bills including U.S. currency
bills based on one or both of the visually readable images in
an associated record, (ii) extract identifying information
from one or both of the visually readable images, and (iii)
tag the extracted identifying information to one or more data
fields included in the record, for records associated with
checks (5)(i) extract identifying information from one or
both of the visually readable images and (ii) tag the extracted
identifying information to one or more data fields included
in the record, and (6) buffer the records in an internal
memory of the document processing device 101, 101',
101a,b at a rate of at least about 1200 documents per minute.
In these embodiments, the document processing device 101,
101", 101a,b can further transmit the buffered records via a
communications port, such as the communications port 180,
to an external memory, such as a memory in the computer
151, at a rate of at least about 1100 documents per minute.
According to some embodiments, the document processing
device 101, 101', 101a,b can perform the above stated
processing operations at a rate of at least about 250 docu-
ments per minute. According to some embodiments, the
document processing device 101, 101", 101a,5 can perform
the above stated processing operations at a rate of at least
about 500 documents per minute. According to some
embodiments, the document processing device 101, 101",
101a,b can perform the above stated processing operations
at a rate of at least about 750 documents per minute.
According to some embodiments, the document processing
device 101, 101', 101a,b can perform the above stated
processing operations at a rate of at least about 1170
documents per minute. According to some embodiments, the
document processing device 101, 101", 101a,5 can perform
the above stated processing operations at any of the above
stated rates for the plurality of documents, where the cur-
rency bills are U.S. currency bills and the documents are
transported with a wide edge leading. According to some
such embodiments, the document processing device 101,
101", 1014,b can perform the above stated processing opera-
tions at any of the above stated rates where the document
processing device 101, 101", 101a,b has a footprint of less
than about two square feet and/or a weight of less than about
30 pounds and/or satisfies the other dimensional and weight
limitations mentioned in the present disclosure in connection
with the device 101'".

According to some embodiments, the document process-
ing devices and systems of the present disclosure are each
configured to perform the following processing operations:
transport a plurality of documents including, currency bills,
personal checks, commercial checks, and full sheets of letter
and/or A4 sized documents, one at a time, past one or more
image scanners, such as image scanner(s) 140a and/or 1405,
scan each document at a pixel capture rate of at least about
twenty Megapixels per second to produce a visually read-
able image having a resolution of about 200 DPIx100 DPI
at a rate of at least about 300 documents per minute.
According to some embodiments, the document processing
device 101, 101', 101a,b can perform the above stated
processing operations at any of the above stated rates where
the document processing device 101, 101", 101a,b has a
footprint of less than about two square feet and/or a weight
of less than about 30 pounds.

According to some embodiments, the document process-
ing devices and systems of the present disclosure are each
configured to perform the following processing operations:
transport a plurality of full sheets of letter and/or A4 sized
documents, one at a time, past one or more image scanners,
such as image scanner(s) 140a and/or 14056, scan each

10

15

20

25

30

35

40

45

50

55

60

65

82

document at a pixel capture rate of at least about twenty
Megapixels per second to produce a visually readable image
having a resolution of about 200 DPIx100 DPI at a rate of
at least about 300 documents per minute. According to some
embodiments, the document processing device 101, 101,
101a,b can perform the above stated processing operations
at any of the above stated rates where the document pro-
cessing device 101, 101", 1014, has a footprint of less than
about two square feet and/or a weight of less than about 30
pounds.

According to some embodiments, the document process-
ing devices and systems of the present disclosure are each
configured to receive a plurality of currency bills, transport
the currency bills one at a time, past one or more image
scanners, scan each currency bill at a pixel capture rate of at
least about twenty Megapixels per second to produce image
data that is reproducible as a visually readable image having
a resolution of about 200 DPIx100 DPI of that currency bill,
and denominate each of the currency bills. According to
some embodiments, denominating the currency bills
includes determining a series of each of the currency bills.
In these embodiments, the series information can be used to
determine a coordinate location of one or more serial
numbers in the visually readable image for the currency bill.
According to some embodiments, each currency bill
includes two identical serial numbers in two distinct loca-
tions (e.g., upper left corner and lower right corner or upper
right corner and lower left corner). According to some
embodiments, determining the series of a currency bill
reduces the processing time needed for the document pro-
cessing devices and systems of the present disclosure to
locate, crop, deskew, and extract the serial number from the
visually readable image. Reducing the processing time to
extract the serial number can allow for overall faster docu-
ment processing. For example, the processing time accord-
ing to some embodiments can be seventeen milliseconds for
each currency bill. Thus, in these embodiments, the docu-
ment processing devices and systems of the present disclo-
sure could process at least about 1200 currency bills every
minute. According to some such embodiments, the docu-
ment processing devices and systems of the present disclo-
sure each has about 17 milliseconds to determine if the
currency bill being processed should be flagged by halting or
stopping the transportation of the currency bills such that the
flagged currency bill is the last currency bill presented in an
output receptacle, such as the output receptacle 130 of the
document processing device 101. According to some
embodiments, determining the series of a currency bill can
reduce the processing time needed for the document pro-
cessing devices and systems of the present disclosure to
determine a fitness of a currency bill.

According to some embodiments, international currency
bills, such as, for example, the Euro, have varying sizes
(e.g., length x width dimensions) based on denomination.
Thus, a coordinate location of one or more serial numbers on
a visually readable image of a Euro currency bill will vary
for each of the different Euro denominations. Thus, in these
embodiments, denominating the Euro currency bills pro-
vides a coordinate location of one or more serial numbers for
a particular Euro denomination, which, as described above,
can reduce the processing time for extracting the serial
number.

According to some embodiments, the rate that the docu-
ment processing devices and systems of the present disclo-
sure can perform any of the above stated processing opera-
tions within the Document Processing Speeds Section is a
function of a processor clock speed and/or a system clock
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speed. According to some embodiments, the processor clock
speed is the clock speed of a controller or digital signal
processor (DSP), such as the controller 150 of the document
processing device 101. According to some embodiments, the
processor clock speed is a function or weighted average of
a variety of component clock speeds used to process cur-
rency bills and/or checks. For example, the processor clock
speed can be a weighted average of a clock speed of the
processor, cache memory, SDRAM memory, and image
scanner. According to some embodiments, the document
processing devices and systems of the present disclosure
each has a ratio of the processing operation rate to the
processor clock speed of two (e.g., processing operation
rate/processor clock speed=2). According to some embodi-
ments, the document processing device 101, 101", 1104,5 has
a ratio of processing operation rate to processor clock speed
of two. For example, in some embodiments, the processing
operation rate is about 1200 documents/min and the proces-
sor clock speed is about 600 megahertz (MHz), which is a
ratio of two documents/minute per each megahertz of clock
speed. For another example, the processing operation rate is
about 2400 documents/min and the processor clock speed is
about 1200 megahertz, which is a ratio of two documents/
minute per each megahertz of clock speed. According to
some embodiments, a ten percent increase in processor clock
speed provides about a ten percent increase in document
processing speed. For example, for a document processing
device or system operating at about twenty microseconds to
OCR a serial number from a visually readable image, a ten
percent (10%) increase in that document processing device
or system’s clock speed can reduce the time to process and
OCR the serial number from about twenty microseconds to
about eighteen microseconds. According to some embodi-
ments, the document processing device 101, 101", 101q,b
includes the ratio of two while maintaining a footprint of less
than about two square feet and/or a weight of less than about
30 pounds and/or satisfies the other dimensional and weight
limitations mentioned in the present disclosure in connection
with the device 101'".

According to some embodiments, the document process-
ing devices and systems of the present disclosure can each
transport a plurality of general circulation U.S. currency
bills at a rate of at least about 1200 currency bills per minute
and denominate the plurality of U.S. currency bills with a
no-call denomination percentage of less than about 0.01
percent. That is, the document processing devices and sys-
tems of the present disclosure can each accurately call the
denomination of U.S. currency bills at least about 9,999
times out of 10,000 general circulation U.S. currency bills.
Thus, according to some embodiments, the document pro-
cessing devices and systems of the present disclosure flag a
U.S. currency bill as a no-call denomination currency bill
less than about once out of about every 10,000 U.S. currency
bills that are processed. According to some embodiments,
the document processing devices and systems of the present
disclosure can each transport a plurality of general circula-
tion U.S. currency bills at a rate of at least about 800
currency bills per minute and denominate the plurality of
U.S. currency bills with a no-call denomination percentage
of less than about 0.01 percent. According to some embodi-
ments, the document processing devices and systems of the
present disclosure can each transport a plurality of general
circulation U.S. currency bills at a rate of at least about 1000
currency bills per minute and denominate the plurality of
U.S. currency bills with a no-call denomination percentage
of less than about 0.01 percent. According to some embodi-
ments, the document processing devices and systems of the
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present disclosure can each transport a plurality of general
circulation U.S. currency bills at a rate of at least about 1200
currency bills per minute and denominate the plurality of
U.S. currency bills with a no-call denomination percentage
of less than about 0.05 percent. According to some embodi-
ments, the document processing devices and/or systems of
the present disclosure employ the leading/trailing edge
detection techniques and the forward/reverse denomination
algorithms described herein in the Document Processing
Device and System Section to denominate general circula-
tion U.S. currency bills with such no-call denomination rates
(0.01% and 0.05%).

According to some embodiments, the document process-
ing device 101, the document processing device 101', and
the document processing devices 101a,b each have a single
input receptacle, such as input receptacle 110, and a single
output receptacle, such as output receptacle 130'. In these
embodiments, the document processing device 101, the
document processing device 101', and the document pro-
cessing devices 101a,b each has a height of less than about
fourteen inches, a width of less than about sixteen inches,
and a depth of less than about seventeen inches. According
to some embodiments, the document processing device 101,
the document processing device 101', and the document
processing devices 101a,b each has a footprint of less than
two square feet. According to some embodiments, the docu-
ment processing device 101, the document processing
device 101', and the document processing devices 101a,b
each has a footprint of less than one and a half square feet.
According to some embodiments, the document processing
device 101, the document processing device 101', and the
document processing devices 101a,b each has a footprint of
less than one square foot.

According to some embodiments, the document process-
ing device 101, the document processing device 101', and
the document processing devices 101a,b each weighs less
than about 35 Ibs. According to some embodiments, the
document processing device 101, the document processing
device 101', and the document processing devices 101a,b
each weighs less than about 25 Ibs. According to some
embodiments, the document processing device 101, the
document processing device 101', and the document pro-
cessing devices 101a,b each weighs about twenty Ilbs.
According to some embodiments, the document processing
device 101, the document processing device 101', and the
document processing devices 101a,b are each compact and
adapted to be rested on a tabletop or countertop. According
to some embodiments, the document processing device 101,
the document processing device 101', and the document
processing devices 101a,b can each be a part of a larger
document processing device or system such as, for example,
systems used for currency bill sorting and/or other types of
document sorting.

It is contemplated that in certain embodiments the device
101, 101" is configured to operate at the various speeds,
resolutions, etc. described in this Section, and in other
sections of the present disclosure, and is configured to have
its operating settings to be automatically and/or manually
adjusted. Thus, according to some embodiments, the reso-
Iution at which images of documents are obtained can be
varied depending on the document type and/or the type of
information desired for extraction from the image of the
document. For example, a document processing device,
similar to the embodiments described in FIGS. 1 and 2A-C
and elsewhere herein, is configured to permit the resolution
and document processing speed to be adjusted based on the
type of document being imaged. According to some embodi-
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ments, the device 101, 101" automatically adjusts the reso-
Iution and document processing speed based on the type of
document being imaged. For example, the document pro-
cessing device is configured to detect the type of document
in an input receptacle or within the transport mechanism.
According to some embodiments, a controller of the device
then adjusts the image sensor to obtain an image at a finer
resolution to obtain and extract finer features from the image
of the document, such as, for example, a plate number from
a currency bill, or the controller adjusts the image sensor to
a coarser resolution for, for example, a commercial check
which can have larger character features. According to some
embodiments, the document handling speed of a transport
mechanism for the document processing device is config-
ured to simultaneously be adjusted to speed up or slow down
to account for the different documents types and resolutions.
It is also contemplated that a user of a document processing
device can visually identify the type of document to be
imaged and then input the document type into the device via
an interface (e.g., control panel 170, 170") configured to
receive a document type to be imaged. Based on the user’s
identification of the type of documents to be imaged/pro-
cessed input to the device 101, 101' via the interface, the
device 101, 101' automatically adjusts the resolutions and
document handling speed for the imaging and processing of
the documents. It is further contemplated that according to
some embodiments, the device 101, 101' automatically
adjusts the document handling speed based on the resolution
of' a document. For example, if the desired resolution for a
particular document increases, the document handling speed
is decreased to allow the higher (i.e., slower) resolution to
occur. According to some embodiments, the device 101, 101
automatically adjusts the document handling speed based on
the resolution at which a document is to be imaged. For
example, according to some embodiments, if it is desired to
image a particular document at a higher resolution, the
device 101, 101' is configured to decrease the document
handling speed to allow the document to be imaged at a
higher resolution. Similarly, conversely, if it is desired to
image a particular document at a lower resolution, according
to some embodiments, the device 101, 101' is configured to
increase the document handling speed and image the docu-
ment at a lower resolution.

According to some embodiments, a device 101, 101" has
an interface such as interface 170, 170" which is configured
to allow an operator to manually adjust the resolution setting
among a plurality of settings, for example, high, medium,
and low; or 50 DPIx50 DPI, 100 DPIx100 DPI, 200 DPIx
200 DPI, 400 DPIx400 DPI; or “U.S. currency serial number
extraction,” “U.S. currency small character extraction.”
According to some embodiments, “U.S. currency small
character extraction” is a resolution setting sufficient to
permit small characters on U.S. bills (e.g., back plate num-
bers, check letter and quadrant numbers, check letter and
face plate numbers) to be extracted from images of U.S.
currency bills. The device 101, 101" is configured to adjust
the resolution based on the resolution setting selected.
Furthermore, according to some embodiments, the device
101, 101' is configured to automatically adjust the document
transport speed based on the selected resolution setting.

According to some embodiments, a document processing
device and/or system, such as, for example, the document
processing device 101, 101' and/or the document processing
system 100 shown in FIGS. 1 and 2A-2C, is configured to
obtain identifying information (e.g., currency bill serial
number) based on data extracted from image data that is
reproducible as visually readable images of documents.
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According to some such embodiments, sometimes a com-
plete serial number cannot be extracted using one or more
OCR algorithms, such as those described above in the
Optical Character Recognition Section, and in other sections
of the present disclosure, when a currency bill has been
subjected to wear. According to some embodiments, the
document processing device 101, 101' is configured to
extract eleven out of eleven serial number characters, from
image data that is reproducible as a visually readable image
of at least a portion of a general circulation U.S. currency
bill, using OCR software with at least about a 98.00%
accuracy—that is, on at least about 98.00% of the general
circulation U.S. currency bills, the document processing
device 101, 101" will extract eleven out of eleven serial
number characters. According to some embodiments, the
document processing device 101, 101' is configured to
extract eleven out of eleven serial number characters, from
image data that is reproducible as a visually readable image
of at least a portion of a general circulation U.S. currency
bill, using OCR software with at least about a 99.50%
accuracy—that is, on at least about 99.50% of the general
circulation U.S. currency bills, the document processing
device 101, 101" will extract eleven out of eleven serial
number characters. According to some embodiments, the
document processing device 101, 101' is configured to
extract ten out of eleven serial number characters, from
image data that is reproducible as a visually readable image
of at least a portion of a general circulation U.S. currency
bill, using OCR software with at least about a 99.00%
accuracy—that is, on at least about 99.00% of the general
circulation U.S. currency bills, the document processing
device 101, 101" will extract ten out of eleven serial number
characters. According to some embodiments, the document
processing device 101, 101' is configured to extract ten out
of eleven serial number characters, from image data that is
reproducible as a visually readable image of at least a
portion of a general circulation U.S. currency bill, using
OCR software with at least about a 99.50% accuracy—that
is, on at least about 99.50% of the general circulation U.S.
currency bills, the document processing device 101, 101
will extract ten out of eleven serial number characters.
According to some embodiments, the document processing
device 101, 101' is configured to extract ten out of eleven
serial number characters, from image data that is reproduc-
ible as a visually readable image of at least a portion of a
general circulation U.S. currency bill, using OCR software
with at least about a 99.90% accuracy—that is, on at least
about 99.90% of the general circulation U.S. currency bills,
the document processing device 101, 101" will extract ten
out of eleven serial number characters.

According to some embodiments, the document process-
ing device 101,101' and/or system 101 is configured to
extract characters, such as, for example, serial number
characters, from image data with any of the above described
accuracies at a document processing rate of at least about
100 documents per minute. According to some embodi-
ments, the document processing device 101,101' and/or
system 101 is configured to extract characters, such as, for
example, serial number characters, from image data with
any of the above described accuracies at a document pro-
cessing rate of at least about 500 documents per minute.
According to some embodiments, the document processing
device 101,101' and/or system 101 is configured to extract
characters, such as, for example, serial number characters,
from image data with any of the above described accuracies
at a document processing rate of at least about 800 docu-
ments per minute. According to some embodiments, the
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document processing device 101,101' and/or system 101 is
configured to extract characters, such as, for example, serial
number characters, from image data with any of the above
described accuracies at a document processing rate of at
least about 1000 documents per minute. According to some
embodiments, the document processing device 101,101'
and/or system 101 is configured to extract characters, such
as, for example, serial number characters, from image data
with any of the above described accuracies at a document
processing rate of at least about 1200 documents per minute.

According to some embodiments, in response to an
extraction error occurring (e.g., an incomplete set of data or
characters has been extracted), such as when extracting a
serial number from image data that is reproducible as a
visually readable image of at least a portion of a currency
bill, the currency bill can be flagged to the operator
by displaying the incomplete extracted serial number char-
acter(s) adjacent to the visually readable image (e.g., full
currency bill image and/or serial number snippet image), for
example, on the control panel 170 of the document process-
ing device 101. Additional details and embodiments asso-
ciated with flagging currency bills and checks are described
in the Modes of Operation—Flagging Section, and in other
sections of the present disclosure.

Methods of Processing Documents

Now turning to FIG. 5A, a method of processing docu-
ments 500 in a financial institution system, such as the
financial institution system 103, according to some embodi-
ments of the present disclosure is shown. According to some
embodiments, the method 500 can also be referred to as a
method of reconciling a deposit transaction between a
customer (e.g., a Store, a casino, etc.) and a financial
institution (e.g., a Bank). At block 502 a data file (e.g., the
data file 436) including a plurality of records (e.g., records
300a-d, 305a-k) associated with the deposit transaction is
received in the financial institution system from a customer
document processing system, such as the customer docu-
ment processing system 102, over a communications link
and/or network, such as the network 420. As discussed
above in reference to FIGS. 4A and 4B, according to some
embodiments, the financial institution system can include a
financial institution or bank document processing system
and a banking system, wherein the bank document process-
ing system includes a financial institution or bank document
processing device and a financial institution or bank com-
puter.

The data file can be received by the bank document
processing device, the bank computer, and/or the banking
system. Hach of the records included in the data file can
include one or more visually readable images (e.g., data
configured to visually represent one or more documents) of
a document, such as a currency bill or a check, for deposit
into a customer financial account. According to some
embodiments, each the of records includes one or more
snippet images associated with a respective document being
deposited. For example, a snippet image of a currency bill
serial number such as the serial number snippet of the
currency bill illustrated in the image section 370 as shown
in FIG. 3C, or a corner of a currency bill indicating its
denomination, as shown in FIG. 3D, etc. Each of the records
in the data file is associated with a value (e.g., 10 for a $10
currency bill or 50 for a $50 dollar check). According to
some embodiments, the bank expects the customer to physi-
cally deposit a document for each corresponding record in
the data file. According to other embodiments, the bank only
expects to receive a physical document for currency bills
that correspond with the records in the data file. In these
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embodiments, the records including visually readable
images of respective checks are sufficient for further pro-
cessing (e.g., clearing, proofing, paying, etc.) of the associ-
ated check documents. At block 504, according to some
embodiments, the financial institution system provisionally
credits the customer’s bank account some amount, such as
an amount equal to a sum total of the values of the
documents associated with the records in the data file
associated with the deposit transaction.

According to some alternative embodiments, the financial
institution system provisionally credits the customer’s bank
account for records associated with currency bills and finally
credits the customer’s bank account for records associated
with checks. According to some such embodiments, the
financial institution system holds-off or waits until the
physical checks and/or the visually readable images of the
checks associated with the deposit transaction are received
and processed prior to issuing the final credit for the records
associated with checks. According to some other alternative
embodiments, the financial institution system does not pro-
visionally credit the customer’s bank account for any of the
records included in the data file. Rather, the financial insti-
tution system holds-off or waits until the physical documents
associated with the deposit transaction are received to verify
the records and/or data in the data file against the physical
documents prior to issuing a credit. According to some other
alternative embodiments, the financial institution system
provisionally credits the customer’s bank account for
records associated with checks included in the data file, but
not for records associated with currency bills. According to
some such embodiments, the financial institution system
holds-off or waits until the physical currency bills associated
with the deposit transaction are received to verify the
records associated with currency bills against the physical
currency bills prior to issuing a credit for the records
associated with currency bills.

At block 506 the Bank receives physical documents from
the customer associated with the deposit transaction. The
physical documents are associated with the data file received
from the customer over the network. According to some
embodiments, each of the physical documents is associated
with one of the records in the data file. According to other
embodiments, one or more of the physical documents is not
associated with any of the records in the data file. These
documents are called unexpected documents because based
on the records in the data file, the Bank was not expecting
to receive these physical documents from the customer.
According to yet other embodiments, one or more of the
records in the data file is not associated with any of the
physical documents received by the Bank. These documents
are called no-show documents because based on the records
in the data file the Bank expected to receive corresponding
physical documents for each record, but for one reason or
another, all of the physical documents were not received at
the Bank.

At block 508 the financial institution system processes the
received physical documents in the bank document process-
ing system to generate information, such as a bank data file
and/or bank records. The information generated can include
one or more visually readable images of each physical
document, one or more visually readable snippet images for
each physical document, identifying information extracted
from the images, and/or transactional information. At block
510, the financial institution system compares the generated
information, such as the bank records, with the records
included in the received data file from block 502 to deter-
mine if any no-show documents 512 are detected. At block
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510, the financial institution system can also determine if
any unexpected documents are detected. If the financial
institution system determines that one or more documents
are no-show documents, then according to some embodi-
ments, at block 514, the financial institution system auto-
matically charges-back the customer’s bank account an
amount equal to a value of the no-show document(s). If the
financial institution system does not find a no-show docu-
ment (e.g., each visually readable image in the received data
file has a corresponding received physical document), then
the method 500 ends at block 515.

According to other embodiments, at block 514 if the
financial institution system determines or detects one or
more no-show documents, then the bank document process-
ing system automatically transmits a charge-back instruction
or notice to the banking system. The charge-back instruction
or notice informs one or more financial institution employ-
ees of the no-show document(s). In some such embodi-
ments, the banking system 460 can further require operator
input from a bank employee or teller to complete a charge-
back or debit of the customer’s bank account for an amount
equal to the value of the no-show document(s). According to
some embodiments, the charge-back instruction is transmit-
ted to an item processing system, such as the item processing
system described above in reference to FIGS. 4A and 4B. In
some such embodiments, the item processing system is
configured to process the charge-back instruction by debit-
ing the customer’s bank account.

According to some embodiments, if the financial institu-
tion system determines that one or more documents are
unexpected documents, then according to some embodi-
ments, the financial institution system automatically credits
the customer’s bank account an amount equal to a value of
the unexpected document(s). According to other embodi-
ments, if the financial institution system determines or
detects one or more unexpected documents, then the bank
document processing system automatically transmits a
credit instruction or notice to the banking system. The credit
instruction or notice informs one or more financial institu-
tion employees of the unexpected document(s). In some
such embodiments, the banking system 460 can further
require operator input from a bank employee or teller to
complete a credit of the customer’s bank account for an
amount equal to the value of the unexpected document(s).
According to some embodiments, the credit instruction is
transmitted to the item processing system, which is config-
ured to process the credit instruction by debiting the cus-
tomer’s bank account.

Now turning to FIG. 5B, an authentication operation 501
of some embodiments of the financial institution system of
FIG. 5A is described. The authentication operation 501 can
be inserted after block 506 at any position in the method 500
of FIG. 5A. At block 516 the bank document processing
system also authenticates the received documents. As dis-
cussed above in reference to FIG. 1, authentication can
include authentication by use of the authentication unit 145,
which performs one or more authentication tests, and/or by
use of a suspect database by comparing the identifying
information in the records with data in the suspect database.
At block 518 the financial institution system determines if
any of the documents are suspect documents. If the financial
institution system determines one or more of the received
physical documents are suspect, then, according to some
embodiments, the financial institution system automatically
charges-back the customer bank account an amount equal to
a value of the determined suspect document(s) at block 520.
If the financial institution system does not determine that
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any documents are suspect (e.g., each document passes the
authentication tests and/or comparison tests), then the
method ends at block 522.

According to other embodiments, at block 520 if the
financial institution system determines or detects one or
more suspect documents, then the bank document process-
ing system automatically transmits a charge-back instruction
or suspect notice to the banking system. The charge-back
instruction or notice informs one or more financial institu-
tion employees of the suspect document(s). In some such
embodiments, the banking system further requires operator
input from a bank employee or teller to complete a charge-
back or debit of the customer’s bank account for an amount
equal to the value of the suspect document(s). According to
some embodiments, the charge-back instruction or suspect
notice is transmitted to the item processing system, which is
configured to process the charge-back instruction or suspect
notice by debiting the customer’s bank account the amount
equal to the value of the suspect document(s).

Now turning to FIG. 6, a method of processing documents
600 in a financial transaction system according to some
embodiments of the present disclosure is shown. At block
602 a bank customer, for example, a Store or a casino,
gathers a plurality of physical documents associated with a
deposit transaction for deposit into the Store’s bank account
at a Bank. At block 604 the Store scans the plurality of
physical documents using a store document processing
system, such as document processing system 100, residing at
the Store’s facility (which is remotely located relative to the
Bank). According to some embodiments, the store document
processing system includes a store document processing
device and/or a store computer, such as the document
processing device 101 and the computer 151. The store
document processing device is configured to transport the
documents one at a time past an image scanner to generate
store or customer records 606. Each of the store records can
include a visually readable image of a document, identifying
information, and/or transactional information. The store
records associated with the deposit transaction are transmit-
ted to the Bank at block 608 to obtain a credit (e.g., a
provisional credit and/or a final credit). The store records
can be transmitted from the store document processing
device and/or the store computer communicatively con-
nected with or networked with the store document process-
ing device. According to some embodiments, the store
records are transmitted from the store document processing
system to the Bank over a network (e.g., the internet, LAN,
WAN, private network, public network, Ethernet, etc.), such
as the network 420. At block 610, the Bank receives the store
records associated with the deposit transaction in a financial
institution system, such as the financial institution system
103.

According to some embodiments, prior to transmitting the
store records, the store document processing system calcu-
lates a total deposit value associated with all of the physical
documents associated with the deposit transaction. In some
embodiments, the store document processing system auto-
matically calculates the total deposit value and transmits the
total deposit value in a virtual deposit slip, as described
above in reference to FIGS. 3E and 4A, with the associated
store records to the financial institution system over the
network. According to some embodiments, the store docu-
ment processing system is configured to calculate a plurality
of additional totals automatically and/or in conjunction with
operator input. According to some alternative embodiments,
the store document processing system is configured to
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transmit a visually readable image of a virtual and/or a
preprinted deposit slip as described above in reference to
FIGS. 3E and 4A.

According to some embodiments, the plurality of addi-
tional totals included in the virtual and/or preprinted deposit
slip include, for example, a total value of currency bills
associated with the deposit transaction, a total value of
checks associated with the deposit transaction, and/or a total
value of other documents associated with the deposit trans-
action. The store document processing system can be con-
figured to calculate the total value of each denomination of
currency bills associated with the deposit transaction and the
quantity of each denomination. According to some embodi-
ments, the quantity of checks associated with the deposit
transaction, the total value of on-us checks, and the total
value of transit checks can also be calculated. According to
some embodiments, the store document processing device
can be configured to calculate a total number of suspect
documents, a total value of suspect currency bills, a number
of suspect currency bills, a total value of suspect checks,
and/or a number of suspect checks to be transported to the
Bank. According to some embodiments, some or all of the
above described calculated totals and/or number of each
type of document, denomination, check, etc. can be trans-
mitted as a virtual and/or preprinted deposit slip and/or data
included in one or more of the store records. According to
some embodiments, such information can be used by the
Bank to process and/or balance the deposit transaction
and/or aid the Bank in preparing its inventory for the
following workday.

At block 612, the financial institution system calculates a
credit (e.g., a provisional credit and/or a final credit) to be
applied to the Store’s bank account for the deposit transac-
tion. According to some embodiments, the credit is equal to
a sum total of values associated with the records included in
the data file. Alternatively, the credit can be a percentage of
the sum total of values or some other amount based on a
variety of factors. According to other embodiments, the
credit is equal to or a percentage of the total deposit value
included in the deposit slip. At block 614, the bank docu-
ment processing system in communication with the banking
system automatically credits the Store’s bank account for an
amount equal to the calculated credit. According to some
embodiments, the credit can be provisional and/or final. For
example, the credit can be provisional for values in records
associated with currency bills and final for values associated
with checks. According to some such embodiments, the final
credit can be withheld until the physical checks and/or the
visually readable images of the checks associated with the
deposit transaction are received and finally processed.
According to some other alternative embodiments, the credit
is zero because the financial institution system holds-off or
waits until the physical documents associated with the
deposit transaction are received to verify all of the records
in the data file against the physical documents prior to
issuing a credit. According to some other alternative
embodiments, a provisional credit is only issued for values
in records associated with checks, but not for records
associated with currency bills. According to some such
embodiments, the financial institution system holds-off or
waits until the physical currency bills associated with the
deposit transaction are received to verify the records asso-
ciated with currency bills against the physical currency bills
prior to issuing a credit for the records associated with
currency bills.

According to some embodiments, the bank document
processing system transmits a credit instruction or notice to
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the banking system and/or an item processing system as
described above. In some such embodiments, teller software
running on the banking system can be configured to receive
the credit instruction and automatically apply a credit to the
Store’s bank account based on the credit instruction. Alter-
natively, the teller software running on the banking system
can further require operator input from a bank employee or
teller to complete the credit. Such operator input can include
an operator credit command directly received by the banking
system and/or the item processing system.

At block 616 the Bank receives a plurality of physical
documents associated with the deposit transaction. The
received plurality of physical documents are related to
and/or correspond with the plurality of documents gathered
by the Store for the deposit transaction. In some embodi-
ments, the two pluralities of documents are identical. Yet, in
some embodiments the two pluralities of documents are
slightly different. For example, in some embodiments, the
plurality of physical documents received at the Bank
includes one or more additional documents, that is, unex-
pected documents. For another example, the plurality of
physical documents received at the Bank is missing one or
more documents, that is, no-show documents. For yet
another example, the plurality of documents received at the
Bank includes one or more unexpected document(s) and one
or more no-show document(s).

At block 618 the plurality of physical documents received
at the Bank for the deposit transaction are scanned using the
bank document processing device to generate bank records
and/or a bank data files 620 associated with the deposit
transaction. Each one of the bank records can include a
respective visually readable image of one of the plurality of
physical documents, identifying information, and/or trans-
actional information. At block 622 the financial institution
system compares the bank records with the store records to
determine if there are any no-show documents 624 and/or to
determine if there are any unexpected documents. According
to some embodiments, if the financial institution system
determines there are one or more no-show documents, then
the bank document processing system in communication
with the banking system automatically charges-back the
Store’s bank account 626 an amount equal to a value of the
no-show document(s).

According to some embodiments, if the financial institu-
tion system determines there are one or more no-show
documents, then the bank document processing system
automatically transmits a charge-back instruction or notice
to the banking system and/or the item processing system. In
some such embodiments, teller software running on the
banking system can be configured to receive the charge-back
instruction and automatically apply a charge-back or debit to
the Store’s bank account based on the charge-back instruc-
tion. Alternatively, the teller software running on the bank-
ing system can further require operator input from a bank
employee or teller to complete the charge-back. Such opera-
tor input can include an operator charge-back command
directly received by the banking system. According to some
embodiments, the charge-back instruction is transmitted to
the item processing system to process the charge-back
instruction by debiting the customer’s bank account.

According to some embodiments, if the financial institu-
tion system determines that one or more documents are
unexpected documents, then according to some embodi-
ments, the financial institution system automatically credits
the customer’s bank account an amount equal to a value of
the unexpected document(s). According to other embodi-
ments, if the financial institution system determines or
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detects one or more unexpected documents, then the bank
document processing system automatically transmits a
credit instruction or notice to the banking system and/or the
item processing system. In some such embodiments, the
banking system 460 can further require operator input from
a bank employee or teller to complete a credit of the
customer’s bank account for an amount equal to the value of
the unexpected document(s). According to some such
embodiments, the credit instruction is transmitted to the item
processing system, which is configured to process the credit
instruction by debiting the customer’s bank account.

After the charge-back 626 or if the financial institution
system fails to determine a no-show document, the bank
document processing system authenticates the received plu-
rality of physical documents at block 628. As discussed
above, authentication can include authentication by use of
an authentication unit 145 and/or by use of a suspect
database by comparing the identifying information in the
records with data in the suspect database. According to some
embodiments, at block 630, if the bank document processing
system determines that one or more of the received docu-
ments are suspect, then the financial institution system
automatically charges-back the customer bank account an
amount equal to a value of the suspect document at block
632. If no documents are determined to be suspect (e.g., each
document passes the tests of the authentication unit and/or
comparison tests), then the method ends at block 634.

According to some embodiments, if the bank document
processing system detects or determines a suspect docu-
ment, then the bank document processing system automati-
cally transmits a charge-back instruction or notice to the
banking system. In some such embodiments, teller software
running on the banking system can be configured to receive
the charge-back instruction and automatically apply a
charge-back or debit to the Store’s bank account based on
the charge-back instruction for the determined suspect docu-
ment(s). Alternatively, the teller software running on the
banking system can further require operator input from a
bank employee or teller to complete the charge-back for the
suspect document(s). Such operator input can include an
operator charge-back command directly received by the
banking system. According to some embodiments, the
charge-back instruction or suspect notice is transmitted to
the item processing system, which is configured to process
the charge-back instruction or notice by debiting the cus-
tomer’s bank account the amount equal to the value of the
suspect document(s).

Now turning to FIG. 7A, a method of processing docu-
ments 700 in a financial institution system according to
some embodiments of the present disclosure is shown. At
block 702, a financial institution system including a bank
document processing system and a banking system, receives
a data file (e.g., data file 301) including a plurality of records
(e.g., records 300a-d, 305a-/) or customer records associ-
ated with a deposit transaction over a network from a
customer, for example, a Store or a casino. According to
some embodiments, the bank document processing system
includes a bank document processing device and a bank
computer communicatively connected thereto. According to
other embodiments, the bank document processing system
includes a bank document processing device.

Each of the records in the data file includes identifying
information (e.g., a serial number, MICR characters) asso-
ciated with a document such as, for example, a currency bill
and/or a check. In some embodiments, each of the records
includes a visually readable image of a document, one or
more visually readable snippet images, or both. According to
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some embodiments, each record further includes a value,
wherein the value corresponds to the respective visually
readable image included in the same record. At block 704,
according to some embodiments, the financial institution
system compares the records against suspect database
records to determine if one or more of the records is
associated with a suspect record and/or a suspect document.
According to some such embodiments, the financial insti-
tution system compares identifying information included in
each record against data or information included in a suspect
database. If the financial institution system determines that
the identifying information included in one of the records
matches or corresponds with data in the suspect database at
block 706, then the bank document processing system (e.g.,
financial institution system 103) automatically transmits a
notice to the Store (e.g., customer document processing
system 102) at block 708, such as through network 420
shown in FIG. 4A. The notice may be called a suspect
notice, a fraud notice, a charge-back notice, etc. The notice
can be transmitted over the network to a Store document
processing system, a Store document processing device,
and/or a Store computer. According to some embodiments,
the notice is made electronically available to the customer
such that the customer can retrieve the notice if and/or when
desired. According to some embodiments, the notice can
include the record that matched the suspect record, infor-
mation or data contained in the record, such as, identifying
information, a visually readable image or a snippet image,
etc., a deposit transaction identifier or a unique identifier, or
any combination thereof. According to some embodiments,
the notice is transmitted or otherwise made available to one
or more third parties via a communicatively connected
computer configured to store notices and/or related infor-
mation. For example, the notices can be transmitted to the
U.S. Federal Reserve and/or U.S. Secret Service for tracking
purposes. If none of the identifying information associated
with the records matches data or information in the suspect
database at block 706, then the method 700 ends at block
710.

Now turning to FIG. 7B, a credit operation 701 of some
embodiments of the financial institution system of FIG. 7A
is described. The credit operation 701 can be inserted after
block 708 in the method 700 of FIG. 7A. At block 712, the
financial institution system including the bank document
processing system and the banking system, calculates a
credit amount associated with the deposit transaction.
According to some embodiments, the data file includes a
virtual deposit slip and/or a visually readable image of a
deposit slip, such as a preprinted deposit slip. In some such
embodiments, the deposit slip includes one or more values,
such as a total declared deposit value. According to some
embodiments, the total declared value equals a sum of the
values included in each record associated with the deposit
transaction. According to some embodiments, the calculated
credit is equal to the declared deposit amount included on
the deposit slip. Alternatively, the calculated credit can be a
percentage of and/or based on the declared deposit amount.
According to some embodiments, the calculated credit is
equal to the declared deposit amount minus the value
included in any record determined to be associated with a
suspect record and/or a suspect document. At block 714,
according to some embodiments, the financial institution
system automatically credits the Store’s bank account for the
calculated credit amount. After crediting the Store’s bank
account, the credit operation 701 ends at block 716.

According to some embodiments, at block 714, the bank
document processing system automatically transmits a
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credit instruction or notice to the banking system and/or an
item processing system. The credit instruction includes
sufficient information or data to permit the banking system
to appropriately credit the customer’s bank account. For
example, the credit instruction can include the data file, one
or more of the records in the data file, the deposit slip or a
visually readable image if the deposit slip, information
regarding the deposit transaction, such as a transaction
identifier, etc. In some such embodiments, teller software
running on the banking system can be configured to receive
the credit instruction and automatically apply a credit (e.g.,
a provisional credit and/or a final credit) to the customer’s
bank account based on the credit instruction. Alternatively,
teller software running on the banking system can further
require operator input from a bank employee or teller to
complete the credit. Such operator input can include an
operator credit command directly received by the banking
system. According to some embodiments, the credit instruc-
tion is transmitted to an item processing system, such as the
item processing system described above in reference to
FIGS. 4A and 4B. In some such embodiments, the item
processing system is configured to process the credit instruc-
tion by crediting the customer’s bank account.

Now turning to FIGS. 8A and 8B, a method 800 of
processing documents in a financial transaction system, such
as the financial transaction system 50, according to some
embodiments of the present disclosure is shown. The finan-
cial transaction system includes a customer document pro-
cessing system, such as the customer document processing
system 102, a financial institution system, such as the
financial institution system 103, and a network, such as the
network 420. According to some embodiments, the customer
document processing system includes a customer computer
(e.g., the first computer 450a) and/or a customer document
processing device (e.g., the document processing device
101a). According to some embodiments, the financial insti-
tution system includes a financial institution or bank docu-
ment processing system and a banking system and/or
accounting system (e.g., the banking system 460). Accord-
ing to some embodiments, the bank document processing
system includes a bank document processing device (e.g.,
the bank document processing device 1016) communica-
tively connected to a bank computer (e.g., the bank com-
puter 4505). According to some embodiments, the customer
document processing system and the financial institution
system are located remotely from each other, such as, for
example, being in different buildings, different states, dif-
ferent countries, etc.

At block 802, a plurality of documents associated with a
deposit transaction for deposit at a financial institution (e.g.,
the Bank) are processed by the customer document process-
ing device at the Store. At block 804, a customer data file
(e.g., the data file 436) associated with the deposit transac-
tion is generated using the customer document processing
system. The customer data file includes a plurality of cus-
tomer records (e.g., the records 300a-d, 305a-/), wherein
each customer record is associated with one of the docu-
ments. According to some embodiments, each of the cus-
tomer records includes one or more visually readable images
and/or visually readable snippet images and/or identifying
information, such as described above in reference to FIGS.
3A-E. At block 806, the customer data file is transmitted
from the customer document processing system over the
network to the financial institution system 808 in a similar
manner as described above in relation to FIGS. 4A and 7A.
The customer data file is received and/or stored in a memory
of the financial institution system, the bank computer, the
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banking system, and/or in an item processing system, which
is communicatively connected to and/or resides within the
banking system.

According to some embodiments, the financial institution
system processes the received customer data file and deter-
mines which of the included customer records are associated
with currency bills and which are associated with checks.
For example, at block 810, the financial institution system
determines if a current or specific customer record is asso-
ciated with a currency bill. If the customer record is asso-
ciated with a currency bill, then, at block 812, the financial
institution system compares a serial number of the currency
bill, that is included in the current customer record, against
a suspect serial number database. The suspect serial number
database can include a list of serial numbers known to be
associated with counterfeit currency bills and/or other
related information. According to some embodiments, a
record including a serial number that matches one of the
serial numbers in the suspect serial number database is
referred to a suspect record.

If the financial institution system determines that the
serial number of the currency bill matches one of the serial
numbers in the suspect serial number database at block 814,
then the financial institution system can automatically trans-
mit a suspect notice to the Store at block 816, such as the
notice described above in reference to FIG. 7A. That is, the
financial institution system determined that one of the plu-
rality of customer records is a suspect record and transmitted
a notice to the customer to inform the customer of that
determination. According to some embodiments, the bank
document processing system and/or the banking system can
be configured to transmit the suspect notice over the network
to the customer document processing system. According to
some embodiments, the suspect notice at least indicates to
the Store that the financial institution system determined that
the currency bill to be deposited is a suspect currency bill
and that no credit will be applied to the Store’s bank account
for the currency bill. According to some embodiments, the
financial institution system may only send suspect notices to
the Store on a batch basis. For example, if the financial
institution system determines a data file associated with a
deposit transaction includes two or more records that are
suspect records, then the financial institution system can be
configured to send a single notice to the Store that indicates
the determination of the two or more suspect records for the
deposit transaction as described above.

According to some embodiment, in response to the finan-
cial institution system determining that a customer record is
associated with a suspect currency bill, the financial insti-
tution system flags the current customer record as suspect at
block 818. For example, the flagging can include visually
marking an image of the currency bill determined to be
suspect (e.g., overlaying graphics) in the customer record or
otherwise indicating digitally, visually, or both that the
customer record is associated with a suspect currency bill,
such as, for example, by including a suspect notation or
indication in an associated data field in the customer record.
According to some embodiments, the current customer
record is stored in the bank computer. Thus, according to
some embodiments, flagged records can be stored in a
memory of the bank computer. According to some embodi-
ments, flagged records can be transmitted from the bank
computer to any device or system within the financial
institution system for processing and/or storage. If the
financial institution system determines that the serial number
of'the currency bill does not match one of the serial numbers
in the suspect serial number database at block 814 or after
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flagging a suspect customer record at block 818, the finan-
cial institution system determines if there are any more
customer records in the customer data file associated with
the deposit transaction at block 815. If there is another
customer record, then the financial institution system deter-
mines if the next customer record is associated with a
currency bill at block 810.

If the financial institution system determines that the next
current or specific customer record is not associated with a
currency bill at block 810, then at block 820, the financial
institution system determines if the customer record is
associated with a check. If the current customer record is
associated with a check, then, at block 822, the financial
institution system compares identifying information
included in the customer record against data and/or infor-
mation included in a suspect database. The identifying
information can include a check account number, a check
routing number, a check number, a drawer name, a drawee
name, an endorser name, an address, a payee name, a legal
amount, a courtesy amount, etc. The data included in the
suspect database can correspond to any one of or any
combination of the aforementioned identifying information
included in the customer record. For example, the suspect
database can include checking account numbers, routing
numbers, and/or drawer names known to be tied to checking
accounts associated with fraudulent activity. According to
some embodiments, if the financial institution system deter-
mines that the identifying information included in the cur-
rent record matches some of the data in the suspect database
at block 824, then the financial institution system automati-
cally transmits a fraud notice to the Store at block 826.
According to some embodiments, the fraud notice at least
indicates to the Store that the financial institution system
determined that the check to be deposited is associated with
fraudulent activity and no credit will be applied to the
Store’s bank account for the check.

According to some embodiment, in response to the finan-
cial institution system determining that a customer record is
associated with a suspect check, the financial institution
system flags the customer record as suspect or fraudulent at
block 828 in the same or similar manner as described above.
For example, the flagging can include visually marking an
image of the check determined to be suspect (e.g., overlay-
ing graphics) in the customer record or otherwise indicating
digitally, visually, or both that the customer record is asso-
ciated with a suspect check, such as, for example, by
including a suspect notation or indication in an associated
data field in the current record. According to some embodi-
ments, the current record is stored in the bank computer.
Thus, according to some embodiments, flagged records can
be stored in a memory of the bank computer. According to
some embodiments, flagged records can be transmitted from
the bank computer to any device or system within the
financial institution system for processing and/or storage.

If the financial institution system (1) determines that the
current record is not associated with a check at block 820;
(2) determines that the identifying information included in
the currency record does not match data in the suspect
database at block 824; or (3) after flagging a suspect
customer record at block 828, then the financial institution
system determines if there are any more customer records in
the customer data file associated with the deposit transaction
at block 815. If there is another customer record, then the
financial institution system determines if the next current
customer record is associated with a currency bill at block
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810. If there are not anymore customer records, then the
financial institution system calculates a deposit transaction
credit amount at block 830.

According to some embodiments, the customer data file
includes a deposit slip, such as the deposit slip described
above, which at least includes a total declared deposit
amount. According to some such embodiments, the deposit
transaction credit amount is based on the total declared
deposit amount. According to some embodiments, the
deposit transaction credit amount is based on a sum of the
values included in the customer records associated with the
deposit transaction. According to some embodiments, the
total declared deposit value equals the sum of the values
included in the customer records, such as, when the deposit
transaction is not associated with any suspect documents,
any no-show documents, and/or any unexpected documents.
In the case of a suspect document, a no-show document,
and/or an unexpected document being included in the
deposit transaction, values associated with each of such
documents are included in the calculation of the credit
amount. For example, the value associated with a suspect
document and the value associated with a no-show docu-
ment can each be subtracted from the total declared deposit
amount and the value associated with an unexpected docu-
ment can be added to the total declared deposit amount when
calculating the deposit transaction credit amount.

For example, a deposit transaction includes a single data
file that includes 100 records, where each record includes a
value associated with a currency bill or a check to be
deposited in to a bank account for a credit. The data file also
includes a deposit slip that has a total declared deposit
amount of $1000.00. If the sum of the values included in the
records balances with the total declared deposit amount
(e.g., a banking system and/or an item processing system
determines that the total declared deposit amount is correct
and does not need any offsetting credits and/or debits) and
if one of the documents associated with the deposit trans-
action is a suspect check having a value of $250.00 and one
of the documents associated with the deposit transaction is
a no-show currency bill having a value of $50.00 and one of
the documents associated with the deposit transaction is an
unexpected currency bill having a value of $100.00, then the
calculated credit is $1000.00-$250-$50.00+
$100.00=$800.00. That is, the values of the suspect check
and the no-show currency bill are subtracted and the value
of the unexpected currency bill is added to the declared
deposit amount to balance the deposit transaction.

According to some embodiments, the financial institution
system automatically credits the Store’s bank account in an
amount equal to or a percentage of the calculated deposit
transaction credit amount at block 832. According to other
embodiments, the bank document processing system trans-
mits a credit instruction or notice to the banking system. In
some such embodiments, the banking system receives the
credit instruction and automatically credits the Store’s bank
account based on the credit instruction. In other embodi-
ments, the banking system requires additional operator input
prior to crediting the Store’s bank account. According to
some embodiments, the financial institution system can
credit the Store’s bank account upon intervention by bank
personnel, such as, by bank personnel providing a credit
approval instruction to the banking system and/or teller
software. According to some embodiments, the credit can be
provisional and/or final. For example, the credit can be
provisional for values in records associated with currency
bills and final for values associated with checks. According
to some embodiments, the credit instruction is transmitted to
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an item processing system, such as the item processing
system described above in reference to FIGS. 4A and 4B. In
some such embodiments, the item processing system is
configured to process the credit instruction by crediting the
customer’s bank account.

At block 834 the flagged records are transmitted to and/or
stored in a memory of the bank document processing
system. At block 836 the bank document processing system
receives a plurality of physical documents associated with
the deposit transaction and processes the documents at block
838. The bank document processing system is configured to
determine if a current one of the received documents is
associated with one or more flagged records at block 840 by
comparing records generated from the processed documents
with the flagged records stored in the memory of the bank
document processing system. If the bank document process-
ing system finds a match, the corresponding document can
be flagged such as by off-sorting the flagged document.
Alternatively or additionally, the bank document processing
system can flag the corresponding document by halting or
stopping the transportation of documents and present the
matching document (e.g., such as according to the stop-and-
present mode of operation discussed herein) in an output
receptacle of the bank document processing device for
review by bank personnel such as the operator of the bank
document processing system at block 842. According to
some such embodiments, the document processing system
can be configured to resume operation and/or transportation
of'additional documents after the flagged document has been
handled such as by an operator of the bank document
processing system such as by removing the flagged docu-
ment from the output receptacle. After finding a match, the
bank document processing system determines if there are
any more documents associated with the deposit transaction
to process at block 843. If there is another document, the
bank document processing system determines if a next
current received document is associated with one or more
flagged records at block 840. If the bank document process-
ing system does not match the document with a flagged
record then the bank document processing system deter-
mines if there are any more documents associated with the
deposit transaction to process at block 843. If no more
documents are present, then the method ends at block 844.
Modes of Operation—Flagging

The document processing devices 101, 101' and the
document processing devices 101a¢,b may be selectively
programmed to operate in any of several operating modes
and/or detect a plurality of error conditions as described in
more detail in U.S. Pat. No. 6,311,819, which is hereby
incorporated by reference herein in its entirety. Additionally
as described in more detail in U.S. Pat. No. 6,311,819, the
document processing devices 101, 101" and the document
processing devices 101a,b may have set-up software
designed to enable the operator to customize various oper-
ating parameters and engage or disengage various features
of the discrimination system. The operating parameters may
include, for example, default settings, stopping conditions,
off-sort modes, pocket settings, denomination keys, stranger
records or communications port settings. For example, a
set-up mode may permit the user to identify which pocket is
to receive no-calls, suspect documents, mis-faced and mis-
oriented documents, strangers, denomination changes,
doubles, and chains or other bills or documents causing
other types of minor or major errors. This information may
be retrieved from the user via a routing interface having a
data retrieval device such as a touch-screen. Alternatively,
the data retrieval device may be some other kind of input or
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input/output device such as a keypad, buttons, or switches.
Likewise, the set-up mode may permit the user to define
which pockets are to receive which kinds of documents and
whether the system should stop upon the occurrence of
various events, for example, various minor errors. Informa-
tion concerning whether the system should stop upon the
occurrence of one or more of the above conditions may be
retrieved from the user via a flagging control interface
having a flagging data retrieval device such as a touch-
screen. Alternatively, the flagging data retrieval device may
be some other kind of input or input/output device such as
a keypad, buttons, or switches. The flagging control inter-
face may be combined with the routing interface. Likewise
the same touch-screen or input device may be used both to
retrieve data concerning to which pockets various bills are to
be directed as well as whether the system should stop upon
the occurrence of one or more events such as the occurrence
of one or more types of minor errors. The features of the
discrimination system which may be engaged or disengaged
in the set-up mode include operating modes, operating keys,
subbatching, suspect document authentication tests, stranger
records, separate series discrimination, and/or audio alarms.

As described above, according to embodiments of the
present disclosure, the system permits the user or operator to
customize the operation of the machine in a number of ways.
For example, the user may be permitted to designate into
which pocket or output receptacle certain bills are delivered
and whether the machine should stop, for example, deliver
any no calls into pocket number two and stop the machine
after each no call is delivered to pocket number two.
Additional examples of how the user may customize a
system according to the present disclosure are described in
connection with FIGS. 35-40 of U.S. Pat. No. 6,311,819 and
FIG. 10 of the present disclosure. FIGS. 35-40 of U.S. Pat.
No. 6,311,819 and FIG. 10 of the present disclosure illus-
trate examples of displays designed to aid the operator in
tailoring the operation of the machine according to the
operator’s preferences. These figures illustrate displays that
may be used to aid in retrieval of routing and flagging
information from a user such as via a routing interface
having a data retrieval device such as a touch-screen.
Alternatively, the data retrieval device may be some other
kind of input or input/output device such as a keypad.
Additionally or alternatively, information concerning
whether the system should stop upon the occurrence of one
or more conditions may be retrieved from the user via a
flagging control interface having a flagging data retrieval
device such as a touch-screen. Alternatively, the flagging
data retrieval device may be some other kind of input or
input/output device such as a keypad. The flagging control
interface may be combined with the routing interface into a
single interface system.

Additionally, for strangers, strap limits, denomination
changes, and separate series, the operator is also given the
option of having the transport mechanism stopped with the
flagged bill being maintained within the transport mecha-
nism (ST) as described in connection with U.S. Pat. No.
6,311,819.

According to some embodiments, the document process-
ing devices and/or systems of the present disclosure include
a stranger record feature or stranger record mode. In
response to the stranger record mode being ON, the device
is configured to count strangers in a batch total. In response
to the stranger record mode being OFF, the device is
configured to not count strangers in a batch total. For
example, a device processes a strap that supposedly includes
one hundred U.S. five dollar bills. In fact, the strap includes
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ninety-nine U.S. five dollar bills and one U.S. twenty dollar
bill. In response to the stranger record mode being ON, the
device will return a strap amount of $515 (99x$5+1x$20). In
response to the stranger record mode being OFF, the device
will return a strap amount of $495 (99x$5).

According to some embodiments, a document processing
device of the present disclosure flags documents and trans-
ports the flagged documents to an escrow holding recep-
tacle. According to some embodiments, the escrowed docu-
ments can be re-run in the document processing device at a
slower transporting speed and/or at a higher resolution.
Additionally or alternatively, the escrowed documents can
be re-run in the document processing device using different
and/or more advanced OCR algorithms, denomination algo-
rithms, etc. According to some embodiments, the escrow
holding receptacle is a mid-stream holding area positioned
adjacent a transport path of the document processing device
and between an input receptacle and one or more output
receptacles.

According to some embodiments, the document process-
ing devices 101, 101' and the document processing devices
101a,b are each configured to permit an operator to choose
to flag one or more types of error conditions according to a
stop-and-present mode of operation, a run-and-present mode
of operation, a tag only mode of operation, or a combination
thereof. The following discussion regarding flagging of
documents is described in reference to the document pro-
cessing device 101; however, it is understood that the same
description applies to the document processing device 101'
and/or the document processing devices 101a,b, 400.
According to some embodiments, the term “flagging” refers
to the document processing device 101 recording or making
an indication that a document has been flagged and/or
causing a flagged document and/or image data that is
reproducible as a visually readable image of a flagged
document to be handled differently than documents and/or
visually readable images of documents which have not been
flagged. For example, according to some embodiments, the
document processing device is configured to communicate
the detection of a flagged document such as by alerting
and/or notifying an operator of the document processing
device 101 that a document satistying one or more flag
criteria has been detected. According to some embodiments,
the document processing device is configured to notify an
operator in real time that a flagged document has been
detected via presentation of a visually readable image of a
flagged document and/or a flag code on a display or input/
output device such as the control panel 170 of the document
processing device 101 and/or on a display remote from the
document processing device (e.g., a display of a communi-
catively connected computer in a different room and/or
location). According to other embodiments, the document
processing device is configured, alternatively or addition-
ally, to stop the transport mechanism 120 of the document
processing device 101 in real time when a flagged document
is detected and to physically present the flagged document in
an output receptacle, such as output receptacle 130. Accord-
ing to some embodiments, the document processing device
is configured, alternatively or additionally, to tag a data file
or record (e.g., the data file 301 or the records 300a-d,
305a-h) associated with the flagged document such as by
causing an appropriate flag code or other notation or mark-
ing to be tagged to and/or stored within a data file or record
such as described above in reference to FIGS. 3A-E. For
example, the document processing device may insert an
appropriate code in flag code field 333' or 363"
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According to some embodiments, the document process-
ing device includes a temporary holding area for receiving
no call bills. According to some such embodiments, no call
bills are held in the temporary holding area until an operator
calls the denomination of the no call bills in the same, or
similar, manner as described herein in connection with
FIGS. 9A and 9B. According to some embodiments, in
response to the operator calling the denomination of a bill in
the temporary holding area, the transport mechanism trans-
ports the bill from the temporary holding area to an output
receptacle of the document processing device.

According to some embodiments, the flag criteria can
include, but are not limited to, a no-call denomination
criterion (described in reference to FIGS. 9A and 9B), an
extraction error-currency bill criterion such as a serial num-
ber extraction error criterion (described in reference to
FIGS. 9C and 9D), an extraction error-check criterion such
as a MICR line extraction error criterion, a suspect criterion
(such as described in reference to FIGS. 11A and 11B in the
Modes of Operation—Blacklist Section, and in other sec-
tions of the present disclosure), a doubles criterion, a
stranger criterion, an overlap criterion, a fitness criterion, a
soil criterion, and/or a serial number location criterion. Thus,
according to some embodiments, satisfaction of one of these
flag criteria can cause the document processing system 100
and/or device 101 to flag a document (e.g., currency bill,
check) according to the stop-and-present mode of operation,
the run-and-present mode of operation, or the tag only mode
of operation.

According to some embodiments, documents that cannot
be denominated with a predetermined level of confidence
satisfy the no-call denomination criterion and can be flagged
as a no-call error. According to some embodiments, currency
bills with serial numbers that cannot be completely extracted
(e.g., a completely extracted serial number being one where
11 out of 11 characters of the serial number are extracted)
with a predetermined level of confidence and/or currency
bills with serial numbers in which an insufficient number of
serial number characters can be extracted with a predeter-
mined level of confidence (e.g., 9 or more of 11 serial
number characters) satisfy the serial number extraction error
criterion and can be flagged as a data extraction error.
According to some embodiments, checks with MICR lines
that cannot be completely extracted (e.g., a completely
extracted MICR line being one where 40 out of 40 characters
of the MICR line are extracted) with a predetermined level
of confidence and/or checks with MICR lines in which an
insufficient number of MICR characters can be extracted
with a predetermined level of confidence (e.g., 40 or more
of 45 MICR characters) satisfy the MICR line extraction
error criterion and can be flagged as a data extraction error.
According to some embodiments, documents determined to
be suspect satisfy the suspect error criterion and can be
flagged as a suspect document. According to some embodi-
ments, two or more documents stacked documents being
transported on top of each other satisfy the doubles criterion
and can be flagged as a doubles error. According to some
embodiments, a document having a different denomination
in a stack of documents expected to all have the same
denomination satisfies the stranger criterion and can be
flagged as a stranger. According to some embodiments, a
document overlapping another document during transport
satisfies the overlap criterion and can be flagged as an
overlap error. According to some embodiments, the overlap
criterion can be referred to as a chain error criterion.
According to some embodiments, a document that fails a
fitness test satisfies the fitness criterion and can be flagged as
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an unfit document. According to some embodiments, a
document that fails a soil test satisfies the soil criterion and
can be flagged as a soiled document. According to some
embodiments, currency bills with serial numbers that cannot
be located during OCR satisfy the serial number location
criterion and can be flagged as a serial number location error.
According to some embodiments, a one-half document
satisfies the half-document criterion and can be flagged as a
half document error. According to some such embodiments,
one-half documents can be counted as legal tender. Alter-
natively, the document processing device can be configured
to not count one-half documents.

According to some embodiments, a flag code is associated
with a reason that a document was flagged. For example, for
a document satisfying the no-call denomination criterion,
the flag code can be “no-call denomination,” which can be
displayed adjacent to the visually readable image of the
flagged document. For another example, for a document
satisfying the extraction error-currency bill criterion, the flag
code can be “extraction error” or “extraction error-currency
bill.”

According to some embodiments, a processor or control-
ler, such as controller 150 of the document processing device
101, flags a document according to a stop-and-present mode
or stop-and-present-physical-document mode by stopping or
halting the transport mechanism 120 after the flagged docu-
ment has been transported and delivered into an output
receptacle, such as the output receptacle 130, that is, the
flagged document is delivered to an output receptacle and
the transport mechanism is stopped. According to some
embodiments, the transport mechanism is stopped before
documents following the flagged bill are transported into the
output receptacle such that the flagged document is the last
document transported into the output receptacle when the
transport mechanism stops. According to some embodi-
ments, a processor/controller, such as the controller 150, is
configured to cause at least a portion of a visually readable
image of the flagged document to be displayed on a display,
such as the control panel 170 or other display device
communicatively connected to the document processing
system 100, as shown in FIGS. 9A-E.

According to some embodiments, a processor or control-
ler of the document processing system flags a document
according to a run-and-present mode or run-and-present-
image mode by displaying at least a portion of a visually
readable image of the flagged document on a display, such
as the control panel 170 or other display device communi-
catively connected to the document processing system 100,
without halting the transport mechanism 120 in response to
the detection of the flagged document. Accordingly, in some
embodiments of the run-and-present mode, the document
processing system is configured to display at least a portion
of a visually readable image of a flagged document on a
display while simultaneously continuing the operation of the
transport mechanism 120 allowing the document processing
system to continue transporting and processing other docu-
ments from the input receptacle 110. That is, the transport
mechanism 120 does not stop transporting documents upon
the detection of a flagged document. According to some
embodiments, flagging according to a run-and-present mode
can increase document processing efficiency by minimizing
and/or reducing the amount of time that the document
processing system 100 is not transporting and/or processing
documents. When a flagged document is detected, a visually
readable image associated with the document is displayed on
a display while the document processing system continues to
process and transport subsequent documents.
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Alternatively, according to some embodiments of the
run-and-present mode, the transport mechanism 120 does
not stop transporting documents upon the detection of a
flagged document, but the document processing system does
not display images associated with flagged documents until
the document processing system has no more documents to
process and has stopped for that reason. In such alternative
embodiments, a stack of documents are placed in the input
receptacle of the document processing system and the sys-
tem transports all the documents in the stack to the one or
more output receptacles of the system. Having no more
documents to transport, the operation of the transport
mechanism is suspended and the images associated with any
flagged documents encountered in the stack are then dis-
played on a display, such as the control panel 170 of the
document processing device 101.

According to some embodiments, when multiple flagged
documents are detected within a batch and/or stack of
documents being processed by a document processing sys-
tem or device, visually readable images associated with the
flagged documents are queued in a buffer or memory for
sequential display on the display and/or the system may be
configured to display visually readable images associated
with multiple flagged documents simultaneously on the
display. For example, the multiple flagged documents can be
displayed as an array of thumbnail images.

According to some embodiments, a processor/controller
such as the controller 150 of the document processing
system 100 flags a document according to the tag only mode
by tagging a data file or record associated with the flagged
document such as by causing an appropriate flag code or
other notation or marking to be tagged to and/or stored
within a data file or record associated with the flagged
document. Otherwise the document processing system con-
tinues to process subsequent documents and does not either
halt the transport mechanism or display in real time a
visually readable image associated with the flagged docu-
ment. For example, when processing a plurality of currency
bills using the document processing system 100 an operator
might not desire to be notified in real time of each document
and/or visually readable image of the document that satisfies
a soil criterion. When a document satisfying a soil criteria is
detected, the record or data file associated with that docu-
ment may be tagged as described above such as by entering
an appropriate indication in the record or data file such as by
setting a soiled bit in a flag code field. By storing such
information in the records or data files of documents, the
records or data files can be later utilized as described
elsewhere in the present disclosure. For example, the records
or data files can be later searched for documents satisfying
various criteria. Additionally or alternatively, previously
processed documents can be re-run on the same or different
document processing systems or devices which are config-
ured to cull out (e.g., off-sort) documents based on infor-
mation previously stored in the document records or data
files.

According to some embodiments, data files or records
associated with flagged documents may be tagged in a
run-and-present mode and/or a stop-and-present mode in a
manner similar to the tag only mode. For example, when a
flagged document is detected, an appropriate flag code may
be written into a data file or record associated with the
flagged document and the document processing system can
monitor the contents of one or more flag fields associated
with the documents it is processing to decide how to handle
each document. For example, if a suspect code or flag is
associated with the data file or record for a document, the
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document processing system can handle the document
according to how the system has been configured to handle
suspect documents.

The above modes can be utilized with document process-
ing systems and devices of the present disclosure having a
single output receptacle or a plurality of output receptacles.
When utilized with document processing systems and
devices having a plurality of output receptacles, the docu-
ment processing systems and devices can be configured to
additionally sort documents into the plurality of output
receptacles based on a variety of criteria including flagging
criteria. For example, in a run-and-present mode or a tag
only mode, the document processing system may be con-
figured to off-sort or route a particular type of flagged
document to a particular output receptacle while the docu-
ment processing system continues to process subsequent
documents without halting the transport mechanism. In a
stop-and-present mode, the document processing system
may be configured to off-sort or route a particular type of
flagged document to a particular output receptacle and then
halt the transport mechanism. Additional details about flag-
ging, sorting, flagging interfaces, and routing interfaces can
be found in U.S. Pat. No. 6,311,819, which is hereby
incorporated by reference herein in its entirety.

According to some embodiments, in response to the
document processing devices and/or systems of the present
disclosure determining that a document fails a fitness crite-
rion (e.g., an unfit bill)—that is, for example, a device
determines that a document is unfit—the device and/or
system is configured to flag the document according to the
stop-and-present mode of operation. That is, the device/
system displays a visually readable image of the unfit bill on,
for example, the control panel 170 or other display device
communicatively connected to the document processing
system 100, and stops the transportation of documents such
that the unfit bill is located at a predetermined location such
as the last bill delivered to the output receptacle. According
to some embodiments, in response to receiving a fitness
determination (confirmation or rejection) input from an
operator to either confirm or reject the device’s fitness
determination of the unfit bill, the device is configured to
restart and/or resume the transportation of documents.
According to some embodiments, prior to resuming opera-
tion, the device/system prompts the operator to remove the
document from the output receptacle if the operator indi-
cated that he/she agreed with the device’s unfit determina-
tion.

According to some embodiments, the document process-
ing system is configured to display at least a portion of a
visually readable image of select-types of flagged docu-
ments on a display while simultaneously continuing the
operation of the transport mechanism 120 allowing the
document processing system to continue transporting and
processing other documents from the input receptacle 110.
According to some such embodiments, the unselected-types
of flagged documents are flagged according to the stop-and-
present mode. Such flagging of select-types of flagged
documents according to the run-and-present mode and flag-
ging of unselected-types of flagged documents according to
the stop-and-present mode can be referred to as a modified-
continuous-run mode. For example, in a device operating in
a modified-continuous-run mode, documents satisfying a
no-call denomination criterion and a data extraction error
criterion are flagged according to the run-and-present mode
and document satisfying a doubles criterion are flagged
according to the stop-and-present mode.
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Now referring to FIG. 9A, a representation of an interface
200a for entering denomination information of a flagged
no-call denomination document is shown according to some
embodiments. According to some embodiments, a no-call
denomination document is a currency bill (as shown in FIG.
9A) that the document processing system 100 failed to
denominate (e.g., a currency bill whose denomination could
not be called or determined by the controller 150). In some
such embodiments, the controller 150 is configured to flag a
no-call denomination currency bill to an operator of the
document processing system 100 according to a designated
mode of operation, such as, for example, the run-and-present
mode or the stop-and-present mode. As described above,
according to the run-and-present mode and/or the stop-and-
present mode, the document processing system 100 can be
configured to display a visually readable image 210a of the
flagged no-call denomination document on the interface
200aq to indicate to the operator that the controller 150 could
not call or determine the denomination of the currency bill.
According to some embodiments, the document processing
system 100 can be configured to display the visually read-
able image 210a to flag the currency bill as satisfying any
one or more other flag criteria, such as, for example, the
extraction error-currency bill criterion such as a serial num-
ber extraction error criterion (described in reference to
FIGS. 9C-9E), the extraction error-check criterion such as a
MICR line extraction error criterion, the suspect criterion
(described in reference to FIGS. 11A and 11B in the Modes
of Operation—Blacklist Section, and in other sections of the
present disclosure), the doubles criterion, the overlap crite-
rion, the fitness criterion, and/or the soil criterion. According
to some embodiments, the interface 2004 is the control panel
170 or a local display device, such as, for example, a touch
screen display of the document processing system 100.
According to some embodiments, the interface 200aq is a
remote display device communicatively connected to the
document processing system 100.

For some of the embodiments, flagging the currency bill
as a no-call denomination currency bill, as shown in FIG.
9A, the interface 200a further includes a plurality of
denomination keys or denomination elements or denomina-
tion selection elements 230a that are each associated with a
distinct denomination. For example, a $100 denomination
element 231a is associated with the $100 denomination, etc.
In the illustrated embodiment, the denomination selection
elements 230qa are touch screen buttons or softkeys config-
ured to be activated by touch and/or selection by an operator.
According to some embodiments, these denomination selec-
tion elements 230a are employed in conjunction with dif-
ferent operating modes such as the stop-and-present mode
and the run-and-present mode.

According to some embodiments, the operator reviews
the visually readable image 210a via the interface 200a and
determines the proper denomination selection element to
activate. The operator can then activate one of the plurality
of denomination selection elements 230qa to cause the con-
troller 150 to associate the distinct denomination of the
activated or selected denomination selection element (e.g.,
$10 denomination selection element 231a") with the visually
readable image 210q displayed on the interface 200a and/or
the corresponding data file or record. For example, the
operator could activate or select the $10 denomination
selection element 2314’ to call the flagged no-call denomi-
nation currency bill as a ten dollar currency bill. According
to some embodiments, such a selection causes the controller
150 to update and/or edit a record associated with the no-call
denomination currency bill to indicate the denomination as
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a ten dollar denomination. According to some embodiments,
the activation and/or selection of the $10 denomination
element 2314’ causes the document processing system 100
to store the visually readable image 210q and the associated
distinct denomination in the memory 160 and/or a memory
communicatively connected to the document processing
system 100. According to some alternative embodiments,
the document processing system 100 can include other
means for indicating or calling the denomination of a no-call
denomination currency bill, such as, for example, denomi-
nation push-buttons located on a housing (e.g., the housing
190) of the document processing system 100. According to
other embodiments, the interface 200a and/or denomination
selection elements and/or other selection elements take
different forms such as a non-touchscreen display and physi-
cal buttons or keys as described in more detail in U.S. Pat.
No. 5,790,697, which is hereby incorporated by reference
herein in its entirety. Furthermore, the operation of denomi-
nation selection elements and devices employing denomi-
nation selection elements including the use of denomination
selection elements to increment appropriate counters keep-
ing track of the denominations of bills processed and totals
of bills processed are also described in more detail in U.S.
Pat. No. 5,790,697.

According to some embodiments, the document process-
ing system 100 denominates currency bills by analyzing
image data that is reproducible as visually readable images
generated by one or more image scanners, such as the image
scanner(s) 140a and/or 1405, to attempt to call or determine
a denomination for each currency bill being processed.
According to some such embodiments, the document pro-
cessing system compares the image data that is reproducible
as a visually readable image 210a or portions thereof or a
lower resolution thereof with a set of master denomination
patterns and/or master denomination image data. According
to some embodiments, a processor or controller, such as the
controller 150, calls the denomination of the currency bill
according to a denomination associated with one of the
master denomination patterns that most closely corresponds
to and/or matches the image data that is reproducible as the
visually readable image 210a or portion thereof. Thus,
according to some embodiments, the controller 150 is con-
figured to denominate currency bills based on the image data
generated by the one or more image scanners. According to
some such embodiments, the controller 150 calculates or
determines a confidence level associated with the denomi-
nation call or determination by the processor/controller.
According to some embodiments, if the calculated confi-
dence level is less than a predetermined threshold (e.g.,
about 95% confident, about 85% confident, about 60%
confident), the processor/controller disregards the denomi-
nation determination and flags the currency bill as a no-call
denomination currency bill according to, for example, the
run-and-present mode of operation. According to some
embodiments, the document processing system denominates
bills based on the scanned images of the currency bills in a
manner similar to that described in U.S. Pat. No. 5,295,196,
which is hereby incorporated herein by reference in its
entirety. According to other embodiments, different denomi-
nating sensors and techniques known to those skilled in the
art may be employed such as those used in commercially
available currency bill denominating devices or as described
in, for example, U.S. Pat. No. 5,295,196.

According to some embodiments, as described in more
detail in U.S. Pat. No. 5,790,697, which is incorporated by
reference above, where the document processing system or
device does not call the denomination of a currency bill, the
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document processing system or device may be configured to
prompt or suggest a denomination such as by causing one of
the plurality of denomination selection elements 230a to be
highlighted. For example, as shown in FIG. 9A, the $10
denomination element 2314' is highlighted to indicate to the
operator that the document processing system 100 has
determined that the visually readable image 210a is most
likely a ten dollar currency bill even though the document
processing system was not able to determine the denomi-
nation of the currency bill with enough confidence to
actually call the denomination of the currency bill. Accord-
ing to some embodiments, the operator can review the
visually readable image 210a of the flagged currency bill
and activate or select the highlighted $10 denomination
selection element 2314' as described above.

According to some embodiments, the document process-
ing system 100 includes a denomination accept element
and/or button (not shown) that the operator can activate or
select when the operator is in agreement with the prompted
or suggested denomination. Such a denomination accept
element can be positioned on and/or with respect to the
document processing system 100 such that the operator can
activate the denomination accept element with minimal
effort and movement. Thus, the denomination accept ele-
ment can be displayed as a softkey on the interface 2004, as
apush-button positioned within the housing of the document
processing device 101, and/or as a push-button or softkey
communicatively connected to the document processing
system 100. According to some embodiments, the denomi-
nation accept element can increase overall document pro-
cessing efficiency.

As discussed above, according to some embodiments,
when the document processing system 100 fails to call or
determine the denominations of a plurality of currency bills
being processed (no-call denomination currency bills), the
document processing system 100 is configured to display a
visually readable image of each no-call denomination cur-
rency bill—according to the run-and-present and/or the
stop-and-present modes of operation—sequentially on the
control panel 170 or other display device of the document
processing system 100. For example, the visually readable
images can be displayed in an order corresponding to the
order in which the no call denomination currency bills were
transported from the input receptacle 110. In response to an
operator making a denomination determination correspond-
ing to a first one of the no-call denomination currency bills
via one of the plurality of denomination selection elements
230a, the document processing system 100 is configured to
remove the visually readable image of the first one of the
no-call denomination currency bills from the interface 2004
and to display a visually readable image of a second one of
the no-call denomination currency bills on the interface
200a. According to some embodiments, the document pro-
cessing system 100 is configured to flag no-call denomina-
tion currency bills according to a run-and-present mode of
operation and in response to an operator calling a denomi-
nation of the first one of the no-call denomination currency
bills, as described above, the document processing system
100 is configured to flag the second no-call denomination
currency bill while simultaneously continuing to transport
other currency bills and/or other documents. As described
above, according to some embodiments of a run-and-present
mode of operation, the display of visually readable images
of no-call currency bills or flagged documents does not
begin until the document processing system has finished
transporting the documents in a batch to one or more output
receptacles.
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According to some embodiments, when the document
processing system 100 fails to call or determine the denomi-
nation of currency bills being processed (no-call denomina-
tion currency bills), the document processing system 100 is
configured to add the records for the corresponding docu-
ments to a queue. Then, as described above, the system 100
can display the visually readable image of each no-call
denomination currency bill—according to the run-and-pres-
ent and/or the stop-and-present modes of operation—on the
control panel 170 or other display device of the document
processing system 100 to permit the operator to enter the
denomination of each no call bill. According to some
embodiments, the system 100 (1) sequentially displays the
visually readable image of each no-call denomination cur-
rency bill; (2) receives input from the operator as to the
denomination of each bill whose image is displayed; and (3)
permits the operator to work through the queue until no more
records remain in the queue. According to some embodi-
ments, the operator can move between or scroll through
visually readable images of no-call denomination currency
bills using a previous element 260q and a next element 2605.
According to some embodiments, the system 100 is config-
ured to simultaneously display multiple visually readable
images of multiple no-call denomination currency bills and
comprises an interface which permits the operator to select
one of the displayed images and select a denomination
selection element for the selected image thereby associating
the denomination corresponding to the selected denomina-
tion select element with the record of the selected image.

According to some embodiments, in response to the
document processing system 100 failing to call or determine
the denomination of a currency bill (no call denomination
bill), the document processing system 100 is configured to
display a visually readable image of the no-call denomina-
tion currency bill according to the stop-and-present mode of
operation. That is, the device displays the visually readable
image on, for example, the control panel 170 or other display
device communicatively connected to the document pro-
cessing system 100, and stops the transportation of docu-
ments such that the no call denomination bill is located at a
predetermined position such as the last bill delivered to the
output receptacle. According to some embodiments, in
response to receiving a denomination input from an operator
to call the denomination of the no call denomination bill as
described herein, the device is configured to restart and/or
resume the transportation of documents.

According to some embodiments, the document process-
ing system 100 includes exactly two output receptacles 130.
One of the output receptacles is a reject receptacle for
receiving currency bills and/or other documents that satisfy
one or more of the flag criteria. According to some embodi-
ments, the document processing system 100 is configured to
flag no-call denomination currency bills according to the
run-and-present mode of operation and to off-sort or trans-
port the flagged currency bill to the reject receptacle.
According to some such embodiments, an operator can
review the visually readable image of the flagged currency
bill on the control panel 170 and/or review the physical
currency bill by viewing the flagged currency bill in the
reject receptacle or after removing the flagged document
from the reject receptacle. As the reject receptacle may have
significantly fewer documents than the primary or other
output receptacle 130, finding a no-call denomination cur-
rency bill of interest can be more efficient than having to find
the no-call denomination currency bill in the primary output
receptacle.
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According to some embodiments, the interface 200a may
include a positional locator 240a, as shown in FIG. 9A.
According to some embodiments, the document processing
system 100 includes exactly one output receptacle 130 and
the positional locator 240qa is displayed to the operator to
indicate an exact or approximate position of a flagged
document or document of interest in the output receptacle
130. According to some embodiments, the positional locator
is a sequential number that corresponds to an order in which
a flagged document was transported and processed by the
document processing system 100 and/or the order in which
the flagged document resides in the output receptacle. For
example, the positional locator may indicate the location of
the flagged document of interest in a stack of documents
residing in the output receptacle, such as, for example, the
third document from the top of the stack or the twentieth
document from the bottom of the stack. Such a feature can
aid the operator in physically locating the flagged document
or document of interest within the output receptacle 130. For
example, the operator may want to review the physical
currency bill if the visually readable image of the currency
bill is distorted or otherwise unreadable. Various other
reasons for reviewing the physical document are contem-
plated. As shown in FIG. 9A, the positional locator 240a
indicates that the flagged currency bill is the 64th document
in the output receptacle. Thus, the operator can remove any
documents in the output receptacle 130 and manually locate
about the 64th document from the bottom of the stack.
According to other embodiments, the document processing
system 100 includes two or more output receptacles 130 and
the positional locator can indicate an output receptacle
identifier (e.g., output receptacle #2) and respective position
within that output receptacle of the flagged document or
document of interest.

According to some embodiments, the interface 200a may
include a Find Document element 250a, as shown in FIG.
9A. According to some embodiments, the Find Document
element 250q is displayed adjacent to the visually readable
image 210a of the flagged currency bill. The Find Document
element 250a can be activated or selected by the operator of
the document processing system 100, such as, for example,
by touching, pushing, and/or choosing the find document
element, when the operator desires to physically retrieve the
flagged currency bill without having to manually look or
count through a stack of processed documents transported to
an output receptacle, such as the output receptacle 130' of
the document processing device 101'. In response to the
operator selecting or activating the Find Document element
250a, a processor or controller, such as controller 150,
associates identifying information associated with the dis-
played flagged currency bill image 210a and/or associates
the document associated with the displayed flagged currency
bill image 210a with a find document criteria. A document
whose image was displayed when the Find Document ele-
ment 250a was selected or activated is referred to as a Find
Document. According to some embodiments, in response to
the operator selecting or activating the Find Document
element 2504, the controller 150 adds identifying informa-
tion associated with the displayed flagged currency bill
image 210q to a list such as a Find Document list and/or
queue in a memory such as memory 160 of the document
processing system 100. According to some embodiments,
the identifying information can include a serial number of
the find document and/or a denomination of the find docu-
ment. According to some embodiments, the identifying
information includes a positional location of the find docu-
ment in the stack of documents. According to some embodi-
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ments, in response to the operator selecting or activating the
Find Document element 250a, the controller 150 stores a
Find Document instruction in the memory 160. According to
some embodiments, in response to the operator selecting or
activating the Find Document element 250aq, the controller
150 tags a record or data file associated with the displayed
flagged currency bill image 2104 as described above such as
by entering an appropriate indication in the record or data
file such as by setting a Find Document bit in a flag code
field.

According to some embodiments, after a stack or batch of
documents has been initially processed by the document
processing system and the Find Document element has been
selected or activated in connection with the images of one or
more documents in the stack or batch, the stack or batch of
documents having one or more Find Documents can be
re-run by a document processing system, such as the docu-
ment processing system 100, or a document processing
device, such as the document processing devices 101, 101",
101a,b in a Find Mode. In the Find Mode, the document
processing system or device is configured to stop-and-
present, off-sort, and/or otherwise separate Find Documents
in the stack from other documents in the stack. For example,
according to some embodiments, when a batch of docu-
ments is processed in Find Mode, the controller is config-
ured to automatically stop the transport mechanism 120
upon detecting each Find Document such that each Find
Document is the last document transported to an output
receptacle of the document processing system or device.
After stopping on a Find Document, the operator can remove
the Find Document from the output receptacle. The docu-
ment processing system or device can be configured to
automatically resume operation when the Find Document is
removed or all documents are removed from the output
receptacle or to resume in response to the selection of a
Continuation element as discussed in more detail in the
above referenced and incorporated U.S. Pat. No. 5,790,697.
Thus, in these embodiments, the document processing sys-
tem or device actively searches for Find Documents in a
subsequent batch of documents and flags the Find Docu-
ments according to a stop-and-present mode of operation
wherein the flagging criterion is a document being a Find
Document. According to some such embodiments, the docu-
ment processing system or device includes exactly one
output receptacle, such as the document processing device
101'. According to some other such embodiments, the docu-
ment processing device comprises a plurality of output
receptacles. According to some embodiments, in response to
operating in a Find Mode, the document processing system
or device assumes that a find document is in the stack of
documents being processed.

According to some embodiments, in response to the
document processing device operating in the Find Mode, the
device images each currency bill, extracts a serial number
from image data associated with each currency bill, denomi-
nates each currency bill, and compares the extracted serial
numbers and/or associated denominations with the serial
numbers and/or denominations of the currency bills in the
find document list and/or queue. That is, the device can be
configured to locate find document(s) in a batch of currency
bills based on a serial number and/or denomination com-
parison.

According to some alternative embodiments, the device
can be configured to locate find document(s) based on the
find document’s position in a stack of documents being
processed. For example, a positional location of a find
document is stored in the find document list and/or queue. In

10

20

25

30

35

40

45

50

55

60

65

112

such embodiments, in response to re-running the batch to
find the find document, the device counts the documents and
stops on or off-sorts the document in the stack that corre-
sponds to the positional location of the find document.

When the Find Mode is employed with a document
processing system or device according to the present dis-
closure having a plurality of output receptacles, the docu-
ment processing system or device can be configured to send
or off-sort Find Documents to a first set of one or more
output receptacles different or distinct from a second set of
one or more output receptacles to which the document
processing system or device is configured to send non-Find
Documents. According to some such embodiments, the
document processing system or device is configured to
stop-and-present each detected Find Document in one or
more of the output receptacles. Alternatively, according to
some such embodiments, the document processing system
or device is configured not to halt upon detecting Find
Documents.

While the embodiments described above are in reference
to the flagged currency bill and the visually readable image
2104, it is understood that the same or similar features are
contemplated for other types of documents processed by the
document processing system or device including checks.

Now referring to FIG. 9B, a representation of an interface
2005 for entering denomination information of a flagged
no-call denomination document is shown according to some
embodiments. According to some embodiments, the inter-
face 2005 is the same as the interface 200a, but instead of
the visually readable image 210a being of the entire flagged
currency bill, a visually readable denomination snippet
image 2105 (e.g., an image of a portion of a currency bill
expected to include a denomination) is displayed. Thus,
according to some embodiments, the interface 2005 includes
a plurality of denomination selection elements 2304, a
positional locator 2405, a Find Document element 2505, and
previous and next elements 261a,b, where each are the same
as the plurality of denomination selection elements 230q, the
positional locator 240qa, the Find Document element 250a,
and the previous and next elements 260q,b, respectively.
According to some embodiments, capturing and displaying
the denomination snippet image allows the document pro-
cessing system 100 to process documents more efficiently
due to the overall smaller amount of data being manipulated
and/or stored in the memory 160, as compared to the
embodiments described above in relation to FIG. 9A.

Now referring to FIG. 9C, a representation is shown of an
interface 200¢ for entering unextracted identifying informa-
tion or data for a document flagged because of an error that
occurred during the process of extracting information or data
from a visually readable image associated with the docu-
ment. Documents flagged on this basis are referred to as
Data Extraction Error Documents. According to some
embodiments, the document processing system 100 is con-
figured to use OCR software such as described above in, for
example, the Optical Character Recognition Section, and in
other sections of the present disclosure, to extract identify-
ing information from image data that is reproducible as
visually readable images generated by the image scanner(s)
140a and/or 1405. According to some such embodiments, in
response to the document processing system 100 failing to
extract a complete set of the identifying information for a
document, such as, for example, extracted characters and/or
failing to do so with a predetermined level of confidence, a
processor or controller, such as the controller 150, is con-
figured to flag the document as a Data Extraction Error
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Document by displaying at least a portion of a visually
readable image of the Data Extraction Error Document on
the interface 200c.

According to some embodiments, the Data Extraction
Error Document is a currency bill, as shown in FIG. 9C, and
a complete set of extracted identifying information is a
currency bill serial number. For example, for U.S. currency
bills a complete set of an extracted serial number would have
ten or eleven characters depending on the series of the
currency bill. According to some such embodiments, the at
least a portion of the visually readable image of the Data
Extraction Error Document displayed on the interface 200¢
is a serial number snippet image 210¢, a denomination
snippet image, a complete visually readable image of one or
both sides of the flagged currency bill document, or a
combination thereof.

According to some embodiments, a Data Extraction Error
Document is a currency bill (as shown in FIG. 9C) that the
document processing system 100 fails to completely and/or
correctly OCR, that is, a processor or controller such as the
controller 150 could not extract or determine one or more of
the alphanumeric characters of the serial number of the
currency bill. According to some embodiments, the control-
ler 150 is configured to flag the Data Extraction Error
Document to an operator of the document processing system
100 according to one of the modes of operation, such as, for
example, the run-and-present mode. As described above,
according to the run-and-present mode and/or the stop-and-
present mode, the document processing system 100 can be
configured to display the visually readable image 210c¢ of the
flagged Data Extraction Error Document on the interface
200c to indicate to the operator that the controller 150 could
not extract or determine one or more of the alphanumeric
characters of the currency bill serial number. According to
some embodiments, the interface 200c¢ is the same as, or
similar to, the interface 200a.

For some of the embodiments flagging a currency bill as
a Data Extraction Error Document, as shown in FIG. 9C, the
interface 200¢ further includes a plurality of alphanumeric
character elements 230c that are each associated with a
distinct alphanumeric character. For example, an “F” alpha-
numeric character element 231c¢ is associated with the F
alphanumeric character, etc. In the illustrated embodiment,
the alphanumeric character elements 230¢ are touch screen
buttons or softkeys configured to be selected or activated by
touch or selection of an operator. According to some
embodiments, the interface 200¢ further includes an incom-
plete set of extracted identifying information 221c¢. The
incomplete set of extracted identifying information 221c¢
includes a plurality of alphanumeric characters extracted
from the visually readable image 210c¢ of the flagged Data
Extraction Error Document and one or more placeholder
characters. According to some embodiments, the place-
holder characters can be a question mark “?,” a percent
symbol, “%,” or other symbol to indicate a position of a
missing alphanumeric character to be inputted by the opera-
tor via activation or selection of one of the plurality of
alphanumeric character elements 230c¢, such as, for example,
by touching, pushing, and/or choosing one of the alphanu-
meric character elements.

According to some embodiments, the operator reviews
the visually readable image 210¢ and the incomplete set of
extracted identifying information 221¢ via the interface 200¢
and determines the proper alphanumeric character element
to activate to complete or fill-in the set of identifying
information. The operator can then activate one of the
plurality of alphanumeric character elements 230c¢ to cause
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the controller 150 to associate the distinct alphanumeric
character of the activated or selected alphanumeric character
element with the visually readable image 210c¢ displayed on
the interface 200c and/or the associated set of extracted
identifying information. For example, the operator could
activate or select the “C” alphanumeric character element
231¢' to complete the missing position of the incomplete set
of extracted identifying information 221c¢ as a “C.” Accord-
ing to some embodiments, such a selection causes the
controller 150 to update and/or edit a data file or record
associated with the flagged Data Extraction Error Document
to indicate that the complete serial number is A49992815C.
According to some embodiments, the activation and/or
selection of the “C” alphanumeric character element 231¢'
causes the document processing system 100 to tag the
completed set of the identifying information to the visually
readable image 210¢ and to store the tagged visually read-
able image 210c¢ in the memory 160 and/or a memory
communicatively connected to the document processing
system 100. According to some alternative embodiments,
the document processing system 100 can include other
means for indicating the missing alphanumeric characters of
a Data Extraction Error Document, such as, for example, an
alphanumeric keyboard (e.g., QWERTY keyboard) commu-
nicatively connected with the document processing system
100 and/or a display device communicatively connected
with the document processing system 100. It is contem-
plated that according to some embodiments, the display
device minors the control panel 170 display in a larger
format. The display device can be local or remote from the
document processing system 100.

According to some embodiments, the document process-
ing system 100 applies an OCR algorithm (e.g., the OCR
software described above) for each visually readable image
generated by the image scanner(s) 140a and/or 14056 to
attempt to extract and/or determine a complete set of iden-
tifying information for each document being processed.
According to some embodiments, the controller 150 calls or
determines each character position of the set of identifying
information of the document as an alphanumeric character
that most closely corresponds to and/or matches the
extracted alphanumeric character. According to some such
embodiments, the controller 150 calculates or determines a
confidence level associated with the alphanumeric character
call or determination by the controller 150. According to
some embodiments, if the calculated confidence level is less
than a predetermined threshold (e.g., about 95% confident,
about 85% confident, about 60% confident), the controller
150 disregards the alphanumeric character determination
and flags the document as a Data Extraction Error Document
according to, for example, the run-and-present mode of
operation.

According to some embodiments, the controller 150
determines the most likely identity of a character at a
character position in a set of identifying information (e.g., a
currency bill serial number) based on the visually readable
image; however, the calculated confidence level is below the
predetermined threshold. In some such embodiments, the
controller 150 can be configured to cause one of the plurality
of alphanumeric character elements 230c¢ to be highlighted
to indicate a suggested character identity for a character
position based on a determination of the controller 150. For
example, as shown in FIG. 9C, the “C” character element
231¢' is highlighted to indicate to the operator that the
document processing system 100 has determined that the
missing character is a “C,” but the confidence level is below
the predetermined threshold. According to some embodi-
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ments, the operator can review the visually readable image
210aq of the flagged currency bill and activate or select the
highlighted “C” character element 231¢' as described above.
According to some embodiments, each of the plurality of
alphanumeric character elements 230c¢ is associated with a
distinct alphanumeric character that most closely matches
the missing character. For example, as shown in FIG. 9C, the
missing character is a C, thus, according to some embodi-
ments, instead of the plurality of alphanumeric character
elements 230c¢ being associated with sequential characters
A, B, C, D, E and F, the plurality of alphanumeric character
elements 230c¢ can be associated C, D, G, and E, which the
device determines are most likely to be the missing charac-
ter. According to some embodiments, if an operator deter-
mines that none of the plurality of alphanumeric character
elements 230¢ match the missing character, the operator can
scroll to a different set of alphanumeric character elements
230c that is associated with different alpha characters using
arrow elements 262a,b.

According to some embodiments, the document process-
ing system 100 includes an alphanumeric character accept
element and/or button (not shown) that the operator can
activate or select when the operator is in agreement with the
suggested character identity determination of the controller
150, as indicated by the highlighted one of the plurality of
alphanumeric character elements 230¢. According to some
embodiments, the alphanumeric character accept element is
the same as, or similar to the denomination accept element
described above in relation to FIG. 9A.

According to some embodiments, in response to the
document processing system 100 failing to extract a com-
plete set of the identifying information for a document, such
as, for example, extracted characters and/or failing to do so
with a predetermined level of confidence, a processor or
controller, such as the controller 150, is configured to flag
the document as a Data Extraction Error Document by
reprocessing the image data associated with that document
with a second more robust OCR algorithm such as described
in the Optical Character Recognition Section, and in other
sections of the present disclosure. According to some alter-
native embodiments, the system 100 is configured to trans-
mit or otherwise send image data associated with the Data
Extraction Error Document to a different system configured
to receive the image data and to reprocess the image data
associated with that document with a more robust OCR
algorithm described in the Optical Character Recognition
Section than the one applied by the system 100. According
to some alternative embodiments, only in response to the
more robust algorithm failing to extract a complete set of the
identifying information for the document, the system 100 is
configured to display at least a portion of a visually readable
image of the Data Extraction Error Document on the inter-
face 200c¢ as described herein.

According to some embodiments, the document process-
ing system 100 fails to extract or determine a plurality of
character positions within a plurality of sets of identifying
information for a portion of a plurality of documents being
processed. In some such embodiments, the document pro-
cessing system 100 is configured to display a visually
readable image of each Data Extraction Error Document—
according to the run-and-present and/or the stop-and-present
modes of operation—sequentially on the control panel 170
or other local and/or remote display device communicatively
connected to the document processing system 100. The
visually readable images can be displayed in an order
corresponding to the order in which the Data Extraction
Error Documents were transported from the input receptacle
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110 to the output receptacle(s) 130. In response to an
operator making a character selection that completes the set
of identifying information of a document corresponding to a
first one of the Data Extraction Error Documents via one of
the plurality of alphanumeric elements 230c¢, the document
processing system 100 is configured to remove the visually
readable image of the first one of the Data Extraction Error
Documents from the interface 200¢ and to display a visually
readable image of a second one of the Data Extraction Error
Documents on the interface 200c. According to some
embodiments, the document processing system 100 is con-
figured to flag Data Extraction Error Documents according
to the run-and-present mode of operation and in response to
an operator completing the identifying information of the
first one of the Data Extraction Error Documents, as
described above, the document processing system 100 is
configured to flag the second no-call document while con-
tinuing to transport other documents simultaneously.
According to some embodiments, the operator can move
between or scroll through visually readable images of Data
Extraction Error Documents using a previous element 265a
and a next element 2655.

According to some embodiments, the interface 200¢ may
include a positional locator 240¢, as shown in FIG. 9C.
According to some embodiments, the positional locator
240c is the same as, or similar to, the positional locator 240a
described above in reference to FIG. 9A. According to some
embodiments, the interface 200¢ may include a Find Docu-
ment element 250c¢, as shown in FIG. 9C. According to some
embodiments, the Find Document element 250¢ is the same
as, or similar to, the Find Document element 250a described
above in reference to FIG. 9A. While some of the embodi-
ments described above are in reference to the flagged Data
Extraction Error Document being a currency bill and the
visually readable image 210c, it is understood that the same
or similar features are contemplated for other types of
documents including checks. A Data Extraction Error Docu-
ment which is a currency bill may also be referred to as a
extraction error currency bill. A Data Extraction Error Docu-
ment which is a check may also be referred to as a extraction
error check. A flagging criterion being the encountering of a
data extraction error while attempting to extract data or
characters from the image of a currency bill may be referred
to as an extraction error-currency bill. A flagging criterion
being the encountering of a data extraction error while
attempting to extract data or characters from the image of a
check may be referred to as an extraction error-check.

According to some alternative embodiments, a controller
is configured to not flag Data Extraction Error Documents to
the operator of a document processing system. For example,
the controller can be configured to not flag Data Extraction
Error Documents missing, for example, three or less char-
acters, two or less characters, or one or less characters. That
is, the controller can be configured to let records of incom-
pletely extracted documents pass onto storage in a memory
in response to the records missing, for example, three or less
serial number characters for records associated with cur-
rency bills. For example, according to some such alternative
embodiments, records having the following extracted serial
numbers would not be flagged as a Data Extraction Error
Document: ALL49992815?, A?49992815?, 27499928157,
AL49992815C. Similarly, records having the following
extracted serial numbers would still be flagged as Data
Extraction Error Documents: A1.499927777, A??7992815?,
7?49972815?. It is contemplated that the document process-
ing device 101, 101' and/or system 100 is configured to
permit an operator to adjust settings of the device/system to
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allow such incomplete records to pass to storage without
requiring the operator to manually correct and/or complete
extracted data, such as, for example, serial numbers and/or
MICR lines, to increase an overall efficiency and/or through-
put of document processing.

Now referring to FIG. 9D, a representation of an interface
200d for entering identifying information of a flagged Data
Extraction Error Document, here an extraction error-cur-
rency bill, is shown according to some embodiments.
According to some embodiments, the interface 2004
includes an incomplete set of extracted identifying informa-
tion 2214, a visually readable snippet serial number image
210d, a plurality of alphanumeric character elements 2304,
a positional locator 240d, a Find Document element 2504,
arrow elements 263a,b, and previous and next elements
266a,b. The incomplete set of extracted identifying infor-
mation 2214 and the visually readable snippet serial number
image 2104 are similar to the incomplete set of extracted
identifying information 221¢ and the visually readable snip-
pet serial number image 210c¢ of the interface 200c. The
positional locator 2404, the Find Document element 2504,
the arrow elements 263a,b, and the previous and next
elements 266a,b are the same as the positional locator 240a,
the Find Document element 250a, the arrow elements 262a,
b, and the previous and next elements 265a,b, respectively.
According to some embodiments, the interface 2004 is the
same as the interface 200c. As illustrated in FIG. 9D, instead
of the flagged Data Extraction Error Document having a
missing alpha character (e.g., “C” alpha character), the
missing character is a numeric character (e.g., “3” numeric
character). According to some embodiments, the document
processing system 100 determines the position of the miss-
ing character within the set of identifying information and
based on that positional determination displays the plurality
of alphanumeric character elements 230c¢,d as alpha char-
acters (as shown in FIG. 9C) or numeric characters (as
shown in FIG. 9D).

Now referring to FIG. 9E, a representation of an interface
200e¢ for entering identifying information of a flagged Data
Extraction Error Document, here an extraction error-cur-
rency bill, is shown according to some embodiments.
According to some embodiments, the interface 200e is
similar to the interfaces 200c-d. According to some embodi-
ments, the interface 200e includes an incomplete set of
extracted identifying information 221e and a visually read-
able snippet serial number image 210e. According to some
embodiments, the incomplete set of extracted identifying
information 221e is corrected via the control panel 170, a
mouse, a keyboard, a touchscreen (e.g., softkeys), and/or
another input device, such as an input device of the com-
puter 151. While the illustrated example in FIG. 9E is of a
currency bill having missing serial number data, it is under-
stood that various other currency bill information can be
missing and/or need correction; and it is additionally under-
stood that a similar operation occurs for correcting or
entering missing data for checks and other documents pro-
cessed by the document processing system 100 according to
some embodiments.

Now referring to FIG. 9F, a representation of an interface
200f for entering identifying information of a flagged Data
Extraction Error Document, here an extraction error-check,
is shown according to some embodiments. The interface
200/ is similar to the interface 200c¢, except the Data
Extraction Error Document in FIG. 9F is a check, whereas
the Data Extraction Error Document in FIG. 9C is a currency
bill. According to some embodiments, the interface 200/
includes an incomplete set of extracted identifying informa-
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tion 221f; a visually readable snippet MICR line image 2107,
a plurality of alphanumeric character elements 230f; a posi-
tional locator 240f, and a Find Document element 250f.
According to some embodiments, the snippet image is of a
CAR and/or LAR area and/or an image of the entire check
is displayed. The incomplete set of extracted identifying
information 221/ and the visually readable snippet MICR
line image 210f are similar to the incomplete set of extracted
identifying information 221¢ and the visually readable snip-
pet serial number image 210c¢ of the interface 200c¢. Accord-
ing to some embodiments, a complete set of the identifying
information for a check includes a routing and transit
number or an ABA number 211/, a financial account number
212f, a check number 213f, CAR/LAR amounts, or any
combination thereof. The positional locator 240/ and the
Find Document element 2501 are the same as the positional
locator 240a and the Find Document element 250a, respec-
tively. As illustrated in FIG. 9F, the flagged Data Extraction
Error Document is missing two numeric characters (e.g., “0”
numeric character). According to some embodiments, an
operator can select appropriate ones of the alphanumeric
character elements 230f'to complete the missing characters.

According to some embodiments, the device 101, 101' is
configured to display visually readable images of all checks
in a stack of documents on the interface 200/ such that an
operator of the device 101, 101' can manually review the
respective images and enter any missing data. For example,
the operator can manually enter via touch keys on the
interface 200f or other communicatively connected input
device (e.g., keyboard, mouse, etc.) an address and/or name
appearing on the check, MICR line data/characters, and/or
CAR/LAR amounts. According to some such embodiments,
the operator manually enters an amount for each check in the
stack of documents being processed such that no CAR/LAR
software is needed on-board of the device 101, 101"

According to some embodiments, the device 101, 101' is
configured to execute CAR/LLAR software to automatically
determine an amount associated with each check in a stack
of documents being processed. In some such embodiments,
in response to the CAR/LAR software failing to determine
the amount of a check within a predetermined confidence
level, the device 101, 101' is configured to display a com-
plete visually readable image or select portions thereof on
the interface 200f such that the operator can review the
image for the amount and manually enter the amount in a
similar manner, for example, that denominations are entered
as described in reference to FIGS. 9A and 9B and in a similar
manner that missing serial number characters are entered in
reference to FIGS. 9C-9D.

As described in the Document Processing Speed Section,
and in other sections of the present disclosure, according to
some embodiments, denominating currency bills includes
determining a series of each of the currency bills. In these
embodiments, the denomination and/or series information of
the bills can be used to determine a coordinate location of
one or more serial numbers and/or other bill characteristics
(e.g., a back plate number, a check letter and quadrant
number, a check letter and face plate number, a Federal
Reserve letter/number) in generated image data from which
a visually readable image of the currency bill can be
reproduced. According to some embodiments, such coordi-
nate location information is desirable because the serial
numbers and/or other bill characteristics vary in location by
denomination and series. According to some embodiments,
a currency bill can be determined to be a suspect bill based
on the location of the serial number and/or the location of
another bill characteristic satistying a serial number location
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flag criterion and/or a bill characteristic flag criterion. That
is, according to some embodiments, a currency bill can be
determined to be suspect in response to determining that, for
example, the serial number of a bill is not located where
expected based on the determined denomination and/or
series of the bill.

According to some embodiments, a document processing
device 101, 101' and/or system 100 determines a denomi-
nation and series of a bill as described herein, such as by
analyzing one or more patterns taken from the image data,
and uses the denomination and/or series information to
determine the expected location of one or more of the bill
characters (e.g., serial numbers and other bill characters/
characteristics). According to some embodiments, in
response to the determined expected location of, for
example, the bill serial number not corresponding with the
actual location of the serial number in the image data, the
device is configured to flag the bill as a suspect bill.
According to some embodiments, the device maps appro-
priate image fields onto image data of a bill being processed
and attempts to extract corresponding characters and popu-
late corresponding fields in a record for the bill. If a bill does
not have a string of numbers or characters in an expected
location, the device can flag it as a suspect.

According to some embodiments, in response to the
device flagging the bill, the device can be configured to store
image data from which a visually readable snippet image of
the various image fields can be reproduced. That way, in
response to a bill being flagged as a suspect bill, the device
can be configured to display the snippet image of the
expected location and/or the entire bill with an outline
around the expected image field and an operator could verify
that the expected information (e.g., serial number, check
letter and face plate number) is not located in the expected/
proper area of the bill—that is, the bill satisfies a location
error-currency bill criterion. Alternatively, the user could
determine the expected information is located in the proper
area but the device for some reason could not read the data
(e.g., pen mark over characters). Furthermore, according to
some embodiments, the device can be configured to distin-
guish between a location error and a data extraction error. As
such, the device is configured to take different actions based
on the two types of errors, such as, for example, the device
can be configured to stop-and-present in response to a
location error and to populate corresponding data fields in
the bill record with one or more wildcard characters (e.g.,
“?”’) in response to a data extraction error.

Now referring to FIG. 10, a representation of an interface
1000 for configuring one or more of the document process-
ing systems and/or devices of the present disclosure, such as
the document processing system 100 and the document
processing devices 101, 101', and 1014,5, is shown accord-
ing to some embodiments. According to some embodiments,
the interface 1000 is the control panel 170 and/or one or
more display devices (e.g., a touch screen display) commu-
nicatively connected to the document processing system
100. FIG. 10 illustrates an example of an operating param-
eters selection screen. The left-hand column 1005 lists
various features and conditions for which the operator may
make selections. Columns 1010, 1020, and 1030 lists the
available selection choices or options associated with each
feature or condition. In the illustrated embodiment, columns
1010 and 1020 provide the operator with two flagging
options for each error condition listed in column 1005,
namely, stop-and-present a flagged bill (1010), do not stop
upon encountering a flagged bill (1020), and display the
image of a flagged bill (1030). When a CONT selection
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element in column 1020 and a DISPLAY selection element
in column 1030 are both selected or activated for a particular
error condition, a document meeting the associated error
condition is handled in a manner called a run-and-present
mode. When a STOP selection element in column 1010
(with or without the corresponding DISPLAY selection
element being also selected), a document meeting the asso-
ciated error condition is handled in a manner called a
stop-and-present mode. Although not illustrated, alternative
or additional columns of selection elements may also be
included such as for indicating to which output receptacle a
flagged document of a particular type should be delivered
and/or where the flagged bill should be located when the
transport mechanism stops, for example, the CONT-2, P1,
P2, ST options described in U.S. Pat. No. 6,311,819 incor-
porated by reference above, and/or the TAG only option
described below.

According to some embodiments, the interface 1000 is a
flagging/routing selection or configuration interface that
allows an operator of the document processing system 100
to select a mode of operation for each flag criteria such that
a processor and/or controller, such as the controller 150,
flags documents and/or visually readable images of the
documents according to the selected mode of operation (e.g.,
a first operator-selectable mode 1010 or a second operator-
selectable mode 1020) associated with a satisfied flag cri-
teria. As shown in FIG. 10, the interface 1000 includes a list
of flag criteria or error conditions 1005 that includes a
no-call denomination criterion 10054, an extraction error-
currency bill criterion 10055, an extraction error-check
criterion 1005¢, and a suspect criterion 10054. It is contem-
plated that the list of flag criteria 1005 can include more or
less criteria, such as, for example, a doubles criterion, a
stranger criterion, an overlap criterion, a fitness criterion,
and a soil criterion. According to some embodiments, an
extraction error-currency bill criterion may correspond to an
error in extracting one or more characters of the serial
number of a currency bill. According to some embodiments,
an extraction error-check criterion may correspond to an
error in extracting one or more characters of the MICR line
of a check.

According to some embodiments, the interface 1000
includes a first operator-selectable mode 1010 and a second
operator-selectable mode 1020. According to some embodi-
ments, the first operator-selectable mode is the stop-and-
present mode of operation discussed above and the second
operator-selectable mode is the run-and-present mode of
operation discussed above. According to some embodi-
ments, selection of a CONT selection element corresponds
to selection of a run-and-present mode wherein an image
associated with a flag document will be display without
having to separately select a corresponding DISPLAY selec-
tion element as discussed above. According to some
embodiments, the run-and-present mode or run-and-present-
image mode of operation is also called a continuous run
mode of operation because the transport mechanism 120
does not halt upon detecting a flagged document but con-
tinuously runs while the processor and/or controller flags
documents by presenting a visually readable image of the
flagged document on the control panel 170 or other display
device communicatively connected with the document pro-
cessing system 100. Each of the flag criteria 10054-d are
positioned adjacent to a first operator-selectable mode ele-
ment 1010a-d and a second operator-selectable mode ele-
ment 1020a-d. According to some embodiments, the opera-
tor of the document processing system 100 activates or
selects one of the first and the second operator-selectable
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mode elements 1010a-d, 1020a-d, respectively, for each of
the flag criteria 1005a-d. For example, the run-and-present
mode of operation 1020« is activated for the no-call denomi-
nation criterion 10054, thus, the document processing sys-
tem 100 is configured to flag no-call denomination docu-
ments according to the run-and-present mode of operation.
For another example, the stop-and-present mode of opera-
tion 10104 is activated for the suspect document criterion
10054, thus, the document processing system 100 is con-
figured to flag suspect documents according to the stop-and-
present mode of operation.

According to some embodiments, the document process-
ing system 100 is preconfigured to flag documents according
to the run-and-present mode of operation and the stop-and-
present mode of operation for particular flag criteria. For
example, the document processing system 100 can be pre-
configured to flag no-call denomination documents, extrac-
tion error-currency bill documents, and extraction error-
check documents according to the run-and-present mode of
operation, but preconfigured to flag documents satisfying the
other flag criteria according to the stop-and-present mode of
operation.

According to some embodiments, the operator configures
the document processing system 100 to flag documents for
each of the flag criteria according to designated mode
selections such as those shown in FIG. 10. Thus, in response
to a document and/or one of the visually readable images
generated by the image scanner(s) 140a and/or 1405 satis-
fying one of the flag criteria, the controller 150 is configured
to flag the visually readable image according to the activated
operator-selectable mode associated with the satisfied one of
the flag criteria. For example, if the visually readable image
satisfies the extraction error-currency bill criterion 10055
(e.g., a serial number extraction error), the processor and/or
controller will flag the visually readable image according to
the run-and-present mode of operation. As another example,
if the visually readable image satisfies the extraction error-
check criterion 1005¢ (e.g., a MICR line extraction error),
the controller 150 will flag the visually readable image
according to the stop-and-present mode of operation. For
another example, if the document and/or the visually read-
able image satisfies the suspect document criterion 10054,
the controller 150 will flag the visually readable image
according to the stop-and-present mode of operation.

According to some embodiments, the operator associates
a first group of flag criteria with the run-and-present mode
of operation and a second group of flag criteria with the
stop-and-present mode of operation. That is, the operator
groups or divides the flag criteria into a run-and-present
group and a stop-and-present group. As shown in FIG. 10,
the first group of flag criteria includes the no-call denomi-
nation criterion 10054 and the extraction error-currency bill
criterion 10055. Similarly, the second group of flag criteria
includes the extraction error-check criterion 1005¢ and the
suspect criterion 10054. According to some such embodi-
ments, the controller 150 is configured to flag a document
and/or visually readable image of the document according to
the run-and-present mode of operation if the document
and/or the visually readable image of the document satisfies
one of the flag criteria in the first group of flag criteria.
Similarly, according to some such embodiments, the con-
troller 150 is configured to flag a document and/or visually
readable image of the document according to the stop-and-
present mode of operation if the document and/or the
visually readable image of the document satisfies one of the
flag criteria in the second group of flag criteria.
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According to some embodiments, the interface 1000,
additionally or alternatively, comprises other flagging
options such as a tag only mode of operation (not shown),
which is discussed above. According to some such embodi-
ments, the operator can associate a third group of flag
criteria with the tag only mode of operation. That is, the
operator groups or divides the flag criteria into a run-and-
present group, a stop-and-present group, and/or a tag only
group. Likewise, according to some embodiments, the inter-
face 1000 permits an operator to designate that one or more
particular types of flagging errors or satisfaction of one or
more flag criteria will not trigger the flagging of a currency
bill (e.g., the suspect mode may be turned off).

According to some embodiments, the interface 1000 is
configured to permit an operator to designate how each of
plurality of error conditions are to be handled such as by, for
example, associating one or more of the plurality of error
conditions with either a run-and-present mode of operation
or a stop-and-present mode of operation. As shown in FIG.
10, the flagging errors for which the run-and-present mode
has been designated by the selection of a run-and-present
selection element 1020a, 10205 includes the no-call
denomination criterion 10054 and the extraction error-cur-
rency bill criterion 10055. Similarly, flagging errors for
which the stop-and-present mode has been designated by the
selection of a stop-and-present selection element 1010¢-d
includes the extraction error-check 1005¢ and the suspect
criterion 10054. According to some such embodiments, the
controller 150 is configured to flag a document and/or
visually readable image of the document according to the
run-and-present mode of operation if a run-and-present
selection element (a first group selection element) has been
selected or activated for the flagging error triggering the
document to be flagged. Similarly, according to some such
embodiments, the controller 150 is configured to flag a
document and/or visually readable image of the document
according to the stop-and-present mode of operation if a
stop-and-present selection element (a second group selec-
tion element) has been selected or activated for the flagging
error that causes the document to be flagged.

According to some embodiments, the interface 1000,
additionally or alternatively, comprises other mode of opera-
tion selection elements such as a third group selection
elements associated with the tag only mode of operation (not
shown), which is discussed above. Likewise, according to
some embodiments, the interface 1000 permit an operator to
designate that one or more particular types of flagging errors
will not trigger the flagging of a bill, for example, the
suspect mode may be turned off.

Additional details about flagging, sorting, flagging inter-
faces and routing interfaces and additionally modes of
operation and error conditions which are employed with the
document processing devices 101, 101" and the document
processing devices 101a,b according some embodiments
can be found in U.S. Pat. No. 6,311,819, which is hereby
incorporated by reference herein in its entirety. For example,
means such as selection elements may be provided to permit
an operator to designate into which of a plurality of output
receptacles documents triggering different flagging errors
are to be sent.

Modes of Operation—Blacklist

Referring generally to FIGS. 11A and 11B, a representa-
tion of an interface 11004, for declaring a flagged docu-
ment as suspect or non-suspect is shown according to some
embodiments. While the following description is in refer-
ence to the document processing system 100, it is contem-
plated that the document processing devices 101, 101',
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101a,b, 400 can include the same or similar interface as
interface 1100a,b. According to some embodiments, as
described above, the document processing system 100 is
configured to authenticate documents using the authentica-
tion sensor 145 and/or by using a database of serial numbers
or other currency bill information such as currency bill
records each including a serial number, denomination,
Federal Reserve Bank number, check letter(s), quadrant
letter(s), face plate number and/or back plate number, and/or
combinations thereof (e.g., a currency bill blacklist database
or a suspect currency bill database) for known or suspected
counterfeit currency bills and a database of checking
account numbers or other check information such as check
records each including MICR data, ABA routing number,
account number, check number, amount data, payee data,
etc., and/or combinations thereof (e.g., a check blacklist
database or a suspect check database) for known or sus-
pected checks associated with fraudulent activity.

The authentication sensor 145 is configured to authenti-
cate the documents based on one or more criteria and/or
authentication tests as is known in the art. Authentication by
use of a suspect or blacklist database is accomplished by
comparing identifying information (e.g., currency bill serial
number for currency bills and MICR lines or portions
thereof for checks) extracted from the visually readable
images generated by the image scanner(s) 140a and/or 1405
for each document processed with data or information in the
blacklist database. For example, for a currency bill, accord-
ing to some embodiments, the document processing system
100 compares an extracted serial number from a particular
visually readable image of a currency bill (or a combination
of denomination and an extracted serial number) with a list
or blacklist database of serial numbers (or combinations of
denominations and serial numbers) associated with counter-
feit or suspected counterfeit currency bills. For another
example, for a check, according to some embodiments, the
document processing system 100 compares an extracted
MICR line (or portions thereof) from a particular visually
readable image of a check with a list or blacklist database of
MICR lines (or portions thereof) associated with fraudulent
or suspected fraudulent checking accounts.

According to some embodiments, the document process-
ing system 100 receives and stores in a memory and/or is
coupled to a memory having stored therein a blacklist
database of serial numbers and/or MICR lines or a currency
bill blacklist database and a check blacklist database as
described above or a database including both currency bill
blacklist information and check blacklist information.
According to some embodiments, the blacklist database of
serial numbers can further include information in addition to
serial numbers, such as, for example, a reason why a
particular currency bill was determined to be suspect and/or
counterfeit. For example, the blacklist database can further
indicate that a blacklisted currency bill having serial number
AL12345678B was blacklisted because of non-conforming
magnetics. For another example, the blacklist database can
further indicate that a blacklisted currency bill having serial
number IF12345678C was blacklisted because of non-con-
forming paper characteristics. It is contemplated that accord-
ing to some embodiments, the document processing devices
and/or systems of the present disclosure, such as device 101,
can include such reasons that bills were determined to be
suspect in generated records and/or databases, such as, for
example, the records and databases described in the Docu-
ment Records and Data Files Section and/or the Modes of
Operation—Searching/Master Database Section, and in
other sections of the present disclosure.
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According to some embodiments, the blacklist database
can be downloaded, uploaded, transmitted, and/or trans-
ferred into the memory 160 of the document processing
system 100 and/or another memory communicatively con-
nected to the document processing system 100. For example,
the document processing system 100 can be configured to
automatically download blacklist databases or updates from
a computer system coupled thereto and/or a website on the
Internet according to a predetermined schedule. Alterna-
tively, when an update is prepared by a third party, for
example, a bank such as the Federal Reserve Bank, the
update can be automatically uploaded to a server that the
document processing system 100 is communicatively con-
nected with for downloading automatically or in response to
an operator input.

According to some embodiments, the document process-
ing system 100 receives a plurality of documents for pro-
cessing. The document processing system 100 is configured
to determine if any of the documents are suspect documents
based on a determination of the authentication sensor 145
and/or based on a comparison of extracted identifying
information with information in the blacklist database. Put
another way, according to some embodiments, the document
processing system 100 is configured to determine if any of
the documents satisfy a suspect criterion, as described in
reference the Modes of Operation—Flagging Section, and in
other sections of the present disclosure. According to some
embodiments, the document processing system 100 is con-
figured to flag a document satistying a suspect criterion by
displaying at least a portion of a visually readable image of
the document on the interface 1100a (e.g., the control panel
170). For example, as shown in FIG. 11A, a visually
readable image 1110a of a flagged currency bill that satisfies
a suspect criterion is shown on the interface 1100a. Accord-
ing to some embodiments, the flagged currency bill satisfies
a suspect criterion because the suspect currency bill failed
one or more of the authentication tests of the authentication
unit 145 and/or because the extracted serial number (or
serial number, denomination, and/or series combination)
corresponds with one of the serial numbers (or serial num-
ber, denomination, and/or series combination) included in
the blacklist database. It is understood that while the fol-
lowing discussion in reference to FIGS. 11A and 11B
regards a suspect currency bill that the same or similar
features are contemplated for checks.

According to some embodiments, the interface 1100a
includes a plurality of selection elements 1130a. According
to some embodiments, the plurality of selection elements
1130qa are softkeys displayed on the control panel 170. The
plurality of selection elements 1130a can include an override
element 11324 and a suspect element 1131a. The plurality of
selection elements 1130q are configured to allow an operator
of the document processing system 100 to make an authen-
tication determination concerning a document associated
with the visually readable image 1110a. For example, the
operator may disagree with and/or desire to override the
suspect determination of the document processing system
100 for the currency bill shown in the interface 1100a.

According to some such embodiments, the operator may
activate or select the override element 11324 to cause the
visually readable image 1110¢ or a data file or record
associated with the visually readable image 1110a to be
tagged as “reviewed-accepted.” Thus, selecting the override
element 11324 overrides the suspect determination of the
document processing system 100 with respect to the cur-
rency bill shown in the interface 1100a. According to some
embodiments, the tagged visually readable image 1110a (not
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shown as tagged) is stored within a data file or record (e.g.,
records 300a-d, data file 301) in the memory 160 of the
document processing system 100 such that the visually
readable image 1110aq reflects that the operator reviewed the
currency bill and manually determined that the currency bill
was not a suspect document. According to some embodi-
ments, the data file or record associated with the visually
readable image 1110q is modified to reflect that the operator
reviewed the currency bill and manually determined that the
currency bill was not a suspect document such as by, for
example, setting a “reviewed-accepted” bit or field in the
data file or record. Various reasons for overriding the suspect
determination of the document processing system 100 are
contemplated.

According to some embodiments, the document process-
ing system 100 is configured to determine a total value
associated with a stack or batch of a plurality of documents
placed in the input receptacle 110 that are processed by the
document processing system 100. According to some such
embodiments, the controller 150 is configured to not include
values of documents determined to be suspect by the docu-
ment processing system 100 in the calculated total value.
According to some embodiments, activation or selection of
the override element 1132a, such as, for example, by touch-
ing, pushing, and/or choosing the override element, over-
rides the suspect determination of the document processing
system 100 with respect to the currency bill shown in the
interface 11004 and further causes the value of the currency
bill to be included in the calculated total value for the batch
of documents. According to some embodiments, the opera-
tor may activate or select the suspect element 1131a to cause
the visually readable image 1110a to be tagged as “suspect”
and/or to leave unchanged any suspect indication existing in
the data file or record associated with the displayed image,
e.g., if a suspect bit or field was set in the data file or record
which in turn caused the displayed image to be displayed,
this suspect bit or field is not changed when the suspect
element 1131a is selected. Thus, selecting the suspect ele-
ment 1131¢ maintains the suspect determination of the
document processing system 100 with respect to the cur-
rency bill shown in the interface 1100a.

According to some embodiments, the interface 1100a
includes a positional locator 1140a and/or a find document
element 1150a. The positional locator 1140a and the find
document element 1150a are the same as, or similar to, the
positional locator 240a and/or the find document element
250a described above and shown in FIG. 9A.

Referring to FIG. 11B, an interface 110056 is shown for
declaring a flagged document as suspect or non-suspect
according to some embodiments. The interface 11005 is
similar to the interface 1100a, except instead of including
the visually readable image 1110a of the entire flagged
currency bill, the interface 11005 includes a visually read-
able serial number snippet image 11105 of the flagged
currency bill and a blacklist serial number 11215. The
blacklist serial number 11215 is a serial number included in
the blacklist database that the controller 150 determined to
correspond with and/or match an extracted serial number of
the flagged currency bill. According to some embodiments,
the operator can review the visually readable serial number
snippet image 11105 and the blacklist serial number 11215
to determine if the serial number of the flagged currency bill
in fact matches and/or corresponds with the backlist serial
number 11215. According to some embodiments, the serial
number of the flagged currency bill will not match the
blacklist serial number 11215 due to an OCR error made
while extracting the serial number from a visually readable
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image of a bill. It is contemplated that various other factors
may cause the serial number of the flagged currency bill to
not correspond with the blacklist serial number 11215.

According to some embodiments, the interface 11005 can
include a denomination snippet image 11116 positioned
adjacent to the visually readable serial number snippet
image 11105. According to some embodiments, the interface
11005 includes a plurality of selection elements 11305, a
positional locator 11405, and a find document element
11505, which are the same as the plurality of selection
elements 1130qa, the positional locator 1140a, and the find
document element 11504 described above and shown in
FIG. 11A.

According to some embodiments, the blacklist database
can be divided into a first database and a second database
such that a first plurality of identifying information is
included in the first database and a second plurality of
identifying information is included in the second database.
According to some embodiments, the first database is used
in a real-time comparison and the second database is used in
a post-processing comparison. According to some embodi-
ments, the information contained in the first database is
different from the information contained in the second
database. For example, the first and the second databases
each include a plurality of serial numbers associated with
currency bills and the serial numbers in the first database are
all different from the serial numbers in the second database.
According to some alternative embodiments, at least one of
the serial numbers in the first database is the same as one of
the serial numbers in the second database. The blacklist
databases (e.g., the first and the second databases) can be
divided based on a number of factors including, but not
limited to, geographical location of the document processing
system 100, identifying information associated with stolen
documents, identifying information associated with ransom
documents, identifying information associated with a cus-
tomer deposit, etc.

According to some such embodiments, a processor/con-
troller such as the controller 150 is configured to compare in
real time document information such as currency denomi-
nation information and/or extracted identifying information
(e.g., extracted serial numbers, extracted MICR lines) only
with the identifying information included in the first data-
base. For example, according to some embodiments, the
document processing system 100 is configured to process
documents and authenticate the documents by comparing
extracted identifying information with information in the
first database simultaneously to the transport mechanism
120 transporting the documents from the input receptacle
110 to the output receptacle 130. According to some embodi-
ments, the document processing system 100 is configured to
process documents and authenticate the documents by com-
paring extracted identifying information with information in
the first database while the transport mechanism 120 is
transporting the documents from the input receptacle 110 to
the output receptacle 130 including while transporting docu-
ments at the speeds described in the Document Processing
Speeds Section, and in other sections of the present disclo-
sure.

Additionally, the document processing system 100 can be
configured to further authenticate the same documents in a
post-processing operation by comparing the extracted iden-
tifying information with information in the second database.
That is, according to some embodiments, after the transpor-
tation mechanism 120 stops transporting the documents, the
document processing system 100 authenticates the docu-
ments by comparing the extracted identifying information
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with information in the second database and/or after the
transportation mechanism stops transporting the documents,
the document processing system 100 completes authenticat-
ing the documents by completing the comparison of the
extracted identifying information with information in the
second database. According to some embodiments, the com-
parison with information in the second database may occur
after the processed bills have been removed from the output
receptacle(s) 130 of the document processing device 101
and/or after another batch of documents has been processed
by the document processing device 101. According to some
embodiments, the document processing system 100 com-
pletes authenticating a batch of documents by completing
the comparison of the extracted identifying information with
information in the second database before the batch of
documents has been removed from the output receptacle(s)
130 of the document processing device 101. According to
some embodiments, the document processing system 100
begins to authenticate a batch of documents by comparing
the extracted identitying information with information in the
second database after a portion of the batch of documents
have been transported to the output receptacle(s) 130, but
before all of the documents in the batch of documents have
been processed and transported to the output receptacle(s)
130.

According to some embodiments, the blacklist database is
divided into the first and the second databases and/or the
information to be stored in the first database is selected so
that the first database has a limited amount of identifying
information (e.g., 10 serial numbers [and/or denominations]
or MICR lines, 100 serial numbers [and/or denominations]
or MICR lines, 1000 serial numbers [and/or denominations]
or MICR lines). The amount of information stored in the first
database is selected to allow the document processing sys-
tem 100 to authenticate based on the first blacklist database
in real time. According to some embodiments, a computer
and/or a second document processing system or device is
communicatively connected to the document processing
system 100 to compare the extracted identifying information
with information in the second database in real time and/or
via a post-processing operation. For example, as the iden-
tifying information is extracted, the document processing
system 100 can transmit records and/or data files including
the extracted identifying information to a memory that is
accessible by the second document processing system for
authentication based on the second database.

According to some embodiments, the first database is
stored in a memory in a document processing device 101,
101", 101a,b or in a memory comprising part the document
processing system 100. According to some such embodi-
ments, the second database is stored in a second memory
associated with a computer or server not residing within the
document processing device 101, 101", 101a,b or forming
part of the document processing system 100 but the com-
puter or server associated with second database is commu-
nicatively connected to the document processing device 101,
101", 1014,b or the document processing system 100. As the
document processing device 101, 101", 1014a,5 or the docu-
ment processing system 100 processes documents and col-
lects document images and extracted or determined docu-
ment information such as serial numbers and denominations
of processed currency bills, the document processing device
101, 101", 1014, b or the document processing system 100 is
configured to send the collected images and/or extracted or
determined document information to the computer or server.
The computer or server then compares the received
extracted and/or determined document information to infor-
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mation stored in the second database. According to some
embodiments, if the computer or server finds a match, it
immediately sends a message back to the document pro-
cessing device 101, 101', 1014, or the document processing
system 100. The document processing device 101, 101",
101a,b or the document processing system 100 is configured
to provide an alert to its operator such a by making a noise
and/or displaying a message on a display such as control
panel 170. According to some embodiments, the system
comprising the computer or server and the document pro-
cessing device 101, 101', 1014, or the document processing
system 100 is configured to perform the comparison of the
extracted and/or determined document information associ-
ated with a batch of documents to the information stored in
the second database, detect any matches for documents in
the batch, send an appropriate message(s) back to the
document processing device 101, 101', 1014,5 or the docu-
ment processing system 100, and alert the operator of the
document processing device 101, 101', 1014,5 or the docu-
ment processing system 100 within minutes of the batch of
documents being initially run on the document processing
device 101, 101", 101a,b or the document processing system
100. Accordingly, the operator is alerted while the batch of
documents are still residing in the document processing
device 101, 101", 101a,b or the document processing system
100 or residing in the vicinity of the operator. For example,
the operator may be a bank teller and the above system
provides an alert to the bank teller that one of the documents
within a batch of documents recently processed by the teller
had information matching information in the second data-
base. The teller may then locate the batch of documents at
his or her teller station and re-run the documents through the
document processing device 101, 101', 1014,5 or the docu-
ment processing system 100. When the documents are
re-run, the document processing device 101, 101', 101a,b or
the document processing system 100 flags the one or more
matching documents such as by off-sorting them to a des-
ignated output receptacle and/or by stopping the document
processing device 101, 101", 101a,5 or the document pro-
cessing system 100 in one of the manners described above
in the present disclosure, such as, for example, according to
the stop-and-present mode of operation.

According to some such embodiments, the computer or
server is communicatively coupled to a plurality of docu-
ment processing devices 101, 101", 1014,5 or the document
processing systems 100 and is configured to receive
extracted information from the plurality of devices 101,
101", 1014,b or systems 100 and to send appropriate mes-
sages back to the appropriate devices or systems. According
to some embodiments, the second database is a suspect
database including suspect serial numbers, suspect combi-
nations of serial numbers and denominations, and/or other
suspect information or attributes associated with currency
bills or checks. When the server detects a match, it sends an
appropriate message back to the device or system from
which the server received extracted information found to
match information in the second database and/or it sends an
appropriate message or e-mail back to the operator of the
device or system from which the server received extracted
information found to match information in the second data-
base. For example, in a banking environment comprising a
plurality of teller terminal or stations, each with a document
processing device or system, the server is communicatively
connected to each device or system. When the server detects
a match, it sends an appropriate message back to the device
or system from which the server received extracted infor-
mation found to match information in the second database
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and/or it sends an appropriate message or e-mail back to the
teller station having the device or system from which the
server received extracted information found to match infor-
mation in the second database. For example, the teller
station may also include a separate bank computer or
terminal and the above e-mail may be sent to that separate
bank computer or terminal to alert the teller as described
above. After receipt of a such an alert, the teller could then
locate the batch of documents identified in the message or
e-mail and re-run that batch or alternatively, re-run all the
documents located within the teller station when the alert is
received. When the documents are re-run, the document
processing device or system in the teller station off-sorts
documents having information found to match information
in the second database and/or halts operation in a manner as
described above such as stopping with a document having
information found to match information in the second data-
base being the last document in an output receptacle of the
document processing device or system. According to some
embodiments, in response to the server not detecting a
match, the server can send an appropriate message, such as
a confirmation, back to the device or system from which the
server received extracted information found not to match
any of the information in the second database and/or it sends
an appropriate message or e-mail back to the operator of the
device or system from which the server received extracted
information found not to match any of the information in the
second database. For example, in the banking environment
described herein, the message can notify the operator that
the extracted information did not match any of the informa-
tion in the second database. According to some embodi-
ments, receipt of a “no match” notice can be used by a bank
teller to release physical batches of documents he or she has
processed from his or her teller station such as by selling a
tray containing batches of documents for which “no match”
notices have been received.

According to some embodiments, a document processing
system is configured to display a plurality of database
selection elements on a display device, such as, for example,
the control panel 170. Each of the database selection ele-
ments is associated with a different suspect database. For
example, a first database selection element is associated with
a first database that includes a first plurality of suspect serial
numbers and a second database selection element is asso-
ciated with a second database that includes a second plu-
rality of suspect serial numbers. For another example, a first
database selection element is associated with a first database
that includes serial numbers associated with drug purchases,
a second database selection element is associated with a
second database that includes serial numbers associated with
newly discovered counterfeit bills, a third database selection
element is associated with a third database that includes
serial numbers associated with all known counterfeit bills, a
fourth database selection element is associated with a fourth
database that includes serial numbers associated with coun-
terfeit bills used to purchase expensive furniture at a specific
store, and a fifth database selection element is associated
with a fifth database that includes serial numbers associated
with counterfeit bills discovered in California.

According to some embodiments, an operator of the
system can select and/or activate one or more of the database
selection elements to make active and/or turn ON compari-
sons of data derived for processed documents such as
extracted serial numbers of bills with data in the correspond-
ing activated and/or turned ON databases. According to
some embodiments, the activated and/or ON databases will
be actively used to authenticate documents processed by the
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system in a real-time comparison mode and/or a post-
processing comparison mode. According to some such
embodiments, the operator can configure which ones of the
databases should be used to authenticate documents on a
real-time comparison mode, which ones of the databases
should be used to authenticate documents on a post-pro-
cessing comparison mode, and which ones of the databases
should remain OFF.

According to some embodiments, identifying information
(e.g., currency bill serial numbers and/or denominations) in
a first database is associated with high-priority suspect
documents and identifying information in a second and/or
third database is associated with low-priority suspect docu-
ments. For example, a high-priority suspect document might
be one involved in a robbery in past week and a low-priority
suspect document might be one involved in a robbery last
year.

According to some embodiments, a document processing
device is configured to authenticate currency bills using a
first database in real-time comparison mode and a second
database in a post-processing comparison mode. According
to some such embodiments, the first database includes at
least about 70 percent fewer serial numbers than the second
database. According to some such embodiments, the first
database includes at least about 90 percent fewer serial
numbers than the second database. According to some such
embodiments, the first database includes at least about 99
percent fewer serial numbers than the second database.
According to some such embodiments, the first database
includes up to about 100 serial numbers and the second
database includes at least about 100 serial numbers.

Referring to FIG. 11C, a document processing network
1100¢ is shown according to some embodiments. The docu-
ment processing network 1100c¢ includes one or more docu-
ment processing devices and/or systems and one or more
databases configured to store a variety of information, such
as, for example, suspect or blacklist information including
currency bill identitying information (e.g., serial numbers)
and/or check identifying information (MICR line data or
portions thereof). According to some embodiments, the one
or more databases are configured to store data files and/or
records, such as the data files and records described in the
Document Records and Data Files Section and in connection
with FIGS. 3A-3E, and in other sections of the present
disclosure.

According to some embodiments, the document process-
ing network 1100c¢ is maintained and configured to provide
a backbone for tracking documents, updating databases of
records/data files/blacklists, and/or determining if a docu-
ment is a suspect document. That is, according to some
embodiments, the devices, systems, and databases of the
document processing network 1100¢ permit one or more
entities, such as, for example, governmental and/or law
enforcement and/or stores and/or one or more financial
institutions to track and determine if currency bills and/or
checks are suspect and/or associated with fraudulent activi-
ties. According to some embodiments, the document pro-
cessing network 1100¢ permits one or more entities, such as,
for example, governmental and/or law enforcement and/or
stores and/or one or more financial institutions to track
non-suspect documents, such as, for example, to track
genuine currency bills associated with and/or used in crimes
as described in the Modes of Operation—Searching/Master
Database Section, and in other sections of the present
disclosure.

Additionally, according to some embodiments, the
devices, systems, and databases of the document processing
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network 1100c¢ permit one or more entities, such as, for
example, governmental and/or law enforcement and/or
stores and/or one or more financial institutions to update one
or more suspect or blacklist databases with identifying
information. For example, a store using a document pro-
cessing device determines that a bill is a suspect bill based
on one or more authentication tests, such as the authentica-
tion tests described in the Document Processing Device and
System Section, and in other sections of the present disclo-
sure. The store can transmit information associated with the
determined suspect bill (e.g., serial number, denomination,
series, etc.) to one or more databases storing such informa-
tion such that other entities like other stores and/or banks can
compare similar information associated with other bills with
the information associated with the determined suspect bill
to make suspect determinations. Thus, according to some
embodiments, the document processing network 1100¢ pro-
vides a system for a multitude of stores, banks, law enforce-
ment entities, etc. to share information like serial numbers of
determined suspect bills, MICR lines of determined suspect
checks, and/or serial numbers of genuine bills to help
combat problems associated with counterfeit bills, fraudu-
lent checks, etc.

The document processing network 1100c¢ is shown as
including a customer document processing system 1102a
and a financial institution document processing system
1103¢ communicatively connected via a network 1160,
although it is contemplated that a multitude of customer
document processing systems 1102q,5,7 and/or a multitude
of financial institution document processing systems 11034,
b,n and/or a multitude of other entities, such as, for example,
governmental and/or law enforcement entities can be com-
municatively connected via the network 1160.

The customer document processing system 1102 includes
document processing devices 1171a-z and communicatively
connected computers 1181a-», although it is contemplated
that the customer document processing system 1102 can
include any number of document processing devices and/or
computers. Similarly, the financial institution document pro-
cessing system 1103 includes document processing devices
1173a-n and communicatively connected computers 1183a-
n, although it is contemplated that the financial institution
document processing system 1103 can include any number
of document processing devices and/or computers. It is
contemplated that, according to some embodiments, each of
the computers 1181a-r» and 1183a-» can be communica-
tively connected with between one and thirty document
processing devices.

The document processing network 1100¢ includes one or
more databases. The database(s) can be stored in one or
more memory devices located in one or more computers
and/or in one or more document processing devices. As
shown, the customer document processing system 1102
includes one or more databases 1190, the financial institu-
tion document processing system 1103 includes one or more
databases 1192, and the network 1160 includes one or more
databases 1194q . . . 1194n. The databases 1190, 1192, 1194
are configured to store records and data files such as the
records and data files described in the Document Records
and Data Files Section, and in other sections of the present
disclosure. Additionally, according to some embodiments,
the databases 1190, 1192, 1194 are configured to store image
data from which visually readable images can be reproduced
and/or serial numbers of bills and MICR lines of checks, or
portions thereof. According to some embodiments, the data-
bases 1190, 1192, 1194 include records associated with
suspect and/or counterfeit bills and/or checks. According to
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some embodiments, the databases 1190, 1192, 1194 include
records associated with all bills and/or checks processed on
one or more specific document processing devices and/or
other information such as information provided by law
enforcement entities. For example, the database 1190a can
be configured to only store records associated with docu-
ments processed on the document processing device 1171a.
For another example, the database 11905 can be configured
to only store records associated with suspect documents.

According to some embodiments, a database (e.g., data-
bases 1190, 1192, 1194a-r, 1440, 1540, 1541, 1640, 1680,
1685, 1690, and 1740) storing records associated with
documents processed on one or more specific document
processing devices can be used to enable a person or entity
with access to the database, such as, for example, a store, a
bank, a third party, a bank customer, a store customer, and/or
a governmental or law enforcement entity to look up a
record in the future for a variety of reasons. For example, a
bank can look up one or more records associated with bills
returned to the bank from the U.S. Federal Reserve as being
counterfeit to aid in determining which customer deposited
the bill and should be charged back. For another example, a
bank or government entity can track large deposits of
currency bills such as for creating cash letters or govern-
ment-required reports for deposits over, for example, $10,
000. For another example, such storage of records in a
database can be used to help law enforcement agencies in the
case of a robbery or theft, such as described in the Modes of
Operation—Searching/Master Database Section, and in
other sections of the present disclosure. For another
example, the storage of records can be used by a financial
institution to assist in analyzing cash flow through the
financial institution, which can be helpful in making deci-
sions about ordering money from the U.S. Federal Reserve.

According to some embodiments, a database or select
portion thereof (e.g., databases 1190, 1192, 1194a-n, 1440,
1540, 1541, 1640, 1680, 1685, 1690, and 1740) storing
records associated with documents (bills only, checks only,
bills and checks) processed on one or more document
processing devices and/or systems can be sorted/arranged to
be viewed on one or more communicatively connected or
coupled computers and/or display devices and/or printed on
one or more communicatively connected or coupled printing
devices. For example, the databases containing bill and/or
check records can be sorted and/or organized by transaction
such that all records associated with a transaction identifier
are sorted or grouped together within the database. For
another example, the databases containing bill records can
be sorted and/or organized by denomination such that all bill
records associated each denomination are sorted or grouped
together within the database (e.g. all bill records associated
with $5 bills are grouped together, all bill records associated
with $100 bills are grouped together, etc.). For another
example, the databases containing bill records can be sorted
and/or organized by denomination as described above and
then further sorted and/or grouped sequentially by serial
number (lowest to highest or highest to lowest) for bill
records. For another example, the databases containing bill
records can be sorted and/or organized by Federal Reserve
Letter/Number only or by Federal Reserve Letter/Number
and the further sorted and/or grouped by denomination as
described above and/or sequentially by serial number as
described above. For another example, the databases con-
taining bill records can be sorted and/or organized by the
order in which corresponding bills were stacked into a
cassette or strapped in a strap of bills (e.g., strap of 100
bills).
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According to some embodiments, the databases 1190a-7,
1192a-» in the customer document processing system and
the financial institution document processing system,
respectfully, are local databases the same as, or similar to,
the first database and the databases 1194a,n are remote
databases, the same as, or similar to, the second database
described herein.

According to some embodiments, the customer document
processing system 1102 is configured to download and/or
otherwise receive information, such as, for example, suspect
serial numbers and/or records associated with suspect docu-
ments from the databases 1194a-n in the network 1160
and/or from the databases 1192a-r in the financial institution
document processing system 1103. The received informa-
tion can be stored in a memory device of one or more of the
document processing devices 1171a-n, one or more of the
customer computers 1181a-», and/or one or more of the
customer databases 1190a-n. That is, according to some
embodiments, the customer document processing system
1102 can update its blacklist database with additional infor-
mation to aid in determining suspect documents. Addition-
ally, according to some embodiments, in a similar fashion to
downloading, the customer document processing system
1102 can upload, transfer, and/or otherwise make available
information, such as, for example, records, data files, image
data, serial numbers, and or MICR lines or portions thereof,
to the databases 11944-# in the network 1160 and/or to the
databases 1192g-r in the financial institution document
processing system 1103.

Similarly, according to some embodiments, the financial
institution document processing system 1103 is configured
to download and/or otherwise receive information, such as,
for example, suspect serial numbers and/or records associ-
ated with suspect documents from the databases 1194a-» in
the network 1160 and/or from the databases 1190a-» in the
customer document processing system 1102. The received
information can be stored in a memory device of one or
more of the document processing devices 1173a-n, one or
more of the customer computers 1183a-», and/or one or
more of the customer databases 1192a-z. That is, according
to some embodiments, the financial institution document
processing system 1103 can update its blacklist database
with additional information to aid in determining suspect
documents. Additionally, according to some embodiments,
in a similar fashion to downloading, the financial institution
document processing system 1103 can upload, transfer,
and/or otherwise make available information, such as, for
example, records, data files, image data, serial numbers, and
or MICR lines or portions thereof, to the databases 1194a-»
in the network 1160 and/or to the databases 1190a-# in the
customer document processing system 1102.

According to some embodiments, one or more of the
databases 1190 are configured to store records and/or data
files associated with documents processed within the cus-
tomer document processing system 1102 and different ones
of the databases 1190 are configured to store blacklist
information, such as suspect records, suspect serial numbers,
suspect MICR lines or portions thereof. Similarly, according
to some embodiments, one or more of the databases 1192 are
configured to store records and/or data files associated with
documents processed within the financial institution docu-
ment processing system 1103 and different ones of the
databases 1192 are configured to store blacklist information,
such as suspect records, suspect serial numbers, suspect
MICR lines or portions thereof.
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Modes of Operation—Searching/Master Database

FIG. 12A illustrates exemplary records 1201q in a data-
base 1200a created using a document processing device or
system, such as, for example, the document processing
system 100, the document processing device 101, the docu-
ment processing device 101', and/or the document process-
ing devices 101a,b. For ease of description, the following
disclosure regarding searching and master databases is made
in reference to the document processing system 100 and/or
a document process system or device; however, it is under-
stood that any of the preceding systems or devices can be
used in similar or the same manners as described herein. The
database 1200a is also referred to as a master database
configured to store records associated with a plurality of
documents processed by a document processing system.
According to some embodiments, each record is associated
with one or more customer account numbers and/or one or
more transaction identifiers. The database 1200a can be
stored within a memory (e.g., the memory 160) of the
document processing system 100 and/or any other storage or
memory device communicatively connected with the docu-
ment processing system 100 (e.g., the memory of the com-
puter 151, shown in FIG. 1). The information in the database
12004 can be displayed on a control panel (e.g., the control
panel 170) of the document processing system 100. Alter-
natively or additionally, the information in the database
12004 can be displayed on any display device communica-
tively connected with the memory storing the database
12004 or the document processing system 100.

According to some embodiments, the records 1201a in
the database 1200a are summary versions of the records
300a-d described above and shown in FIGS. 3A-D. Accord-
ing to some embodiments, selecting or activating a portion
of one of the records 1201a causes the document processing
system 100 to display the entire record, or additional data
fields (e.g., data fields 330a,b; 360q,b, etc.), on the control
panel 170 or other display in a similar fashion as shown in
FIGS. 3A-D. For example, the operator can touch one of the
identification snippet images 1230a to pull-up or display a
more complete record for the respective record.

While the database 1200a illustrates records 1201a asso-
ciated with currency bills and checks, it is contemplated that
the database 1200a can solely include records associated
with currency bills or checks. It is also contemplated that the
database 12004 can include records that are associated with
other types of documents, such as, for example, deposit
slips. The records 1201a may include a number of data fields
and/or image fields, such as the order in which a document
was imaged, that is, document number 1210q. Other fields
in the records 1201a may include a full image field 1220, an
image field of an identification snippet 1230a, an extracted
identifier field 1240a obtained using, for example, OCR
techniques such as those described in the Optical Character
Recognition Section, and in other sections of the present
disclosure, a value field 1250q, an account number field
1260q associated with a deposit, and a transaction identifier
field 1265a. For currency bills, the identification snippet is
a serial number snippet, the extracted identifier is an
extracted serial number, and the value is a denomination. For
checks, the identification snippet is a MICR line snippet, the
extracted identifier is extracted MICR line data or an
extracted portion of a MICR line, and the value is a check
amount. The exemplary database 1200a is associated with
three deposit transactions 1265a, ; and three separate
deposit account numbers 1260a,_; that correspond to respec-
tive accounts associated with the respective deposit trans-
actions. It is contemplated that according to some embodi-
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ments, the database 1200a can include records associated
with any number of financial transactions and/or account
numbers, such as, for example, 1, 2, 10, 100, 1,000, 10,000,
1,000,000, etc. It is also contemplated that each record can,
according to some embodiments, be associated with more
than 1 transaction and/or more than 1 account number. For
example, if a particular currency bill is deposited into the
same bank three times by three different people with three
different account numbers, the record associated with that
currency bill can indicate the account numbers and/or trans-
action identifiers associated with each of those deposits.
According to some other embodiments, each time a currency
bill or other document is deposited, a new record can be
created, which is unique from all other records associated
with that same document. Other data associated with each
record for a document (e.g., a currency bill or a check) can
also be stored in the database 12004 such as data associated
with fields 320, 311'-317', 321', 331', 332' and/or 333
described above in connection with FIG. 3A. Similarly, each
record for a check may contain data associated with fields
340, 350, 341'-347', 361", 362' and/or 363" described above
in connection with FIG. 3B.

According to some embodiments, one or more of the
records 1201¢ in the database 12004 may have incomplete
extracted identifier character information 1270a due to, for
example, an error in the OCR and/or controller and/or the
image of the character information to be extracted being
unreadable by the OCR software. In FIG. 12A, individual
identifier characters that were not determined during char-
acter extraction are indicated by a single wildcard character,
such as, for example, a question mark “?”” or an underscore
“ . For example, in record 4, the routing and transit
characters in the fourth and ninth positions of the check were
not extracted and are thus represented by a wildcard char-
acter. For record 5, the currency bill had an eleven character
serial number but the characters in the fifth through seventh
character positions were not determined and are thus repre-
sented by a wildcard character. Similarly, in record 6, the
characters in the second through fourth character positions
and the character in the sixth character position were not
determined and are thus represented by a wildcard character.
In record 8, the fourth character in the serial number was not
determined during the serial number extraction process and
is replaced with a wildcard character.

According to some embodiments, all records in a database
include an extracted identifier that has no more than a
threshold number of wildcard characters. That is, according
to some embodiments, an extracted identifier must be
extracted with a certain degree of accuracy prior to being
accepted and/or stored in the database. The threshold num-
ber of wildcard characters can be a predefined number, such
as, for example, 1, 2, 3, or more. The threshold number can
be preset in the software of the document processing system
100 and/or configured by an operator. If the threshold
number is set at, for example, 2 wildcard characters, then
during processing of documents, a document processing
device or system will require operator input to correct and/or
complete all extracted identifiers with more than 2 wildcard
characters. For example, if a currency bill is imaged and an
incomplete identifier (e.g., a serial number) is extracted
during processing that results in an extracted serial number
of 12347728901, the system can prompt an operator to
review the currency bill or an image of at least a portion of
the currency bill to determine the missing characters and
manually enter the missing characters into the document
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processing system 100. According to some embodiments,
the operator only has to enter 1 of the 3 missing characters
if the threshold number is 2.

According to some alternative embodiments, there is no
threshold number of wildcard characters. In such embodi-
ments, a record can be stored in the database with 1, 2, 3, or
even all of its characters being wildcard characters. Such a
record may be created for a document that has excessive
soiling or wear. It is contemplated that some operators may
desire to allow the document processing system 100 to
continually run and store records in the database, even if an
identifier cannot be extracted to increase an overall docu-
ment processing efficiency. According to some embodi-
ments, the document processing system 100 and/or device
101, 101" is configured to accept without requiring operator
intervention all records associated with some denominations
(e.g., $1, $2, $5, $10, and $20 or by currency USD, EUR,
TKL) with any number of wildcard characters, while the
system 100 and/or device 101, 101" is configured to accept
records associated with other denominations (e.g., $50 and
$100) only if the records contain less than a predetermined
number of wildcard characters such as 3 or less wildcard
characters for a given field such as a serial number field. For
records associated with such other denominations having an
extracted set of characters containing 4 or more wildcard
characters, the system 100 and/or device 101, 101' is con-
figured to prompt the operator (or other person receiving the
records) to input some or all of the missing characters.

According to some embodiments, incomplete extracted
identifier character information 1270q is corrected by an
operator, such as, for example, by using interface 200c-e
an/or the control panel 170 for entering missing data and/or
correcting OCR errors such as described above in connec-
tion with FIGS. 9C-9E. That is, an operator can correct or
enter missing identifier characters during the processing of
physical documents with the document processing system
100. According to some embodiments, incomplete extracted
identifier character information is not corrected by an opera-
tor, but rather, is stored in a database with missing charac-
ters. In some such embodiments, the incomplete identifier
character information is acceptable because the number of
wildcard characters is less than the threshold number for that
document type.

According to some embodiments, the extracted identifier
field 1240a of the records 1201a associated with U.S.
currency bills includes a number of alphanumeric characters
including alpha character fields 1280a, 12824 and a numeric
field 1281a. For example, according to some embodiments,
in the first alpha field 1280a, the first letter can refer to the
series of a currency bill (e.g., document 1 from FIG. 12A is
a series C currency bill and document 6 from FIG. 12Ais a
series D currency bill). The second letter in the first alpha
field 12804 can refer to one of the twelve U.S. Federal
Reserve Banks that ordered the particular currency bill. The
second alpha field 12824 can be used to designate the
number of times a particular numeric portion of a serial
number has been used. A currency bill of a particular
denomination may have a unique serial number field based
on the alphanumeric characters printed on the currency bill,
but it is possible for an authentic currency bill to have the
same exact numeric serial number portion 1281a as another
authentic currency bill. For example, one $20 currency bill
could have the alphanumeric serial number of
AA12345678A and another $20 currency bill could have the
alphanumeric serial number of AA12345678B. While the
numeric portion of the serial number is identical for both $20
currency bills, the alphanumeric serial numbers are unique
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for each currency bill (e.g., the field 12824 “A” and “B”
being different). According to some embodiments, the
extracted identifier field 1240¢ of the records 1201a asso-
ciated with checks can include one or more of the following:
an amount field, an on-us field, a transit and routing field,
and/or an auxiliary on-us field. As shown in FIG. 12A, the
extracted identifier field 1240c¢ includes a routing and transit
number field 12834,, an account number field 1283a,, and
a check number field 1283a,. It is contemplated that accord-
ing to some embodiments, the extracted identifier field
1240c¢ can include more or less information.

Referring to FIG. 12B, a database 12005 created using a
document processing device or system, such as, for
example, the document processing system 100, the docu-
ment processing device 101, the document processing
device 101', and/or the document processing devices 101a,5
is shown according to some embodiments. The database
12005 is similar to the database 12004. The database 12005
includes a plurality of exemplary records 12015 associated
with currency bills. The records 12015 include a number of
data fields and image fields, such as the order in which a
currency bill was imaged—here shown as Document ID
column or fields 12105. Other columns or fields include an
image field of a serial number snippet 12305, an extracted
serial number field 12405 obtained using, for example, OCR
techniques as described above, and a document type field
1285. In the illustrated embodiment, the document type for
all the records 12015 is “Currency Bill.” According to other
embodiments, the document type may also include check,
deposit slip, etc. It is contemplated that according to some
embodiments, various other fields may be included in the
database 12004, as discussed above in connection with
FIGS. 12A and 3A-3D.

Referring generally to FIGS. 12C-12F, according to some
embodiments, an operator of a document processing device
or system, such as, for example, the document processing
system 100, the document processing device 101, the docu-
ment processing device 101', the document processing
devices 101aq,b, the customer document processing system
102, and/or the financial institution system 103, can perform
a search using a search algorithm to search a database, such
as, for example, the database 1200q,6 for one or more
records 1201a,b (e.g., records 300a-d, 305a-/) associated
with one or more documents. According to some embodi-
ments, the operator searches the one or more databases with
one or more target identifiers. According to some embodi-
ments, a target identifier only includes alphanumeric char-
acters. According to some other embodiments, a target
identifier includes alphanumeric characters and one or more
wildcard characters, such as, for example, eight alphanu-
meric characters and three single wildcard characters (e.g.,
“?”) or seven alphanumeric characters and one multiple
wildcard character (e.g., “%”). For another example, the
operator can search for currency bill records by entering a
complete currency bill serial number, a portion of a currency
bill serial number, or a portion of a currency bill serial
number and one or more wildcard characters and/or a
currency bill denomination into, for example, the control
panel 170 of the document processing system 100. For
another example, the operator can search for a check record
by entering MICR line characters, a portion of a MICR line,
or a portion of a MICR line and one or more wildcard
characters that can include, for example, an amount, an
on-us number, an auxiliary on-us number, a routing and
transit number, a customer account number, and/or a check
number, into, for example, the control panel 170 of the
document processing system 100.
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According to some embodiments, the database 1200a,b
can be queried and/or searched to find, for example, a record
associated with a suspect or known counterfeit currency bill.
According to some embodiments, the database 1200a,b can
be queried to find a data file including and/or associated with
a record. Non-limiting examples of searches are described
herein in reference to the document processing system 100
for ease of description; however, it is understood that
according to varying embodiments the document processing
device 101, the document processing device 101", the docu-
ment processing devices 101a,b, the customer document
processing system 102, the financial institution system 103,
and/or a computer communicatively connected to the
memory storing the database(s) can each be used to perform
the same or similar searches.

According to some embodiments, the document process-
ing system 100 includes a memory, such as, for example, the
memory 160, and/or is communicatively connected to a
memory that stores the database 12004, including the
records 1201a,b. According to some embodiments, the data-
base(s) 1200a, b (and/or 1440, 1540, 1541, 1640, 1680,
1685, 1690, 1740 of FIGS. 14-17) can be searched for
records of currency bills having one or more of the following
target identifiers: a target serial number, a target denomina-
tion, a target series, a target back plate number, a target
check letter and quadrant number, a target check letter and
face plate number, a target Federal Reserve letter/number,
etc. and/or ranges in the corresponding fields. For example,
an operator might search a currency database for records of
all bills matching a subgroup of these target identifiers, such
as, for example, all records for bills with the Federal Reserve
Bank number 11, check letter quadrant number 4, back plate
number 5, series 1990, and denomination $100. According
to some embodiments, the database can be searched for
records of checks having one or more of the following target
identifiers: a target account number, a target bank number
(routing or transit number), a target check amount, a target
check number, a target date of check, etc. and/or ranges in
the corresponding fields such as a range of checks amounts
and/or dates. As described in more detail below, searches
such as for currency bills and/or checks can be performed
that require exact matching, matching for digits stored as
wildcards, for example, “?”, 1-difference matching, etc.

According to some embodiments, the operator enters or
otherwise inputs a target identifier, such as a target serial
number of a currency bill into the document processing
system 100 via the control panel 170. Alternatively, the
operator can input the target serial number into an input
device communicatively connected to the document pro-
cessing system 100. According to some embodiments, the
operator enters or otherwise inputs a target serial number
and a target denomination. That is, the target identifier
includes a serial number portion and a denomination por-
tion. According to some such embodiments, a target denomi-
nation may be required to distinguish between two currency
bills having the same exact serial number. As shown in
FIGS. 12C-12F, the target denomination is not limited to a
specific denomination or currency, but rather includes all
denominations within the selected currency (e.g., USDI1,
USD2, USD3, USD10, USD20, USD20, USD50, and
USD100)—that is, the system 100 will search all records
regardless of denomination. As shown in FIG. 12G, the
target denomination is limited solely to USD100—that is,
the system 100 only searches for a matching record associ-
ated with a $100 bill.

According to some embodiments, the target serial number
corresponds to the serial number of a currency bill that has
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been identified as being counterfeit, such as, by the Federal
Reserve Bank or Secret Service. According to some embodi-
ments, the target serial number is a serial number of interest.
For example, the target serial number can be the serial
number of a suspect currency bill or the target serial number
can be the serial number of a genuine currency bill, such as,
for example, a laundered currency bill (e.g., drug money), a
currency bill involved with a crime, a theft, and/or a ransom.
According to some embodiments, the target serial number
corresponds to a portion of a serial number of a currency bill
and one or more wildcard characters. Various other reasons
for querying a serial number or a check MICR line are
contemplated, such as, for example, law enforcement pur-
poses. For another example, in a Bank setting, an operator
of'a device, such as, for example, an imaging MPS in a back
room or vault of the Bank, might desire to search for a record
including a serial number of a currency bill determined to be
suspect via the imaging MPS. According to some embodi-
ments, the operator searches the database to determine
which teller in the Bank accepted the suspect bill and from
which customer. According to some embodiments, the
operator can then take responsive action, such as, for
example, notifying a bank manager, initiating an investiga-
tion, etc.

For another example, many banks include one or more
bundles of currency bills with prerecorded serial numbers
and/or prerecorded denominations in each teller draw and/or
at each teller station. When a bank robber holds up the bank,
the tellers are trained to give these bundles of currency bills
to the bank robber. Thus, law enforcement agencies can use
the prerecorded serial numbers and/or denominations to
track the stolen money. For example, the prerecorded serial
numbers and/or denominations can be added to a database
such as a stolen money database and/or a crime money
database, similar to a blacklist database according to the
present disclosure. Thus, when banks and/or other entities
use one or more document processing systems or devices
according to the present disclosure to process currency bills,
the serial numbers and/or denominations of the processed
currency bills can be extracted and compared to the serial
numbers and/or denominations of the currency bills included
in the crime money database. When a match occurs, law
enforcement agencies can be notified and provided infor-
mation associated with how a particular entity having a
document processing system came to be in possession of
currency bills having serial numbers and/or denominations
matching those stored in the stolen money database. For
example, when a bank receives a deposit including currency
bills from a customer, the teller can run the money through
a document processing system or device as described in the
present disclosure. The document processing system or
device images each received bill, denominates each bill, and
extracts the serial number of each bill. Data files and/or
records are generated for the deposit transaction as described
herein. In addition to serial number and denomination infor-
mation the data file and/or records may include information
associating the deposit of each bill with a customer who
deposited the currency bills and/or the customer account
which was credited for the associated deposit. Thus, a match
can help the law enforcement agencies track the stolen
money and/or find the bank robber or a bank account
associated with the bank robber or provide leads for law
enforcement personnel by allowing them to determine into
which accounts stolen currency bills were deposits and thus
investigate the owner of such accounts and/or question them
about how they came into possession of the stolen currency
bills.
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For another example, law enforcement agencies may
desire to track currency bills deposited and/or withdrawn
from one or more financial institution accounts, such as, for
example, a bank account of a suspected drug dealer, crimi-
nal, money launderer, etc. According to some such embodi-
ments, with a proper subpoena, the law enforcement agen-
cies can create or develop a database by denomination
and/or serial number for currency bills withdrawn and/or
deposited in one or more target bank accounts. Law enforce-
ment agencies can then enter these serial numbers and/or
denominations in one or more databases in cooperating
banks such that any genuine currency bills deposited at the
cooperating banks that match a serial number and/or
denomination in the database can be flagged according to
one or more of the flagging modes described above in the
Modes of Operation—Flagging Section, and in other sec-
tions of the present disclosure. Such a flagging operation of
the matching-deposited currency bills can help the law
enforcement agencies to identify the customer(s) making the
deposit(s) or otherwise understand the flow of currency bills
among one or more persons involved in or associated with
persons involved in criminal activity. According to some
such embodiments, the law enforcement can track the serial
numbers in the database to identify patterns or flow of the
currency between one or more bank accounts to help iden-
tify target customer(s) and/or other individuals associated
with the target customer(s) and one or more currency bills
matching the data in the database.

According to some embodiments, the flagging may sim-
ply involve tagging a record or data file associated with a
currency bill having parameters matching one or more
parameters or specific combinations of parameters in a crime
money database. According to some such embodiments,
bank personnel such as bank personnel running one or more
document processing devices in a bank would not have to be
alerted to the occurrence of a match to the information in a
crime money database. Rather, the document processing
system could be configured to only alert law enforcement or
a law enforcement computer system and/or only selected
individuals within a bank. According to some embodiments,
information related to deposited currency bills such as
information in the above described data files or records is
simply sent to or provided to law enforcement personnel
and/or law enforcement computer systems, and comparison
of data to data in a crime money database is performed by
law enforcement personnel and/or on law enforcement com-
puter systems.

According to some embodiments, a target serial number
of a currency bill has 11 or 10 characters, that is, the serial
number includes M characters, where M equals 11 or 10
depending on the series of the currency bill. According to
some such embodiments, all of the M characters are alpha-
numeric characters. According to some other embodiments,
one or more of the M characters is a wildcard character.
According to some embodiments, the operator can search
for currency bills having all M characters or some integer
amount less than M characters. For example, the operator
can input M or M-X number of characters into the document
processing system or device, where M equals 11 or 10 and
X can equal 0, 1, 2, 3, 4, etc. Similarly, according to some
embodiments, the operator can enter or otherwise input at
least a portion of a target MICR line of a check that has
between about 25 and 65 alphanumeric characters. That is,
the MICR line includes M characters where M can equal any
number between about 25 and 65. In some such embodi-
ments, the operator can search for checks having all M
characters or some integer amount less than M characters.
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For example, the operator can input M-X characters, where
M-X equals the total number of characters in a routing and
transit field of the MICR line (e.g., 9 numeric characters),
the on-us field of the MICR line, the amount field in the
MICR line, or any combination thereof. According to some
embodiments, the operator can input M-X characters into
the document processing system, where the M-X characters
include one or more wildcard characters. For example, a
target serial number can be entered as follows:
7B12345678A, 7B12345678?7, %345678A, %12345%.

In response to receiving a target identifier, the document
processing system 100 searches or queries one or more
databases looking for any records including an extracted
identifier (e.g., 1240q) that matches the target identifier.
According to some embodiments, the document processing
system 100 is configurable to perform one or more types of
searches to find one or more stored records associated with
one or more documents. It is contemplated that an operator
of the document processing system 100 can select the type
of search to be performed from, for example, a dropdown
window. Alternatively or additionally, the type of search can
be preprogrammed into the document processing system 100
as a default search.

According to some embodiments, the document process-
ing system 100 can perform a basic-exact-match search. The
basic-exact-match search entails an operator entering a
complete target identifier (e.g., 10 character serial number)
with no missing characters and no wildcard characters. In
response to receiving the complete target identifier, the
document processing system 100 searches or queries one or
more databases to find a record that includes an extracted
serial number with 10 characters that exactly match the
target serial number in both value and position. For example,
as shown in FIG. 12C, an operator entered a complete 10
character target serial G71154353A 1241¢. The document
processing system 100 returned a single record result 1201¢
because the record 1201¢ was the only record in the queried
databases that included a 10 character extracted serial num-
ber that exactly matched the target serial number.

According to some embodiments, the document process-
ing system or device is configurable to perform a wildcard-
exact-match search. The wildcard-exact-match search
entails an operator entering a complete target identifier (e.g.,
10 character serial number) with no missing characters and
no wildcard characters. In response to receiving the com-
plete target identifier, the document processing system or
device searches or queries one or more databases to find one
or more matching records that include an extracted serial
number having 10 characters, where between 0 and 10 of the
characters of the extracted serial number are wildcard char-
acters and the rest of the characters exactly match the target
serial number in both value and position. That is, a record
including an extracted serial number having wildcard char-
acters will result in a matching record if the non-wildcard
characters of the extracted serial number exactly match the
target serial number. For example, in a wildcard-exact-
match search the following extracted serial numbers will
result in a wildcard-exact-match for a target serial number of
G12345678A: G12345678A, 7123456782, ?12345678A,

According to some embodiments, a wildcard-exact-match
search can result in many records because there is no limit
to the number of wildcard characters in matching results.
Thus, according to some embodiments, the wildcard-exact-
match search can be modified to limit the number of
wildcard characters in matching results. Such searches are
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referred to herein as a 1-wildcard-exact-match search, a
2-wildcard-exact-match search, a 3-wildcard-exact-match
search, etc.

A 1-wildcard-exact-match search entails an operator
entering a complete target identifier (e.g., 10 character serial
number) with no missing characters and no wildcard char-
acters. In response to receiving the complete target identifier,
the document processing system or device searches or
queries one or more databases to find one or more matching
records that include an extracted serial number having 10
characters, where no more than 1 of the characters of the
extracted serial number is a wildcard character and the rest
of the characters exactly match the target serial number in
both value and position. That is, a record including an
extracted serial number having one or fewer wildcard char-
acters will result in a matching record if the non-wildcard
characters of the extracted serial number exactly match the
target serial number in both value and position. For example,
in a 1-wildcard-exact-match search the following extracted
serial numbers will result in a 1-wildcard-exact-match for a
target serial number of G12345678A: G12345678A,
?12345678A, G12347678A, G1234567?A, G1234567% A.
Similarly, the following extracted serial numbers will not
result in a 1-wildcard-exact-match for a target serial number

272345677A, C12345678A, C?2345678A.

According to some embodiments, the document process-
ing system 100 is configurable to perform an x-degree-of-
freedom search, such as, for example, a 1-degree-of-free-
dom search, a 2-degree-of-freedom search, 3-degree-of-
freedom search, etc. The x-degree-of-freedom search entails
an operator entering a complete target identifier (e.g., 11
character serial number) with no missing characters and no
wildcard characters. In response to receiving the complete
target identifier, the document processing system 100
searches or queries one or more databases to find one or
more matching records that includes an extracted serial
number that exactly matches the target serial number in all
character positions but x, where x is 1, 2, 3, etc. For example,
for a 1-degree-of-freedom search (x=1), the document pro-
cessing system 100 attempts to match 1 (x=1) fewer char-
acters than all of the inputted target identifier characters, that
is, a 1 character difference or deviance between the complete
target identifier (e.g., target serial number 12414) and an
extracted serial number will result in a 1-degree match for a
1-degree-of-freedom search. For another example, in a 1-de-
gree-of-freedom search the following extracted serial num-
bers will result in a 1-degree match for a target serial number
of GA12345678A: CA12345678A, ?A12345678A, and
GA123?5678A. For yet another example, in a 3-degree-of-
freedom search, the following extracted serial numbers will
result in a 3-degree match for a target serial number of
GA12345678A: GA12345678A, CA12345678A,
72123456787, and CB12345678B. Thus, a 3-degree-of-free-
dom search will produce 1-degree matches, 2-degree
matches, and 3-degree matches.

According to some embodiments, an operator does not
have a complete target identifier, but rather has a portion of
an identifier to search. For example, a law enforcement
agency like the secret service might be interested in search-
ing a database for all records including 11 character
extracted serial numbers, where the first 8 characters of the
serial numbers are GA123456. For another example, a law
enforcement agency might be interested in searching a
database for all records including 11 character extracted
serial numbers, where the first 4 characters of the serial
numbers are GA12 and the last 2 characters are 8A. For yet
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another example, an operator simply might not know or only
have a portion of a target serial number, such as, if a portion
of' the target serial number is unreadable. According to some
embodiments, the document processing system or device
can perform such searches according to one or more differ-
ent searching criteria. For example, the document processing
system 100 can perform a basic-wildcard-placeholder search
or an expanded-wildcard-placeholder search.

A basic-wildcard-placeholder search entails an operator
entering a portion of a complete target identifier (e.g., 9
characters of an 11 character serial number) with wildcard
characters in place of any non-entered identifier characters
(e.g., unknown or missing serial number characters). In
response to receiving the portion of the complete target
identifier with one or more wildcard placeholders, the docu-
ment processing system or device searches or queries one or
more databases to find one or more matching records that
include all extracted serial numbers having 11 characters,
where the portion of the complete target serial number
exactly matches the non-wildcard characters of the extracted
serial number. For example, in a basic-wildcard-placeholder
search the following extracted serial numbers will result in
a basic-wildcard-placeholder-match for a target serial num-
ber of GA123456??7? or GA123456%: GA12345678A,
GA12345611B, GA12345699?, and GA123456??C. Simi-
larly, the following extracted serial numbers will not result
in a basic-wildcard-placeholder-match for a target serial
number of GA12345627?: GA12995678A, ?A12348878?,
?77234887?A,  GBI12345678A,  and
?A12345678A. For another example, in another basic-wild-
card-placeholder search the following extracted serial num-
bers will result in a basic-wildcard-placeholder-match for a

larly, the following extracted serial numbers will not result
in a basic-wildcard-placeholder-match for a target serial

An expanded-wildcard-placeholder search entails an
operator entering a portion of a complete target identifier
(e.g., 9 characters of an 11 character serial number) with
wildcard characters in place of any non-entered identifier
characters (e.g., unknown or missing serial number charac-
ters). In response to receiving the portion of the complete
target identifier with one or more wildcard placeholders, the
document processing system or device searches or queries
one or more databases to find one or more matching records
that include all extracted serial numbers having 11 charac-
ters, where any number of the characters of the extracted
serial number are wildcard characters and the non-wildcard
characters exactly match the portion of the complete target
serial number. For example, in an expanded-wildcard-place-
holder search the following extracted serial numbers will
result in an expand-wildcard-placeholder-match for a target
serial number of GA123456??7? or GA123456%:
GA12345678A, ?712345678A, and GA1234?678?. Simi-
larly, the following extracted serial numbers will not result
in an expanded-wildcard-placeholder-match for a target
serial number of GA123456??7? or GA123456%:

According to some embodiments, the document process-
ing system or device is configurable to perform an exact-
string-match search. An exact-string-match search returns
records including extracted identifiers that have an equal
number of characters or more characters than the number of
inputted characters of the target string of identifier charac-
ters. For example, for a target string of 8 identifier charac-
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ters, all results must have 8 or more identifier characters. The
exact-string-match search entails an operator entering a
target string of identifier characters (e.g., a string of 8
identifier characters) with no wildcard characters. In
response to receiving the target string of identifier charac-
ters, the document processing system or device searches or
queries one or more databases to find one or more matching
records that include an extracted serial number having, for
example, 11 characters, where any string of 8 characters
within the extracted serial number exactly match the target
string of identifier characters. For example, in an exact-
string-match search of currency bill serial numbers the
following extracted serial numbers will result in an exact-
string-match for a target string of identifier characters of
GA123456: GA12345678A, GA12345627?, 222GA123456,
90GA123456A, and GA12345678. Similarly, the following
extracted serial numbers will not result in an exact-string-
match for a target string of identifier characters of
GA123456: GA12345?78A, GA12345978A, 7B12345678?,
654321AG78A, 654321AG???, GAI234578A, and
A123456777.

According to some embodiments, the document process-
ing system or device is configurable to perform a custom
search. A custom search entails an operator entering a
complete target identifier (e.g., 11 characters of an 11
character serial number) or a portion of a complete target
identifier (e.g., 9 characters of an 11 character serial number)
with a wildcard character in place of any non-entered
identifier characters (e.g., 2 wildcard characters). Addition-
ally, a custom search entails the operator providing custom-
ized search rules, including how many individual characters
of a target serial number (complete or partial) are to exactly
match a character value and a character position of a stored
serial number in a database to result in a custom-match. The
operator can also specify if a matching serial number must
have the same number of characters as the target identifier,
or if a serial number with a different number of characters
but otherwise matches can result in a custom-match (e.g., 9
characters of a 10 character serial number exactly match 9
characters of an 11 character target serial number). In
response to receiving the customized search rules and the
target identifier (complete or portion), the document pro-
cessing system or device searches or queries one or more
databases to find one or more records that match the target
based on the custom search rules. For example, a target
serial number includes 11 characters, GA12345678A, and
the customized search rules provide that 9 of the 11 char-
acters have to exactly match in both value and position an 11
character serial number for a record (e.g., record 1201¢)
from a database to be displayed as a custom-match. In such
a custom search the following extracted serial numbers will
result in a custom-match for the target serial number of
GA12345678A: GA12345678A, 2712345678A,
GA12347678?, 2A12345678B, and CA12345678A. Simi-
larly, the following extracted serial numbers will not result
in a custom-match for a target serial number of
GA12345678A: GA12999678A, ?A123456772,
?412345678B, and GA12345678.

Referring back to FIG. 12C, a display or operator inter-
face displaying a search result summary 1200¢ of a basic-
exact-match search is shown according to some embodi-
ments. According to some embodiments, the search result
summary 1200c¢ is displayed on control panel 170/170' of the
document processing device 101/101' and/or on some other
display or monitor such as a monitor communicatively
connected to the computer 151. The search result summary
1200¢ indicates that the operator inputted a 10 character
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target serial number of G71154353A and the document
processing system 100 found an exact match (that is a match
for the basic-exact-match search), as evidenced by record
1201c¢ being displayed including an extracted serial number
1240c¢ that exactly matches the target serial number 1241c.
The record 1201¢ can include an image field of a serial
number snippet 1230¢, an extracted serial number 1240c¢
that exactly matches the target serial number 1241c, a
currency bill denomination 1250¢, a device identification
1261c, a processing time stamp 1262c¢, a batch number
1263c, and/or a subbatch number 1264¢. The operator can
view the serial number snippet 1230¢ and/or the currency
bill denomination 1250c¢ to confirm that the record 1201c¢ in
fact corresponds to the target serial number 1241¢ and a
denomination of interest. For example, the record 1201c¢
may include a serial number snippet 1230¢ that matches the
target serial number 1241c¢, but the record 1201c is for a $2
currency bill and the operator might have been looking for
a $10 currency bill. Such a result is possible as serial
numbers can be identical for different denominations of U.S.
currency bills. According to some such embodiments, the
operator can further limit the search to a particular denomi-
nation. According to some embodiments, the operator can
activate or select a portion of the record 1201¢ to cause the
document processing system to pull up or display a more
complete record associated with the target serial number
such as that illustrated in FIGS. 3A,C-D.

According to some embodiments, a display such as inter-
face 170, 170' may only display the serial number snippet(s)
1230¢ and/or extracted serial number(s) 1240c¢ for matching
records. According to some embodiments, the displayed
records are configured to be selection elements (such as
touchscreen keys) the selection of which causes the device
101/101' to pull up or display a more complete record
associated with a selected selection element. For example,
the display may initially only display serial number snippets
of matching records and the operator then touches one of the
displayed snippets to see more information about the
selected record. In response to the operator touching the
screen over a displayed snippet, the device displays a full
record associated with the selected snippet, such as, the
records shown in FIGS. 3A,C-D.

According to some embodiments, the record 1201¢ can
alternatively or additionally include an account number
(e.g., account number 1260a, ; or account number 331" of
FIG. 3A) associated with a customer that deposited the
currency bill under search and/or the account which was
credited for the deposit of the particular currency bill
associated with the matching record, here the currency bill
bearing serial number G71154353A. According to some
such embodiments, the operator can use the account number
of the matching record to charge-back the customer’s finan-
cial account an amount equal to a value of the currency bill
bearing the target or suspect serial number.

For example, according to some embodiments, using
teller software, the operator can manually access the cus-
tomer’s financial account maintained in, for example, an
accounting system (e.g., banking system 460 of FIGS. 4A
and 4B) to debit the value of the currency bill (e.g., two
dollars as shown in FIG. 12C). According to some such
embodiments, the document processing system or the docu-
ment processing device automatically generates a charge-
back instruction including, for example, information from or
with which the correct account to be debited can be deter-
mined such as the account number from the matching
record. According to some embodiments, the charge-back
instruction may contain additional information such as the
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value of the currency bill bearing the matching serial num-
ber and/or other data or images associated with the matching
record.

For another example, according to some embodiments,
the search result summary 1200c¢ includes a charge-back
button or element 1295¢. For a search result summary, such
as the search result summary 1200¢, where a single exactly
matching record 1201c¢ is displayed for the basic-exact-
match search, the operator can select or activate the charge-
back button 1295¢ to automatically charge-back the custom-
er’s financial account the amount equal to the value of the
currency bill bearing the target or suspect serial number.
Alternatively, the operator can select or activate the charge-
back button 1295¢ to automatically generate a charge-back
instruction as described above in reference to FIGS. 4A-B,
5A-B, and 6.

According to some embodiments, the display or operator
interface displays or includes a new search button or element
1294. According to some embodiments, the operator can
activate or select the new search button or element 1294 to
begin a new search. For example, in the search result
summary 12004 shown in FIG. 12D, the operator performed
a different basic-exact-match search querying a target serial
number of C71154353A. As evidenced by the zero number
of records being displayed, the inputted or target serial
number 12414 did not exactly match any serial numbers
stored in the database 1200q,b. Put another way, each
character of the inputted or target serial number—C, 7,1, 1,
5, 4, 3, 5, 3, A—did not exactly match corresponding
characters in like positions of any one of the serial numbers
stored in the database 1200a,b. That is, none of the serial
numbers in the database had the same alphanumeric char-
acters in the same character positions as the target serial
number. Such a search result summary as the search result
summary 12004 may occur due to a variety of reasons. For
example, the operator may have inputted the serial number
12414 incorrectly. For another example, the serial numbers
stored in the database 1200a,6 may have been OCRed
incorrectly or an operator may have incorrectly entered
missing data/characters when prompted to correct and/or
complete an extracted serial number using the features
described above in relation to FIGS. 9C, 9D, and 9E. For
another example, the currency bill bearing the matching
serial number may have been incompletely OCRed such that
a record associated with the target serial number is not
displayed as an exact match because one or more wildcard
characters appear in the extracted serial number field, which
prevents a match in a basic-exact-match search. Alterna-
tively, the currency bill bearing the matching serial number
may not have been imaged and had its serial number
extracted by the document processing system or device.

Referring to the inputted serial number 12414, the input-
ted serial number 12414 includes ten characters—C, 7,1, 1,
5,4, 3,5, 3, A—and ten distinct character positions, wherein
the “C” is in a first position, the “7” is in a second position,
etc. Thus, the inputted or target serial number 1241d
includes ten characters with each of the ten characters
located in one of the ten distinct character positions. As
described above, the zero number of records shown in FIG.
12D occurred because none of the extracted serial numbers
stored in the database 12004, 5 exactly match the target serial
number 12414 characters (e.g., “C” “7”) in both character
value (e.g., “C”, “1”) and character position (e.g., first,
third).

According to some embodiments, the operator can select
the new search element 1294 to perform another search,
such as, for example, another basic-exact-match search, a
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wildcard-exact-match search, a basic-wildcard-placeholder
search, an expanded-wildcard-placeholder search, and
exact-string-match search, or an x-degree-of-freedom
search. Alternatively, the operator can activate and/or select
an operator-selectable element or character difference button
12904, also called a “1-difference” button, to modify and/or
broaden the searching algorithm parameters according to the
1-degree-of-freedom search. Thus, activating or selecting
the 1-difference button 12904 initializes and/or triggers a
new search that causes the searching algorithm to search the
serial number database 12004,5 under 1-degree-of-freedom
search parameters. According to some alternative embodi-
ments, selecting and/or activating the 1-difference button
12904 causes the document processing system or device to
perform a 1-wildcard-exact-match search. According to
some embodiments, the 1-degree-of-freedom search is
broader than the 1-wildcard-exact-match search in that the
1-degree-of-freedom search will return extracted identifiers
as matches that exactly match the target identifier except for
one deviant character, which include a wildcard character or
a miscalled character (e.g., an incorrectly extracted charac-
ter). Whereas, a 1-wildcard-exact-match search will not
return an extracted identifier as a match that exactly matches
the target identifier except for one miscalled character.

According to some alternative embodiments, a 1-degree-
of-freedom search can be automatically performed in
response to a basic-exact-match search failing to produce
any matching records. Similarly, according to some alterna-
tive embodiments, a 2-degree-of-freedom search can be
automatically performed in response to a 1-degree-of-free-
dom search failing to produce any matching records.

Now referring to FIG. 12E, in response to an operator
activating or selecting the difference button 12904 (FIG.
12D), the document processing system or device (such as via
a searching algorithm) performs a secondary search accord-
ing to a modified set of parameters. According to some
embodiments, the secondary search according to the modi-
fied set of parameters is a 1-degree-of-freedom search. Yet,
according to other embodiments, the secondary search
according to the modified set of parameters is a 1-wildcard-
exact-match search. As shown in FIG. 12E, two records
1201e, and 1201e, are shown as 1-degree matches for a
1-degree-of-freedom search. According to some embodi-
ments, the first record 1201e; at least includes a serial
number snippet 1230e;, and an extracted serial number
1240¢,. The operator can visually compare the target serial
number 12414 with the serial number snippet 1230e, and/or
the extracted serial number 1240e, to determine if the target
serial number 12414 in fact matches one or both of the serial
number snippet 1230e; and the extracted serial number
1240e¢, or if a typographical or OCR error might have
occurred. As illustrated in the example in FIG. 12E, the
extracted serial number 1240¢, in the first record 1201e, is
identical to the target serial number except for a difference
in the value of the character in the first character position—
the first character in the target serial number being a “C”” and
the first character in the extracted serial number field 1240e,
being a “G”. Thus, first the record 1201e, includes the
extracted serial number 1240¢, that has one deviant char-
acter, which under the 1-degree-of-freedom search results in
a 1-degree match.

According to some embodiments, the operator might
recognize that the target serial number 1241d was inputted
into the document processing system or device incorrectly.
That is, the operator inputted a target serial number of
C71154353A, but really intended to input a target serial
number of G71154353A, which exactly matches the first
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record 1201e, . In this scenario, the operator could correctly
identify the first record 1201e, as the desired record and
proceed with any necessary charge-backs, etc. Alternatively
or additionally, the operator might recognize that the
extracted serial number 1240e¢, does not correctly corre-
spond with the serial number snippet 1230¢,; however, the
target serial number 1241d does correspond with the serial
number appearing in the serial number snippet 1230e,. In
this example, because the document processing system or
device searches the characters stored in the extracted serial
number field 1240¢;, and not the serial number snippet
1230e, directly, the operator could correctly identify the first
record 1201e, as the desired record and proceed with any
necessary charge-backs and/or cause the document process-
ing system or device to generate a charge-back instruction as
described above. Additionally, according to some embodi-
ments, the document processing system or device may be
configured to permit the operator to edit the first record
1201e, to correct the error in the extracted serial number
field 1240¢,, changing the “G” to a “C” as reflected in the
serial number snippet 1230¢,.

The second record 1201e, is shown as shown as 1-degree
match for the 1-degree-of-freedom search. According to
some embodiments, the second record 120le, at least
includes a serial number snippet 1230e¢, and an extracted
serial number 1240e,. The operator can visually compare the
target serial number 12414 with the serial number snippet
1230¢, and/or the extracted serial number 1240e, to deter-
mine if the target serial number 12414 in fact matches one
or both of the serial number snippet 1230e, and the extracted
serial number 1240e, or if one or more characters are
missing or if a typographical or OCR error might have
occurred. As illustrated in the example in FIG. 12E, the
extracted serial number 1240¢, in the second record 1201e,
is identical to the target serial number except for the char-
acter in the first character position being a wildcard char-
acter or a no-call character—the first character in the target
serial number being a “C” and the first character in the
extracted serial number field 1240e, being a “?”. Thus,
second the record 1201e, includes the extracted serial num-
ber 1240e, that has one deviant character, which under the
1-degree-of-freedom search results in a 1-degree match.
According to some embodiments, the operator can inspect
the serial number snippet 1230e, to determine that the
second record is not an exactly matching record despite
having an incomplete extracted serial number 1240e,.

According to some embodiments, a search result sum-
mary 1200e, as shown on a display or operator interface
(e.g., operator interface 170), displays or contains a charge-
back button or element 1295¢, a new search button or
element 1294, an exact match button or element 1292,
and/or an operator-selectable element or character difference
button 1290e, also called a “2-difference” button. According
to some embodiments, after reviewing the record 1201e, the
operator can activate or select the new search button or
element 1294, the exact match button or element 1292, or
the operator-selectable element or character difference but-
ton 1290e. According to some embodiments, activation of
the exact match button 1292 causes the document processing
system or device to perform a basic-exact-match search,
which displays the results of FIG. 12D. According to some
embodiments, selection or activation of the charge-back
button 1295¢, such as, for example, by touching, pushing,
and/or choosing the charge-back button, automatically
charges-back the customer’s financial account and/or gen-
erates a charge-back instruction as described above in ref-
erence to FIG. 12C.
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According to some embodiments, activation of the 2-dif-
ference button 1290e further modifies and/or broadens the
searching algorithm parameters. According to some embodi-
ments, in response to selecting or activating the “2 differ-
ence” button 1290e, the document processing system or
device performs a third search according to a modified set of
parameters. According to some embodiments, the third
search according to the modified set of parameters is a
2-degree-of-freedom search. Yet, according to other embodi-
ments, the third search according to the modified set of
parameters is a 2-wildcard-exact-match search. A 2-degree-
of-freedom search is a search that returns records containing
extracted serial numbers which exactly match the target
serial number in all character positions but two. Put another
way, the 2-degree-of-freedom search returns matching
results that contain two or less deviant characters. For
example, instead attempting to match one fewer characters
than all of the characters of the target serial number as
described above in reference to FIGS. 12D and 12E, the
document processing system or device attempts to match
two fewer characters than all of the inputted characters, that
is, two deviant characters or a two character difference
between the inputted or target serial number 1241d and the
stored extracted serial numbers will result in a 2-degree
match displayed on the search result summary, as shown in
FIG. 12F.

Referring to FIG. 12F, according to some embodiments,
in response to the operator activating or selecting the 2-dif-
ference button 1290e (FIG. 12E), the searching algorithm
performs a 2-degree-of-freedom search. As shown in FIG.
12F, two one-difference records 1201f; and seven two-
difference records 1201/, are shown as matching results. The
records 1201f, are the same as the records 1201e, and
1201e, described above and shown in FIG. 12E. The seven
two difference records 1201/, are similar to the one-differ-
ence records 1201f;, but each includes two deviant and/or
wildcard characters as compared with the target serial num-
ber 1241d. For example, the first 2-difference record having
extracted serial number G71154351A includes two deviant
characters as the first and the ninth characters (G and 1),
which do not match the first and the ninth corresponding
characters (C and 3) of the target serial number. For another
example, the seventh 2-difference record having extracted
serial number ?71154354A includes one wildcard character
as the first character (?) and one deviant character as the
ninth character (4), which do not match the first and the ninth
corresponding characters (C and 3) of the target serial
number. As described above, the operator can visually
compare the target serial number 12414 and/or a target
denomination with the resultant records 1201f; and 1201f; to
determine if the target serial number 12414 and/or the target
denomination matches or corresponds with one or more of
the records 1201f, and 1201f, such as, for example, by
comparing the target serial number to the serial numbers
appearing in the serial number snippet fields 1230f'and/or by
comparing the target denomination to the denominations
appearing in denomination fields 1250/

According to some embodiments, a search result sum-
mary 1200f, as shown on a display or operator interface
(e.g., the operator interface 170), displays or contains a
charge-back button or element 1295f, a new search button or
element 1294, a 1-difference operable-selectable element or
button 12904, and/or a 3-difference operator-selectable ele-
ment or character difference button 1290f. According to
some embodiments, after reviewing the records 1201/, and
1201f,, the operator can activate or select the new search
button or element 1294, the operator-selectable element or
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character difference button 1290d, or the operator-selectable
element or character difference button 12907, According to
some embodiments, activation of the character difference
button 1290d causes the document processing system or
device to perform a 1-degree-of-freedom search, which
displays the results of FIG. 12E. According to some embodi-
ments, activation of the character difference button 1290f
further modifies and/or broadens the searching algorithm
parameters. According to some embodiments, in response to
selecting or activating the “3 difference” button 1290f; the
document processing system or device performs a fourth
search according to a modified set of parameters. According
to some embodiments, the fourth search according to the
modified set of parameters is a 3-degree-of-freedom search.
Yet, according to other embodiments, the fourth search
according to the modified set of parameters is a 3-wildcard-
exact-match search. A 3-degree-of-freedom search is a
search that returns records including extracted serial num-
bers which exactly match the target serial number in all
character positions but three. For example, instead attempt-
ing to match one or two fewer characters than all of the
inputted characters as described above in reference to FIGS.
12D and 12E, the document processing system or device
attempts to match three fewer characters than all of the
inputted target characters, that is, three deviant characters or
a three character difference between the inputted or target
serial number and the stored extracted serial numbers results
in a 3-degree match. According to some embodiments, the
operator can conclude the search and enter or begin a new
search by activating or selecting the new search button 1294.

According to some embodiments, the operator can
charge-back a customer financial account associated with
one of the records 1201f,, 1201/, in a similar manner as
described above. According to some such embodiments, the
operator selects a matching or corresponding one of the
records 1201f;, 1201/, as matching the target serial number.
That is, the operator first determines which one of the
displayed records is the matching record. The matching
record can be highlighted to indicated that it is the record of
interest, that is, it is the record that corresponds to the target
serial number. According to some embodiments, after select-
ing the matching record, the operator can select or activate
the charge-back button 1295/ to automatically charge-back
a customer financial account associated with a customer that
deposited the currency bill under search and/or the account
which was credited for the deposit of the particular currency
bill associated with the selected-matching record. Alterna-
tively, selecting and/or activating the charge-back button
12961 generates a charge-back instruction associated with
the customer financial account as described above in refer-
ence to FIG. 12C.

According to some embodiments, summary results and/or
data from matching records is additionally or alternatively
communicated by means other than displaying on the dis-
play or operator interface, such as, for example, by printing
the resulting information and/or records using a printer
and/or providing the resulting information electronically
(e.g., via e-mail, website, etc.).

Referring to FIG. 12G, a display or operator interface
displaying a search result summary 1200g of a 2-degree-of-
freedom search is shown according to some embodiments.
According to some embodiments, the search result summary
1200g is displayed on control panel 170/170" of the docu-
ment processing device 101/101' and/or on some other
display or monitor such as a monitor communicatively
connected to the computer 151. The search result summary
1200g indicates that the operator inputted an 11 character
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target serial number 1241g of AB23456789A and a target
denomination 1242g of $100 and that the document pro-
cessing system 100 found six 2-degree matches (that is
matches for a 2-degree-of-freedom search), as evidenced by
the six records 1201g being displayed.

According to some embodiments, the search result sum-
mary 1200g is generated in response to an operator selecting
a “2-difference” button or element, such as, for example, the
2-difference button 1290e. That is, in response to a basic-
exact-match search, such as, for example, the basic-exact-
match search described above in reference to FIG. 12C, and
in response to a 1-degree-of-freedom search, such as, for
example, the 1-degree-of-freedom search described above in
reference to FIG. 12E, both resulting in zero matches, an
operator can activate and/or select a 2-difference button to
search and display 2-degree matches, if any. According to
some alternative embodiments, the search result summary
1200g is generated automatically in response to an operator
inputting a target serial number and/or a target denomination
and a document processing device or system finding zero
exact matches and zero 1-degree matches. That is, in
response to a basic-exact-match search and a 1-degree-of-
freedom search both resulting in zero matches, the document
processing system 100 can be configured to automatically
perform a 2-degree-of-freedom search and to display all
matches.

According to some embodiments, as shown in FIG. 12G,
the search result summary 1200g includes extracted serial
numbers 1240g for each record 1201g that matches the
target serial number 1241g according to the 2-degree-of-
freedom search parameters described above. That is, each of
the records 1201g are 2-degree matches. According to some
embodiments, each of the records 1201g can include an
image field of a serial number snippet 1230g, the extracted
serial number 1240g that matches the target serial number
1241g with 2 differences, a currency bill denomination
1250g, a device identification 1261g, a processing time
stamp 1262g, a batch number 1263g, and/or a subbatch
number (not shown).

In a similar fashion as described above in reference to
FIGS. 12C-12F, an operator can view the serial number
snippets 1230g and/or the currency bill denominations
1250g to determine which one of the records 1201g, if any,
in fact corresponds exactly to the target serial number 1241¢g
and a denomination of interest. For example, the operator
can compare the target serial number 1241g of
AB23456789A with the serial number snippet 1230g of the
first one of the records 1201g, which includes an actual
serial number of AB23546789A. Thus, the operator can
determine based on the comparison that the first one of the
records 1201g is not an exact match, but only appeared as a
2-degree match because the first record differs from the
target serial by two characters—the fifth and sixth characters
of the target serial number 1241g being the reverse of the
fifth and sixth characters of the first one of the records
1201g.

Similarly, the operator can compare the target serial
number 1241g with the serial number snippets 1230g of
each of the other five records 1201g to determine if any of
the records 1201g being a 2-degree match in fact include a
serial number snippet 1230g that exactly matches the target
serial number 1241g. As shown in the example of FIG. 12G,
the operator could eventually determine that the third one of
the records 1201g in fact includes a serial number snippet
1230g, that exactly matches the target serial number 1241g.

A further examination of the third record illustrates that
the record was not returned as an exact match in a basic-
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exact-match search or as a 1-degree match in a 1-degree-
of-freedom search because two of the characters of the
extracted serial number 1240g in the third record were
wildcard characters. Specifically, the first and the eleventh
characters of the extracted serial number 1240g in the third
record 1201g were not called. Various reasons exist that can
lead to a record, such as the third record 1201g, with an
incompletely extracted serial number, such as those
described elsewhere herein like in the Modes of Operation—
Flagging Section, and in other sections of the present
disclosure.

According to some embodiments, the operator can select
or activate the third record to obtain additional information
associated with the record. According to some embodiments,
the operator can select or activate the charge-back button
1295¢ to automatically charge-back a customer’s financial
account an amount equal to the value of the currency bill
bearing the target or suspect serial number. Alternatively, the
operator can select or activate the charge-back button 1295¢g
to automatically generate a charge-back instruction as
described above in reference to FIGS. 4A-b, 5A-B, and 6.

According to some embodiments, the display or operator
interface displays or includes a new search button or element
1294g. According to some embodiments, the operator can
activate or select the new search button or element 1294¢g to
begin a new search in the same or similar manner as
described above in reference to FIGS. 12C-12F.

According to some embodiments, a database, such as, for
example the database 1200a, only includes a portion of each
extracted serial number for currency bills. For example, a
database might only store an extracted serial number portion
(e.g., serial number portion 12814a) and an extracted second
alpha field (e.g., second alpha field 1282a)—that is, accord-
ing to some embodiments, a database does not include
extracted characters for a first alpha field (e.g., first alpha
field 1280a). According to some such embodiments, records
including such serial number portions can result in a match
with a target serial number having the same or more char-
acters. For example, according to some embodiments, a bill
has a serial number of AB12345678A, and a database
storing a record associated with the bill includes an extracted
serial number of 12345678A. It is contemplated that,
according to some embodiments, a target serial number of
AB12345678A will result in a match with the record having
the extracted serial number of 12345678A.

Deposit Transaction Verification

A method of verifying a deposit transaction, a charge-
back notice, a credit notice, and/or a suspect determination
is described according to some embodiments of the present
disclosure. As described above in the Deposit Transaction
Section, the Electronic Portion of Deposit Transaction Sec-
tion, and in other sections of the present disclosure, a
customer can send store records associated with a deposit
transaction to a bank for a credit to the customer’s bank
account. The credit can be provisional and/or final. The store
then transports physical documents associated with the
deposit transaction to the bank for verification and final
processing. According to some embodiments, the physical
documents can include all of the documents associated with
the deposit transaction, just the currency bills associated
with the deposit transaction, just the checks associated with
the deposit transaction, just the on-us checks, or all the
currency bills and on-us checks associated with the deposit
transaction.

As described above in the Physical Portion of Deposit
Transaction Section, and in other sections of the present
disclosure, after the bank receives physical documents asso-
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ciated with the deposit transaction, the bank processes the
physical documents in a bank document processing system
to generate bank records. The bank records are compared or
reconciled against the store records to determine if any
expected documents are no-show documents and/or to deter-
mine if any unexpected documents are detected. In the case
of'a no-show document determination, the bank may charge-
back the store a value associated with the no-show document
and/or transmit a notice to the store indicating the charge-
back determination. In the case of an unexpected document
determination, the bank may credit the store a value asso-
ciated with the unexpected document and/or transmit a
notice to the store indicating the additional/unexpected
credit determination. According to some embodiments, as
the bank processes the received physical documents, the
bank authenticates the documents to determine if any of the
documents are suspect documents. In the case of a suspect
determination, the bank may charge-back the store a value
associated with the suspect document and/or transmit a
notice to the store indicating the suspect determination
and/or the charge-back determination.

As described above in the Early Suspect Detection Sec-
tion, the Suspect Notice Section, and in other sections of the
present disclosure, according to some embodiments, the
bank can determine if one of the documents associated with
the deposit transaction is a suspect document based on the
store records alone prior to issuing a credit for the deposit
transaction. In some such embodiments, the bank may
transmit a notice to the store indicating the suspect docu-
ment determination and/or that no credit was applied for the
determined suspect document.

According to some embodiments, one or more customers
of a bank may not use a document processing system when
making deposits. For example, they may make a physical
deposit including a plurality of currency bills and/or checks
using a night deposit box or by giving the physical deposit
directly to a bank teller. In such circumstances, the customer
may include a deposit slip with the deposit transaction as
described above which may include a total deposit amount,
a total currency bills amount, a total check amount, etc.
When a night deposit box is used to make a deposit, the
customer does not get a receipt indicating that the bank
acknowledges that is has received everything the customer
believes he or she has deposited and/or an agreement as to
the total value of checks, currency bills, or both included in
a deposit. Nonetheless, according to some embodiments,
such deposits are processed by the bank using the document
processing systems and devices described above such as by
running the documents through a document processing
system as described herein and generating visually readable
images of all the documents associated with the transaction,
extracting data from those images, and/or creating records or
data files associated with such deposits.

According to some embodiments, a store or other cus-
tomer desires to verify information relating to a charge-back
notice, a credit notice, a suspect notice, and/or a no-show
notice associated with a deposit transaction. According to
some embodiments, the document processing system or
financial institution system is configured to allow a bank
customer and/or authorized bank employees to retrieve and
display one or more or all of the documents included in one
or more deposit transactions. For example, when a customer
is informed that the amount of credit received for a particular
night deposit transaction is less than what the customer
recorded on the accompanying deposit slip, the customer
may wish to view images of all the documents associated
with that deposit transaction (and/or see the other data
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associated with corresponding records, e.g., extracted data)
to verify that the amount of credit provided by the bank is
correct. As another example, when a customer receives a
notice that their account has been debited for the amount of
currency bill later discovered to be counterfeit, the customer
may desire to see proof that he or she deposited the currency
bill in question. According to some embodiments of the
present disclosure, the customer may view the images of
some or all the documents in the deposit transaction in
question (and/or see other associated data, e.g., extracted
data) to verify that the currency bill bearing a serial number
in question was included in the deposit transaction. Accord-
ing to some embodiments, printed visually readable images
of'one or more documents in one or more deposit transaction
may be provided to the customer. According to some
embodiments, visually readable images of one or more
documents in one or more deposit transaction may be
displayed on a display such as a computer monitor for the
customer. According to some embodiments, a customer may
gain access to such visually readable images on one of the
bank’s monitors by visiting a bank branch. The appropriate
images may be accessed with the assistance of a bank
employee and/or the bank may permit some customers to
access the images without the assistance of a bank employee
such as by permitting the customer to enter appropriate
security information (such as an account number and a
password and/or PIN) into a computer system which has
accessed to the appropriate images and/or records. Accord-
ing to some embodiments, a financial institution system is
configured to permit some customers to access the images
remotely over a network such as the Internet such as by
permitting the customer to enter appropriate security infor-
mation (such as an account number and a password and/or
PIN) into a computer system which has accessed to the
appropriate images and/or records.

According to some such embodiments, the bank stores all
records associated with deposit transactions in one or more
computer systems such as on a central server. According to
some such embodiments, the records are downloaded,
uploaded, and/or otherwise made available to the central
server for storage at one or more predetermined instances,
such as, for example, each night after the bank closes and
completes internal processing for the day. The central server
may include one or more memory devices. A financial
institution system may be configured such that the central
server is connected to a plurality of bank branches and may
be configured to permit each bank branch to upload and/or
store data associated with a plurality of deposit transactions
from a plurality of devices 101, 101' on the central server.
According to some embodiments, the store or other cus-
tomer is granted access to data stored on the central server
that is associated with all deposit transactions between the
store and the bank. The data stored for each respective
deposit transaction can include a visually readable image of
every document associated with the deposit transaction,
such as, currency bills, checks, deposit slip, etc. According
to some embodiments, the data associated with the deposit
transaction can include, store records, bank records, virtual
deposit slips, visually readable images of preprinted deposit
slips, bank account information, or a combination thereof.
Thus, according to some embodiments, an authorized store
employee or personnel can log into the central server and
review data associated with one or more deposit transactions
between the store and the bank to verify and/or reconcile
information included in a notice, such as a charge-back
notice, a credit notice, a suspect notice, and/or a no-show
notice.
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According to some embodiments, access to the data on the
central server is limited to bank customers that have a login,
such as a bank account number, and/or a password, such as
a PIN. According to some embodiments, data associated
with a deposit transaction is stored on the central server for
a predetermined amount of time, such as, for example, 30
days, 60 days, 90 days, one year, etc. According to some
embodiments, the authorized store employee or personnel
can search for data associated with a particular deposit
transaction based on a transaction identifier associated with
the deposit transaction. For example, the authorized store
employee or personnel can search based on a transaction
identifier on a deposit slip associated with the deposit
transaction, a currency bill serial number associated with the
deposit transaction, a checking account number associated
with the deposit transaction, etc.

Misfeed/Jam Reconcile Feature

Generally referring to the document processing devices
101, 101" as described above in reference to FIGS. 1, 2A-C
and 13A-E, a jam/rerun feature is described herein. Accord-
ing to some embodiments, the document processing devices
of the present disclosure receive a single stack or batch of
currency bills in an input receptacle, transport the currency
bills, one at a time, denominate each currency bill, count
each currency bill, calculate a total batch value based on the
denomination and number of each denomination that was
counted and delivered to an output receptacle(s). Thus, at
any given moment in time, the document processing device
has a current total batch value for all currency bills that have
been processed and delivered to the output receptacle(s) that
are associated with the batch of currency bills.

However, according to some embodiments, one or more
of the currency bills in the batch may become jammed or
lodged within a portion of the document processing device
and/or other type of misfeed may occur, such as a doubles
error condition. For example, a jam may occur within a
transport mechanism which may require operator attention
to clear. In such circumstances, all of the currency bills in the
batch need to be reconciled, including the currency bills that
remain in the input receptacle, the currency bills jammed or
lodged in the document processing device, the currency bills
that remain in the transport path and not delivered to the
output receptacle, and the currency bills that were processed
and delivered to the output receptacle(s). Rather than remov-
ing all of the currency bills in each of these positions (e.g.,
input receptacle, transport mechanism, output receptacle,
etc.) and rerunning the entire batch, the document process-
ing devices and systems of the present disclosure provide a
jam/rerun feature to aid an operator in reconciling docu-
ments in various positions upon an occurrence of a jam or
misfeed without having to rerun documents that were deliv-
ered to an output receptacle.

For example, a stack or batch of ten currency bills is
placed in an input receptacle of the document processing
device. The batch includes the following number of each
denomination of currency bills: one $20 dollar currency bill,
three $10 dollar currency bills, four $5 dollar currency bills,
one $2 dollar currency bill, and one $1 dollar bill. The ten
currency bills are positioned in the following order from the
bottom or leading end of the stack to the top or trailing end
of the stack as placed in the input receptacle: $5, $2, $20,
$10, $5, $1, $10, $10, $5, $5. For a document processing
device that initially processes this batch of ten currency bills
feeding from the bottom or leading end of the stack, a jam
may occur due to the third $10 dollar currency bill becoming
jammed. Thus, according to some such embodiments, the
following currency bills have been processed and delivered
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to the output receptacle $5, $2, $20, $10, $5, $1, $10, which
are the first through seventh documents in the stack. Simi-
larly, the following currency bills are either jammed in the
document processing device or remain in the input recep-
tacle to be processed: $10, $5, $5, which are the eighth
through tenth documents in the stack.

According to some embodiments, the document process-
ing devices of the present disclosure can recognize that a jam
has occurred in the middle of processing a batch of currency
bills and suspend the processing of the batch. The suspen-
sion of processing may create a temporary batch count file
that maintains and/or stores the current count of documents,
denomination of each document, and total value of the
processed documents associated with the batch of docu-
ments. Likewise, any visually readable images, extracted
data, and/or records created for the documents sent to the
output receptacle may be retained in memory such as in a
temporary batch count file. The suspension also allows an
operator to clear the jam to rerun the jammed documents and
any documents remaining in the input receptacle, but with-
out having to rerun the documents that have already been
processed by the device and delivered to the output recep-
tacle. Such a rerunning operation is advantageous because it
increases document processing efficiency by reducing the
number of documents that must be rerun when a jam or
misfeed occurs.

According to some embodiments, the document process-
ing devices of the present disclosure are configured to
provide rerun instructions to an operator in the case of a jam
or misfeed. For example, following the occurrence of the
jam of the eighth document from the bottom of the stack,
that is, the third $10 dollar currency bill, described above,
the document processing device can instruct, via one or
more graphical user interfaces (GUIs, such as, e.g., the
control panel 170), the operator to (1) remove the currency
bills in the output receptacle, (2) open the transport mecha-
nism to provide access to the jammed documents (such as
described in the Latch Mechanism and Associated Precision
Transport Gap Section below), (3) remove the jammed
documents and replace them in the input receptacle, (4)
close the transport mechanism, and (5) initiate a rerun
operation via activation of a rerun selection element or
button. According to some embodiments, the initiation of the
rerun operation instructs the device to access the temporary
batch count file and to add the count and/or total of the
following remaining documents associated with the same
batch of documents to the counts and/or total associated with
the documents previously counted and delivered to the
output receptacle just prior to the occurrence of the jam or
misfeed and/or associate any visually readable images,
extracted data, and/or records for the remaining documents
with those for the same batch of documents processed prior
to the jam or misfeed and/or with the data file associated
with such batch. By accessing the temporary batch count
file, the device may be configured to avoid counting any
document twice by comparing newly created document
records with existing records and eliminating any duplicates,
for example, records having matching extracted serial num-
bers and denominations.

According to some embodiments, the document process-
ing devices and/or systems of the present disclosure display
a summary associated with a batch of documents that was
processed and delivered to the output receptacle. The sum-
mary can include a total value associated with the processed
documents, a total value associated with processed checks in
the stack, a total value associated with processed currency
bills in the stack, a total number of processed documents, a
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total number of processed checks, a total number of pro-
cessed currency bills, which can be broken down by denomi-
nation, and/or visually readable images of all documents in
the batch. According to some such embodiments, the opera-
tor can compare the values and/or totals provided in the
summary against a deposit slip associated with the batch to
further verify that the batch of documents was processed
correctly and that the jam did not corrupt and/or create an
error during the processing.
Latch Mechanism and Associated Precision Transport Gap
Referring to FIGS. 13A-13E, where like reference num-
bers are used to indicate like components throughout the
several views, the document processing device 101' pre-
sented in FIGS. 1, 2A-C is illustrated in accordance with
some embodiments of the present disclosure. FIGS. 13A and
13B illustrate the document processing device 101' with the
housing 190 and other selected components, such as the
input receptacle 110", output receptacle 130", and control
panel 170", removed to more clearly illustrate the transport
mechanism 120' when in a closed position (designated
generally as 120A' in FIG. 13A) and an open position
(designated generally as 120C' in FIG. 13B). Likewise,
FIGS. 13C-13E are side-view illustrations of the document
processing device 101' with the housing 190 and certain
selected components removed to more clearly depict the
transport mechanism 120" in the closed position 120A' (FIG.
13C), in an intermediate position 120B' (FIG. 13D), and in
the open position 120C' (FIG. 13E). According to some
embodiments, the transport mechanism 120' can be transi-
tioned from the closed position 120A’, through the interme-
diate position 120B', to the open position 120C' to provide
generally unobstructed access for servicing the document
processing device 101", for cleaning the inside of the docu-
ment processing device 101", such as the first and second
image scanners 140a' and/or 1404' (FIGS. 2B and 2C), to
clear document jams, etc., as is described herein.
According to some embodiments, the transport mecha-
nism 120' includes an upper transport-plate assembly 1204',
as shown in FIGS. 13A-13E (referred to herein as “movable
transport assembly”), and a lower transport-plate assembly
1204', as shown in FIGS. 13A-13E (referred to herein as
“stationary transport assembly”). According to some
embodiments, each of the transport-plate assemblies 1204/,
1204' may operatively house any combination of the fol-
lowing detection elements, without limitation, in one or
more alternative embodiments: one or more size detection
sensors, a density sensor, a fitness detector, an optical scan
head, a contact image sensor, a single or multitude of
magnetic sensors, a thread sensor, an infrared sensor, an
ultraviolet/fluorescent light scan head, a media detector, or
any other sensing means operable to detect characteristic
information from a document. These detection elements
may be disposed in any order and on either or both transport-
plate assemblies 120a', 1205' without departing from the
intended scope of the present disclosure. Such detection
sensors, and a host of other sensors, elements, and/or detec-
tors, are disclosed in U.S. Pat. No. 6,278,795, to Matthew L.
Anderson et al., entitled “Multi-Pocket Currency Discrimi-
nator” Processing”; U.S. Pat. No. 7,187,795, to John E.
Jones et al., entitled “Document Processing System Using
Full Image Scanning”; U.S. Pat. No. 6,241,069, to Richard
A. Mazur et al., entitled “Intelligent Currency Handling
System”; U.S. Pat. No. 6,256,407, to Douglas U. Mennie et
al., entitled “Color Scanhead and Currency Handling System
Employing the Same”; U.S. Pat. No. 6,721,442, to Douglas
U. Mennie et al., entitled “Color Scanhead and Currency
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Handling System Employing the Same”; all of which are
hereby incorporated by reference herein in their entireties.

As noted above with respect to FIGS. 1 and 2A-C, the
plurality of documents 135 (FIG. 1) may be serially driven,
typically one at a time, along a transport path 1300' in FIGS.
13B and 13E, through the document processing device 101",
past the one or more image scanner(s) 1404' and/or 1408', to
one or more output receptacles 130' (as shown in FIGS.
2B-1D). According to some embodiments, the documents
135 may be transported by means of a transport roll arrange-
ment, represented herein, in part, by a plurality of driven/
powered rollers 1302' and a plurality of passive/follower
rollers 1304'. According to some embodiments, the driven
rollers 1302' are drivingly connected to an electric motor
1306', shown in FIG. 2B, via a belt drive system (not
shown). According to other embodiments, the driven rollers
1302' may be drivingly connected to and powered by other
prime movers, such as a pneumatic or hydraulic motor.
Likewise, according to some embodiments, the driven roll-
ers 1302' may be drivingly connected to the prime mover(s)
by other power transmission mechanisms, such as, but
certainly not limited to, a chain drive, a gear train or other
gear system, a driveshaft, etc.

From the input receptacle 110", a stripped document is
moved in accordance with the illustrated embodiment of
FIGS. 13A-13E from the bottom of the stack, along a curved
input path 1316' in FIG. 13E, which receives documents
moving downwardly and rearwardly, and changes the direc-
tion of travel to a forward and downward direction. Accord-
ing to some embodiments, it is at this point whereat the
document enters the transport path 1300'. With continued
reference to the embodiments illustrated in FIGS. 13A-13E,
the document is then directed along a generally curvilinear
path, e.g., via the plurality driven rollers 1302' and passive
rollers 1304' as described above, whereat the bills are
processed and subsequently stacked in the output receptacle
130"

Stacking of the documents may be effected in certain
arrangements at a forward end of the linear path, that is, at
the end of the transport path 1300', where the documents are
fed into one or more driven stacking wheels 1318' (as best
shown in FIGS. 2B and 2C). According to some embodi-
ments, each stacker wheel 1318' includes a plurality of
circumferentially spaced, flexible blades 1320' which oper-
ate to receive and then deliver the documents into the output
receptacle 130" at the forward end of transport path 1300'. A
similar transport arrangement to that described above is
disclosed in commonly-owned U.S. Pat. No. 5,687,963, to
Douglas U. Mennie, entitled “Method and Apparatus for
Discriminating and Counting Documents,” which is incor-
porated by reference herein in its entirety.

As mentioned above, according to some embodiments,
the transport mechanism 120' may be opened to facilitate
cleaning and maintenance of the document processing
device 101'. Referring to FIG. 13 A, the transport mechanism
120" is shown in a closed position 120A'. That is, in the
embodiment shown, the upper and lower transport-plate
assemblies 1204', 1204' are oriented such that the upper and
lower transport surface 1224', 1225' are immediately adja-
cent one another and generally co-planar when the transport
mechanism 120" is in the closed position 120A'. In contra-
distinction, according to some embodiments, the transport
mechanism 120' is in the open position 120C' when the
upper and lower transport-plate assemblies 1204', 1205' are
oriented such that the upper and lower transport surfaces
122a', 1225" are distal from one another, and oblique.
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With reference to both FIGS. 13A and 13C, the document
processing device 101' includes a latch assembly 1330'.
According to some embodiments, the latch assembly 1330’
includes at least one, but desirably two latches, namely a first
(or left) latch 1332' and a second (or right) latch 1334'. The
two latches 1332', 1334' illustrated in FIGS. 13A-13E are
distanced from one another, each positioned at a respective
laterally outboard side of the upper and lower transport-plate
assemblies 1204', 120" (e.g., at left and right ends with
respect to FIGS. 13A and 13B). According to some embodi-
ments, the first latch 1332' is a mirror image of the second
latch 1334'; accordingly, the configuration of both latches
1332', 1334' will be described with respect to the left latch
1332".

According to some embodiments, the latch 1332' includes
an elongated body 1336' with an integrally formed release
lever 1338' protruding transversely and generally orthogo-
nally in a forward direction from an upper, first end thereof.
In addition, as part of another facet of the disclosed embodi-
ment, the latch 1332' includes an integrally formed control
arm 1342, which projects transversely and generally
orthogonally from a second, lower end of the latch body
1336', distal from and in the opposite direction of the release
lever 1338'. According to some embodiments, a cam-roller
1340' is rotatably mounted along an inside face of the latch
body 1336', in between the release lever 1338' and control
arm 1342'.

According to some embodiments, the latch 1332' is mov-
ably mounted to the housing 190. In the illustrated embodi-
ment, for example, the latch 1332' is pivotally mounted to a
left side-guard plate (visible in FIGS. 2B and 2C, and shown
in phantom at 1344' in FIG. 13C) at the lower, second end
of the latch body 1336', which opposes the first end from
which the release lever 1338' protrudes. According to some
embodiments, the latch 1332' is pivotally mounted to the
housing 190 to rotate about a first axis Al from a first
orientation (also referred to herein as “first locking posi-
tion”, and best seen in FIGS. 13A and 13C), to a second
orientation (also referred to herein as “unlocked position”,
and best seen in FIG. 13D), back to the first orientation (also
referred to herein as “second locking position”, and best
seen in FIGS. 13B and 13E).

According to some embodiments, the latch 1332' is biased
into the first orientation by a biasing member. In one
particular instance, the biasing member may be in the nature
of a helical spring 1352', as shown in FIG. 13C, which is
fixed at one end to the housing 190, such as the side-guard
plate 1344, and attached at a second, opposing end to a hook
1354' that protrudes from the second end of the latch body
1336', adjacent the control arm 1342'. The helical spring
1352' may apply a tensile force to the latch body 1336' via
hook 1354', thereby acting to pull, rotate, or otherwise bias
the latch 1332', 1334' into the first orientation shown in
FIGS. 13A and 13C.

According to some embodiments, at least one of the
transport-plate assemblies 1204', 1205' is movably mounted
to the housing 190. In the illustrated embodiment, for
example, the upper transport-plate assembly 1204 is pivot-
ally mounted at a rearward end thereof to the housing 190.
In particular, the upper transport-plate assembly 1204' is
hinged on laterally opposing sides thereof to left and right
side-guard plates, such as side-guard plate 1344' of FIG.
13C. Further by way of example, and not limitation, the
upper transport-plate assembly 120a' is pivotally mounted to
the housing 190 to rotate about a second axis A2 (FIG. 13A)
from a first, closed position (best seen in FIGS. 13A and
13C), to a second, released position (best seen in FIG. 13D),
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back to a third, open position (best seen in FIGS. 13B and
13E). According to some embodiments, the movable trans-
port-plate assembly 120q' and the latch 1332' may be
configured to rotate about a similar axis. In accordance with
the displayed arrangement, however, the first axis Al is
generally parallel to, and offset from the second axis A2. It
is contemplated, in accord with other embodiments, that
both the upper and lower transport-plate assemblies 1204,
1204' be movably mounted with respect to the housing 190.
According to other embodiments, the lower transport-plate
assembly 1205' may be movably mounted to the housing
190, while the upper transport-plate assembly 1204' is
rigidly mounted and, thus, stationary.

Referring to both FIGS. 13A and 13C, when the transport
mechanism 120" is in the closed position 120A', the movable
transport-plate assembly 120a' may be locked in the closed
position by the first and second latches 1332, 1334'. By way
of example, and not limitation, the moveable latch-plate
assembly 120q' of FIGS. 13A-13E includes a latch-plate
casing 1346' which generally encloses and operatively
houses, for example, the rollers and detection means dis-
cussed hereinabove. As part of this example, first and second
cam surfaces 1348' and 1350' (best seen in FIG. 13B) are
integrally formed with the latch-plate casing 1348', project-
ing generally upwardly from opposing, laterally-outboard
ends thereof. When the movable transport-plate assembly
120qa' is in the closed position, and the latches 1332', 1334'
are in the first locking position (FIG. 13A), each of the
cam-rollers 1340 engages with and presses against a respec-
tive cam surface 1348', 1350, applying a generally down-
ward force thereto, as shown in FIG. 13C. Only one cam-
roller 1340' and cam surface 1348' are visible in FIGS.
13A-13C with respect to the left latch 1332, but an identical
cam-roller 1340' and cam surface 1350 interface is present
with respect to the right latch 1334' of FIGS. 13A-13C.
According to some embodiments, the biasing members
1352', absent any external influence, retain the latches 1332',
1334' in the first locking position, and thus maintain the
movable transport-plate assembly 120a' in the closed posi-
tion.

According to some embodiments, the first and second
latches 1332', 1334' may be selectively transitioned into an
unlocked position, and the movable upper transport-plate
assembly 120q' transitioned to a released position contem-
poraneously therewith. Referring to FIG. 13D, a downward
force may be applied to the release lever 1338' of each latch
body 1336', urging the latches 1332', 1334' in a forward and
downward motion, rotating about axis Al in a generally
counter-clockwise direction with respect to FIG. 13D. As the
latches 1332, 1334' begin to move from the first orientation
(FIG. 13C) to the second orientation (FIG. 13D), the cam-
rollers 1340' roll, slide, or otherwise disengage the cam
surfaces 1348', 1350'. According to some such embodi-
ments, the movable transport-plate assembly 120a' is
unlocked, and thus freely movable, when the cam-rollers
1340' are fully disengaged from the cam surfaces 1348,
1350'.

As shown in FIGS. 13A-13D, the latch control arm 1342’
operates to push, press, or otherwise urge the unlocked
transport-plate assembly 120q' from the closed position,
shown in FIG. 13C, to the released position, as shown in
FIG. 13D. In particular, as the right latch 1334, for example,
begins to rotate, the control arm 1342' rotates along with the
remainder of the latch body 1336'—e.g., in a generally
counter-clockwise direction with respect to FIG. 13D. In so
doing, a distal end of the control arm 1342' engages with and
presses against an integrally formed protrusion 1356' (best
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seen in FIG. 13 A), which extends laterally outward from the
latch-plate casing 1346', thereby rotating the transport-plate
assembly 120q' about axis A2 in a generally clockwise
direction with respect to FIG. 13D. According to some
embodiments, when the movable transport-plate assembly
120q' is in the second, released position, each of the cam-
rollers 1340' sits against a respective forward roller surface
1360', 1362' (FIG. 13D), each of which may be integrally
formed with the latch-plate casing 1346' adjacent to a
corresponding cam surface 1348', 1350'. As a result of this
interplay, the movable transport-plate assembly 120a', when
in the released position, retains the two latches 1332', 1334’
in the unlocked position, as shown in FIG. 13D.

According to some embodiments, one or more stop fea-
tures may be incorporated into the document processing
device 101' design, selectively oriented and configured to
prevent the latches 1332', 1334' from moving or rotating
beyond a predetermined point. For example, as shown in
FIG. 13C, the head of a bolt 1358', which may protrude from
a laterally outboard surface of the side-guard plate 1344,
acts to obstruct the path of the latch 1332', and thereby
preclude any further travel upon contact therewith. Accord-
ing to some embodiments, the bolt 1358' may also be used
to fix the biasing member 1352' to the side-guard plate 1344'.

Referring back to FIGS. 13B and 13E, the movable upper
transport-plate assembly 1204' may be selectively transi-
tioned to an open position, such as that illustrated in FIGS.
13B and 13E. By way of example, and not limitation, the
application of a generally upward force along an underside
portion of the latch-plate casing 1346' (or other section of the
assembly 1204') urges or otherwise moves the unlocked
transport-plate assembly 120q' from the released position
(FIG. 13D) to the open position (FIG. 13E), for example, by
rotating the transport-plate assembly 1204' about axis A2 in
a generally clockwise direction with respect to FIG. 13E.
According to some embodiments, the transport-plate assem-
bly 1204' is moved by hand from the unlocked, released
position (FIG. 13D) to the locked, open position (FIG. 13E).
It is also contemplated, according to some embodiments,
that the movable transport-plate assembly 120a' be selec-
tively biased or urged into the open position by alternate
means, such as, for example, via a spring such as a leaf
spring, a compression spring, or a tension spring, a pneu-
matic cylinder, an electric motor, etc. According to some
embodiments, the transport-plate assembly 120a is moved
by hand from the unlocked, released position (FIG. 13D) to
the open position (FIG. 13E).

According to some embodiments, during this transition,
the cam-rollers 1340' disengage the right and left roller
surfaces 1360' and 1362', respectively, releasing the latches
1332', 1334' from the unlocked position depicted in FIG.
13D. After being released, the latches 1332', 1334' may be
moved or biased back into the first orientation, for example,
by the biasing members 1352', as shown in FIG. 13C.
However, in some configurations, such as that shown in
FIGS. 13A-13E, left and right forward-facing interface
surfaces 1364' and 1366', respectively (FIG. 13B), which
may be integrally formed with the latch-plate casing 1346',
press against and slide along a respective rearward mating
surface 1368' (FIGS. 13C-13E) of each latch body 1336',
whereby the latches 1332', 1334' are prevented from com-
pleting the transition back to the first orientation until the
upper transport-plate assembly 120a' reaches its highest
point of travel with respect to the housing 190. It is at this
point, according to some embodiments, that the transport-
plate assembly 120qa' is locked into the open position, with
right and left downward-facing interface surfaces 1370' and
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1372', respectively, sitting on and resting against a comple-
mentary upper mating surface 1374'. As part of this exem-
plary embodiment, when in the second locking position, as
shown in FIG. 13E, the latches 1332', 1334' secure the
movable transport assembly 1204' in the open position.

According to some embodiments, the document process-
ing device 101' maintains the same footprint (e.g., the
surface area of a floor, desk, or tabletop occupied by the
document processing device 101') regardless of the position
of the transport mechanism 120'. According to some
embodiments, the rectangular volume of the document pro-
cessing device 101' remains unchanged by transitioning the
transport mechanism 120" from the closed position 120A' to
the open position 120C". In regard to the examples provided
above with respect to FIG. 2A, the system height H, may be
approximately twelve inches, the width W may be approxi-
mately fourteen inches, and the depth D may be approxi-
mately fifteen inches, providing a rectangular volume of
approximately 2,520 in® (0.04 m?), or less than 1% ft>. In
this example, the rectangular volume of the document pro-
cessing device 101' would remain approximately 2,520 in®,
or less than 1Y ft’, regardless of the position of the transport
mechanism 120'". According to some embodiments, the over-
all volume of the housing 190 of the document processing
device 101' remains substantially unchanged by transition-
ing the transport mechanism 120' from the closed position
(FIG. 13A) to the open positions (FIG. 13B).

According to some embodiments, a transport mechanism
opening height H; (FIG. 13E) is at least approximately 4
inches (10. c¢m). According to some embodiments, the
transport mechanism opening height H; (FIG. 13E) is at
least approximately 3 inches (7% cm). According to some
embodiments, a ratio of the housing height to a transport
mechanism opening height is less than or equal to approxi-
mately 3:1. By way of explanation, and not limitation, in the
first example provided above with respect to FIG. 2B, the
housing height H, may be approximately 12 inches (30%2
cm) and the transport mechanism opening height H; (FIG.
13E) may be approximately 4 inches (10 cm), providing a
housing height to a transport mechanism opening height
ratio H,:H; of less than or equal to approximately 3:1. In the
second example provided, the housing height H, may be
approximately 9% inches (24 cm) and the transport mecha-
nism opening height H; may be approximately 4 inches (10
cm), providing a housing height to a transport mechanism
opening height ratio H,:H; of less than or equal to approxi-
mately 2%/2:1. In a similar regard, according to some embodi-
ments, a ratio of the transport mechanism opening height H,
to a transport mechanism opening depth D, (FIG. 13E) may
be approximately 4:5—e.g., the opening height H; is
approximately 3% inches (9% cm) and the opening depth
D2 is approximately 4% inches (12 cm) in the example
presented in FIG. 13E.

According to some embodiments, a transport path length
between the transport mechanism opening depth D, is about
5 inches (13 cm). That is, a document being transported
along the lower transport-plate assembly 1205' will travel
about 5 lineal inches between the transport mechanism
opening depth D,. According to some embodiments, a
transport path length between the transport mechanism
opening depth D, is at least about 5 inches (13 cm).
According to some embodiments, the upper transport-plate
assembly 1204' swings or rotates about pivot point A; about
55 degrees. That is, from the closed position (FIG. 13C) to
the open position (FIG. 13E) the upper transport-plate
assembly 1204’ rotates about 55 degrees. According to some
such embodiments, the about 55 degree rotation of the upper
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transport-plate assembly 120a' provides the transport
mechanism opening height H3 of about 3% inches of the
document processing device 101'. According to some
embodiments, the upper transport-plate assembly 1204’
swings or rotates about pivot point A, at least about 30
degrees.

Referring back to FIG. 13E, it is contemplated that
according to some embodiments, the upper transport-plate
assembly 120q' rotates such that an operator of the document
processing device 101' can access at least about 90% of the
transport path 1300' from the front of the document pro-
cessing device 101" when the transport mechanism 120' is in
the open position 102C'. The transport path 1300' may be
defined, according to some embodiments, as the travel
distance from the input receptacle 110' to the output recep-
tacle 130'. The transport path 1300' may be characterized
according to other embodiments as the travel distance from
the end of the input path 1316' to the output receptacle 130'.
According to some embodiments, at least about 75% of the
transport path 1300' is accessible from the front of the
document processing device 101' when the transport mecha-
nism 120' is in the open position 120C". Yet, according to
other embodiments, 60% or more of the transport path 1300
may be accessible from the front of the document processing
device 101' when the transport mechanism 120' is in the
open position 120C'". In even yet other embodiments, an
operator of the document processing device 101' may access
at least a portion of the input path 1316' connecting the
transport path 1300' with the input receptacle 110' through
the gap created when the transport mechanism 120" is in the
open position 120C'. According to some embodiments, this
may allow an operator to clear a paper jam at the housing-
input (e.g., the input path 1316") from the front of the
document processing device 101"

According to some embodiments, the transport mecha-
nism 120' may also be transitioned from the open position
120C", as shown in FIGS. 13B and 13E, through the released
position depicted in FIG. 13D, back to the closed position
120A' as shown in FIGS. 13A and 13C. In general, the steps
set forth above to open the transport mechanism 120" may be
practiced in reverse order to close the transport mechanism
120'. That is, according to some embodiments, the movable
upper transport-plate assembly 120qa' is first released from
the open position as shown in FIGS. 13B and 13D, for
example, by pulling or pressing downward on the latch
release levers 1338', whereby the upper mating surface 1374'
of each latch 1332' is disengaged from a respective down-
ward-facing interface surface 1370', 1372'. The intrinsic
weight of the upper transport-plate assembly 120a' causes
the assembly 1204' to move to the second, released position,
as shown in FIG. 13D, for example, rotating about axis A2
in a generally counter-clockwise direction with respect to
FIGS. 13D and 13E. It is also contemplated, according to
other embodiments, that the movable transport-plate assem-
bly 1204' is biased or urged into the second position, for
instance, via a spring such as a leaf spring, a compression
spring, or a tension spring, or a pneumatic cylinder. During
this transition, the cam-rollers 1340' reengage the right and
left roller surfaces 1360' and 1362', respectively, urging the
latches 1332', 1334' into the unlocked position, as shown in
FIG. 13D.

According to some embodiments, the movable transport-
plate assembly 1204' may then be selectively transitioned to
the closed position, such as illustrated in FIGS. 13A and
13C. By way of example, and not limitation, the application
of a generally downward force (such as by hand, motor,
spring, etc.) along an upper portion of the latch-plate casing
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1346' (or other section of the assembly 12054') urges or
otherwise moves the transport-plate assembly 120q4' from
the released position (FIG. 13D) to the closed position (FIG.
13C), for example, by rotating the transport-plate assembly
120a' about axis A2 in a generally counter-clockwise direc-
tion with respect to FIGS. 13C-13E. According to some
embodiments, each casing protrusion 1356' then engages
with and presses against the distal end of a respective control
arm 1342') thereby forcing the latches 1332', 1334', for
example, to rotate in a generally clockwise direction with
respect to FIGS. 13C and 13D, to the first locked position.
In addition, or as an alternative thereto, each biasing mem-
ber 1352' may apply a tensile force to the latch body 1336’
via hook 1354', thereby acting to pull, rotate, or otherwise
bias the latches 1332', 1334' into the first orientation, as
shown in FIGS. 13A and 13C.

As noted above, according to some embodiments, when
the transport mechanism 120' is moved into the closed
position 120A", the movable transport-plate assembly 1204’
may be locked in the closed position by the first and second
latches 1332', 1334'. In the illustrated embodiment, when the
movable transport-plate assembly 120a' is in the closed
position, and the latches 1332', 1334' are moved into the first
locking position (FIG. 13A), each of the cam-rollers 1340’
engages with and presses against a respective cam surface
1348', 1350', applying a generally downward force thereto,
as shown in FIG. 13C. The biasing members 1352' act to
retain the latches 1332', 1334' in the first locking position,
and thus, maintain the movable transport-plate assembly
120qa' in the closed position.

According to some embodiments, a precision gap is
maintained between the upper transport-plate assembly
120a' and the lower transport-plate assembly 1205' when the
transport mechanism 120' is in the closed position 120A'.
Without limitation, the downward force created by the
interface between the cam-rollers 1340' and cam surfaces
1348', 1350" acts to engage and maintain a precision inter-
face between an upper transport-plate spacer surface 1376’
(most clearly visible in FIG. 13C) and a lower transport-
plate spacer surface 1378' (FIG. 13C). According to some
aspects, the upper and lower spacer surfaces 1376', 1378' are
precision-formed to provide a predetermined, optimal gap
between the upper and lower transport-plate assemblies
120a', 1205' when the transport mechanism 120' is in the
closed position 120A".

According to some embodiments, the optimal gap is about
0.030 inches (30 mils). According to some embodiments, the
optimal gap is at least about 0.030 inches (30 mils). Accord-
ing to some embodiments, the optimal gap is about 0.035
inches (35 mils). According to some embodiments, the
optimal gap is at least about 0.035 inches (35 mils). Accord-
ing to some embodiments, the optimal gap is at least about
0.060 inches (60 mils). According to some embodiments, the
optimal gap is at least about 0.090 inches (90 mils). Accord-
ing to some embodiments, the optimal gap is between about
0.030 inches (30 mils) and about 0.040 inches (40 mils).
According to some embodiments, the optimal gap is main-
tained with no more than at least about a five percent
deviance along the transport path. That is, for an optimal gap
of 30 mils, the gap is no more than five percent greater than
30 mils and no less than five percent less than 30 mils along
the transport path. According to some embodiments, the
optimal gap is maintained with no more than at least about
a ten percent deviance along the transport path.

Any of the methods described herein can include machine
readable instructions for execution by: (a) a processor, (b) a
controller, and/or (c) any other suitable processing device. It
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will be readily understood that the document processing
system 100, the document processing devices 101, 101",
101a, 1015, 400, the image scanner 140, the controller 150,
the computer 151, and/or the first and the second computer
450q,b can include such a suitable processing device. Any
algorithm, software, or method disclosed herein can be
embodied in software stored on a tangible medium such as,
for example, a flash memory, a CD-ROM, a floppy disk, a
hard drive, a digital versatile disk (DVD), or other memory
devices, but persons of ordinary skill in the art will readily
appreciate that the entire algorithm and/or parts thereof
could alternatively be executed by a device other than a
controller and/or embodied in firmware or dedicated hard-
ware in a well known manner (e.g., it may be implemented
by an application specific integrated circuit (ASIC), a pro-
grammable logic device (PLD), a field programmable logic
device (FPLD), discrete logic, etc.). Further, although spe-
cific algorithms are described with reference to flowcharts
depicted herein, persons of ordinary skill in the art will
readily appreciate that many other methods of implementing
the example machine readable instructions may alternatively
be used. For example, the order of execution of the blocks
may be changed, and/or some of the blocks described may
be changed, eliminated, or combined.

Document Processing Device Operations in a Financial
Institution System

Now referring to FIGS. 14-17, block diagrams of bank
and/or financial institution related systems 1400, 1500,
1600, 1700 are shown. Each of the systems 1400, 1500,
1600, and 1700 includes one or more document processing
devices 1410a-c, 1510, 1610, 1710 configured to generate
image data and/or deposit information associated with docu-
ments being deposited into, for example, a financial insti-
tution such as a bank.

Referring to FIG. 14, according to some embodiments,
multiple document processing devices 1410q,b,¢ are com-
municatively connected or coupled to respective teller ter-
minals 1420qa,b,c. The teller terminals 1420a, b, c are in turn
communicatively connected with a teller system 1430. As
illustrated, a first document processing device 1410a, such
as, for example, the document processing device 101, 101'
described above in the Document Processing Device and
System Section and in connection with FIGS. 1, 2A-2C, and
in other sections of the present disclosure, is communica-
tively connected to a first teller terminal 1420a, which in
turn is communicatively connected to the teller system 1430.
Other document processing devices, such as, for example,
document processing devices 14106 and 1410¢, can be
similarly communicatively connected or coupled to other
respective teller terminals, such as, for example, teller
terminals 142056 and 1420c¢, all within the same financial
institution system 1400.

According to some embodiments, each document pro-
cessing device 1410a,b,c is communicatively connected or
coupled to a database 1440 within the financial institution
system 1400 that stores information and/or data. According
to some embodiments, the database 1440 stores a plurality
of data files and/or records associated with a plurality of
transactions. The data files and/or records are the same as, or
similar to the data files and the records described above in
the Document Records and Data Files Section and in con-
nection with FIGS. 3A-3E, and in other sections of the
present disclosure.

According to some embodiments, the document process-
ing devices 1410a, b, ¢ are each configured to process batches
of documents to generate respective data files, as described,
for example, in the Document Processing Device and Sys-
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tem Section, in the Optical Character Recognition Section,
and in other sections of the present disclosure—each data
file being associated with a single transaction. According to
some embodiments, each data file includes a record for each
document included in the respective batch of documents.
Each record can include a variety of information and/or
images such as described above in the Document Records
and Data Files Section and in connection with FIGS. 3A-3E,
and in other sections of the present disclosure.

According to some embodiments, the data files and/or
records are stored in and retrievable from the database 1440.
As illustrated in the exemplary embodiment of FIG. 14, the
1440 database includes a plurality of data files 1442, 1444,
1446, where each data file is associated with a respective
transaction, such as, for example, transaction #1, #2, . . . #N,
respectively. Additionally, as shown, according to some
embodiments, each data file 1442, 1444, 1446 includes a
visually readable image of each document included in the
batch of documents associated with the respective transac-
tion. According to some embodiments, each visually read-
able image is contained in a record included in the respective
data file. It is contemplated that according to some embodi-
ments, each record further includes deposit and/or transac-
tion information (not shown) along with the image of the
respective document such as described in the Document
Records and Data Files Section and in connection with
FIGS. 3A-3E, and in other sections of the present disclosure.
According to some embodiments, the deposit and/or trans-
action information is extracted from one or more of the
documents in the batch of documents in the same, or similar,
manner as described in the Optical Character Recognition
Section, and in other sections of the present disclosure. The
first data file 1442, that is associated with the first transac-
tion, includes a deposit document record 1442a (e.g., a
deposit slip), a check record 144256, and two currency bill
records 1442¢,d. Although not illustrated, each of the
records 1442qa-d can further include deposit and/or transac-
tion information. According to some embodiments, the
records 1442a-d also include information obtained from the
processed documents, such as, for example, determined
denominations of currency bills, extracted serial numbers of
currency bills, etc. According to some embodiments, the
records 1442a-d include information obtained from the
processed documents and/or deposit information and/or
transactional information but do not include image data
and/or images of the processed documents.

According to some embodiments, the database 1440 can
be communicatively connected or coupled in a bi-directional
manner with each of the document processing devices
1410q,b,c, a proof of deposit system 1460, an accounting
system 1450, and/or teller system 1430. Such an architecture
allows any of the devices/systems connected to the database
1440 to electronically access and review the data files and/or
records contained therein. Additional unidirectional or bidi-
rectional communication can occur through connections
between the teller system 1430 and the accounting system
1450, and between the accounting system 1450 and the
proof of deposit system 1460.

According to some embodiments, the system 1400
includes a transit check clearing system 1470 that is con-
figured to receive clearing information, such as, for example,
check records and/or image data associated with checks,
from the proof of deposit system 1460, to clear checks
drawn on outside financial institutions. According to some
embodiments, the proof of deposit system 1460 is part of an
item processing system, such as the item processing system
described in the Electronic Portion of Deposit Transaction
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Section and in connection with FIGS. 4A and 4B, and in
other sections of the present disclosure.

Referring generally to FIGS. 14-17, according to some
embodiments, the document processing devices illustrated
in FIGS. 14-17 can be stand-alone units for each teller
terminal, a single device associated with several or all of the
teller terminals, or as an all-in-one combined device includ-
ing teller terminal elements and document processing device
components. According to some embodiments, teller sys-
tems and associated teller terminals can include a teller
window, a vault system, an automatic teller machine (ATM)
system, a home banking system, a depositor cash manage-
ment system, a night teller, and/or a lock box. Additionally,
according to some embodiments, the communication con-
nections illustrated in FIGS. 14-17 may be local area net-
works (LAN), metropolitan area networks (MAN), or wide
area network (WAN) or other networks including wired
and/or wireless networks such as those known in the art.

In certain embodiments, the document processing devices
and systems illustrated in FIGS. 14-17 are part of a vault
system. The vault system can include hardware and software
which processes the amount and type of currency and/or
documents entering or leaving a bank vault. As illustrated in
FIGS. 14-17, the document processing devices can also be
a part of a teller system which is used to process documents,
coin, and currency at a teller window(s) and maintains a
record of all types of documents, currency, and coin trans-
actions at the teller window. It is understood that additional
or fewer document processing devices and/or teller termi-
nals may be present in any of the systems 1400, 1500, 1600,
1700.

According to some embodiments, the teller systems can
be bank branch systems in a bank branch, or a cash vault
system in a bank vault. The cash vault system can include a
cash management feature that tracks each denomination of
currency in the vault, which allows the vault to track how
much total currency is present in the vault by denomination.
Such a cash management system can be used by the vault to
determine a quantity of each denomination of currency bills
that can be deposited with, for example, the Federal Reserve
Bank, while maintaining enough cash in the vault for
servicing the immediate needs of the vault’s customers.
According to some embodiments, the cash management
feature can be used to track currency at an ATM, sometimes
called a virtual teller, at a bank vault, at a bank branch, at the
Federal Reserve, etc. According to some embodiments, a
virtual teller is an ATM that includes imaging capabilities.

Referring back to FIG. 14, according to some embodi-
ments, a bank customer makes a deposit of documents into
a bank account maintained or held at the financial institution
associated with system 1400. According to some embodi-
ments, the accounting system 1450 maintains detailed physi-
cal and/or electronic records of all customer accounts at the
financial institution, including, for example, account bal-
ances, customer identification information, etc. Additionally,
according to some embodiments, records in the accounting
system 1450 can be automatically and/or manually updated
following clearance of related transactions through the proof
of deposit system 1460.

According to some embodiments, a deposit transaction is
conducted between a customer and a bank. For example, the
customer deposits a check, a $10 bill and a $20 bill. The
customer may also give a teller a deposit document, such as
a deposit slip, or the teller may create one or more deposit
documents for the customer. According to some embodi-
ments, a deposit slip can include information such as a
customer account number, a total declared deposit amount,
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a total number of documents being deposited, a check
deposit amount, a number of checks being deposited, a
currency bill deposit amount, a number of each denomina-
tion of currency bill being deposited, a breakdown of each
check and its amount, a cashout amount, or any combination
thereof. Thus, a batch of documents is formed that is
associated with the deposit transaction and includes a
deposit document, a check, a $10 bill, and a $20 bill.

According to some embodiments, the batch of documents
is processed by document processing device 1410a¢ and a
record for each of the documents 14424, b,c,d in the batch of
documents that is associated with the transaction between
the bank and the customer is generated. According to some
such embodiments, each one of the records includes image
data that is reproducible as at least a portion of a visually
readable image of one of the documents 1442a,b,c,d.
According to some embodiments, the records are transmit-
ted and stored in the database 1440 as data file 1442
(transaction #1). It is contemplated that according to some
embodiments, the data file 1442 includes other deposit
and/or transaction information, such as, for example, a
date/time of the transaction, the customer’s account number,
teller information (e.g., a teller identifier of the teller pro-
cessing the batch of documents with the device 1410q), a
transaction identifier, etc.

According to some embodiments, customer account num-
bers of customers transacting financial business (e.g., with-
drawing money, depositing currency bills and/or checks)
with the financial institution are needed such that the finan-
cial institution can track and/or maintain a running record of
each customer’s account balance in, for example, the
accounting system 1450. Customer account numbers can be
entered into the systems 1400, 1500, 1600, 1700 in a variety
of manners and at a variety of locations using various
devices and/or systems contained in the respective systems
1400, 1500, 1600, 1700.

For example, according to some embodiments, a teller
operating one of the teller terminals 1420a,b,¢ can enter a
customer’s account number via an input device (e.g., key-
board, touch screen) at the teller terminal 1420a,b,c. Accord-
ing to some embodiments, for example, in response to a
teller entering a customer account number at teller terminal
1420aq, the customer account number is automatically trans-
mitted to document processing device 1410a. According to
some such embodiments, in response to receiving the cus-
tomer account number, the device 1410q is configured to
automatically display a prompt to the teller indicating that
the device 1410a is initiated and ready to process documents
associated with the inputted customer account number. That
is, the device indicated that the teller can insert a batch of
documents to be deposited and/or withdrawn from the
customer’s account.

In response to receiving the batch of documents, the
device 1410a generates image data and/or other information
as described herein in the Document Processing Device
Operations in a Financial Institution System Section, and in
other sections of the present disclosure. According to some
embodiments, in response to document processing being
completed, the customer account number, generated image
data, extracted data, and/or other information is transmitted
to the database as a data file 1442a containing records
1442a-d for storage therein.

According to some embodiments, a teller operating one of
the devices 1410a,b,c inserts a batch of documents into the
device and the device, for example, the device 1410a
automatically extracts account information (e.g., customer
account number) from an image of a deposit slip, automati-
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cally transmits the account information to the teller terminal,
e.g., 14204, and populates a customer-account-number field
associated with the teller terminal 1420a with the account
information. According to some such embodiments, an
account number on a deposit slip is MICR encoded, bar-
coded, or otherwise machine readable encoded and the
device 1410a comprises an appropriate sensor(s) to read the
account number on the deposit slip such as a MICR reader,
a barcode reader etc. According to some such embodiments,
the appropriate sensor(s) are positioned adjacent to a docu-
ment transport path of device 1410a and the device reads the
account number from the deposit slip as the deposit slip is
being transported through the device. According to some
embodiments, the device 1410q is configured to read the
account number from the deposit slip using one or more of
the OCR algorithms and/or techniques, such as those
described in the Optical Character Recognition Section, and
in other sections of the present disclosure.

According to some embodiments, a teller operating one of
the devices 1410a,5,c enters a customer’s account number at
one of the devices 14104, b, ¢ via an input device, such as, for
example, a keyboard, a touch screen, a barcode reader/
scanner, a magnetic scanner, and/or a MICR reader. Accord-
ing to some embodiments, in response to the customer
account number being entered into the document processing
device, the account number is automatically associated with
documents inputted into an input receptacle of the device for
processing. That is, all records generated after receiving the
customer account number are tagged with the customer
account number until another customer account number is
entered. According to some embodiments, the entered cus-
tomer account number is automatically transmitted to a teller
terminal, such as teller terminal 14204, and populated into a
customer-account-number field on the teller terminal 1420a.
According to some such embodiments, deposit information,
such as a total deposit amount and/or withdrawal amount, is
transmitted along with the customer account number to the
teller terminal to be forwarded onto the accounting system
1450 to update the customer’s account to reflect the trans-
action.

According to some embodiments, a customer account
number and/or customer identifier is received through one or
more devices communicatively connected with a teller ter-
minal and/or a document processing device. For example, a
biometric reader, a card reader (e.g., ATM card reader),
and/or a personal identification number (PIN) input device
(e.g., keypad) can be communicatively connected to the
teller terminal and/or the device such that in response to a
customer, for example, entering a PIN into the PIN input
device, the customer’s account number is transmitted and/or
otherwise communicated to the teller terminal and/or the
document processing device. For another example, in
response to a customer, for example, placing his/her finger
on the biometric reader, the customer’s account number is
transmitted and/or otherwise communicated to the teller
terminal and or device. According to some embodiments, the
customer account number can then be associated with one or
more data files in the same, or similar, manner described
above.

According to some embodiments, a feature of the systems
1400, 1500, 1600, 1700 described herein includes an
account number and/or a transaction identifier associated
with a transaction that is only entered once by a teller,
whether such entry occurs manually, such as, for example,
by typing the account number, or automatically, such as, for
example, by extracting the account number from a deposit
slip or other document associated with the account number
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or transaction identifier inputted into the document process-
ing device. According to some alternative embodiments, an
account number may be entered more than once, for
example, a teller may enter an account number via teller
terminal 1420q-c as well as device 1410a-c.

According to some embodiments, a teller manually enters
deposit information into the teller terminal. In other embodi-
ments, the deposit information is extracted from image data
associated with one or more deposit documents and auto-
matically populated into respective fields on the teller ter-
minal. For example, the deposit documents may be placed
by the teller into the document processing device which is
configured to image and extract deposit information from
the documents such as, for example, a total declared check
amount and/or a total cash-in amount in the same, or similar,
manner as described in the Optical Character Recognition
Section, and in other sections of the present disclosure.
According to some embodiments, the teller system is con-
figured to send a memo posting or a provisional credit to the
accounting system based on the inputted or automatically
extracted deposit information.

According to some embodiments, the database 1440 is
accessed by an optical character recognition system (OCR
system), such as, for example, a CAR/LAR system, that is
configured to OCR courtesy amounts (CAR) and/or a legal
amounts (LAR) from each check record in the database
1440. It is contemplated that the OCR system is part of a
proof of deposit system (POD) that automatically attempts
to balance/reconcile data files/transactions stored in the
database 1440. According to some embodiments, extracted
CAR/LAR information is transmitted to the database 1440
and stored in the appropriate document record.

According to some embodiments, a teller enters an
account number via teller terminal 1420a-c and the device
1410a-c determines the account number from a document
(e.g., deposit slip) it processes such as by reading machine
readable code via an appropriate sensor (e.g., MICR reader,
barcode reader) and/or reading extracting the account num-
ber from the image of the document such as via OCR.
According to such embodiments, the account number deter-
mined by the device 1410a-¢ is included with the data
obtained by processing the remainder of the processed
documents (e.g., bills and checks). For example, the record
for each document processed can be tagged with the account
number determined by the device 1410a-c (e.g., each record
and/or the transaction data file can have an account number
field that is populated with the determined account number).
According to some embodiments, the teller terminal
1420a-c¢ and/or the device 1410a-¢ compare the account
number entered by the teller and the account number deter-
mined by the device to verify that the account numbers are
the same and generate an error signal when they are not.

According to some embodiments, in processing a deposit
transaction, a teller enters the appropriate customer account
number into a teller terminal 1420a-c. The teller then
processes the documents associated with the deposit trans-
action using one of the document processing devices
1410a-¢ and the device 1410a-c images the documents,
extracts information from the images such as currency bill
serial numbers, and generates corresponding records. The
device 1410a-c also generates and/or associates a unique ID
number, such as a transaction identifier, for the deposit
transaction and sends the unique ID number to the teller
terminal 1420a-c/teller system 1430. The teller system 1430
and/or accounting system 1450 then associates the unique
ID number with the customer account number entered into
the teller terminal 1420a-c and stores this association in a
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memory in or communicatively coupled to the teller system
1430 and/or accounting system 1450. The device 1410a-¢
associates the generated images and records with the unique
ID number and stores them where they can be accessed by
the teller system 1430 and/or accounting system 1450 such
as in database 1440. In such an embodiment, the customer
account number need not be entered into the device 1410a-c
and/or shared with the device 1410a-¢ and/or the computer
systems (e.g., databases) which can be accessed by or
through the devices 1410a-c. Nonetheless, a deposited docu-
ment can still be traced back to a particular account at a later
time.

For example, if it is later discovered that a bill that is in
or was in the bank’s possession is a counterfeit bill, a search
based on the serial number of such a counterfeit bill could
be performed as described above. If the search is performed
via the teller system 1430 or accounting system 1450, such
system could access the appropriate database such as data-
base 1440, find the record having the matching serial num-
ber, retrieve the unique ID number associated with that
record, and then determine the appropriate customer account
number by accessing the memory which stores the associa-
tions between unique 1D numbers and customer account
numbers. If the search is performed via one of the devices
14104a-c, such a device 1410a-c could access the appropriate
database such as database 1440, find the record having the
matching serial number, retrieve the unique ID number
associated with that record, and then provide or report the
unique ID number such as by displaying the unique ID
number via interface 170/170" and/or providing the unique
ID number electronically to the system (e.g., teller terminal
1420a-c) initiating the search. A search for the correspond-
ing customer account number could then be performed via
the teller system 1430 or accounting system 1450 by input-
ting the unique ID number into such a system, accessing the
memory which stores the associations between unique 1D
numbers and customer account numbers, and retrieving the
corresponding customer account number. The corresponding
customer account could then be debited for the amount of
the counterfeit bill and/or a charge-back signal or instruction
could be generated.

According to some embodiments, a teller inserts a batch
of documents associated with a deposit transaction into the
input receptacle of one of the document processing devices
1410a-c. The batch of documents comprises a deposit slip,
a plurality of checks, and a plurality of currency bills. The
device 1410a-c processes the documents and generates an
electronic cash-in ticket reflecting information relating to the
plurality of currency bills deposited such as a total cash-in
amount and/or a breakdown by denomination of the number
of each denomination of bill deposited. According to some
embodiments, the electronic cash-in ticket is then printed by
a printer communicatively coupled to the device 1410a-c.
According to some embodiments, the printed cash-in ticket
is then stored in the teller’s drawer along with the deposited
currency bills. According to some embodiments, the elec-
tronic cash-in ticket is not printed. According to some
embodiments, the electronic cash-in ticket is associated with
the electronic record(s) of the deposit transaction such as
being included as a cash-in record in the data file associated
with the deposit transaction.

Referring to FIG. 15, an embodiment similar to FIG. 14
is shown with several modifications. Similar to FIG. 14
system 1500 includes multiple teller terminals 1520a,b,¢
communicatively connected or coupled to a teller system
1530. Furthermore, system 1500 includes an accounting
system 1550, a proof of deposit system 1560, and a transit
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check clearing system 1570. However, instead of having a
document processing device at each teller terminal, FIG. 15
has a common document processing device 1510 configured
to accept documents 1512 from any teller operating one of
the teller terminals 1520a-c. The document processing
device 1510 may or may not be communicatively connected
or coupled to the teller terminals 1520a,b,c. Furthermore,
the document processing device 1510 can be communica-
tively connected or coupled to one or more databases, such
as database #1 1540 and/or database #2 1541.

In addition, system 1500 also includes various personal
computer and/or other computer terminal connections, such
as customer PC 1555, inquiry PC #1 1549, and inquiry PC
#2 1565, which are communicatively connected and con-
figured to gain access to information contained in the
accounting system 1550, database #1 1540, database #2
1541, and proof of deposit system 1560, respectively, or
otherwise. According to some embodiments, such commu-
nication connections permit, for example, a customer to
access their account information and/or deposit transactions
or a law enforcement agency to access currency bill infor-
mation for suspect bill tracking purposes.

According to some embodiments, database #1 1540 is
configured to store and allow retrieval of records including
information or data and/or images of deposit transaction
related documents including, for example, a deposit slip
record 1542a, a check record 15425, and a cash-in ticket
record 1542¢. According to some embodiments, a second
database, database #2 1541, separately stores records includ-
ing images of currency bills deposited and/or withdrawn for
a transaction, including a transaction that included a check
deposit. For example, as illustrated, data file 1542 associated
with transaction #1 includes both a check record 154256 and
cash with associated currency bill records 1543q, b, ¢, d.
According to some embodiments, the databases 1540, 1541
are communicatively connected and may be maintained by
the same or separate entities, such as a bank, law enforce-
ment agency, or a third-party.

Referring to FIG. 16, an embodiment similar to FIG. 15
is shown with several differences. In FIG. 16 the elements of
the financial institution transaction system 1600 are all
configured for communications through a network 1601 that
may comprise a local area network, a wide area network, or
combinations thereof, including the Internet and/or intranet-
based systems. Furthermore, records and data files, such as,
for example, the records and data files disclosed in the
Document Records and Data Files Section and in FIGS.
3A-3E, and in other sections of the present disclosure,
received via one or more document processing device(s)
1610 for transaction-related documents 1612 can be stored
and retrieved via various configurations of database options
1640, 1680, 1685, 1690. Similar to FIG. 15, the system 1600
includes a teller system 1630 with teller terminals 16204,5,c,
an accounting system 1650, a proof of deposit system 1660,
a check clearing system 1670, and an inquiry terminal 1655.
The various database options 1640, 1680, 1685, 1690 pro-
vide exemplary configurations for storing data such as
records associated with imaged documents.

For example, database option #1 1640 illustrates a data-
base similar to database #1 1540 from system 1500 with
multiple data files including data file 1642 associated with
transaction #1 through data file 1648 associated with trans-
action #N in which each data file includes a deposit slip
record 1642a, check records 16425, and/or cash in/out ticket
record(s) 1644 associated with a transaction. In certain
embodiments, a configuration similar to database option #2
1685 can be used in which deposit slip records 16864, cash
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records 16865, and check records 1686¢ are stored together
for a transaction 1686. In yet other embodiments, such as
database option #3 1680, cash or currency bill records 1682
are stored separately from check records. It is also contem-
plated that in certain embodiments, such as database option
#4 1690, it may be desirable to store records having images
and information for each imaged currency bill, such as
images 1692a, 1694a, 1696a and then tag or associate
transaction identification information 16925, 1692¢, 16945,
1694c¢, 16965 with each bill record as it is imaged by
document processing device(s) 1610 communicatively con-
nected to network 1601 and located at various financial
institution or retail locations.

Referring to FIG. 17, a further modified version of the
embodiments illustrated in FIGS. 14-16 is shown. System
1700 in FIG. 17 may be desirable because the operations
and/or processes of a teller system with teller terminals and
a proof of deposit system are consolidated into a single
document processing device 1710, which is communica-
tively connected to a database 1740, an accounting system
1750, and a transit check clearing system 1770.

According to some embodiments, a teller or other user
places a plurality of documents including, for example, one
or more deposit documents, checks, and/or currency bills,
into document processing device 1710 which images the
documents 1715 to generate image data, processes the image
data 1720 to extract desired information from the documents
for the transaction along with determining various transac-
tion specific information such as a transaction identifier and
generates records for each document processed. According
to some embodiments, the document processing device
performs proof of deposit operations 1760 including various
CAR/LAR operations for transactions involving checks. The
proof of deposit 1760 operation is similar to the operations
performed by the proof of deposit system 1460, 1560, 1660
in FIGS. 14-16.

The database 1740 shown in system 1700 is configured to
store and retrieve transaction-related information such as
data files 1742, 1744, 1746. As shown in the data file 1742
associated with transaction #1, the data file includes a
deposit slip record 1742a, a cash record 17425, and a check
record 1742¢. It is contemplated that in certain embodi-
ments, other database configurations are included in the
system 1700 such as illustrated for or discussed in connec-
tion with systems 1400, 1500, or 1600.

According to some embodiments, the systems 1400,
1500, 1600, 1700 can be configured as described below.
According to some embodiments, the document processing
devices 1410, 1510, 1610 can populate forms and/or fields
existing on the teller terminal with information and/or image
data related to a transaction, the information including, for
example, a customer account number and/or extracted data
and records including images of processed documents and/
or portions of images of the documents (e.g., snippet images
of serial number, back plate number, etc.). It is also con-
templated that the customer account number associated with
the transaction may also be entered via an interface on the
document processing device 1410, 1510, 1610 or via the
teller terminals 1420, 1520, 1620 or via teller system 1430,
1530, 1630. The transaction documents may then be imaged,
the deposit information/records generated, and the account
number associated with the data file. The deposit informa-
tion/records or data file may then be transmitted to the teller
system 1430, 1530, 1630. In the embodiment of system
1700, all these operations may occur directly on the docu-
ment processing device 1710. In certain embodiments, the
teller terminal 1420, 1520, 1620 may be configured to
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transmit the account number information associated with a
transaction to the document processing device 1410, 1510,
1610. In other embodiments, the account number informa-
tion associated with a specific transaction may be extracted
from a deposit slip processed by the document processing
device 1410, 1510, 1610, 1710. The extracted account
number may then be transmitted to the teller terminal 1410,
1510, 1610 and teller system 1430, 1530, 1630. In certain
embodiments, such as in system 1700, the deposit may be
proofed directly on the document processing device 1710
with a final credit transmitted to the accounting system 1750,
or if the deposit does not balance, to a display associated
with the document processing device 1710. It is contem-
plated that in each of the embodiments described herein that
transaction-related documents such as deposit slips, checks,
cash, other financial instruments, or combinations thereof
may be processed on the document processing device 1410,
1510, 1610, 1710. It is further contemplated that non-cash
related document data (e.g., check images) can be transmit-
ted to the proof of deposit systems 1460, 1560, 1660 for
balancing and that cash records are transmitted to one or
more databases for storage and subsequent retrieval.

It is contemplated that in certain embodiments either the
teller terminals 1420, 1520, 1620 or the document process-
ing devices 1410, 1510, 1610, 1710 may display or other-
wise signal a system user with a prompt for inserting various
documents or information into the document processing
device. For example, a separate prompt may be provided for
inserting a deposit slip, cash, checks, or combinations
thereof. As another example, a prompt may be provided for
inserting a deposit slip with a second prompt for inserting a
sorted batch of documents or an intermingled batch of
documents including, for example, currency bills and
checks. In another example, a single prompt may be pro-
vided for inserting a stack of documents including a deposit
slip, currency bills, checks, or any combination thereof. It is
contemplated that a user may need to provide an input to the
system following the prompt for the document processing
device to proceed. In other embodiments, the document
processing device may proceed automatically once the
requested or prompted documents are placed into an input
receptacle of the document processing device.

Further exemplary embodiments of systems 1400, 1500,
1600, or 1700, include manually entering an account number
for a transaction or transmitting or directly entering an
account number to the document processing device via an
input device. An account number for a transaction can also
be entered into a teller-based system via, for example, a
teller terminal which then transmits the account number to
the document processing device. Records generated from
documents received in the document processing device can
then be tagged or otherwise associated with the account
number for a particular transaction. In another embodiment,
a deposit slip may be encoded or imprinted with an account
number using a MICR line, bar code, or other machine
readable code. Such a deposit slip can be imaged and
processed by the document processing device as yet another
way of obtaining an account number for a transaction, for
example, extracting the account number from the image of
the deposit slip. Alternatively, other input devices commu-
nicatively connected or coupled to and forming part of a
teller terminal and/or document processing device such as
MICR readers and barcode readers can be employed to read
the account number on a document such as a deposit slip.

According to some embodiments, it is contemplated that
a document processing device is configured to process
different documents at different document processing
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speeds. For example, the document processing device may
image and extract account information from image data
associated with a deposit slip. The account information may
be in the form of an image of the MICR line traditionally
found on checks or checking account deposit slips. The
imaging and processing of the deposit slip may occur at a
slower speed than the imaging and processing of currency
bills and/or checks associated with the deposit. Thus, a user
of the system 1400, 1500, 1600, 1700 may first be prompted
to insert the deposit slips which will be imaged and pro-
cessed at a first processing speed (e.g., 100 documents per
minute, 150 documents per minute, 300 documents per
minute, 600 documents per minute). Once the deposit slip is
imaged and processed the user can then be prompted to
insert subsequent transaction documents such as currency
bills such as U.S. currency bills which may be imaged and
processed at higher speeds (e.g., 800 documents per minute,
1000 documents per minute, 1200 documents per minutes,
2400 documents per minute). According to some embodi-
ments, the document processing device prompts the operator
to select or depress a key (e.g., a CONT key) after the
currency bills have been inserted into the document pro-
cessing device and the document processing device begins
processing the currency bills at the higher rate of speed (e.g.,
1000 bills per minute) when such a key has been selected or
depressed. According to some embodiments, the document
processing device is configured to detect when a stack of
documents is inserted into its input receptacle and automati-
cally begins to operate upon detecting that documents (e.g.,
a stack of currency bills) have been inserted into its input
receptacle. The user may also be prompted to insert checks
which may be imaged and processed at yet another speed
(e.g., 200 documents per minute, 300 documents per minute,
600 documents per minute). It is also contemplated that in
certain embodiments that the document processing device
can sense the type of document that is received in an input
receptacle and may automatically adjust imaging and pro-
cessing speeds according to the document type.

It is contemplated that in certain embodiments, the docu-
ment processing device(s) of systems 1400, 1500, 1600,
is(are) the same as, or similar to, the document processing
device(s) 101, 101' described in FIGS. 1 and 2A-2C and
elsewhere in the present disclosure.

As illustrated in FIG. 14, each teller terminal 1420a,b,c is
communicatively connected or coupled to a teller system,
which can be configured to allow access to the database
1440. The teller system 1430 is also configured to connect
with the accounting system 1450 associated with a financial
institution system 1400.

By “accounting system,” it is meant to include the hard-
ware and software associated with accessing, maintaining,
tracking, and updating savings accounts, checking accounts,
credit card accounts, business and commercial loans, con-
sumer payments, and/or all other similar accounts at loca-
tions remotely located or located within the network of the
document processing device. The term “accounting system”
includes three broad types of systems: systems where depos-
its are made; systems where withdrawals are made; and
systems where both deposits and withdrawals are made.
Although the accounting system described herein is
described as being employed at a financial institution such as
a bank, it is understood that any business, public or private
institution, or individual can employ an accounting system
to process transactions.

After a customer makes a deposit with a teller, such as the
deposit illustrated through the data file 1442 associated with
transaction #1 in the database 1440, the teller system 1430
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may transmit a temporary entry to the accounting system
1450 to update the customers account balance to reflect the
deposit. In addition, a proof of deposit system 1460 is
configured to proof the deposit transactions stored in the
database 1440 and to transmit or make available information
associated with transit checks for clearing to the transit
check clearing system 1470. The proof of deposit system can
have bi-directional communication with the accounting sys-
tem 1450 and will eventually clear the temporary entry or
provisional credit in the accounting system upon the proof of
an associated deposit. As illustrated in FIG. 14, the system
1400 can be configured such that the teller system 1430 and
the accounting system 1450 has unidirectional or bi-direc-
tional communication with the database 1440.

A proof of deposit system (e.g., 1460, 1560, 1660, 1760)
is a software and/or hardware unit for proof-of-deposit
(“POD”) processing. POD processing ensures that for a
given transaction, debits equal credits. POD processing can
also include courtesy amount recognition (“CAR”) and legal
amount recognition (“LLAR”) processing. Such CAR/LAR
processing can be performed within the POD system or POD
operations. It is also contemplated that the CAR/LLAR opera-
tions on checks and/or deposit slips can also be performed
external to the POD system, such as on a separate system or
within the document processing device. For example, CAR/
LAR operations and/or POD operations can be performed
internally to or externally from the document processing
device.

It is contemplated that in certain embodiments, that the
document processing device and teller terminal operations/
features may be a part of an automated teller machine
system. It is also contemplated that in certain embodiments
that the proof of deposit may be included in the document
processing device, such as, for example, as shown in FIG. 17
as elements 1710, 1760.

It is contemplated that in certain embodiments of the
systems 1400, 1500, 1600, 1700, that a transaction identi-
fication number or code is tagged or associated with each
record and/or data file associated with a particular deposit or
withdrawal transaction. This transaction identifier can be
useful in various exemplary situations. For example, to
match up a transaction when a group of checks and a
separate group of currency bills are processed according to
a sorted-group mode of operation in a document processing
device as described herein in the Definitions Section, and in
other sections of the present disclosure. It can also be useful
when checks, other financial documents, and currency bills
are stored and/or retrieved from separate databases, such as,
for example, as shown in FIGS. 15 and 16. The transaction
identifier associated with record and/or data file can then be
used to associate all of the documents associated with the
particular deposit or withdrawal transaction. The transaction
identifier or code can be assigned by the document process-
ing device or it can be received through input into the
document processing device, or combinations thereof. The
transaction identifier or code can be a number or code
different from an account number. According to some
embodiments, the transaction identifier is physically applied
directly to a document by the document processing device or
by a separate marking device. For example, a document
processing device can be configured to print a document
identifier and/or transaction identifier on a back side of all
checks processed therein.

Document Processing Vault Systems

Referring to FIG. 18A, a block diagram of a document
processing vault system 1801 is shown according to some
embodiments of the present disclosure. The document pro-
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cessing vault system 1801 can include one or more of the
document processing devices and/or systems described
herein in combination with one or more vaults or safes. As
shown in FIG. 18A, the document processing vault system
1801 includes a document processing device 1803, an outer
vault 1805, and an inner bill vault or compartment 1807a.
The document processing device 1803 is similar to, and can
perform the same or similar operations as, the document
processing device 101, 101', 101a shown in, for example,
FIGS. 1, 2A-2C, 4A and described herein in the Document
Processing Device and System Section, in the Deposit
Transaction Section, and in other sections of the present
disclosure.

According to some embodiments, an operator inserts a
stack of documents including checks and currency bills into
an input receptacle of the document processing device 1803.
The stack of documents can include one or more sorted
batches of documents and/or one or more intermingled
batches of documents. According to some alternative
embodiments, the operator inserts a single document at a
time into the input receptacle for processing. According to
such embodiments, the operator can insert one bill or one
check into the input receptacle for processing. According to
some embodiments, the document processing vault system
1801 processes all of the documents and transports the
checks to one or more output receptacles 1803a that are
accessible by the operator and transports the currency bills
into the bill vault 18074, which can be a secure storage
compartment or cassette within the outer vault 1805. In
some such embodiments, the operator cannot retrieve the
currency bills stored in the bill vault 1807a. In other
embodiments, the operator can retrieve some or all of the
currency bills by using a key or by entering a code, or the
like. Yet in other embodiments, only a third party can
retrieve the currency bills stored in the secured storage
compartment, such as, for example, a bank employee or
armored carrier employee.

According to some embodiments, the outer vault 1805
includes one secured storage compartment or cassette for
securely storing each type of denomination of currency bill
processed by the document processing vault system. That is,
according to some embodiments, the document processing
vault system 1801 can be configured to sort currency bills by
denomination. For U.S. currency bills, according to some
embodiments, the document processing vault system
includes at least seven compartments or cassettes, one for
each of the denominations, $1, $2, $5, $10, $20, $50, and
$100. According to some alternative embodiments, the outer
vault 1805 includes a single secured storage compartment or
cassette for securely storing each denomination of currency
bill processed by the document processing vault system
1801, such that the stored currency bills having a plurality
of denominations are intermingled within the single com-
partment. According to some embodiments, the document
processing vault system 1801 further includes at least one
check vault 18075, such as, for example, a secure storage
compartment for receiving and storing checks. According to
some embodiments, the document processing vault system
1801 includes a single inner vault (not shown), such as, for
example, a secure storage compartment for receiving and
storing currency bills and checks. According to some
embodiments, the document processing vault system 1801
includes a shredder 1813 or document destruction device for
receiving and destroying checks after being imaged and/or
otherwise processed by the document processing vault sys-
tem 1801.
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According to some embodiments, the outer vault 1805
includes a suspect vault 1807¢ for receiving and securely
storing suspect bills determined to be suspect by the docu-
ment processing device 1803. According to some embodi-
ments, the document processing vault system 1801 is physi-
cally and/or communicatively connected to a coin
processing device 1811a and an outer coin vault 18115. The
outer coin vault 18115 can include one or more inner coin
vaults 1811c¢ for securely storing coins processed by the coin
processing device 1811a.

According to some embodiments, the document process-
ing vault system 1801 is communicatively connected to one
or more financial institutions 1809 via one or more net-
works. It is contemplated that, according to some embodi-
ments, the document processing vault system 1801 can be
configured to make a data file available to the financial
institution 1809 to receive a provisional and/or final credit
for some or all of the documents and/or coins processed
and/or stored in the document processing vault system 1801,
in the same, or similar, manner that the customer document
processing system 102 obtains credit from the financial
institution system 103 described in connection with FIGS.
4A and 4B. According to some embodiments, the document
processing vault system 1801 can be configured to auto-
matically transmit a data file that is similar to, for example,
the data file 301 described above in reference to FIG. 3E in
the Document Records and Data Files Section, and in other
sections of the present disclosure, to the financial institution
1809. According to some such embodiments, the financial
institution 1809 can credit a financial institution account
based on the value of documents and/or coins stored in the
document processing vault system 1801 and/or processed by
the document processing vault system 1801 in the same, or
similar, fashion as described herein, such as, for example, as
described in reference to FIGS. 4A and 7A-B.

According to some embodiments, one or more financial
institution accounts associated with deposited documents
and/or coins stored in the document processing vault system
1801 can receive interest based on a value of the deposited
documents and/or coins in the document processing vault
system 1801. According to some such embodiments, interest
can begin to accrue in response to documents and/or coins
being deposited and processed by the document processing
vault system 1801 and stored in the vaults 1807a-¢ and
1811c.

Referring to FIG. 18B, a perspective view of a document
processing vault system 1821 is shown according to some
embodiments of the present disclosure. The document pro-
cessing vault system 1821 is similar to the document pro-
cessing vault system 1801 described above in reference to
FIG. 18A. The document processing vault system 1821
includes a document processing device 1823 coupled with
an outer vault 1825. The outer vault 1825 can include one or
more inner bill vaults, inner check vaults, and/or inner
suspect vaults.

According to some alternative embodiments, the docu-
ment processing vault system 1821 is coupled with a coin
processing device 1827, which is coupled with an outer coin
vault 1829. The coin processing device 1827 is configured to
receive, process, and store coins in the outer coin vault 1829.
According to some embodiments, the coin processing device
1827 is configured to denominate coins, count coins, sort
coins, authenticate coins, or any combination thereof. The
outer coin vault 1829 can include one or more inner coin
vaults, which can be, for example, metal bins, plastic bins,
and/or coin bags. Additional details regarding coin process-
ing devices and methods for processing coins are described
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in U.S. Patent Publication No. 2009/0236200, entitled
“Apparatus, System and Method For Coin Exchange,” filed
Dec. 30, 2008, which is hereby incorporated by reference
herein in its entirety.

Referring to FIG. 18C, a partial cross-sectional perspec-
tive view of the document processing vault system 1821 of
FIG. 18B is shown according to some embodiments of the
present disclosure. FIG. 18C illustrates a transport path of
documents from an input receptacle 1823« (FIG. 18B) of the
document processing device 1823 to one or more of the
inner vaults, such as, for example, an inner vault 1831. The
inner vault 1831 is shown outside of its operational position,
which is shown in dotted lines as 1831a, for illustrative
purposes.

According to some embodiments, documents are pro-
cessed by the document processing device 1823 and are
stacked on top of a moveable gate 1833. According to some
embodiments, in response to a predetermined amount of
documents being stacked and/or in response to all of the
documents in the input receptacle 1823a being processed
and stacked on the moveable gate 1833, the moveable gate
1833 is moved in the direction of arrow A, and a plunger
assembly 1835 forces the stacked documents in the direction
of arrow B into the inner vault 1831.

According to some embodiments, the inner vault 1831
can be removed from the outer vault 1825 for transportation
of the entire inner vault 1831 to, for example, a bank or
armored carrier. Additional details of inner vaults and/or
cassettes are described in U.S. Pat. No. 6,601,687, entitled
“Currency Handling System Having Multiple Output
Receptacles”.

Referring to FIG. 18D, a method 1800« of processing
currency bills in a document processing vault system, such
as the document processing vault system 1801, is shown
according to some embodiments. At act 1802, a document
processing vault system receives currency bills in one or
more input receptacles. At act 1804, the currency bills are
transported from the one or more input receptacles past one
or more image scanners which image each of the currency
bills as described elsewhere herein, such as, for example, in
the Document Processing Device and System Section, and
in other sections of the present disclosure. The imaging of
the currency bills generates image data that is reproducible
as a visually readable image of at least a portion of each of
the imaged currency bills.

At act 1806, the image data is stored in a memory device.
The memory device can be within the document processing
vault system or external thereto, such as, for example, the
memory device can be located in a server networked with
the document processing vault system. According to some
embodiments, the memory device is a long-term storage
device, such as, for example, a magnetic storage device like
a hard-drive. According to some alternative embodiments,
the memory device is a short-term storage device, such as,
for example, a semiconductor storage device like random-
access memory (RAM). According to some embodiments,
the memory device can include a hard-drive, a mobile
phone, a smart pad, an electronic wallet, a USB storage
device, a stored value card, or any combination thereof.

After act 1804, the currency bills are transported to a bill
vault, such as, the bill vault 18074, at act 1808, for securely
storing the currency bills therein. According to some
embodiments, the currency bills are stored in a single
cassette or location having all denominations of currency
bills intermingled therein. According to other embodiments,
the document processing vault system is further configured
to sort the currency bills by denomination and to transport
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each denomination to a separate storage cassette or location
within the bill vault, at act 1808.

According to some alternative embodiments, the method
1800a of processing currency bills further includes authen-
ticating each currency bill, at act 1810, followed by act
1808, transporting the currency bills to the bill vault. In such
alternative embodiments, the document processing vault
system determines if each currency bill is a suspect bill
based on one or more authentication tests, such as those
described herein, for example, in the Document Processing
Device and System Section, and in other sections of the
present disclosure. In response to a currency bill being
flagged or determined to be a suspect bill, at act 1812, the
document processing vault system can transport the suspect
bill to one or more operator accessible output receptacles of
the document processing vault system or to a suspect vault
within the document processing vault system instead of
transporting the currency bill to the bill vault.

According to some embodiments, the document process-
ing vault system indicates to an operator that the currency
bills transported to the output receptacle or the suspect vault
are suspect bills. According to some embodiments, the
operator can physically access the suspect bills in the output
receptacle for further processing of these suspect bills.
According to some embodiments, the document processing
vault system is configured to print or make a report available
to the operator that includes information regarding each
determined suspect bill. The information in the report can
include a serial number of each determined suspect bill.

While the acts 1802, 1804, 1806, 1808, 1810, and 1812
are illustrated and described in a particular sequence, it is
contemplated that the method 1800a can be performed in a
variety of different orders and/or with one or more acts
occurring simultaneously. For example, for a stack of docu-
ments, the device can be configured to receive (1802), image
(1804), store (1806), authenticate (1810), and/or transport
(1808, 1812) different ones of the respective documents
simultaneously.

Referring to FIG. 18E, a method of processing documents
18005 in a document processing vault system, such as the
document processing vault system 1801, is shown according
to some embodiments. At act 1814, a document processing
vault system receives a stack of documents in one or more
input receptacles of the document processing vault system.
The stack of documents can include one or more sorted
batches of documents and/or one or more intermingled
batches of documents including, for example, currency bills
and checks. At act 1816, the documents are transported from
the one or more input receptacles past one or more image
scanners to image each of the documents as described
elsewhere herein, such as, for example, as described in the
Document Processing Device and System Section, and in
other sections of the present disclosure. The imaging of the
documents generates image data that is reproducible as a
visually readable image of at least a portion of each of the
imaged documents. At act 1818, the image data is stored in
a memory device in a similar fashion as described above in
relation to FIG. 18D.

Either before or after act 1816, each currency bill is
authenticated at act 1820. At act 1822, the document pro-
cessing vault system is configured to transport non-suspect
currency bills to a bill vault in a similar manner as described
above in reference to act 1808, which is shown in FIG. 18D.
Additionally, at act 1824, the document processing vault
system is configured to transport suspect bills to one or more
output receptacles of the document processing vault system
in a similar manner as described above in reference to FIG.
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18D. According to some embodiments, at act 1824, the
document processing vault system is configured to transport
checks to one or more of the output receptacles of the
document processing vault system. It is contemplated that
after checks are processed and/or imaged by the document
processing vault system, the checks can be shredded or
otherwise destroyed. According to some embodiments, the
document processing vault system further includes a shred-
ding device or document destruction device coupled there-
with for receiving and destroying the checks after being
processed. According to some alternative embodiments,
after checks are processed and/or imaged by the document
processing vault system, the checks can be stored in a check
vault, such as the check vault 1807¢, described above in
reference to FIG. 18A. According to some alternative
embodiments, suspect bills are transported to and stored in
a suspect vault, such as, for example, suspect vault 1807c,
described above in reference to FIG. 18A.

While the acts 1814, 1816, 1818, 1820, 1822, and 1824
are illustrated and described in a particular sequence, it is
contemplated that the method 180056 can be performed in a
variety of different orders and/or with one or more acts
occurring simultaneously. For example, for a stack of docu-
ments, the device can be configured to receive (1814), image
(1816), store (1818), authenticate (1820), and/or transport
(1822, 1824) different ones of the respective documents
simultaneously.

Referring to FIG. 18F, a method of processing documents
and coins 1800¢ in a document processing vault system,
such as the document processing vault system 1801, is
shown according to some embodiments. At act 1826, a
document processing vault system receives coins in one or
more coin input receptacles. According to some embodi-
ments, the coins are counted, denominated, and/or authen-
ticated. At act 1828, the coins are transported via a coin
transport mechanism to one or more coin vaults. According
to some embodiments, the coins are securely stored in one
or more coin bins by denomination. According to some
embodiments, coins are mixed and securely stored in one or
more coin vaults, bins, and/or bags. According to some
embodiments, coins failing one or more coin authentication
tests are flagged as suspect coins. According to some
embodiments, suspect coins are transported to a reject coin
bin rather than the coin vault. It is contemplated that
according to some embodiments, an operator can manually
retrieve the suspect coins in the reject coin bin.

At act 1830, the document processing vault system
receives a stack of documents in one or more input recep-
tacles of the document processing vault system. The stack of
documents can include one or more sorted batches of
documents and/or one or more intermingled batches of
documents including, for example, currency bills and
checks. It is contemplated that, according to some embodi-
ments, at act 1830, the documents can be received after the
coins are received at act 1826, before the coins are received
at act 1826, and/or at the same time the coins are received
at act 1826. At act 1832, the documents are transported from
the one or more input receptacles past one or more image
scanners to image each of the documents as described
elsewhere herein, such as, for example, as described in the
Document Processing Device and System Section, and in
other sections of the present disclosure. The imaging of the
documents generates image data that is reproducible as a
visually readable image of at least a portion of each of the
imaged documents. At act 1834, the image data is stored in
a memory device in a similar fashion as described above in
relation to FIG. 18D.
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Either before or after act 1832, each currency bill is
authenticated at act 1836. At act 1838, the document pro-
cessing vault system is configured to transport non-suspect
currency bills to a bill vault in a similar manner as described
above in reference to FIG. 18D. Additionally, according to
some alternative embodiments, at act 1840, the document
processing vault system is configured to transport suspect
bills to one or more output receptacles of the document
processing vault system in a similar manner as described
above in reference to FIG. 18D. According to some embodi-
ments, at act 1840, the document processing vault system is
configured to transport checks to the one or more output
receptacles of the document processing vault system in a
similar manner as described above in reference to FIG. 18E.

According to some alternative embodiments, after checks
are processed and/or imaged by the document processing
vault system, the checks can be stored in a check vault, at act
1841, such as the check vault 18075, described above in
reference to FIG. 18A. According to some alternative
embodiments, in response to a currency bill being flagged or
determined to be a suspect bill, at act 1836, the document
processing vault system can, at act 1841, transport the
suspect bill to a suspect vault, such as, for example, the
suspect vault 1807¢. According to some alternative embodi-
ments, the checks and currency bills can be stored in the
same vault. According to some such alternative embodi-
ments, the checks and currency bills can be stored in the
same vault along with additional documents, such as, for
example, header/trailer cards.

While the acts 1826, 1828, 1830, 1832, 1834, 1836, 1838,
1840, and 1841 are illustrated and described in a particular
sequence, it is contemplated that the method 1800¢ can be
performed in a variety of different orders and/or with one or
more acts occurring simultaneously. For example, it is
contemplated that according to some embodiments, the
documents are received (1830) prior to receiving the coins
(1826). For another example, for a stack of documents, the
device can be configured to receive coins (1826), transport
coins (1828), receive documents (1830), image (1832), store
(1834), authenticate (1836), and transport (1838, 1840,
1841) different ones of the respective documents simulta-
neously.

Referring to FIG. 18G, a method of processing documents
18004 in a document processing vault system is shown
according to some embodiments. At act 1842, a document
processing vault system receives a stack of documents in
one or more input receptacles of the document processing
vault system. The stack of documents can include one or
more sorted batches of documents and/or one or more
intermingled batches of documents including, for example,
currency bills and checks. At act 1844, the documents are
transported from the one or more input receptacles past one
or more image scanners to image each of the documents as
described elsewhere herein, such as, for example, as
described in the Document Processing Device and System
Section, and in other sections of the present disclosure. The
imaging of the documents generates image data that is
reproducible as a visually readable image of at least a
portion of each of the imaged documents. According to some
embodiments, at act 1846, the image data can be stored in a
memory device in a similar fashion as described above in
relation to FIG. 18D.

At act 1848, the document processing vault system is
configured to extract data from the image data in the same,
or similar manner, as described herein, such as, for example,
as described in the Optical Character Recognition Section,
and in other sections of the present disclosure. For image
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data reproducible as a visually readable image of a currency
bill, according to some embodiments, the document pro-
cessing vault system is configured to extract a serial number
from the image data. For image data reproducible as a
visually readable image of a check, according to some
embodiments, the document processing vault system is
configured to extract at least a portion of a MICR line from
the image data. According to some embodiments, other
information is extracted from the image data, such as, for
example, signatures, plate numbers, etc.

According to some embodiments, either before or after act
1844, each currency bill can be authenticated at act 1850. At
act 1852, the document processing vault system is config-
ured to transport non-suspect currency bills to a vault in a
similar manner as described above in reference to FIG. 18D.
Additionally, according to some alternative embodiments, at
act 1854, the document processing vault system is config-
ured to transport suspect bills to one or more output recep-
tacles of the document processing vault system in a similar
manner as described above in reference to FIG. 18D.
According to some embodiments, at act 1854, the document
processing vault system is configured to transport checks to
the one or more output receptacles of the document pro-
cessing vault system in a similar manner as described above
in reference to FIG. 18E. According to some alternative
embodiments, after checks are processed and/or imaged by
the document processing vault system, the checks can be
stored in a check vault, such as the check vault 18075,
described above in reference to FIG. 18A. According to
some alternative embodiments, suspect bills are transported
to and stored in a suspect vault, such as, for example, suspect
vault 1807¢, described above in reference to FIG. 18A.

At act 1856, the document processing vault system is
configured to make a data file, that is similar to, for example,
the data file 301 described above in reference to FIG. 3E in
the Document Records and Data Files Section, and in other
sections of the present disclosure, available. According to
some embodiments, the data file includes at least a portion
of the generated image data and/or at least a portion of the
extracted data. According to some embodiments, the data
file includes a record for each imaged document. The
records can be the same as, or similar to, the records
described herein, such as, for example, the records described
in the Document Records and Data Files Section and such as
described in connection with FIGS. 3A-3D, and in other
sections of the present disclosure. The data file can be
downloaded or uploaded by a financial institution in a
similar manner as described elsewhere herein, such as, for
example, in connection with FIGS. 3E and 4A and in the
Document Processing Device and System Section, and in
other sections of the present disclosure. According to some
alternative embodiments, at act 1858, the document pro-
cessing vault system is configured to transmit the data file to
a financial institution. According to some alternative
embodiments, at act 1860, the financial institution that
receives or otherwise obtains the data file and is configured
to credit a financial institution account based on the data file,
as described elsewhere herein, such as, for example, as
described in connection with FIGS. 4A, 5A, 6, 7B, and
8A-B.

It is contemplated that the document processing vault
system can be owned, operated, and/or controlled by a
financial institution and located in a store, such as a retail
store, or financial institution customer’s office or building.
Such an arrangement allows, for example, a bank customer,
such as a retail store, to make secured deposits in its own
store using the document processing vault system. Because
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the bank receives a data file containing a variety of infor-
mation (e.g., images of bills and checks, amounts of each
check, serial number for a bill, etc.) regarding deposits made
into the document processing vault system and/or those
documents transported into and stored in the secured vault,
the bank may issue a provisional and/or a final credit for all
of or a portion of deposits made into the document process-
ing vault system. According to some embodiments, checks
deposited into the vault system are not stored therein, but
rather are returned to the depositor (store). According to
some embodiments, a bank or armored carrier service owns
the document processing vault system and controls access to
the vault(s) therein. According to some such embodiments,
store personnel can operate the vault system to make depos-
its but cannot otherwise gain access to documents stored in
the vault(s) therein. According to some embodiments, a store
and the owner of the vault system (e.g., bank or armored
carrier service) can enter into an agreement whereby depos-
iting document(s) within the vault system transfers owner-
ship of the document(s) from the store to the vault system
owner. According to some such embodiments, the owner is
a bank that gives the store a credit for the deposit at the time
of'the deposit, even if an armored carrier does not pickup the
documents until a later time or even on a different day, etc.

According to some embodiments, an armored carrier
service can make routine and/or periodic stops either at the
request of the store, bank, or otherwise, at the store to
remove one or more cassettes or transportable document
storage devices from the vault system for further processing.
For example, the armored carrier service can pickup physi-
cal documents from the vault system for further processing
in the same, or similar, manner as described above in the
Deposit Transaction Section, the Physical Portion of Deposit
Transaction Section, in reference to FIGS. 4A and 4B, and
in other sections of the present disclosure. According to
some embodiments, the documents picked up by the
armored carrier service can include checks for further physi-
cal processing by the armored carrier service and/or a
financial institution. Alternatively, any checks deposited into
the vault system can be returned to the store automatically
as described above or by the armored carrier service to
remain at the store indefinitely such that the store can save
the checks for future reference or destroy the checks, such
as, for example, as described in the Deposit Transaction
Section, the Physical Portion of Deposit Transaction Sec-
tion, in reference to FIGS. 4A and 4B, and in other sections
of the present disclosure.

While the acts 1842, 1844, 1846, 1848, 1850, 1852, 1854,
1856, 1858, and 1860 are illustrated and described in a
particular sequence, it is contemplated that the method
18004 can be performed in a variety of different orders
and/or with one or more acts occurring simultaneously. For
example, for a stack of documents, the device can be
configured to receive (1842), image (1844), store (1846),
extract (1848), authenticate (1850), and transport (1852,
1854) different ones of the respective documents simulta-
neously.

According to some embodiments, the cassettes referred to
herein are intelligent cassettes including a memory device
for electronically storing records therein. According to some
embodiments, each cassette memory stores a record associ-
ated with each document expected to be located in the
cassette. According to some embodiments, the records are
the same as, or similar to, the records 300a-d described in
the Document Records and Data Files Section and in con-
nection with FIGS. 3A-3D, and in other sections of the
present disclosure. According to some embodiments, the



US 9,477,896 B1

185

intelligent cassettes are communicatively connected to the
document processing device and/or system such that, in
response to documents being transported into the intelligent
cassette, the device/system also transmits the records of the
associated documents. For example, an imaging MPS
includes a plurality of intelligent cassettes, where each
cassette is configured to receive a single U.S. denomination
of currency. In response to an operator processing a stack of
documents including U.S. currency bills including all seven
denominations, the imaging MPS is configured to transport
each denomination to a respective one of the intelligent
cassettes and to transmit a corresponding record to the
corresponding cassette memory.

According to some embodiments, the document process-
ing devices and/or systems of the present disclosure can be
configured to receive one or more intelligent cassettes in a
input receptacle. According to some such embodiments, the
device and/or system is configured to receive and/or retrieve
documents stored therein and process the documents as
described herein. According to some embodiments, the
device and/or system is configured to electronically couple
to the intelligent cassette and read a data file included in a
memory of the intelligent cassette(s). According to some
embodiments, the device and/or system is configured to
compare the data in the memory of the intelligent cassette
with generated information to determine if any documents
that are suppose to be the intelligent cassette are missing
and/or to determine if there are any additional documents in
the intelligent cassette that were unexpected.

According to some embodiments, the intelligent cassettes
include respective barcodes instead of or in addition to
memory devices. It is contemplated that according to some
embodiments, the barcodes on intelligent cassettes are input-
ted into a document processing system such as the imaging
MPS via, for example, a barcode reader. According to some
such embodiments, in response to a document being trans-
ported to a specific cassette, the imaging MPS is configured
to tag the corresponding barcode (decoded barcode indicia)
to a record associated with the document stored in a data-
base, such as the databases described herein, such as, for
example, database 1200a described in connection with FIG.
12A. That is, a coded number or identifier associated with a
barcode indicia on an intelligent cassette can be tagged to
records associated with documents expected to be stored in
that cassette. It is contemplated that, according to some
embodiments, an operator of a computer or other system
communicatively connected to the database storing the
records can scan the barcode on an intelligent cassette to pull
up a list of the records on a display device.

Document Processing Recycler Systems

Now referring to FIG. 19A, a block diagram of a docu-
ment processing recycler system 1901 is shown according to
some embodiments of the present disclosure. The recycler
system 1901 can include one or more of the document
processing devices and/or systems described herein in com-
bination with one or more recycling vaults or recycling safes
and one or more excess vaults or excess safes. As shown in
FIG. 19A, the document processing recycler system 1901
includes a document processing device 1903, an outer vault
1905, an inner recycle vault or compartment 19074, and an
inner excess vault or compartment 19075. The document
processing device 1903 is similar to, and can perform the
same or similar operations as, the document processing
device 101, 101", 101a shown in FIGS. 1, 2A-2C, 4A and
described herein in the Document Processing Device and
System Section and in the Deposit Transaction Section, and
in other sections of the present disclosure.
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According to some embodiments, an operator inserts a
stack of currency bills into one or more input receptacles
19034 of the document processing device 1903. According
to some alternative embodiments, the operator inserts a
single document at a time into the one or more input
receptacles for processing. According to such embodiments,
the operator can insert one bill or one check into the input
receptacle for processing. According to some embodiments,
the recycler system 1901 processes all of the currency bills
and transports the currency bills into the recycle vault 19074
or the excess vault 19075, which can be secure storage
compartments or cassettes within the outer vault 1905.
According to some embodiments, the operator can retrieve
some or all of the currency bills in the recycle vault 19074,
such as, for example, by instructing the document process-
ing recycler system 1901 to dispense currency bills to one or
more operator accessible output receptacles 190354, as
described herein in reference to FIG. 19B. According to
some embodiments, the operator cannot retrieve the cur-
rency bills stored in the excess vault 19075. According to
some embodiments, the operator can retrieve some or all of
the currency bills from the recycle vault 1907a and/or the
excess vault 19075 by using a key or by entering a code, or
the like. Yet in other embodiments, only a third party can
retrieve the currency bills stored in the excess vault 19075,
such as, for example, a bank employee or armored carrier
employee.

According to some alternative embodiments, the docu-
ment processing recycler system 1901 is configured to
receive a stack of documents that includes one or more
sorted batches of documents and/or one or more inter-
mingled batches of documents including currency bills and
checks. In some such embodiments, the document process-
ing recycler system 1901 further includes a check vault for
receiving and storing checks. Alternatively, the document
processing recycler system 1901 can be configured to return
checks to an operator via one of the output receptacles 19035
after the checks are processed. Alternatively, the document
processing recycler system 1901 can destroy processed
checks using a document destruction device in a similar
manner as described herein in reference to FIG. 18A.

According to some embodiments, the recycle vault 1907a
and/or the excess vault 19075 each can include one secured
storage compartment or cassette for securely storing each
type of denomination of currency bill processed by the
document processing recycler system 1901. That is, accord-
ing to some embodiments, the document processing recycler
system 1901 can be configured to sort currency bills by
denomination. According to some alternative embodiments,
the recycle vault 1907a and/or the excess vault 19075 each
includes a single secured storage compartment or cassette
for securely storing each denomination of currency bill
processed by the document processing recycler system
1901, such that the stored currency bills are intermingled
within the single compartment.

According to some embodiments, the outer vault 1905
can further include a suspect vault 1907¢ for receiving and
securely storing suspect bills determined to be suspect by the
document processing device 1903. According to some
embodiments, the document processing recycler system
1901 is physically and/or communicatively connected to a
coin processing device and an outer coin vault in a similar
manner as described herein in the Document Processing
Vault System Section and as shown in FIGS. 18A and 18B,
and in other sections of the present disclosure.

According to some embodiments, the document process-
ing recycler system 1901 is communicatively connected to
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one or more financial institutions 1909 via one or more
networks. It is contemplated that, according to some
embodiments, the document processing recycler system
1901 can be configured to make a data file available to the
financial institution 1909 so that a depositor such as a store
on whose premises the system 1901 is located can receive a
provisional and/or final credit for some or all of the docu-
ments processed and/or stored in the document processing
recycler system 1901, in the same, or similar, manner that
the customer document processing system 102 obtains credit
from the financial institution system 103 described in con-
nection with FIGS. 4A and 4B. According to some embodi-
ments, the document processing recycler system 1901 can
be configured to automatically transmit a data file that is
similar to, for example, the data file 301 described above in
reference to FIG. 3E in the Document Records and Data
Files Section, and in other sections of the present disclosure,
to the financial institution 1909. According to some such
embodiments, the financial institution 1909 can credit a
financial institution account based on the value of docu-
ments stored in the document processing recycler system
1901 and/or processed by the document processing recycler
system 1901 in a similar fashion as described herein, such
as, for example, as described in reference to FIGS. 4A and
7A-B. According to some embodiments, the financial insti-
tution 1909 is configured to only credit a financial institution
account based on the value of currency bills stored in the
excess vault 19075. Yet in other embodiments, the financial
institution 1909 is configured to credit a financial institution
account based on a value of currency bills stored in the
excess vault 19075 and currency bills stored in the recycle
vault 1907a. According to some embodiments, one or more
financial institution accounts associated with deposited
documents stored in the document processing recycler sys-
tem 1901 can receive interest based on a value of the
deposited documents in the document processing recycler
system 1901. According to some such embodiments, interest
can begin to accrue in response to documents being depos-
ited and stored in the vault(s) 19074 and/or 19075 of the
document processing recycler system 1901.

Now referring to FIG. 19B, a method for processing
documents in a document processing recycler system 1900,
such as the document processing recycler system 1901, is
shown according to some embodiments. The document
processing recycler system can also be referred to as a
currency bill recycler system or a recycler system. At act
1902, the document processing recycler system receives
currency bills in one or more input receptacles, such as, for
example, the input receptacles 1903a. At act 1904, the
currency bills are transported from the one or more input
receptacles past one or more image scanners that image each
of the currency bills as described elsewhere herein, such as,
for example, in the Document Processing Device and Sys-
tem Section, and in other sections of the present disclosure.
The imaging of the currency bills generates image data that
is reproducible as a visually readable image of at least a
portion of each of the imaged currency bills. According to
some alternative embodiments, at act 1906, data is extracted
from the image data as described elsewhere herein, such as,
for example, in the Optical Character Recognition Section,
and in other sections of the present disclosure. In some such
embodiments, the extracted data includes serial numbers,
denominations, series information, etc.

At act 1908, the image data is stored in a memory device.
The memory device can be within the document processing
recycler system or external thereto, such as, for example, the
memory device can be located in a server networked with
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the document processing recycler system. According to
some embodiments, the memory device is a long-term
storage device, such as, for example, a magnetic storage
device like a hard-drive. According to some alternative
embodiments, the memory device is a short-term storage
device, such as, for example, a semiconductor storage device
like random-access memory (RAM).

At act 1910, the document processing recycler system
authenticates the bills using one or more authentication tests,
such as, for example, those described herein in the Docu-
ment Processing Device and System Section, and in other
sections of the present disclosure. In response to a currency
bill being flagged or determined to be a suspect bill, at act
1912, the document processing recycler system can, at act
1914, transport the suspect bill to a suspect vault, such as, for
example, the suspect vault 1907¢. According to some alter-
native embodiments, in response to a currency bill being
flagged or determined to be a suspect bill, at act 1912, the
document processing recycler system can, at act 1916,
transport the suspect bill to one or more output receptacles
to return the suspect bill to an operator.

According to some embodiments, the document process-
ing recycler system indicates to an operator that the currency
bills transported to the suspect vault and/or to the one or
more output receptacles are suspect. According to some
embodiments, the operator can physically access the suspect
bills in the output receptacle for further processing of these
suspect bills. According to some embodiments, the docu-
ment processing recycler system is configured to print or
make a report available to the operator that includes infor-
mation regarding each determined suspect bill. The infor-
mation in the report can include a serial number of each
determined suspect bill.

In response to the document processing recycler system
determining at act 1912 that a bill is not suspect, the
document processing recycler system determines if the
contents of the recycle vault has reached a capacity at act
1918. According to some embodiments, the recycle vault has
a predetermined capacity of currency bills, a predetermined
capacity for each denomination of currency bills, or both.
That is, according to some embodiments, the number of each
denomination of currency bills that can be stored in the
recycle vault is predetermined or preset. It is contemplated
that an operator can adjust the predetermined number of
currency bills that the document processing recycler system
will store in one or more cassettes or compartments of the
recycle vault. For example, an operator can adjust the
capacity of the recycle vault to store enough of each denomi-
nation of U.S. currency bills to fill one or more teller tills or
to satisfy the anticipated needs of an operator, such as, for
example, a retail store teller, for some period of time, such
as, for example, an amount of currency bills anticipated to
be needed for a next shift or business day.

In response to the document processing recycle system
determining that the recycle vault is at capacity and/or at
capacity for a particular denomination of currency bill, at act
1918, according to some embodiments, the document pro-
cessing recycler system transports excess currency bills to
the excess vault, at act 1920, for securely storing the excess
currency bills therein. In response to the document process-
ing recycle system determining that the recycle vault is not
at capacity and/or not at capacity for a particular denomi-
nation of currency bill, at act 1918, according to some
embodiments, the document processing recycler system
transports the currency bills to the recycle vault and/or
particular cassettes or compartments therein, at act 1922, for
securely storing the currency bills therein. According to
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some embodiments, for the excess vault and/or the recycle
vault, the currency bills can be stored in a single cassette or
compartment having all denominations of currency bills
intermingled therein. According to other embodiments, the
document processing recycle system is configured to sort the
currency bills by denomination and to transport each
denomination to a separate storage cassette or compartment
within the excess vault and/or the recycle vault.

According to some embodiments, an operator of the
document processing recycler system can request or instruct
the recycle system to dispense currency bills. For example,
the operator can instruct the document processing recycler
system to dispense $100. The instruction can be specific to
an exact number of one or more denominations of currency
bills (e.g., dispense five $20), or the instruction can just be
for a total amount of currency (e.g., dispense $300). Accord-
ing to some embodiments, the document processing recycler
system is configured to dispense a preset or predetermined
blend of denominations of currency bills. For example, in
response to receiving a request to dispense currency bills for
a cash or teller till, the document processing recycler system
can be configured to automatically dispense twenty $1’s, ten
$5’s, five $10’s, and four $20’s. The document processing
recycler system can be configured to have hotkeys and/or
preprogrammed instructions that are configurable such that
an operator can press or select a “dispense-cash-till button”
or a “dispense-cash-till element” such as on a touchscreen
display and the document processing recycler system is
configured to automatically dispense a preprogrammed
blend of currency bills. According to some alternative
embodiments, the document processing recycler system can
further be configured to receive and/or dispense coins in a
similar manner as currency bills. Additional details about
dispensing coins can be found in U.S. Pat. No. 6,637,576,
which is hereby incorporated herein by reference in its
entirety.

According to some embodiments, the document process-
ing recycler system can be configured to directly fill a cash
till with a predetermined amount of currency bills and/or
coins. According to some embodiments, the document pro-
cessing recycler system can be configured to receive an
empty cash till such that the document processing recycler
system automatically dispenses a preset or preprogrammed
number of particular denominations of currency bill and/or
coins into respective compartments within the cash till. For
example, the document processing recycler system can be
configured to dispense twenty $1’s into a first compartment,
ten $5’s into a second compartment, five $10’s into a third
compartment, and four $20’s into a fourth compartment.

According to some alternative embodiments, at act 1924,
the document processing recycler system determines if a
dispensing instruction or request has been received. It is
contemplated that an operator can use one or more input
devices to make such a request, such as, for example, using
a control panel similar to the control panel 170 described
herein in reference to FIG. 1A. If a dispensing request is
detected at act 1924, the document processing recycler
system transports a corresponding blend of currency bills
from the recycle vault to one or more output receptacles of
the document processing recycler system at act 1926, such
as, the one or more output receptacles 19035 shown in FIG.
19A. According to some alternative embodiments, the docu-
ment processing recycler system is further configured to
dispense coins to a coin output receptacle in response to
receiving a dispensing request associated with coins.

According to some alternative embodiments, at act 1928,
the document processing recycler system is configured to
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make a data file, that is similar to, for example, the data file
301 described above in reference to FIG. 3E in the Docu-
ment Records and Data Files Section, and in other sections
of the present disclosure, available and/or to transmit the
data file to a financial institution. According to some
embodiments, the data file includes at least a portion of the
generated image data and/or at least a portion of the data
extracted in act 1906. According to some embodiments, the
data file includes a record for each imaged document. The
records can be the same as, or similar to, the records
described herein, such as, for example, the records described
in the Document Records and Data Files Section and in other
sections of the present disclosure, and such as described in
connection with FIGS. 3A-3D. The data file can be down-
loaded or uploaded by a financial institution in a similar
manner as described elsewhere herein, such as, for example,
in connection with FIGS. 3E and 4A and in the Document
Processing Device and System Section, and in other sections
of the present disclosure. According to some embodiments,
a financial institution that receives or otherwise obtains the
data file is configured to credit a financial institution account
based on the data file, as described elsewhere herein, such
as, for example, as described in connection with FIGS. 4A,
5A, 6, 7B, and 8A-B.

It is contemplated that the document processing recycler
system can be owned, operated, and/or controlled by a
financial institution and located in a store, such as a retail
store, or financial institution customer’s office or building.
Such an arrangement allows, for example, a bank customer,
such as a retail store, to make secured deposits and/or
withdrawals in its own store using the document processing
recycler system. Because the bank receives a data file
containing a variety of information (e.g., images of bills and
checks, amounts of each check, serial number for a bill, etc.)
regarding deposits and withdrawals made into and from the
document processing recycler system and/or those docu-
ments transported into and stored in the excess and recycle
vaults, the bank may issue a provisional and/or a final credit
for all of or a portion of deposits made into the document
processing recycler system. According to some embodi-
ments, a bank or armored carrier service owns the document
processing recycler system and controls access to at least
one of the vault(s) therein, such as, for example, the excess
vault 19075 and/or the suspect vault 1907¢. According to
some embodiments, store personnel can operate the recycler
system to make deposits and withdrawals, but can only
withdraw documents contained in the recycle vault 1907«
and not in the excess vault 19075 or in the suspect vault
1907¢. According to some embodiments, a store and the
owner of the recycler system (e.g., bank or armored carrier
service) can enter into an agreement whereby depositing
document(s) within the recycler system transfers ownership
of the document(s) from the store to the recycler system
owner. According to some such embodiments, the owner is
a bank that gives the store a credit for the deposit at the time
of'the deposit, even if an armored carrier does not pickup the
documents until a later time or even on a different day, etc.

According to some embodiments, an armored carrier
service can make routine and/or periodic stops either at the
request of the store, bank, or otherwise, at the store to
remove documents, one or more cassettes or transportable
document storage devices from the recycler system for
further processing. For example, the armored carrier service
can pickup physical documents from the recycler system for
further processing in the same, or similar, manner as
described above in the Deposit Transaction Section, the
Physical Portion of Deposit Transaction Section, in refer-
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ence to FIGS. 4A and 4B, and in other sections of the present
disclosure. According to some embodiments, the document
processing recycler system 1901 is configured to receive and
process checks in the same, or similar, manner as described
in the Document Processing Vault System Section and in
connection with FIGS. 18 A-18G, and in other sections of the
present disclosure. According to some embodiments, the
documents picked up by the armored carrier service can
include checks for further physical processing by the
armored carrier service and/or a financial institution. Alter-
natively, any checks deposited into the recycler system can
be returned to the store automatically as described above or
by the armored carrier service to remain at the store indefi-
nitely such that the store can save the checks for future
reference or destroy the checks, such as, for example, as
described in the Deposit Transaction Section, the Physical
Portion of Deposit Transaction Section, in reference to
FIGS. 4A and 4B, and in other sections of the present
disclosure.

While the acts 1902, 1904, 1906, 1908, 1910, 1912, 1914,
1916, 1918, 1920, 1922, 1924, 1926, and 1928 are illustrated
and described in a particular sequence, it is contemplated
that the method 1900 can be performed in a variety of
different orders and/or with one or more acts occurring
simultaneously. For example, for a stack of documents, the
device can be configured to receive (1902), image (1904),
extract (1906), store (1908), authenticate (1910), and/or
transport/return (1914, 1916, 1920, 1922) different ones of
the respective documents simultaneously.

Serial Number Batch Headers and Trailers

Referring to FIG. 20A, a flowchart describing a method
2000 for processing currency bills in a document processing
device and/or system using header bills and/or trailer bills is
shown according to some embodiments of the present dis-
closure. For ease of description, the document processing
device and/or system will be referred to herein in the Serial
Number Batch Headers and Trailers Section as a document
processing device or the device. The device is the same as,
or similar to, and can perform the same or similar operations
as, the document processing device 101, 101', 1014,5 and/or
the document processing system 100, shown in FIGS. 1,
2A-2C, 4A, and described herein in, for example, the
Document Processing Device and System Section, in the
Deposit Transaction Section, and in other sections of the
present disclosure.

According to some embodiments, use of header bills
and/or trailer bills as described herein eliminates the need
for standard header/trailer cards that are typically used to
physically separate batches of documents during document
processing in, for example, a bank vault. That is, header bills
and/or trailer bills can replace header/trailer cards. It is
contemplated that according to some embodiments, the
elimination of header/trailer cards can increase document
processing efficiency and reduce costs associated with pro-
cessing documents as operators will not have to bother with
inserting the cards between batches or bother with scanning
the cards during processing to associate customer informa-
tion with documents.

According to some embodiments, a document processing
device is configured to extract and store one or more header
serial number(s) and/or trailer serial number(s). A header
serial number is a serial number of a first currency bill in a
batch of currency bills, also referred to herein as a header
bill. A trailer serial number is a serial number of a last
currency bill in a batch of currency bills, also referred to
herein as a trailer bill. For example, in a batch of one
hundred bills, where each bill has a different serial number,
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the serial number of the first bill, or header bill, can be used
as a header serial number and the serial number of the one
hundredth bill, or trailer bill, can be used as a trailer serial
number. According to some embodiments, one or more
header bills and/or trailer bills can be used to associate bills,
such as, for example, suspect bills, in one or more batches
of bills to one or more customers, such as, for example,
financial institution customers, like a retail store.

While header and/or trailer serial numbers are described
herein as being serial numbers of one respective bill, it is
contemplated that according to some embodiments, a header
serial number and/or trailer serial number can include two or
more serial numbers. For example, a header serial number
can include a serial number of a first bill and a second bill
in a batch of bills. Similarly, a trailer serial number can
include a serial number of a last bill and a second-to-last bill
in a batch of bills. According to some embodiments, such
additional serial numbers in the header/trailer serial numbers
aid in distinguishing batches of bills that might otherwise
include a currency bill with the same serial number as the
serial number of the header bill or the trailer bill.

According to some alternative embodiments, a header/
trailer serial number can include one or more denomina-
tions. For example, a header serial number can include a
serial number and a denomination of a first currency bill in
a batch of currency bills. Similarly, a trailer serial number
can include a serial number and a denomination of a last
currency bill in a batch of currency bills.

At act 2002, a customer identifier, such as, for example,
a customer account number, is received in a document
processing device. According to some embodiments, the
customer identifier can be manually entered into an input
device by an operator, such as, for example, a control panel,
like the control panel 170 described herein in reference to
FIG. 1. According to some other embodiments, the customer
identifier can be received in the device in the same, or
similar, manners described in the Document Processing
Device Operations in a Financial Institution System Section,
and in other sections of the present disclosure, and in
connection with FIGS. 14-17, such as, for example, via OCR
of a deposit slip, barcode reader, MICR reader. At act 2004,
a batch of bills is received in an input receptacle of the
device. The batch of bills has a customer identifier associ-
ated therewith. For example, the batch of bills can be a
deposit of bills of a financial institution customer. At act
2006, the device images the batch of bills to generate image
data that is reproducible as a visually readable image of at
least a portion of each bill in the batch of bills as described
elsewhere herein, such as, for example, in the Document
Processing Device and System Section, and in other sections
of the present disclosure. At act 2008, the device extracts
serial numbers from the generated image data in the same,
or similar, manner as described herein, such as, for example,
as described in the Optical Character Recognition Section,
and in other sections of the present disclosure. According to
some embodiments, the device extracts one serial number
from the image data for each of bills in the batch of bills.

According to some embodiments, at act 2010, the device
(1) stores the extracted serial number of the first bill in the
batch of bills, the header bill, in a memory and (2) associates
the extracted serial number as a header serial number of the
batch of bills in the memory with the received customer
identifier. That is, the device associates the first extracted
serial number with the customer identifier and stores that
associated information in a memory. According to some
embodiments, the header serial number and associated cus-
tomer identifier can be stored locally in a memory of the
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device and/or remotely, such as, for example, in a memory
of a server. Alternatively or in addition to storing a header
serial number, at act 2010, the device can be configured to
(1) store the extracted serial number of the last bill in the
batch of bills, the trailer bill, in the memory and (2) associate
the extracted serial number as a trailer serial number of the
batch of bills in the memory with the received customer
identifier. That is, according to some embodiments, the
device associates the last extracted serial number with the
customer identifier and stores that associated information in
the memory. As described below, an imaging MPS can
access and/or electronically search the memory for one or
more header/trailer serial numbers to determine the cus-
tomer identifier associated with the searched header/trailer
serial number(s).

According to some alternative embodiments, at act 2012,
a record is created for each bill in the batch of bills including
the header bill and the trailer bill. The created records can be
stored in a memory of the device and/or a memory of a
server at act 2014. The records can be the same as, or similar
to, the records described herein, such as, for example, the
records described in the Document Records and Data Files
Section, and in other sections of the present disclosure.
Alternatively or additionally, the records can be saved or
stored in a searchable database, such as, for example, the
database 1200a,b described in the Modes of Operation—
Searching/Master Database Section, and in other sections of
the present disclosure.

According to some embodiments, the records associated
with header bills and trailer bills include a header/trailer
field for indicating that the associated bill is a header bill or
a trailer bill. For example, the record 300a in FIG. 3A, can
be modified to include a header/trailer field that indicates
that the $1 bill associated with the record 300a having serial
number G3468700A is a header bill. According to some
embodiments, the records include one or more header/
trailer-serial-number fields. For example, each bill in the
batch of bills is associated with a respective record that
includes a header/trailer-serial-number field for including
header serial number(s) and/or trailer serial number(s). That
is, each record associated with a bill in the batch of bills is
tagged with the serial number and/or a denomination of a
header bill and/or the serial number and/or a denomination
of a trailer bill. For example, referring to the database 12005
in FIG. 12B, each of the records 12015 can be modified to
further include a header/trailer-serial-number field that
includes a header serial number and/or trailer serial number.

According to some embodiments, for a batch of five bills
only including the five bills in the database 120054, the first
bill having document ID 9493 is the header bill such that the
serial number G489763041 is a header serial number. Simi-
larly, the last bill having document ID 9497 is the trailer bill
such that the serial number G092613921 is a trailer serial
number. The first record associated with the document 1D
9493 can be modified to include a header field that indicates
that the associated bill is a header bill. Similarly, the last
record associated with the document ID 9497 can be modi-
fied to include a trailer field that indicates that the associated
bill is a trailer bill. The records associated with the bills
between the header bill and the trailer bill can be modified
to include a header-serial-number field and/or a trailer-
serial-number field to include the header serial number and
the trailer serial number respectively. Additionally or alter-
natively, each record can include a header-serial-number
field and/or a trailer-serial-number field and in the case of
the record being associated with document 9493 (i.e., the
header bill), the associated record includes serial number
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G489763041 and/or serial number G092613921 in the
header-serial-number field and/or the trailer-serial-number
field, respectively.

It is contemplated that according to some embodiments,
including a header/trailer field and/or a header/trailer serial
number in one or more header/trailer-serial-number fields in
the records can assist in tracking and/or identifying customer
identifiers associated with specific bills, such as, for
example, suspect bills, included in a specific batch of bills,
as described, for example, in reference to FIG. 20B.

While the acts 2002, 2004, 2006, 2008, 2010, 2012, and
2014 are illustrated and described in a particular sequence,
it is contemplated that the method 2000 can be performed in
a variety of different orders and/or with one or more acts
occurring simultaneously. For example, it is contemplated
that according to some embodiments, the batch of bills is
received prior to receiving the customer identifier. For
another example, for a stack of documents, the device is
configured to image (2006), extract (2008), store/associate
(2010), create records (2012), and/or store records (2014)
for different ones of the respective documents simultane-
ously.

Referring to FIG. 20B, a flowchart describing a method
2001 for processing currency bills in an imaging multiple
pocket document processing device and/or system using the
header bills and/or the trailer bills of FIG. 20A is shown
according to some embodiments. For ease of description, the
imaging multiple pocket document processing device and/or
system will be referred to herein in the Serial Number Batch
Headers and Trailers Section as an imaging MPS. The
imaging MPS is the same as, or similar to, and can perform
the same or similar operations as, the document processing
device 101, the document processing system 100, and/or the
imaging multiple pocket document processing device 400,
shown in FIGS. 1, 4A, and 4B, and described herein in the
Document Processing Device and System Section, in the
Deposit Transaction Section, and in other sections of the
present disclosure.

According to some embodiments, in response to the
completion of the method 2000, an operator of the device
(“initial device™), described above in reference to FIG. 20A,
physically transports a batch of bills from the initial device
to the imaging MPS for further processing. It is contem-
plated that the operator transports the batch of bills along
with a plurality of additional batches of bills associated with
one or more customer identifiers. For example, the operator
can transport the batches of bills in a tray commonly used in
bank vaults. According to some embodiments, the batches of
bills are only separated via one or more header bills and/or
trailer bills. That is, the operator maintains batch integrity of
the batches of bills by positioning the batches in the tray
such that each batch is flanked or boarded by at least one
header bill and/or at least one trailer bill. According to some
embodiments, the operator maintains batch integrity of the
batches of bills by positioning the batches in the tray such
that each batch is transported in substantially the same order
as initially processed by the initial device.

At act 2016, a batch of bills is received in an input
receptacle of the imaging MPS. The received batch of bills
is one of the batches of bills previously processed by an
operator of the initial device described above in reference to
FIG. 20A. At act 2018, the imaging MPS images the batch
of bills to generate image data that is reproducible as a
visually readable image of at least a portion of each bill in
the batch of bills as described elsewhere herein, such as, for
example, in the Document Processing Device and System
Section, and in other sections of the present disclosure. At
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act 2020, the imaging MPS extracts or determines serial
numbers and/or other data, such as denominations, from the
generated image data in the same, or similar, manner as
described herein, such as, for example, as described in the
Optical Character Recognition Section, and in other sections
of the present disclosure. According to some embodiments,
the imaging MPS extracts one serial number from the image
data for each of bills in the batch of bills. It is contemplated
that according to some embodiments, for a stack of docu-
ments, the acts 2018 and 2020 can be performed for different
ones of the respective documents simultaneously.

According to some embodiments, the imaging MPS
accesses and/or electronically searches the memory for one
or more header/trailer serial numbers to determine the
customer identifier associated with the searched header/
trailer serial number(s). At act 2022, the imaging MPS
determines if each one of the extracted serial numbers is a
header serial number or a trailer serial number. That is, the
imaging MPS searches a memory storing header/trailer
serial numbers associated with the customer identifiers for a
serial number that matches one of the extracted serial
numbers—a matching serial number being a header or trailer
serial number. In response to determining that an extracted
serial number is a header or trailer serial number, at act 2024,
the imaging MPS reads or otherwise determines the asso-
ciated customer identifier from the memory. According to
some embodiments, the imaging MPS is communicatively
connected to the memory storing the header/trailer serial
numbers, discussed above in reference to method 2000, such
that the imaging MPS can read or determine the customer
identifier associated with each header/trailer serial number.
That is, the imaging MPS can automatically determine the
customer identifier that is associated with each batch of bills
from the memory.

In response to the imaging MPS (1) determining that an
extracted serial number is not a header/trailer serial number
at act 2022, or (2) determining the customer identifier at act
2024, the imaging MPS authenticates the bill associated
with the extracted serial number at act 2026. That is, the
imaging MPS authenticates each bill in the batch of bills as
act 2026. The imaging MPS can be configured to authenti-
cate the bills using one or more authentication sensors, such
as, for example, the authentication sensor 145 described
above in the Document Processing Device and System
Section, and in other sections of the present disclosure. The
one or more authentication sensors can be configured to
authenticate the bills based on one or more criteria and/or
authentication tests, such as, for example, those described
herein in the Document Processing Device and System
Section, and in other sections of the present disclosure.

At act 2028, the imaging MPS determines if the bill is a
suspect bill based on the one or more authentication tests. In
response to the imaging MPS determining that a bill is not
suspect, the bill is transported to an output receptacle at act
2030. In response to the imaging MPS determining that a bill
is a suspect bill, the suspect bill is transported to a suspect
or reject receptacle at act 2032. That is, according to some
embodiments, the imaging MPS is configured to off-sort
suspect bills, at act 2032, for an operator to further process
the suspect bills. According to some alternative embodi-
ments, the imaging MPS is configured to generate, transmit,
and/or print a report including information regarding any
determined suspect bill, which may include the customer ID
associated with the suspect bill.

According to some alternative embodiments, the imaging
MPS is configured to transport a trailer bill to the reject
receptacle at act 2034. For example, the imaging MPS
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determines that one or more bills in a batch are suspect bills
and transports such bills to the reject receptacle. As the
imaging MPS continues to authenticate bills in the same
batch of bills, the imaging MPS further looks for the trailer
bill by comparing the extracted serial numbers with stored
trailer serial numbers in a memory as discussed above. In
response to finding a trailer bill, the imaging MPS off-sorts
the trailer bill to the same receptacle containing the off-
sorted suspect bill(s), if any. According to some embodi-
ments, if a batch of bills contains no suspect bills, the
imaging MPS is configured to transport the trailer bill to the
output receptacle configured to receive the rest of the bills in
the batch. After the imaging MPS completely processes the
batches of bills, according to some alternative embodiments,
an operator can remove the suspect bill(s) and the trailer
bill(s) from the reject receptacle and manually lookup a
customer identifier associated with the suspect bill and/or
the trailer bill. For example, the operator can search a
database of records for a record including a serial number
matching the serial number of the suspect bill and/or the
trailer bill in the same or similar fashion as described herein
in the Modes of Operation—Searching/Master Database
Section, and in other sections of the present disclosure, and
in connection with FIGS. 12C-12G. According to some such
embodiments, the operator can chargeback a customer deter-
mined to have deposited the suspect bill based on the manual
lookup. Such a chargeback process is advantageous for
situations in which the database includes multiple records
for different bills having the same serial number. That is,
off-sorting a trailer bill along with the suspect bill aids the
operator in charging-back the correct customer for the
suspect bill, as the trailer bill includes the trailer serial
number that was associated with the customer identifier to
be charged-back in the act 2010 of the method 2000.

According to some alternative embodiments, the imaging
MPS can be configured to associate a denomination of a
determined suspect bill with a customer identifier at act
2036. That is, the imaging MPS can tally or total a value of
all determined suspect bills for a batch of bills being
processed and to associate the total value of suspect bills
with the customer identifier associated with the header/
trailer serial number of the batch of bills being processed.
Put another way, the imaging MPS can track and tag suspect
bill values to a customer identifier. At act 2038, the imaging
MPS can be configured to transmit a chargeback instruction
and/or signal. According to some embodiments, the charge-
back instruction and/or signal includes information such as
the customer identifier and totaled value of suspect bills
deposited by a customer associated with the customer iden-
tifier. It is contemplated that, according to some embodi-
ments, a bank employee receives the chargeback instruction
and can issue a chargeback to a customer based on the
information in the chargeback instruction in the same, or
similar, manner as described herein, such as, for example, as
described in the Document Processing Device and System
Section and in the Document Transaction Section, and in
other sections of the present disclosure, and in connection
with FIGS. 5A, 5B, and 6.

While the acts 2016, 2018, 2020, 2022, 2024, 2026, 2028,
2030, 2032, 2034, 2036, and 2038 are illustrated and
described in a particular sequence, it is contemplated that the
method 2001 can be performed in a variety of different
orders and/or with one or more acts occurring simultane-
ously. For example, for a stack of documents, the device can
be configured to receive (2016), image (2018), extract
(2020), authenticate (2026), determine IDs (2024), transport
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(2030, 2032, 2034), Associate (2036) and/or chargeback
(2038) for different ones of the respective documents simul-
taneously.

Referring to FIG. 20C, a flowchart describing a method
2050 for processing currency bills in a document processing
device and/or system using adjacent bills is shown according
to some embodiments of the present disclosure. The method
2050 is similar to the method 2000, but rather than using
header bills and/or trailer bills, the method 2050 uses
adjacent bills. According to some embodiments, an adjacent
bill is bill that flanks or boarders another bill. For example,
in a batch of one hundred bills, the fifth bill in the batch is
flanked by the fourth bill and the sixth bill in the batch. Thus,
the fourth and sixth bills are adjacent bills with respect to the
fifth bill. According to some other embodiments, the third,
the fourth, the sixth, and the seventh bills in the batch are
adjacent bills with respect to the fifth bill in the batch.

At act 2052, a customer identifier is received in a docu-
ment processing device. At act 2054, a batch of bills is
received in an input receptacle of the device. At act 2056, the
device images the batch of bills to generate image data that
is reproducible as a visually readable image of at least a
portion of each bill in the batch of bills as described
elsewhere herein, such as, for example, in the Document
Processing Device and System Section, and in other sections
of the present disclosure. At act 2058, the device extracts
serial numbers from the generated image data in the same,
or similar, manner as described herein, such as, for example,
as described in the Optical Character Recognition Section,
and in other sections of the present disclosure.

According to some embodiments, at act 2060, a record is
created for each bill in the batch of bills. The created records
can be stored in a memory of the device and/or a memory of
a server at act 2062. The records can be the same as, or
similar to, the records described herein, such as, for
example, the records described in the Document Records
and Data Files Section, and in other sections of the present
disclosure. Alternatively or additionally, the records can be
saved or stored in a searchable database, such as, for
example, the database 1200q,5 described in the Modes of
Operation—Searching/Master Database Section, and in
other sections of the present disclosure.

According to some embodiments, the records include one
or more adjacent-serial-number fields. For example, each
bill in the batch of bills is associated with a record that
includes one or more adjacent-serial-number fields for
including one or more serial numbers of one or more
adjacent bills. That is, each record associated with a bill in
the batch of bills is tagged with the serial number of one or
more adjacent bills in the batch of bills. It is contemplated
that according to some embodiments, including adjacent
serial numbers in one or more adjacent-serial-number fields
in the records can assist in tracking and/or identifying
customer identifiers associated with specific bills, such as,
for example, suspect bills, included in a specific batch of
bills, as described, for example, in reference to FIG. 20D.

While the acts 2052, 2054, 2056, 2058, 2060, and 2062
are illustrated and described in a particular sequence, it is
contemplated that the method 2050 can be performed in a
variety of different orders and/or with one or more acts
occurring simultaneously. For example, it is contemplated
that according to some embodiments, the batch of bills is
received prior to receiving the customer identifier. For
another example, for a stack of documents, the device is
configured to image (2056), extract (2058), create records
(2060), and/or store records (2062) for different ones of the
respective documents simultaneously.

30

35

40

45

198

Referring to FIG. 20D, a flowchart describing a method
2051 for processing currency bills in an imaging multiple
pocket document processing device and/or system using the
adjacent bills of FIG. 20C is shown according to some
embodiments. According to some embodiments, in response
to the completion of the method 2050, an operator of the
device (“initial device”), described above in reference to
FIG. 20C, physically transports a batch of bills from the
initial device to an imaging MPS for further processing. It is
contemplated that the operator transports the batch of bills
along with a plurality of additional batches of bills associ-
ated with one or more customer identifiers. For example, the
operator can transport the batches of bills in a tray com-
monly used in bank vaults. According to some embodi-
ments, the operator maintains batch integrity of the batches
of bills by positioning the batches in the tray such that each
batch is transported in substantially the same order as
initially processed by the device. According to some alter-
native embodiments, the operator maintains batch integrity
of the batches of bills by positioning the batches in the tray
such that each batch is flanked or boarded by at least one
header bill and/or at least one trailer bill.

At act 2064, a batch of bills (e.g., five bills) is received in
an input receptacle of an imaging MPS. The received batch
of' bills is one of the batches of bills previously processed by
an operator of the initial device described above in reference
to FIG. 20C. As such, each of the five bills in the batch of
bills is associated with a record in a database. At act 2066,
the imaging MPS images the batch of bills to generate image
data that is reproducible as a visually readable image of at
least a portion of each bill in the batch of bills as described
elsewhere herein, such as, for example, in the Document
Processing Device and System Section, and in other sections
of the present disclosure. At act 2068, the imaging MPS
extracts serial numbers from the generated image data in the
same, or similar, manner as described herein, such as, for
example, as described in the Optical Character Recognition
Section, and in other sections of the present disclosure.
According to some embodiments, the imaging MPS extracts
one serial number from the image data for each of bills in the
batch of bills. According to some embodiments, the
extracted serial numbers of the bills are temporarily stored
in a memory of the imaging MPS. For example, for an
exemplary batch of five bills, the following is a list of
extracted serial numbers stored in the order that the bills
were processed: CK98765432G, AB12345678A,
DG56789123C, 1F12345678B, and DG54321098C.

At act 2070, the imaging MPS authenticates the each bill
in the batch of bills. The imaging MPS can be configured to
authenticate the bills using one or more authentication
sensors, such as, for example, the authentication sensor 145
described above in the Document Processing Device and
System Section, and in other sections of the present disclo-
sure. The one or more authentication sensors can be con-
figured to authenticate the bills based on one or more criteria
and/or authentication tests, such as, for example, those
described herein in the Document Processing Device and
System Section, and in other sections of the present disclo-
sure. It is contemplated that according to some embodi-
ments, for a stack of documents, the acts 2066, 2068, and
2070 can be performed for different ones of the respective
documents simultaneously.

At act 2072, the imaging MPS determines if a bill is a
suspect bill based on the one or more authentication tests. In
response to the imaging MPS determining that a bill is not
suspect, the bill is transported to an output receptacle at act
2074.
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In response to the imaging MPS determining that a bill is
a suspect bill, the imaging MPS automatically determines
the customer identifier associated with the suspect bill at act
2076. For example, the imaging MPS determines that the
second bill having serial number AB12345678A is a suspect
bill based on, for example, one or more authentication tests.
According to some embodiments, the imaging MPS is
communicatively connected to the memory storing the data-
base and/or records, discussed above in reference to method
2050, such that the imaging MPS can determine the cus-
tomer identifier associated with each extracted serial number
(AB12345678A) and/or denomination of the suspect bill.
According to some embodiments, the imaging MPS is
configured to automatically search or query a database for
records including the serial number (AB12345678A) and/or
denomination of the suspect bill. In some such embodi-
ments, the imaging MPS determines that a single record
exists with a serial number (and/or denomination) matching
the suspect serial number (and/or denomination). In some
such embodiments, the imaging MPS determines or other-
wise reads the customer ID tagged to the matching record
and can transmit a chargeback signal or instruction at act
2082 to chargeback a customer that deposited the suspect
bill associated with the customer ID and/or record having
the serial number (and/or denomination) that matches the
suspect serial number (and/or denomination).

According to some embodiments, the imaging MPS deter-
mines that two or more records exist with a serial number
(and/or denomination) matching the suspect serial number
(AB12345678A) (and/or denomination). For example, the
imaging MPS determines that the second bill having serial
number AB12345678A is a suspect bill. In response to being
determined to be suspect, the imaging MPS determines that
two records in the database include the same serial number
(AB12345678A) (and/or denomination). In some such
embodiments, the imaging MPS is configured to automati-
cally determine which one of the two records is associated
with and/or corresponds with the suspect bill. As each of the
two records includes an extracted serial number that matches
the serial number of the suspect bill, the imaging MPS is
configured to compare extracted serial numbers (and/or
denomination) of adjacent bills with respect to the suspect
bill with serial numbers (and/or denomination) in one or
more of the adjacent-serial-number fields of the two records.
That is, the imaging MPS determines which one of the two
records corresponds with the suspect bill based on the serial
numbers of one or more adjacent bills with respect to the
suspect bill. For example, a first one of the records includes
a first adjacent-serial-number field that contains the serial
number: CK98765432G and a second adjacent-serial-num-
ber field that contains the serial number: DG56789123C.
Similarly, a second one of the records includes a first
adjacent-serial-number field that contains the serial number:
ALA45678901C and a second adjacent-serial-number field
that contains the serial number: BD98765432A. The imag-
ing MPS is configured to compare the two respective
adjacent serial numbers in the first and the second records
with the list of extracted serial numbers that includes the
adjacent serial numbers of the suspect bill to determine
which one of the two records is associated with the suspect
bill. That is, the imaging MPS compares the adjacent serial
numbers (CK98765432G and DG56789123C) of the first
record and the adjacent serial numbers (AL45678901C and
BD98765432A) of the second record with the list of
extracted serial numbers for the batch of bills being pro-
cessed (CK98765432G, AB12345678A, DG56789123C,
1F12345678B, and DG54321098C). In such example, a
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comparison of the adjacent serial numbers from the first and
the second records with the list indicates that the adjacent
serial numbers of the second bill (the suspect bill) in the list
match the adjacent serial numbers in the adjacent-serial-
number fields of the first record. As such, the imaging MPS
determines that the first record matches and the second
record, while including a matching serial number, does not
match—that is, the second record is not associated with the
suspect bill.

In response to determining which one of the two or more
records corresponds with the suspect bill, the imaging MPS
determines a customer identifier associated with the suspect
bill as the matching record includes the customer identifier
received in the act of 2052 of the method 2050.

According to some alternative embodiments, in response
to the imaging MPS determining that a bill is a suspect bill
at act 2072 and determining a customer identifier associated
therewith at act 2076, the suspect bill can be transported to
a suspect or reject receptacle at act 2078. That is, according
to some embodiments, the imaging MPS is configured to
off-sort suspect bills, at act 2078, for an operator to further
process the suspect bills. According to some alternative
embodiments, the imaging MPS is configured to generate,
transmit, and/or print a report including information regard-
ing any determined suspect bill, including, for example, the
serial number of the suspect bill, its denomination, and the
associated customer ID.

According to some alternative embodiments, the imaging
MPS can be configured to further transport one or more
adjacent bills to the reject receptacle at act 2080. That is
according to some embodiments, the imaging MPS deter-
mines that a bill is a suspect bill and off-sorts the suspect bill
and one or more adjacent bills with respect to the suspect bill
to the same receptacle containing the off-sorted suspect bill.
After the imaging MPS completely processes the batches of
bills, according to some alternative embodiments, an opera-
tor can remove the suspect bill(s) and the one or more
adjacent bills from the reject receptacle and manually
lookup customer identifiers associated with the suspect
bill(s) and/or the one or more adjacent bills. For example,
the operator can search a database of records for a record
including a serial number matching the serial number of the
suspect bill and/or the one or more adjacent bills in the same
or similar fashion as described herein in the Modes of
Operation—Searching/Master Database Section, and in
other sections of the present disclosure, and in connection
with FIGS. 12C-12F. According to some such embodiments,
the operator can chargeback a customer determined to have
deposited the suspect bill based on the manual lookup. Such
a chargeback process is advantageous for situations in which
the database includes multiple records for different bills
having the same serial number. That is, off-sorting one or
more adjacent bills along with the suspect bill aids the
operator in charging-back the correct customer for the
suspect bill, as the records were created to include an
extracted serial number of one or more adjacent bills in the
act 2060 of the method 2050, which are all associated with
other records that are associated with and/or tagged with the
customer identifier to be charged-back.

While the acts 2064, 2066, 2068, 2070, 2072, 2074, 2076,
2078, 2080, and 2082 are illustrated and described in a
particular sequence, it is contemplated that the method 2051
can be performed in a variety of different orders and/or with
one or more acts occurring simultaneously. For example, for
a stack of documents, the device can be configured to
receive (2064), image (2066), extract (2068), authenticate
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(2070), determine IDs (2076), transport (2074, 2078, 2080),
and/or chargeback (2082) for different ones of the respective
documents simultaneously.
Document Auditing and Tracking

According to some embodiments, a document processing
device and/or system of the present disclosure, such as
system 100, devices 101,101', 1014,5, 1410a-c, 1510, 1610,
1710 can be used to track physical locations of documents,
such as, for example, currency bills and/or checks, received
in and/or removed from one or more document storage
receptacles, such as a teller drawer and/or a cash till. That is,
a document processing device can be used in combination
with a teller drawer, in for example a bank, to track docu-
ments being stored in and being removed from the teller
drawer throughout a work shift and/or workday. To track
currency bill locations, a device or system of the present
disclosure can be configured to operate according to one or
more of the following document tracking modes: receive
mode, deposit mode, sell mode, and/or audit mode. Such bill
tracking can be useful for internal auditing purposes in a
bank, retail store, etc. For example, the tracking of the
physical locations of bills throughout a work shift can allow
an operator to automatically reconcile his or her teller
drawer at the end of the shift. To reconcile the operator’s
drawer, the operator re-runs all of the bills in the drawer in
the audit mode of the device, which is further described
below in reference to FIG. 21C. The device operating in
audit mode is configured to generate a balance signal and/or
indication to indicate to a teller that the teller’s drawer is
properly balanced, and/or is configured to generate a vari-
ance report to indicate to the teller and/or someone else (e.g.,
the teller’s manager) that one or more documents are miss-
ing and/or are unexpectedly present in the teller’s drawer.
According to some embodiments, the variance report
includes a serial number and denomination of any no-show
currency bill and any unexpected currency bill. According to
some alternative embodiments, the variance report includes
one or more images, such as, for example, a full image of
one or both sides of a bill and/or one or more snippet images
of a portion(s) of a bill.

While the following description is in reference to a
document processing device or the document processing
device 101, it is contemplated that the document processing
devices 101, 101", the document processing devices 101a,b,
the document processing devices 1410a-c¢, 1510, 1610,
1710, and/or the document processing system 100 can be
configured to perform the same, or similar, methods and/or
operations as described in reference to FIGS. 21A-D.

Referring to FIG. 21A, a method 2100a of recording an
expected location of a currency bill using a document
processing device, such as the document processing device
101 operating in a receive mode and/or a deposit mode, is
illustrated according to some embodiments of the present
disclosure. According to some embodiments, the receive
mode and/or the deposit mode can be selected and/or
activated by an operator of the document processing device
101, via control panel 170. According to some embodi-
ments, such modes can be selected or activated prior to
receiving documents such as currency bills in the device
101.

According to some embodiments, after the device pro-
cesses the received documents, the documents are physically
stored in a first predetermined physical location, such as, for
example, a teller drawer of the operator. According to some
embodiments, the first predetermined physical location can
be preprogrammed and/or manually programmed into the
device by the operator. According to some embodiments, the
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operator can select and/or activate, through one or more
electronic menus, the first predetermined physical location
(e.g., a first document storage receptacle) prior to, during,
and/or subsequent to processing bills.

At act 2101, the device receives a plurality of currency
bills. The bills are received in an input receptacle of the
device, such as, for example, the input receptacle 110, 110,
described above in reference to FIGS. 1 and 2A-2C. Accord-
ing to some embodiments, in the deposit mode and/or the
receive mode, bills can be received for deposit by a bank
customer into a financial institution for a credit. Addition-
ally, according to some embodiments, in the receive mode
only, bills can be received from a backroom or vault of a
bank to stock a teller’s drawer and/or till for use throughout
a work shift. Similarly, according to some embodiments, in
the receive mode only, bills can be received from a vault or
safe in a retail store to stock or refill a clerk’s cash till for use
throughout a work shift.

According to some embodiments, at act 2102, the bills are
transported along a transport path, one at a time, in a
non-overlapping serial manner past an image scanner to one
or more output receptacles in the same, or similar, manner as
described elsewhere herein, such as in reference to FIG. 1.
Atact 2103, image data is generated for each one of the bills,
in the same, or similar, manner as described elsewhere
herein, such as, for example, in the Optical Character
Recognition Section, and in other sections of the present
disclosure, and in reference to FIG. 1. The image data
associated with a respective bill is reproducible as a visually
readable image of at least a portion of the respective bill. At
act 2104, a denomination is determined and/or a serial
number is extracted from the image data for each of the bills
as described above, for example, in the Optical Character
Recognition Section, and in other sections of the present
disclosure.

At act 2105, a record is generated for each of the bills.
According to some embodiments, each record includes a
plurality of data fields for storing information, such as, for
example, currency bill identifying information and/or bill
tracking information. At least some of the data fields can be
the same as, or similar to, the data fields described above in
reference to FIGS. 3A-3D. According to some embodi-
ments, the data fields include a serial number field, an image
field, a physical bill location field, and a denomination field.
According to some embodiments, the device is configured to
populate each of the data fields with corresponding infor-
mation. For example, the device can be configured to
populate the serial number field with a respective one of the
extracted serial numbers and the image field with at least a
portion of an image of a respective one of the bills, such as,
for example, as shown in FIGS. 3A-3D.

According to some embodiments, the physical bill loca-
tion field indicates that a respective bill is expected to be
physically located in the predetermined physical location,
which can be preprogrammed and/or selected to be, for
example, a first document storage receptacle, a specific teller
drawer, a specific teller till, a teller tray, a clerk till, a cash
till, a vault, a safe, etc. That is, according to some embodi-
ments, upon generating a record in the receive mode and/or
the deposit mode, the device 101 automatically assumes that
the received documents will be removed from the output
receptacle(s) of the device and physically located in the first
predetermined physical location. Thus, the device 101 popu-
lates the physical bill location field of all generated records
for the stack of bills being processed with the first prede-
termined physical location.
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For example, in a bank, an operator can program or enter
the first predetermined physical location to be the operator’s
teller drawer. In such an example, all bills received and
processed by the operator in the deposit mode and/or the
receive mode will result in respective records being gener-
ated that each indicate that the expected physical location of
each respective bill is the teller drawer of the operator.
According to some embodiments, the device is configured to
receive an indication of the identity of the operator of the
device (such as by the entry of a teller identifier, an operator
number, and/or password) and the device sets the physical
location field to be a location associated with the operator,
such as, for example, the operator’s teller drawer. According
to some embodiments, the device assumes that the first
predetermined location is the operator’s teller drawer until
the operator enters or programs a different location, such as,
for example, a tray.

For another example, in a bank, an operator can program
or enter the first predetermined physical location to be a first
tray of the operator. In such an example, all bills received
and processed by the operator in the deposit mode and/or the
receive mode will result in respective records being gener-
ated that each indicate that the expected physical location of
each respective bill is the first tray of the operator. According
to some embodiments, the first tray receives large cash
deposits that are not needed as inventory in the operator’s
teller drawer. According to some embodiments, in response
to the first tray being full of currency bills or otherwise, the
operator can program or enter the first predetermined physi-
cal location to be a second tray of the operator.

The physical bill location field indicates a physical loca-
tion of where a bill is expected to be physically located and
not where the bill is actually physically located. Such is the
case because after processing received bills and generating
the records as described above, an operator or someone else
may purposefully and/or accidentally tamper with or change
a bill’s physical location, such as, for example, by moving
bills into and/or out-of the teller drawer without otherwise
updating the physical bill location field in the affected
records. Such tampering or movement can result in an
incorrect expected physical location indication in the physi-
cal bill location fields of the records associated with tam-
pered bills. As will be explained below in reference to FIG.
21C, such a discrepancy can result in the generation of a
variance report in response to auditing the contents of the
teller drawer. According to some embodiments, the variance
report includes a serial number and denomination of any
no-show currency bill and any unexpected currency bill.

According to some embodiments, at act 2106, the records
are stored in one or more memory devices integral with
and/or remote from the document processing device 101.
The memory device can include a data file, such as, for
example, a teller drawer file, that is configured to store
and/or organize all of the generated records in a searchable
and/or accessible database, such as, for example, the data-
base 12004,b described in the Modes of Operation—Search-
ing/Master Database Section, and in other sections of the
present disclosure. According to some embodiments, the
database can be automatically accessible by the device 101
and/or manually searchable by an operator. It is contem-
plated that according to some embodiments, the records can
include any combination of information illustrated in one or
more of the bill records 300a, 300c, and 3004, shown in
FIGS. 3A, 3C, and 3D and described above in the Document
Records and Data Files Section, and in other sections of the
present disclosure.
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According to some alternative embodiments, at act 2107,
the received bills are stored in the first predetermined
physical location, such as, for example, the teller’s drawer.
That is, according to some embodiments, for example, (1)
each of the generated records in act 2105 that is associated
with a respective bill to be deposited for a credit to a
customer’s account is populated to indicate that the respec-
tive bill is expected to be located in the teller drawer of the
operator, and (2) the operator physically stores the bills in
the teller drawer after processing the bills in the receive
mode or in the deposit mode.

According to some alternative embodiments, at act 2108,
the device generates a cash-in ticket. According to some
embodiments, the cash-in ticket is a record and/or receipt of
documents/currency bills. The cash-in ticket can be an
electronic cash-in ticket record that is stored in the memory
along with the data file and/or the cash-in ticket can be
printed and physically stored in the first predetermined
physical location (e.g., the teller drawer) along with the
received bills. According to some embodiments, a cash-in
ticket is generated each time an operator receives currency
bills, such as, for example, each time an operator receives
and processes a deposit of documents including currency
bills from a bank customer. The cash-in tickets can include
a variety of information including a total cash-in amount, a
transaction identifier, a customer account number, a teller
identifier, a cash-in time, etc. As described below in refer-
ence to FIG. 21C, the cash-in tickets can be used to reconcile
the contents of the first predetermined physical location
(e.g., the teller drawer) based on a comparison of an initial
value of bills in, for example, the teller drawer, plus the
value of bills added to the teller drawer, minus the value of
bills removed from the teller drawer with a calculated total
value of bills actually in the teller drawer at the time of
reconciliation.

While the acts 2101, 2102, 2103, 2104, 2105, and 2106
are illustrated and described in a particular sequence, it is
contemplated that the method 21004 can be performed in a
variety of different orders and/or with one or more acts
occurring simultaneously. For example, for a stack of docu-
ments, the device can be configured to receive (2101),
transport (2102), generate image data (2103), extract (2104),
generate records (2105), and/or store records (2106) for
different ones of the respective documents simultaneously.
Similarly, while the acts 2107 and 2108 are illustrated and
described in a particular sequence, it is contemplated that the
method 2100a can be performed in a variety of different
orders. For example, the cash-in ticket can be generated
(2108) prior to storing (2107) the received bills.

Referring to FIG. 21B, a flowchart describing a method
21005 of updating an expected physical location of a cur-
rency bill, in a sell mode, from a first predetermined physical
location to a second predetermined physical location, using
a document processing device, such as the document pro-
cessing device 101, is illustrated according to some embodi-
ments of the present disclosure. According to some embodi-
ments, the sell mode can be selected and/or activated by an
operator of the document processing device 101, via control
panel 170. According to some embodiments, an operator of
the device selects or activates the sell mode prior to receiv-
ing documents removed from the first predetermined physi-
cal location that are to be physically moved and stored in the
second predetermined physical location, such as, a bank
customer’s possession, a vault, a backroom, a second docu-
ment storage receptacle, etc.

According to some embodiments, the second predeter-
mined physical location can be preprogrammed and/or
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manually programmed or entered into the device by the
operator. According to some embodiments, the operator can
select or activate, through one or more electronic menus, the
second predetermined physical location (e.g., a second
document storage receptacle) prior to, during, and/or sub-
sequent to processing sell-bills.

According to some embodiments, at act 2110, the device
101 electrically accesses a data file, such as, for example, the
teller drawer file described above in reference to FIG. 21A.
It is contemplated that, according to some embodiments, the
device 101 can be configured to selectively access the teller
drawer file to write, read, and/or modify records contained
therein. For example, the device can update and/or change
the indication in the physical bill location field for one or
more records from the first predetermined physical location
(e.g., teller drawer) to the second predetermined physical
location (e.g., customer, vault, backroom, second document
storage receptacle, other, etc.).

At act 2111, the device receives a plurality of sell-bills.
According to some embodiments, sell-bills are currency
bills that are removed from a first predetermined physical
location that are to be physically stored in a second prede-
termined physical location. The sell-bills are received in an
input receptacle of the device, such as, for example, the
input receptacle 110, 110', described above in reference to
FIGS. 1 and 2A-2C. According to some embodiments, in the
sell mode, the sell-bills can be bills that are received from an
operator’s teller drawer to be withdrawn by a bank customer.
Alternatively, the sell-bills can be excess bills in a teller
drawer and/or tray to be sold to a backroom and/or vault of
a bank. Similarly, the sell-bills can be from a retail clerk’s
cash till to be securely stored in a vault and/or safe in a retail
store.

According to some embodiments, at act 2112, the sell-
bills are transported along a transport path, one at a time,
past an image scanner to one or more output receptacles in
the same, or similar, manner as described elsewhere herein,
such as in reference to FIG. 1. At act 2113, image data is
generated for each one of the sell-bills, in the same, or
similar, manner as described elsewhere herein, such as, for
example, in the Optical Character Recognition Section, and
in other sections of the present disclosure, and in reference
to FIG. 1. The image data associated with a respective
sell-bill is reproducible as a visually readable image of at
least a portion of the respective sell-bill. At act 2114, a
denomination is determined and/or a serial number is
extracted from the image data from each of the sell-bills as
described above, for example, in the Optical Character
Recognition Section, and in other sections of the present
disclosure.

According to some embodiments, at act 2115, the physical
bill location field of each record in the data file that is
associated with one of the sell-bills is updated to indicate
that the respective sell-bill is no longer expected to be
physically located in the first predetermined physical loca-
tion. That is, upon receiving and processing sell-bills in the
sell mode, the device 101 automatically assumes that the
received sell-bills will be removed from the first predeter-
mined physical location and moved to a second predeter-
mined physical location. Thus, according to some embodi-
ments, the device accesses the data file and overwrites or
updates the physical bill location fields of all records asso-
ciated with sell-bills with the second predetermined physical
location. According to some alternative embodiments, rather
than overwriting the physical bill location, the device
updates the respective records to indicate that the expected
physical bill location changed from the first predetermined
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physical location to the second predetermined physical
location. That is, for example, an operator viewing the
record on a display device can view a history of expected
locations of the respective bill. For example, the operator
can see that the bill was initially expected to be in the first
predetermined physical location, but is expected to be in the
second predetermined physical location.

For example, in a bank, an operator can program the
second predetermined physical location to be a customer’s
possession, such that all sell-bills received and processed by
the operator in the sell mode result in respective records
being updated to indicate that the expected physical location
of each of the sell-bills is the customer’s possession. It is
contemplated that the customer possession indication can be
generic to all customers or specific to a unique customer
identifier. For example, for a customer having an account
number 003659123, the device can automatically access and
change the physical bill location fields to indicate that each
sell-bill is now expected to be located with the customer
having account number 003659123. For another example, in
a bank, an operator can program the second predetermined
physical location to be a teller tray of the operator, such that
all sell-bills received and processed by the operator in the
sell mode result in respective records being updated to
indicate that the expected physical location of each of the
sell-bills is the teller tray of the operator. It is contemplated
that the teller tray indication can be specific to a particular
tray having a unique tray identifier.

According to some alternative embodiments, at act 2115,
in lieu of updating records as described above, all records in
the data file associated with sell-bills can be deleted and/or
otherwise electronically removed from the data file, such
that the data file only includes records associated with bills
expected to be physically located in the first predetermined
physical location (e.g., the teller drawer). That is, upon
receiving and processing sell-bills in the sell mode, the
device 101 automatically assumes that the received sell-bills
will be removed from the first predetermined physical
location and moved to the second predetermined physical
location. Thus, in response to receiving the sell-bills in the
sell mode, according to some embodiments, the device
removes all records associated with the sell-bills from the
data file associated with the first predetermined physical
location.

According to some embodiments, prior to updating or
removing the records in act 2115, the device 101 compares
the sell-bills and/or information extracted/derived therefrom
with the records in the corresponding data file to determine,
which, if any, of the records correspond with each of the
sell-bills. According to some embodiments, for each sell-bill
the device compares the extracted serial number and/or
determined denomination of the sell-bill with serial numbers
and/or denominations included in the records to determine
which record corresponds with the sell-bill. That is, the
device accesses the records in the data file to find a record
having a serial number and/or denomination that matches
the extracted serial number and denomination of the sell-bill
to determine which record should be updated or removed to
indicate that the sell-bill was removed from the first prede-
termined physical location.

The accessed records in act 2110 are associated with bills
expected to be in the first predetermined physical location,
such as a teller drawer. Thus, any sell-bills removed from the
teller drawer should have a corresponding record in the data
file. However, as discussed above, it is contemplated that an
operator or someone else may purposefully and/or acciden-
tally tamper with or change a bill’s physical location. Such
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tampering or movement can result in an incorrect expected
physical location indication in the physical bill location
fields of the records associated with tampered bills. Simi-
larly, such tampering or movement can result in a sell-bill
not having a corresponding record in the data file, which
would indicate that the sell-bill was not expected to be in the
teller drawer. It is contemplated that such discrepancies can
result in one or more error messages during the processing
of the sell-bills. The error messages can indicate to an
operator or another entity, for example, that a sell-bill was
not expected to be physically located in the teller drawer.
Such a scenario is possible in response to an operator putting
bills in the teller drawer without first processing the bills
with the device 101 in the receive mode or the deposit mode
according to the methods described herein in reference to
FIG. 21A. It is contemplated that the error message(s) can be
automatically transmitted to a third party, such as a manager.

According to some alternative embodiments, at act 2116,
the sell-bills are stored in the second predetermined physical
location, such as a customer’s possession. That is, according
to some embodiments, for example, (1) each of the records
that is associated with a sell-bill is updated to indicate that
the respective sell-bill is expected to be located in a cus-
tomer’s possession and not the teller drawer, and (2) the
operator physically transfers the sell-bills to the customer’s
possession after processing the sell-bills in the sell mode.

According to some alternative embodiments, at act 2117,
the device generates a cash-out ticket. According to some
embodiments, the cash-out ticket is a record and/or receipt
of documents. The cash-out ticket can be an electronic
cash-out ticket record stored in the memory along with the
data file and/or the cash-out ticket can be printed and stored
in the first predetermined physical location (e.g., the teller
drawer) along with the bills therein. According to some
embodiments, a cash-out ticket is generated each time an
operator sells and/or removes bills from, for example, the
teller drawer. The cash-out tickets can include a variety of
information including a total cash-out amount, a transaction
identifier, a customer account number, a teller identifier, a
cash-out time, etc. As described below in reference to FIG.
21C, the cash-out tickets can be used to reconcile the
contents of the first predetermined physical location (e.g.,
the teller drawer) based on a comparison of an initial value
of bills in, for example, the teller drawer, plus the value of
bills added to the teller drawer, minus the value of bills
removed from the teller drawer with a calculated total value
of bills actually in the teller drawer at the time of reconcili-
ation.

According to some embodiments, a device configured to
operate in a sell mode is embodied in an automated teller
machine (ATM). According to such embodiments, in
response to a customer withdrawing currency bills, the ATM
images each currency bill and creates a record for each
currency bill and/or updates a record in memory associated
with the currency bills being withdrawn to indicate a new
expected location of the currency bill(s). The records can
include an extracted serial number, image data, or a variety
of other information, such as the information described in
the Document Records and Data Files Section, and in other
sections of the present disclosure, and in connection with
FIGS. 3A-3F. The records can be stored in a database, such
as, for example, the databases described in the Modes of
Operation—Searching/Master Database Section in connec-
tion with FIGS. 12A and 12A, in the Document Processing
Device Operations in a Financial Institution System Section
in connection with FIGS. 14-17, and in other sections of the
present disclosure. According to some embodiments, such a
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sell mode in an ATM allows a financial institution that owns,
operates, and/or controls the ATM to track currency bills
dispensed to customers. For example, a customer enters a
bank stating a $20 bill he received from the bank’s ATM is
counterfeit and that he wants a non-counterfeit $20 bill
instead. According to some embodiments, a bank employee
can verify the customer’s assertion by searching a database
of records, such as described in the Modes of Operation—
Searching/Master Data Base Section, and in other sections
of the present disclosure, and in connection with FIGS.
12A-12G, to determine if the supposed counterfeit was in
fact dispensed by the bank’s ATM to the customer. That is,
according to some embodiments, the bank employee
searches a database of records for a record including a serial
number that matches the counterfeit’s serial number. In
response to a determining a matching record, the bank
employee can determine if that currency was in fact dis-
pensed to the customer based on a review of customer
related information tagged to and/or contained within the
matching record (e.g., customer account number).

While the acts 2110, 2111, 2112, 2113, 2114, and 2115 are
illustrated and described in a particular sequence, it is
contemplated that the method 210056 can be performed in a
variety of different orders and/or with one or more acts
occurring simultaneously. For example, for a stack of docu-
ments, the device can be configured to access (2110), receive
(2111), transport (2112), generate image data (2113), extract
(2114), and/or update or remove (2115) for different ones of
the respective documents simultaneously.

Referring to FIG. 21C, a flowchart describing a method
2100c¢ of reconciling currency bills, in an audit mode, using
a document processing device, such as the document pro-
cessing device 101, is illustrated according to some embodi-
ments of the present disclosure. According to some embodi-
ments, the Audit mode can be selected and/or activated to
run by an operator of the document processing device 101,
via control panel 170. According to some embodiments, an
operator of the device selects or activates the audit mode
prior to receiving documents, such as currency bills,
removed from the first predetermined physical location (e.g.,
the teller drawer) that are to be reconciled.

According to some embodiments, at act 2120, the device
101 electrically accesses a data file, such as, for example, the
teller drawer file, in the same, or similar manner as described
above in reference to FIGS. 21A and 21B. For example, the
device can access and/or look-up the respective indications
in the physical bill location fields for the records in the data
file to determine the expected physical location for each bill
associated with a record in the data file.

At act 2121, the device receives a plurality of audit-bills.
According to some embodiments, audit-bills include all of
the currency bills that are stored in a first predetermined
physical location, such as the teller drawer as described
above in reference to FIGS. 21A and 21B. The audit-bills are
received in an input receptacle of the device, such as, for
example, the input receptacle 110, 110", described above in
reference to FIGS. 1 and 2A-2C. According to some
embodiments, in the audit mode, the audit-bills can be the
bills that are received from an operator’s teller drawer to be
reconciled to determine if the teller drawer balances.

According to some embodiments, at act 2122, the audit-
bills are transported along a transport path, one at a time,
past an image scanner to one or more output receptacles in
the same, or similar, manner as described elsewhere herein,
such as in reference to FIG. 1. At act 2123, image data is
generated for each one of the audit-bills, in the same, or
similar, manner as described elsewhere herein, such as, for
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example, in the Optical Character Recognition Section, and
in other sections of the present disclosure, and in reference
to FIG. 1. The image data associated with a respective
audit-bill is reproducible as a visually readable image of at
least a portion of the respective audit-bill. At act 2124, a
denomination is determined and/or a serial number is
extracted from the image data from each of the audit-bills as
described above, for example, in the Optical Character
Recognition Section, and in other sections of the present
disclosure.

At act 2125, an audit record is generated for each of the
audit-bills. According to some embodiments, the audit
records are the same as, or similar to the generated records
discussed above in reference to FIG. 21A. According to
some embodiments, each audit record includes a plurality of
data fields for storing information, such as, for example,
currency bill identifying information and/or bill tracking
information. At least some of the data fields can be the same
as, or similar to, the data fields described above in reference
to FIGS. 3A-3D. According to some embodiments, the data
fields include a serial number field and a denomination field.
According to some embodiments, the device is configured to
populate each of the data fields with corresponding infor-
mation. For example, the device can be configured to
populate the serial number field with a respective one of the
extracted serial numbers and the denomination field with a
respective denomination of a respective one of the audit-
bills.

According to some embodiments, the device is configured
to calculate a total value of the audit-bills based on the
denominations of the audit-bills. It is contemplated that
according to some embodiments, the calculated total value
of audit-bills can be compared with, for example, a running
teller drawer total to reconcile the contents of the teller
drawer. According to some embodiments, the running teller
drawer total is an up-to-date running total value of all bills
expected to be in the teller drawer at that point of time. For
example, at the beginning of a shift a teller’s drawer is
empty, which corresponds with a running teller drawer total
of $0.00. After receiving a $500 deposit from a bank
customer, for example, the running teller drawer total is
$500. According to some embodiments, the device 101 is
configured to automatically calculate and update the running
teller drawer total in response to documents being removed
from and/or deposited into the teller drawer.

According to some alternative embodiments, at act 2126,
the audit records are stored in one or more memory devices
integral with and/or remote from the document processing
device 101. According to some embodiments, the audit
records can be stored in the same and/or different memory
device that stores the corresponding data file. It is contem-
plated that the audit records can be temporarily stored for a
sufficient amount of time to reconcile the audit bills or for a
longer, more permanent, period of time such that, even after
the audit mode reconciles the audit-bills, the audit records
remain in memory storage.

According to some embodiments, it is contemplated that
the first predetermined physical location (e.g., the teller
drawer) balances in response to each audit-bill and/or audit
record corresponding with a record in the data file that is
associated with a bill expected to be in the first predeter-
mined physical location. According to some embodiments,
at act 2127, the device 101 compares the audit records
and/or information contained therein with the records in the
data file to reconcile the documents contained in the first
predetermined physical location (e.g., the teller drawer).
That is, for example, the device determines if each one of the
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audit-bills removed from the teller drawer corresponds with
a record in the data file having a physical bill location field
that indicates the respective-associated bill is expected to be
in the teller drawer.

According to some alternative embodiments, at acts 2128
and 2129, for each audit-bill and/or audit record, the device
compares the extracted serial number and/or determined
denomination of the audit-bill with serial numbers and/or
denominations included in the records of the data file—
including a physical bill location field indicating the teller
drawer to be the expected location of the respective bill—to
determine which record in the data file corresponds with the
audit-bill. That is, the device accesses the records in the data
file to find a record having a serial number and/or denomi-
nation that matches the extracted serial number and deter-
mined denomination of the audit-bill to determine which
record, if any, corresponds with the audit-bill and/or the
audit record.

At act 2130, according to some embodiments, the device
determines if the first predetermined physical location (e.g.,
the teller drawer) balances based on the comparison from
acts 2127 and/or acts 2128, 2129. According to some
embodiments, a record indicating that its associated bill is
expected to be in the first predetermined physical location
(e.g., the teller drawer), should correspond with one of the
audit-bills. That is, assuming no tampering or accidental
movement has occurred with bills that were supposed to be
included and/or removed from the teller drawer, all of the
audit bills should match up with a respective record in the
data file. According to some embodiments, an audit bill
matches up with or corresponds with a record in the data file
in response to a serial number and/or a denomination of the
audit bill being the same as the determined and/or extracted
denomination and/or serial number in the record.

According to some embodiments, if the first predeter-
mined physical location is determined to balance, at act
2131, a balance indication is generated. The balance indi-
cation can be an electronic signal, and/or a visual and/or an
audible indication, which can indicate to a teller that the
teller’s drawer is properly balanced. For example, the con-
trol panel 170 can visually display a “BALANCE” symbol
to indicate to the operator, for example, that the contents of
the teller drawer is balanced and/or reconciled. According to
some embodiments, the device 101 or the system 100 is
configured to generate a balance report in response to the
generation of a balance indication. According to some
embodiments, the device or system is configured to send a
balance indication and/or report to bank manager when a
teller’s drawer balances. According to such embodiments,
the bank manager can monitor when a balance indication
and/or report is received for all tellers working a particular
shift to determine when the drawers of all tellers are bal-
anced.

According to some alternative embodiments, at act 2130,
the device determines if the first predetermined physical
location (e.g., the teller drawer) balances based on a com-
parison of the total calculated value of the audit-bills with a
running teller drawer total. According to some embodi-
ments, the running teller drawer total can be calculated as
the initial value of bills in the teller drawer, plus a total of
all cash-in amounts, minus a total of all cash-out amounts.
According to some such embodiments, it is contemplated
that the first predetermined physical location balances in
response to the calculated total value of the audit-bills
equaling a total initial value of bills expected to be in the first
predetermined physical location, plus a total value of bills
received in the first predetermined physical location, minus
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a total value of bills removed from the first predetermined
physical location. That is, if the initial value of bills in, for
example, the teller drawer, plus the value of bills added to
the teller drawer, minus the value of bills removed from the
teller drawer equals the calculated total value of the audit-
bills, then, at act 2131, the balance indication is generated.

According to some embodiments, it is contemplated that
the device only generates the balance indication in response
to (1) the device determining that the first predetermined
physical location (e.g., the teller drawer) balances based on
the comparison from acts 2127 and/or acts 2128, 2129 and
(2) the device determining that the first predetermined
physical location balances based on the comparison of the
total calculated value of the audit-bills with the running
teller drawer total.

According to some embodiments, in response to a teller’s
drawer balancing and/or a balance indication being gener-
ated, an end-of-shift data file or an end-of-day data file is
generated. According to some such embodiments, an end-
of-shift data file includes a record for every document
processed by a specific teller or by a group of tellers (e.g.,
every teller in a specific branch of a bank) operating in a
bank during a specific shift and an end-of-day data file
includes a record for every document processed by a specific
teller or by a group of tellers (e.g., every teller in a specific
branch of a bank) operating in a bank during a specific
workday. According to some embodiments, the end-of-day
data file includes a total value of documents remaining in
tellers’ drawers at the end of the workday. Thus, the bank has
an electronic record of documents that the bank will have for
the tellers to start the next workday. According to some
embodiments, at the start of the next workday, the tellers
rerun the documents in their respective teller drawers in the
audit mode of operation to verify that all expected docu-
ments are still in the teller’s drawer.

According to some embodiments, if at act 2130 the first
predetermined physical location (e.g., the teller drawer) is
determined not to balance, then a variance report is gener-
ated at act 2132. According to some embodiments, the
variance report includes a serial number and denomination
of any no-show currency bill and any unexpected currency
bill. According to some embodiments, one or more error
messages can be displayed to an operator in response to a
variance report being generated. The error messages can be
displayed on the control panel of the device or another
communicatively connected display. It is contemplated that
according to some embodiments, the error message is dis-
played on a touch screen display that further includes one or
more selection keys. The selection keys can include a
“Print” key, an “E-Mail” key, an “Override” key, etc. The
respective selection keys can be configured to be selectively
activated by the operator to cause the variance report to print
on a communicatively connected printer (Print key), to
electronically transmit the variance report to one or more
electronic accounts, such as e-mail accounts (E-Mail key),
and/or to ignore or override the non-balance determination
(Override key). It is contemplated that in response to an
operator activating the override element, a message can be
automatically transmitted to one or more electronic
accounts, such as, for example, the operator’s supervisor’s
e-mail account.

According to some embodiments, the first predetermined
physical location can fail to balance due to one or more bills
missing from the first predetermined physical location.
Similarly, according to some embodiments, the first prede-
termined physical location can fail to balance due to one or
more unexpected bills being included in the first predeter-
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mined physical location. According to some embodiments, a
missing bill expected to be physically located in the first
predetermined physical location is called a no-show bill.

It is contemplated that according to some embodiments,
the variance report can indicate to the teller and/or someone
else (e.g., the teller’s manager) that one or more documents
are missing and/or unexpectedly present in the first prede-
termined physical location (e.g., the teller drawer). In
response to receiving a variance report, an operator and/or
teller can then proceed to try and determine why the first
predetermined physical location (e.g., the teller drawer) did
not balance. According to some alternative embodiments, at
act 2133, the audit-bills are returned to be physically stored
in the first predetermined physical location, such as, for
example, the teller drawer.

According to some embodiments, a bank operates with a
multitude of tellers receiving deposits and dispensing cur-
rency bills into and from respective teller drawers. Accord-
ing to some embodiments, each teller processes deposits and
withdrawals according to the methods described herein in
the Document Auditing and Tracking Section, and in other
sections of the present disclosure, and in connection with
FIGS. 21A-21C with a document processing device. It is
contemplated that each teller can operate a respective docu-
ment processing device or all tellers can share one or more
devices and/or systems. According to some embodiments, at
the end of a bank shift, all of the tellers rerun the documents
in their respective drawers to reconcile their drawers as
described above. According to some embodiments, the
devices are communicatively connected such that in
response all teller drawers balancing except for a first teller’s
drawer missing a bill (no-show document) having a specific
denomination and specific serial number and a second
teller’s drawer including an unexpected bill having the same
specific denomination and the same specific serial number,
one or more of the devices and/or systems, such as the
device 101 and/or system 100, is configured to generate a
bank balance indication. According to some embodiments,
the one or more devices and/or systems is configured to
generate a bank balance report in response to the generation
of a bank balance indication. According to some embodi-
ments, the one or more devices and/or systems is configured
to send a bank balance indication and/or report to a bank
manager when all teller drawers balance collectively. For
example, where reconciling all of the teller drawers as
described above indicates that one teller drawer is missing a
$100 bill having serial number AB12345678B and that a
second teller draw unexpectedly includes a $100 bill having
serial number AB12345678B, one or more of the devices
and/or systems is configured to indicate that the bank
collectively balances at the shift end.

According to some embodiments, if a bank manager is
suspicious that a particular teller is committing theft, the
bank manager can arrive at any time of day and shut down
that teller’s window and run a complete reconciliation of the
documents in the teller’s drawer in the audit mode of
operation. It is contemplated that such an ability (audit
mode) will improve the accuracy of a bank’s auditing/
reconciliation ability and increase the bank’s ability to find
employees committing theft.

According to some embodiments, a document processing
device and/or system configured to operate in a receive/
deposit mode, a sell mode, and an audit mode can be used
in a retail store location in a similar manner as described
above in reference to the devices and/or systems in financial
institutions/banks to increase security and/or reduce theft in
the retail store. According to some such embodiments, at the
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end of a shift or workday, a store clerk removes all docu-
ments in the clerk’s drawer (clerk batch of documents) and
processes the documents in the device to generate a record
for each document. Each clerk follows the same procedure,
such that, the store obtains a data file with a record for all
documents in the clerks’ drawers (store batch of documents)
at closing and/or shift end. According to some embodiments,
the clerk’s name and/or other clerk identifier is tagged to
each record associated with a document processed by the
clerk.

According to some such embodiments, in addition to
processing the store batch of documents, a clerk manually,
or the device automatically, determines and separates excess
currency bills from the store batch of documents to be
deposited at a bank for a credit. That is, the currency bills in
the store batch of documents are counted and totaled and an
excess amount of the bills (bills not needed to start the next
shift) is removed such that the store is left with a sufficient
amount of currency bills to start the next shift or workday.
According to some embodiments, the remaining currency
bills are put into the various clerk drawers and locked until
the next shift or workday. According to some embodiments,
the excess bills are processed by the device in the sell mode
such that the device updates the data file to reflect that some
of the documents were excess and therefore not expected to
be in one of the clerk’s drawers the following workday or
shift in the same, or similar, manner as described above in
reference to the sell mode of operation.

According to some embodiments, the device is configured
to transmit the updated data file of records associated with
the excess batch of bills to a financial institution for a credit
in the same, or similar, manner as described in the Deposit
Transaction Section, the FElectronic Portion of Deposit
Transaction Section, in connection with FIGS. 4A and 4B,
and in other sections of the present disclosure.

According to some embodiments, in response to the bank
receiving the physical bills, the bank can process the
received bills and compare the received bills with the data
file received from the store to determine if any of the
expected documents are no-show documents and to deter-
mine if any unexpected documents were included in the
same, or similar, manner as described above in the Physical
Portion of Deposit Transaction Section, and in other sections
of the present disclosure, and in connection with FIGS. 4A
and 4B. According to some embodiments, in response to the
bank determining a discrepancy, an exception report can be
generated including a serial number and denomination (or
other identifying information) of each missing document
and/or each unexpected document. According to some
embodiments, the missing documents can be traced back to
the appropriate store and appropriate store clerk and clerk
drawer from which the missing bill was suppose to have
been received based on information (e.g., clerk’s name,
clerk identifier, etc.) included in the record associated with
the missing bill. For example, a variance report is generated
that indicates a $10 bill having serial number 123 is missing
from the store’s deposit. The bank can notify the store as to
the denomination and serial number of the missing bill. The
store can access a database of records and/or the data file
sent to the bank for a credit and search for the record having
the serial number of the missing bill in the same, or similar,
manner described in the Modes of Operation—Searching/
Master Database Section, and in other sections of the present
disclosure. In response to finding the corresponding record,
a store manager can determine which store employee is
associated with the shortage by reviewing the clerk identifier
in the corresponding record. According to some such
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embodiments, the store manager can speak with the store
employee associated with the shortage to try to determine
what happened to the $10 bill and why it ultimately was not
deposited at the bank.

According to some embodiments, a store can further
enhance security by requiring each clerk to process every
sale transaction in the same, or similar, manner as described
above in reference to the bank processing deposit and
withdrawal transactions with a device in the receive/deposit
mode and the sell mode. That is, a store can require each
clerk to operate a document processing device, such as
device 101, 101' at the point of sale. According to some
embodiments, each clerk processes every document placed
into and removed from the clerk’s drawer during a work
shift. For example, the clerk processes all documents to be
placed into the clerk’s drawer (e.g., currency bills received
from a customer as payment for an item) in the deposit/
receive mode of operation and processes all documents to be
removed from the clerk’s drawer (e.g., currency bills to be
used as change) in the sell mode of operation. According to
some embodiments, clerks process all excess documents to
be sold from their drawer to a central store vault during their
shift in the sell mode of operation. According to some
embodiments, the processing of all documents as described
herein provides the store with a complete electronic record
(database) of all transactions throughout a workday or shift.

According to some embodiments, a document processing
device such as device 101, 101' is configured to operate in
an employee audit mode of operation. According to some
such embodiments, the employee audit mode can be used to
compare currency bills in a bank employee’s personal
possession, such as, for example, the employee’s wallet,
with one or more teller drawer files to determine if any of the
employee’s bills are expected to be located in one of the
bank’s teller drawers (e.g., the drawer associated with the
employee or a drawer of a different employee). According to
some embodiments, in response to the device determining
that one of the employee’s bills is expected to be in a teller
drawer, the device is configured to generate an alert, such as,
for example, automatically transmitting an e-mail to a bank
manager or supervisor indicating the discrepancy or poten-
tial theft. According to some embodiments, a bank can
require all employees to process their personal bills at the
beginning and/or at the end of a shift in a device operating
in the employee audit mode. According to some embodi-
ments, the device generates and/or updates respective
records and/or data files for each employee to track each
employee’s personal currency throughout the employee’s
employment at the bank.

While the acts 2120, 2121, 2122, 2123, 2124, 2125, 2126,
2127, 2128, and 2129 are illustrated and described in a
particular sequence, it is contemplated that the method
2100c¢ can be performed in a variety of different orders
and/or with one or more acts occurring simultaneously. For
example, for a stack of documents, the device can be
configured to access (2120), receive (2121), transport
(2122), generate image data (2123), extract (2124), generate
records (2125), store records (2126), and/or compare (2127,
2128, 2129) for different ones of the respective documents
simultaneously.

Referring to FIG. 21D, a flowchart describing a method of
monitoring and reconciling currency bills 21004 using a
document processing device, such as the document process-
ing device 101, is illustrated according to some embodi-
ments of the present disclosure. The method 21004 can be
implemented throughout a work shift and/or a workday
using the device 101 to monitor and/or track bills being
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stored in and being removed from a first predetermined
physical location, such as, for example, a teller drawer, and
to audit the bills remaining therein at the end of the work
shift and/or workday.

According to some embodiments, at act 2140, the device
101 electrically accesses a data file, such as, for example, the
teller drawer file described above in reference to FIGS.
21A-C. It is contemplated that, according to some embodi-
ments, the device 101 can be configured to selectively access
the teller drawer file to write, read, and/or modify records
contained therein in the same, or similar, manner as
described above in reference to FIGS. 21B and 21C while
running in a receive and/or deposit mode, a sell mode, and/or
an audit mode.

At act 2145, the device prompts an operator to enter into
a receive mode of operation and/or determines whether the
device is operating in the receive mode. Alternatively, the
operator can navigate through one or more electronic menus
on a control panel (e.g. control panel 170) of the device to
select and/or activate the receive mode. In response to the
operator entering and/or selecting the receive mode, at act
2150, the device runs in the receive mode in the same, or
similar, manner as the receive mode and/or the deposit mode
described above in reference to FIG. 21A.

After processing received documents in the device run-
ning the receive mode at act 2150, or in response to the
operator not entering the receive mode at act 2145, the
device prompts an operator to enter into a sell mode of
operation and/or determines whether the device is operating
in the sell mode at act 2155. Alternatively, the operator can
navigate through one or more electronic menus on the
control panel of the device to select and/or activate the sell
mode. In response to the operator entering and/or selecting
the sell mode, at act 2160, the device runs in the sell mode
in the same, or similar, manner as the sell mode described
above in reference to FIG. 21B.

After processing sell documents in the device running the
sell mode at act 2160, or in response to the operator not
entering the sell mode at act 2155, the device prompts an
operator to enter into an audit mode of operation and/or
determines whether the device is operating in the audit mode
at act 2165. Alternatively, the operator can navigate through
one or more electronic menus on the control panel of the
device to select and/or activate the audit mode. In response
to the operator entering and/or selecting the audit mode, at
act 2170, the device runs in the audit mode in the same, or
similar, manner as the audit mode described above in
reference to FIG. 21C.

After processing audit documents in the device running
the audit mode at act 2170, or in response to the operator not
entering the audit mode at act 2165, at act 2175 the device
prompts an operator to continue and/or automatically pro-
ceeds to act 2145. In response to the operator continuing, at
act 2175, the device can prompt the operator to enter any one
or more of the receive mode, the sell mode, and/or the audit
mode as described above. In response to the operator not
continuing at act 2175, the method 21004 ends at act 2180.

According to some embodiments, a teller accumulates
excess currency in the teller’s drawer that the teller sells to
a back room or vault. According to some such embodiments,
the teller processes an excess batch of bills using a document
processing device in a sell mode, as described above.
According to some embodiments, the processing of the
excess batch of bills updates records associated with each
bill in the excess batch of bills to indicate that the excess
bills are expected to be located in the vault and not in the
teller’s drawer. According to some embodiments, the records
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associated with the excess bills are tagged with an excess-
batch number or identifier that uniquely identifies the group
of'bills being sold to the vault in the same, or similar, manner
that a transaction identifier uniquely identifies a batch of
documents deposited by a customer in a bank.

According to some embodiments, the records are stored in
a database accessible by the teller via one or more devices
and/or systems and by a vault employee operating one or
more document processing devices and/or systems, such as,
for example, document processing device 101, 101' and/or
imaging MPS 400. According to some embodiments, the
excess-batch identifier is transmitted or otherwise sent to a
device or system in the vault such that the vault operator is
made aware of the incoming excess batch of bills. According
to some alternative embodiments, the records associated
with the teller batch number are grouped as a data file and
transmitted or otherwise made available to one or more
document processing devices and/or systems in the vault.
According to some embodiments, the data file is stored in a
memory device integral with a tray used to physically move
the bills being sold such that an operator in the vault can scan
or otherwise access the data file in the memory of the tray.

According to some embodiments, in response to the
physical excess batch of bills being delivered to the vault,
the vault operator can access the records associated with the
excess batch of bills. It is contemplated that the vault
operator can determine from the accessed records a total
number of expected excess bills, a total expected value of
excess bills, a teller identifier of the teller that sold the excess
bills to the vault, among a variety of other information, such
as the information in the records and data files described in
the Document Records and Data Files Section, and in other
sections of the present disclosure, and in connection with
FIGS. 3A-3E.

According to some embodiments, the vault operator pro-
cesses the excess batch of bills in a one or two output
receptacle document processing device, such as, for
example, document processing device 101, 101', to generate
vault records and then moves the excess batch of bills to a
non-imaging MPS for sorting. According to some alternative
embodiments, the vault operator processes the excess batch
of'bills in an imaging MPS, to generate vault records, which
eliminates the need for first processing the excess batch of
bills in a one or two output receptacle processing device.
According to some embodiments, the document processing
device or the imaging MPS or a communicatively connected
computer is configured to compare the vault records with the
records associated with the excess batch of bills to determine
if any of the excess bills expected to be in the excess batch
are no show bills or if any bills not expected are present in
the excess batch of bills (unexpected bills).

According to some embodiments, in response to the vault
records all matching and/or otherwise corresponding with
the records associated with the excess batch of bills, the
imaging MPS is configured to generate a balance indication
or signal. According to some embodiments, in response to
one or more of the vault records not matching and/or
otherwise corresponding with a record associated with the
excess batch of bills, the imaging MPS is configured to
generate a variance indication or report (e.g., indicating the
existence of one or more unexpected documents). Similarly,
according to some embodiments, in response to one or more
of the records associated with the excess batch of bills not
matching and/or otherwise corresponding with a vault
record, the imaging MPS is configured to generate a vari-
ance indication or report (e.g., indicating the existence of
one or more no-show documents). According to some
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embodiments, tracking excess batches of bills as described
herein provides a financial institution, such as the bank in the
above example, immediate visibility of shortages/overages
as well as the teller from which the shortage/overages
originated.

According to some embodiments, continually operating
document processing devices and/or systems in a financial
institution according to the receive/deposit mode of opera-
tion and the sell mode of operation generates records for
each document processed at the financial institution as
described above. Thus, according to some such embodi-
ments, at the end of a shift or banking workday, for example,
a variety of reports and/or information can be generated
and/or otherwise prepared for review by one or more finan-
cial institution employees. For example, a report including a
total amount of currency withdrawn by customers by
denomination and/or serial number can be generated. For
another example, a sub-report by bank customer can be
generated, which includes denominations and serial num-
bers of each bill withdrawn for the respective bank custom-
ers. For another example, a report including all of the
currency bills deposited at a specific teller window by
customer including serial number and denomination can be
generated. For yet another example, a report including a
summary of all excess currency bills by denomination and
serial number sold to the central vault (or sold to a head
teller) can be generated. For another example, a report
including a net amount of currency bills by denominations
and/or serial numbers remaining in one or more teller
drawers at the end of the day or shift can be generated.

According to some embodiments, a recycling system,
such as the recycling systems described in the Document
Processing Recycling System Section and in connection
with FIGS. 19A and 19B, is configured to operate in a
receive mode, a sell mode, and an audit mode. Accordingly,
the recycling system can operate in a receive mode when
receiving documents to be stored in one of the vaults
1907a,b,c and operate in the sell mode when dispensing
documents from the recycle vault 1907a. According to some
embodiments, such a recycling system is used in a bank by
a teller to receive customer deposits and to dispense cur-
rency bills to customers. For example, in response to a bank
customer requesting a withdrawal of $100, an operator of the
recycling system enters a withdrawal amount of $100 into an
input device (e.g., similar to the control panel 170) of the
recycling system. The recycling system is configured to
dispense $100 of currency bills from the recycle vault 1907a
and to update a recycle drawer file, similar to the teller
drawer file discussed above, to indicate that the expected
location of the dispensed bills is the customer’s possession
and no longer the recycle vault 1907a.

Identifying Counterfeit Attributes of Suspect Documents

According to some embodiments, a document processing
device and/or system, such as, for example, the document
processing device 101, 101", 101a, and/or system 100 can be
used to identify and/or track counterfeit attributes of docu-
ments such as suspect currency bills. The document pro-
cessing device may identify a currency bill or document as
suspect based on any of a number of attributes, including
character information extracted from the document, such as,
for example, a serial number or a MICR line, non-conform-
ing magnetic properties, non-conforming infrared character-
istics, non-conforming UV characteristics, non-conforming
iridescence characteristics, non-conforming thread charac-
teristics, non-conforming watermark characteristics, non-
conforming paper characteristics, and other types of security
characteristics known in the art. The attribute(s) that trigger
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the document, such as, for example, a currency bill, being
identified as a suspect document by the document processing
device can be identified, associated, and/or tagged to the
suspect document and stored, along with image data that is
reproducible as a visually readable image of at least a
portion of the suspect document, in a database, a record,
and/or a data file, such as, in the databases, records, and/or
data files described elsewhere herein including, for example,
the databases, the records, and the data files described above
in the Document Records and Data Files Section, and in
other sections of the present disclosure, and in reference to
FIGS. 3A-3E, 12A-12B and 14-17. According to some
embodiments, a serial number of an identified suspect bill
can also be extracted and stored in the database. Such
information is stored so that it can be easily retrieved at
some later point in time for comparison with, for example,
any other currency bills that appear having the same serial
number.

According to some embodiments, the record, data file,
and/or database including the identification of the reason
why a document was flagged as suspect can be stored in a
memory in the device 101, 101'. According to some embodi-
ments, the record, data file, and/or database including the
identification of the reason why a document was flagged as
suspect can be stored in a memory located outside of the
device 101, 101", such as in computer 151 (FIG. 1), and/or
in or more of the databases in FIGS. 14-17.

It is contemplated that in some embodiments, a user of a
document processing device can provide an input as to
whether to record the value of the suspect document in the
total of a transaction in the same, or similar, manner as
described in the Modes of Operation—Blacklist Section,
and in other sections of the present disclosure, and in
reference to FIGS. 11A-11B. For example, a document
processing device may allow a user to either reject a suspect
document or to accept the document as genuine. The docu-
ment processing device may, for example, include a “SUS-
PECT TRACKING” option that can be toggled on and off
based on a selection received from an operator. It may be
desirable, as a further example, for a document processing
device to include a set-up menu that allows a user to
customize the processing of suspect documents. The set-up
menu can include a setting that allows the user to select a
“REJECT” key, or similar selection element such as suspect
element 1131a, during document processing operations.
Selection of the “REJECT” selection element can either
deduct the value of the suspect document from any accu-
mulated totals, if the value was previously added, or the
selection can keep the value of the suspect document from
being added to the accumulated total.

According to some embodiments, selection of the
“REJECT” selection element causes the suspect document
information to be recorded in a memory or other storage
device such as in a database that enables the suspect docu-
ment information to be retrieved at a later time. The non-
conforming information that triggered the document to be
identified as suspect may be recorded to the database and
associated with the suspect document. The recorded infor-
mation can also include at least a portion of the document
image, such as a currency bill image. The document pro-
cessing device can further include an “ACCEPT” key, or
similar selection element such as override element 1132a,
the selection of which causes the value of the suspect
document to be added to an accumulated total or which
causes no change to be made to the accumulated total, if the
document value was previously included in a running total
for a particular set of documents being processed. The
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selection of the “ACCEPT” selection element can also cause
the non-conforming information that triggered the document
to be identified as suspect to be recorded into the database
and associated with the suspect document.

According to some embodiments, additional information
can also be recorded upon the selection of the “ACCEPT”
and “REJECT” selection elements of a document processing
device, including operator information and document pro-
cessing device information. Such information may be desir-
able when suspect documents are subsequently assessed,
such as in the back room of financial institution or by the
U.S. Federal Reserve, and determined to be counterfeit. The
recorded information can then be used to track operator and
document processing device effectiveness in screening for
suspect documents.

Automatic Report Generation

According to some embodiments, a document processing
device and/or system of the present disclosure, such as, for
example, one of the document processing devices 101, 101",
101a,b, 400, and/or the document processing system 100, is
configured to generate a counterfeit or suspect instruction
and/or signal in response to one of the document processing
devices determining that one or more currency bills being
processed by the device is a suspect currency bill. According
to some embodiments, the device (e.g., device 101) auto-
matically transmits a counterfeit instruction and/or signal to
another device, such as, for example, another device 101
designated as a counterfeit report generating device that is
integral with and/or communicatively coupled to a printing
device. The counterfeit instruction and/or signal can include
a variety of information related to the determined suspect
bill. According to some embodiments, the counterfeit
instruction and/or signal includes information, such as, for
example, a serial number, a denomination, one or more
secondary identifiers, a deposit transaction identifier, a sus-
pect reason code, a customer identifier, a customer account
number, a teller identifier, a document processing device
identifier, a processing time, a batch identifier, a subbatch
identifier, or any combinations thereof. According to some
embodiments, the secondary identifiers include, for
example, a series, a back plate number, a check letter and
quadrant number, a check letter and face plate number, a
Federal Reserve letter/number. According to some embodi-
ments, the counterfeit instruction and/or signal further
includes image data that is reproducible as one or more
visually readable images (e.g., snippet image and/or image
of one or both entire sides of a document). According to
some embodiments, the counterfeit instruction includes a
record or information in the record associated with the
suspect document such as the records discussed in the
Document Records and Data Files Section, and in other
sections of the present disclosure, and in connection with
FIGS. 3A-3E.

According to some embodiments, in response to receiving
the counterfeit instruction and/or signal, the counterfeit
report generating device automatically populates data fields
in a form with at least a portion of the information and/or
data included in the counterfeit instruction and/or signal. For
example, the counterfeit report generating device can auto-
matically populate respective data fields with all of or a
portion of the following information: a serial number, a
denomination, a series, a back plate number, a check letter
and quadrant number, a check letter and face plate number,
and a Federal Reserve letter/number and/or one or more
images, such as, for example, a serial number snippet, a
denomination snippet, a Federal Reserve letter/number snip-
pet, a check letter and quadrant number snippet, a check
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letter and face plate snippet, a back plate number snippet, a
series snippet, and/or a first or second bill side image.
According to some embodiments, the form is a counterfeit
note report, such as, for example, a modified version of U.S.
Secret Service Form SSF1604. According to some embodi-
ments, the counterfeit/suspect note report may be required
by a third party, such as, for example, a governmental
agency.

According to some embodiments, the counterfeit report
generating device automatically prints a hardcopy of the
populated form. According to some embodiments, the coun-
terfeit report generating device automatically e-mails and/or
otherwise electronically transmits or makes available an
electronic copy of the automatically populated form. For
example, the counterfeit report generating device is config-
ured to send e-mails to bank managers including the popu-
lated forms. For another example, the populated forms can
be made available on a website for third party downloading,
such as, for example, by the U.S. Secret Service and/or by
the U.S. Federal Reserve.

According to some embodiments, the counterfeit instruc-
tion and/or signal is stored in a suspect queue memory in a
format similar to that of a record associated with a suspect
document, the record being similar to the records described
above in the Document Records and Data File Section, and
in other sections of the present disclosure. The memory
storing the suspect queue can be integral with or commu-
nicatively coupled to the counterfeit report generating
device and/or the document processing device. That is,
according to some embodiments, the counterfeit report gen-
erating device receives counterfeit instructions and arranges
the counterfeit instructions in a queue for subsequent view-
ing and/or processing by an operator of the counterfeit report
generating device. It is contemplated that the counterfeit
report generating device can be configured to receive coun-
terfeit instructions from a plurality of communicatively
connected document processing devices such as document
processing device 101, 101'. According to some embodi-
ments, the records in the suspect queue are grouped by teller
that initially processed the suspect bills. It is contemplated
that such a grouping by teller can aid a user in matching the
records in the suspect queue with the physical suspect bills
retrieved from the various tellers.

According to some alternative embodiments, the counter-
feit report generating device is a document processing
device such as document processing device 101, 101". That
is, the document processing device 101 can be configured to
automatically populate and print the forms directly to a
printing device integral with and/or communicatively
coupled to the device 101. According to some embodiments,
the counterfeit report generating device is the same as, or
similar to, the document processing device 101, which is
configured to image documents at resolutions of at least
about, for example, 200 DPIx400 DPIL, 400 DPIx200 DPI,
300 DPIx300 DPI, 400 DPIx400 DPI.

For example, according to some embodiments, a bank
includes a plurality of document processing devices, such as,
for example, document processing devices 101, 101", 1014,
b, 400, 1410a-c, 1510, 1610, or 1710 to process currency
bills. Each of the devices is operated by a respective bank
teller. In response to one of the document processing devices
determining that a currency bill being processed thereon is
a suspect bill, the respective device automatically transmits
a counterfeit instruction to a suspect queue memory. The
counterfeit instruction stored in the suspect queue can
include, for example, the following information: a serial
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number, a denomination, a customer identifier, a teller
identifier, a rejection code (e.g., RJ), or any combination
thereof.

In response to a device (e.g., 101, 101', 101a,b) detecting
a suspect bill, the respective operator removes the suspect
bill from the device and puts the bill in a separate location
such as off to the side for subsequent processing. According
to some embodiments, a bank supervisor (user/operator)
collects all of the suspect bills from the various bank tellers
for further processing, such as to confirm the suspect bills’
suspect/rejected status and/or to generate a counterfeit
report/form for each determined suspect bill. According to
some embodiments, the supervisor processes the suspect
bills in a counterfeit report generating device such as a
document processing device 101, 101", 1014, 5. According to
some embodiments, the counterfeit report generating device
accesses the suspect queue and/or the supervisor accesses
the suspect queue via the counterfeit report generating
device and/or a separate computer coupled to the memory
storing the suspect queue.

According to some embodiments, the supervisor confirms
the suspect/rejected status of each suspect bill manually
and/or by processing the suspect bills in the counterfeit
report generating device, which can include more advanced
counterfeit detection sensors and/or equipment than the
devices used initially by the tellers. In response to the
supervisor determining that a bill was wrongly classified as
and/or determined to be a suspect bill, the supervisor can
remove the record associated with the bill from the suspect
queue by, for example, activating a delete element adjacent
to and/or corresponding with the record. According to some
such embodiments, deleting a record from the suspect queue
tags the suspect bill or a record associated therewith with a
new status that indicates that the record is associated with a
bill that was initially determined to be suspect, but later
accepted as being genuine or not suspect. For example, a
status of “Accepted Corrected” or ACC can be used for such
purposes.

According to some embodiments, in response to a record
being deleted from the suspect queue, a credit report is
automatically generated. The credit report can be printed and
or electronically transmitted. According to some embodi-
ments, the credit report is printed and a teller receives the
report. The report can include instructions for the teller to
credit an account of a customer that originally deposited the
bill. According to some embodiments, in response to a
record being deleted from the suspect queue, a credit signal
and/or instruction is automatically generated and transmitted
to an accounting system and/or teller system for crediting an
account. According to some embodiments, the credit can
occur automatically without any input from an operator or
teller. Alternatively, input from a teller is needed to complete
the credit.

According to some embodiments, in response to a record
being deleted from the suspect queue, the record is auto-
matically deleted from any blacklist databases. For example,
in response to a bill being determined to be suspect initially,
the serial number and/or the denomination of the bill is
added to a blacklist database. In response to the bill later
being determined to not be suspect, the serial number and/or
the denomination can be removed from the blacklist data-
base. According to some embodiments, the serial number
and/or the denomination is only removed from the blacklist
database after a predetermined waiting period, such as, for
example, 1 day, 1 week, 1 month, etc.

According to some embodiments, in response to an opera-
tor of the counterfeit report generating device confirming
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that a bill is a suspect bill, the operator then processes the
suspect bill to generate a counterfeit report/form. According
to some embodiments, the operator generates/completes the
counterfeit report/form using a report generation wizard,
such as described below in reference to FIG. 22. The
operator can repeat the same process for each record in the
suspect queue. According to some alternative embodiments,
at least a portion of each report is automatically completed/
populated with information, data, and/or images included in
the counterfeit instruction and/or signal. According to some
embodiments, an operator prints partially automatically
populated reports/forms and manually fills in any missing
information. It is contemplated that some information may
not be automatically populated due to an extraction error
and/or due to the device being unable to extract certain data
above a target confidence level. According to some such
embodiments, the document processing device and/or sys-
tem is configured to populate the report/form with a snippet
image of an area of a bill which is suppose to contain the
unextracted information/data that was supposed to be popu-
lated into the report/form. According to some embodiments,
in response to the document processing device and/or sys-
tem failing to automatically populate information due to an
extraction error and/or due to the device/system being
unable to extract certain data above a target confidence level,
the document processing device is configured to attempt to
auto-correct the extraction error, such as, for example, by
applying a second OCR routine/algorithm and/or by apply-
ing the same OCR algorithm a second time. According to
some embodiments, the document processing device and/or
system is configured to populate the report/form with a
snippet image of an area of a bill which is suppose to contain
the unextracted information/data that was supposed to be
populated into the report/form only after the device/system
fails to properly extract the information during the auto-
correction routine.

According to some embodiments, a counterfeit report is
automatically generated and populated for each record in the
suspect queue in response to an operator processing each of
the suspect bills in the counterfeit report generating device.
According to some embodiments, the counterfeit report
generating device is configured to image currency bills and
extract and/or otherwise determine the following informa-
tion: a serial number, a denomination, and a set of secondary
identifiers that includes one or more of the following: a
series, a back plate number, a check letter and quadrant
number, a check letter and face plate number, a Federal
Reserve letter/number. According to some embodiments, the
counterfeit report generating device is configured to auto-
matically populate corresponding data fields and/or portions
in a report and/or form with the extracted data and/or with
an associated snippet image. For example, an extracted
serial number can be populated into the serial number field
in the form and/or a serial number snippet image of the serial
number can be populated into the serial number field in the
form. For another example, a determined denomination can
be populated into the denomination field in the form with or
without a denomination snippet image. Similarly, an
extracted face plate number can be populated into the face
plate number field in the form with or without a face plate
snippet image, an extracted check letter and quadrant num-
ber can be populated into the check letter and quadrant
number field in the form with or without a check letter and
quadrant number snippet image, etc. for each record in the
suspect queue. After a report is generated/populated, the
operator can verify the information in the report by looking
at the physical bill and comparing the physical bill with the
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populated information, which can be shown on a display
device integral with and/or communicatively connected with
the counterfeit report generating device. If the report is
acceptable, the operator can then instruct or command the
counterfeit report generating device to print and/or electroni-
cally transfer the completed form(s) to one or more loca-
tions, such as, for example, a computer system or website
associated with the United States Secret Service, the United
States Federal Reserve, a bank manager, etc.

According to some embodiments, the operator can pro-
cess a plurality of suspect bills at once by inserting the
plurality of the suspect bills as a stack into an input recep-
tacle of the counterfeit report generating device. In such
embodiments, the counterfeit report generating device is
configured to image each bill thereby generating image data
for each bill and extracting the necessary information from
each suspect bill and/or the image data associated with each
suspect bill and to populate a plurality of forms, one for each
suspect bill. For example, the counterfeit report generating
device may denominate each bill using the image data
associated with each bill and/or the device may denominate
the bill without using the image data. Furthermore, the
counterfeit report generating device may extract alphanu-
meric characters from the image data associated with a
suspect bill, for example, the alphanumeric characters in the
serial number, series, back plate number, etc. According to
some embodiments, the counterfeit report generating device
is configured to use the determined and/or extracted infor-
mation to populate appropriate fields in an electronic version
of an appropriate report and/or form, such as, for example,
a U.S. Secret Service Form SSF1604, or a modified/updated
version thereof. The populated reports/forms can be physi-
cally printed out on paper and/or electronically sent to
another location such as via the Internet or other computer
network.

According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to image currency bills to produce image data, extract
information and/or data from the image data for each of the
bills, generate a record for each of the bills including at least
aportion of the extracted information and/or image data, and
to automatically populate a counterfeit note report/form,
such as, for example, the U.S. Secret Service Form SSF1604
with at least some of the extracted information and/or image
data at a rate of at least about 10 currency bills per minute.

According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to image currency bills to produce image data, extract
information and/or data from the image data for each of the
bills, generate a record for each of the bills including at least
aportion of the extracted information and/or image data, and
to automatically populate a counterfeit note report/form,
such as, for example, the U.S. Secret Service Form SSF1604
with at least some of the extracted information and/or image
data at a rate of at least about 100 currency bills per minute.

According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to image currency bills to produce image data, extract
information and/or data from the image data for each of the
bills, generate a record for each of the bills including at least
aportion of the extracted information and/or image data, and
to automatically populate a counterfeit note report/form,
such as, for example, the U.S. Secret Service Form SSF1604
with at least some of the extracted information and/or image
data at a rate of at least about 200 currency bills per minute.

According to some embodiments, a document processing
device and/or system of the present disclosure is configured
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to image currency bills to produce image data, extract
information and/or data from the image data for each of the
bills, generate a record for each of the bills including at least
aportion of the extracted information and/or image data, and
to automatically populate a counterfeit note report/form,
such as, for example, the U.S. Secret Service Form SSF1604
with at least some of the extracted information and/or image
data at a rate of at least about 300 currency bills per minute.

According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to image currency bills to produce image data, extract
information and/or data from the image data for each of the
bills, generate a record for each of the bills including at least
aportion of the extracted information and/or image data, and
to automatically populate a counterfeit note report/form,
such as, for example, the U.S. Secret Service Form SSF1604
with at least some of the extracted information and/or image
data at a rate of at least about 500 currency bills per minute.

According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to image currency bills to produce image data, extract
information and/or data from the image data for each of the
bills, generate a record for each of the bills including at least
aportion of the extracted information and/or image data, and
to automatically populate a counterfeit note report/form,
such as, for example, the U.S. Secret Service Form SSF1604
with at least some of the extracted information and/or image
data at a rate of at least about 600 currency bills per minute.

According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to image currency bills to produce image data, extract
information and/or data from the image data for each of the
bills, generate a record for each of the bills including at least
aportion of the extracted information and/or image data, and
to automatically populate a counterfeit note report/form,
such as, for example, the U.S. Secret Service Form SSF1604
with at least some of the extracted information and/or image
data at a rate of at least about 1000 currency bills per minute.

According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to image currency bills to produce image data, extract
information and/or data from the image data for each of the
bills, generate a record for each of the bills including at least
aportion of the extracted information and/or image data, and
to automatically populate a counterfeit note report/form,
such as, for example, the U.S. Secret Service Form SSF1604
with at least some of the extracted information and/or image
data at a rate of at least about 2000 currency bills per minute.

According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to image currency bills to produce image data, extract
information and/or data from the image data for each of the
bills, generate a record for each of the bills including at least
aportion of the extracted information and/or image data, and
to automatically populate a counterfeit note report/form,
such as, for example, the U.S. Secret Service Form SSF1604
with at least some of the extracted information and/or image
data at a rate of at least about 3000 currency bills per minute.

According to some embodiments, a printing device that is
coupled to a document processing device and/or system of
the present disclosure is configured to receive report data
from the document processing device and/or system and to
print the report data as a counterfeit note report that includes
populated information, such as, for example, extracted infor-
mation and/or snippet images, at a rate of at least about 2
reports per minute. According to some embodiments, a
printing device that is coupled to a document processing
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device and/or system of the present disclosure is configured
to receive report data from the document processing device
and/or system and to print the report data as a counterfeit
note report that includes populated information, such as, for
example, extracted information and/or snippet images, at a
rate of at least about 5 reports per minute. According to some
embodiments, a printing device that is coupled to a docu-
ment processing device and/or system of the present disclo-
sure is configured to receive report data from the document
processing device and/or system and to print the report data
as a counterfeit note report that includes populated infor-
mation, such as, for example, extracted information and/or
snippet images, at a rate of at least about 20 reports per
minute. According to some embodiments, a printing device
that is coupled to a document processing device and/or
system of the present disclosure is configured to receive
report data from the document processing device and/or
system and to print the report data as a counterfeit note
report that includes populated information, such as, for
example, extracted information and/or snippet images, at a
rate between about 5 and about 50 reports per minute.

According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to generate populated counterfeit report data and to transmit
the populated counterfeit report data as an electronic coun-
terfeit note report that includes populated information, such
as, for example, extracted information and/or snippet
images, at a rate of at least about 5 reports per minute.
According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to generate populated counterfeit report data and to transmit
the populated counterfeit report data as an electronic coun-
terfeit note report that includes populated information, such
as, for example, extracted information and/or snippet
images, at a rate of at least about 50 reports per minute.
According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to generate populated counterfeit report data and to transmit
the populated counterfeit report data as an electronic coun-
terfeit note report that includes populated information, such
as, for example, extracted information and/or snippet
images, at a rate between about 5 and about 50 reports per
minute. According to some embodiments, a document pro-
cessing device and/or system of the present disclosure is
configured to generate populated counterfeit report data and
to transmit the populated counterfeit report data as an
electronic counterfeit note report that includes populated
information, such as, for example, extracted information
and/or snippet images, at a rate between about 50 and about
500 reports per minute.

According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to transport, in a wide-edge leading manner, a stack of
currency bills, in a serial fashion, at a rate of at least about
10 bills per minute, image the currency bills at a resolution
of'about 400 DPIx400 DPI to produce image data, determine
that one or more of the currency bills is a suspect bill,
attempt to extract information and/or data from the image
data for the determined suspect bill(s), automatically popu-
late a suspect/counterfeit note report/form with at least some
of the extracted information and/or image data associated
with the determined suspect bill(s), transmit the populated
suspect/counterfeit note report/form(s) to a printing device,
and print the report(s) at a rate of at least about 2 reports per
minute. According to some embodiments, the stack of
currency bills is associated with a single deposit transaction.
According to other embodiments, the stack of currency bills
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is associated with multiple deposit transactions. According
to some embodiments, the stack of currency bills solely
includes suspect currency bills.

According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to transport, in a wide-edge leading manner, a stack of
currency bills, in a serial fashion, at a rate between about 10
and about 1500 bills per minute, image the currency bills at
a resolution between about 400 DPIx200 DPI and about 400
DPIx400 DPI to produce image data, determine that one or
more of the currency bills is a suspect bill, attempt to extract
information and/or data from the image data for the deter-
mined suspect bill(s), automatically populate a suspect/
counterfeit note report/form with at least some of the
extracted information and/or image data associated with the
determined suspect bill(s), transmit the populated suspect/
counterfeit note report/form(s) to a printing device, and print
the report(s) at a rate between about 2 and about 20 reports
per minute.

Referring to FIGS. 23 A-B, an example of the counterfeit
report/form described above is shown as a counterfeit note
report or report 2300. According to some embodiments, the
report 2300 includes various types of informational fields,
such as, for example, one or more predetermined text fields,
one or more predetermined instruction fields, one or more
predetermined financial institution/entity fields, and one or
more predetermined currency bill data fields. Various other
types of predetermined fields are contemplated such as a
predetermined customer identifying information field.

According to some embodiments, each of the predeter-
mined fields included in the report has a predetermined
location within the report. That is, each field has a prede-
termined or preset location on the report with respect to the
borders of the report/form. For example, in one type of
report such as the report 2300, a predetermined text field
2301 is positioned near a top of the form 2300, a predeter-
mined instruction field 2302 is positioned below the prede-
termined text field 2301, a predetermined financial institu-
tion/entity field 2303 is positioned below the predetermined
instruction field 2302, and a plurality of predetermined
currency bill data fields 2304 are positioned below the
predetermined financial institution/entity field 2303.

According to some embodiments, while the location of
the predetermined fields 2301, 2302, 2303, 2304 in the form
are known/predetermined, the information contained within
one or more of the respective predetermined fields 2301,
2302, 2303, 2304 is not predetermined. For example, the
information included in the predetermined currency bill
fields 2304 is not predetermined as the information is
extracted from image data associated with a suspect bill
and/or otherwise determined for a suspect bill. The
extracted/determined information is then automatically
populated into the respective fields by the device or system,
whereas the information included in the predetermined text
field 2301 is predetermined, for example, as the information
therein is generic to the form 2300.

According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to extract data and/or information from image data associ-
ated with a bill determined to be suspect and/or counterfeit
and to automatically populate at least a portion of the
extracted data and/or information and/or images into respec-
tive fields or sections of a report, such as, for example, report
2300. According to some embodiments, additional informa-
tion can be populated into respective fields or sections of the
report, such as, for example, customer identifying informa-
tion can be populated into the predetermined financial
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institution/entity field 2303. According to some embodi-
ments, the populated information may include a currency
note ID 2310, contact information 2320 for the bank or
financial institution preparing the counterfeit note report and
information on the customer (e.g., a business, a person) from
whom the counterfeit note was received. The customer
information may be obtain from electronic financial insti-
tution records that are connected through a financial insti-
tution network to the document processing device. Customer
information may also be extracted from image data associ-
ated with a header slip or deposit slip containing customer
and other transaction information. The customer information
can include the business name 2350, address 2354, tele-
phone numbers 2358, 2360, and the name of the person
surrendering the note to the financial institution 2356. The
report 2300 may also include the name of the teller that
received the counterfeit note 2362 from the customer, which
can be automatically populated into the report by a docu-
ment processing device and/or system.

Various fields, such as, for example, the plurality of
predetermined currency bill data fields 2304, in the report
2300 are automatically populated by a device and/or system
with images (e.g., snippet images or complete images)
and/or data extracted and/or determined from image data
associated with a suspect/counterfeit note and/or from the
suspect/counterfeit note itself such as, for example, a
denomination 2330a, a Federal Reserve letter/number
2332a, a check letter and/or quadrant number 2334q, a
check letter and face plate number 2336a, a back plate
number 23384, a series letter and/or year 2340a, and/or a
serial number 2342a.

According to some embodiments, the document process-
ing device and/or system is configured to automatically
populate one or more fields in the report 2300 with a full or
partial image of the front of the currency bill (not shown),
a full or partial image of the back of the currency bill (not
shown), a currency bill denomination snippet image 23305,
a currency bill federal reserve letter/number snippet image
2332b, a currency bill check letter and quadrant number
snippet image 23344, a currency bill check letter and face
plate number snippet image 23364, a currency bill back plate
number snippet image 23385, a currency bill series snippet
image 23405, and/or a currency bill serial number snippet
image 2342b.

According to some embodiments, extracted data and a
corresponding snippet image are both populated into a
corresponding field in a report/form. For example, according
to some embodiments, an extracted serial number 2342a and
a currency bill serial number snippet image 23425 are both
populated into a corresponding one of the plurality of
predetermined currency bill data fields 2304.

Yet, according to other embodiments, only one of
extracted data and a corresponding snippet image is popu-
lated into a corresponding field in a report/form. For
example, according to some such embodiments, only a
currency bill serial number snippet image 23425 is popu-
lated into a corresponding one of the plurality of predeter-
mined currency bill data fields 2304 and an extracted serial
number 23424 is not populated therein.

According to some embodiments, a document processing
device and/or system of the present disclosure is configured
to receive, transport, and image one or more currency bills
to produce image data. The document processing device
and/or system is further configured to perform the following
acts: (1) determine whether each of the one or more currency
bills is a suspect bill; (2) attempt to determine a denomina-
tion of one or more of the bills; (3) attempt to extract a serial
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number from the image data associated with one or more of
the bills; and (4) attempt to extract a set of secondary
identifiers from the image data associated with one or more
of the bills. According to some embodiments, the document
processing device and/or system is configured to perform
acts 1-4 for each of the bills. According to other embodi-
ments, the document processing device and/or system is
configured to perform acts 2-4 for determined suspect bills
only. According to some embodiments, in response to the
document processing device and/or system determining that
a currency bill is a suspect bill, the document processing
device and/or system is configured to generate a suspect
report, such as, for example, report 2300, where the suspect
report at least includes a denomination field, a serial number
field, and a plurality of secondary identifier fields.

According to some embodiments, a snippet image is
always populated in a corresponding field in the report/form
and corresponding extracted data is also populated if the
document processing device is able to extract the corre-
sponding data. For example, according to some such
embodiments, a document processing device attempts to
extract and/or determine a serial number, a denomination,
and a set of secondary identifiers for a determined suspect
currency bill. According to some embodiments, the docu-
ment processing device is configured to generate a suspect
report, such as, for example, report 2300, where the gen-
eration of the report includes populating a denomination
field with a denomination snippet image 23304, populating
a serial number field with a serial number snippet image
2342b, and populating one or more secondary identifier
fields with corresponding secondary identifier snippet
images (e.g., an image of a portion of a currency bill
expected to include a secondary identifier), such as, for
example, populating a back plate number field with a back
plate number snippet image 23385 (e.g., an image of a
portion of a currency bill expected to include a back plate
number). According to some such embodiments, if the
corresponding data is completely extracted (e.g., extracting
2 out of 2 characters above a predetermined confidence
level, extracting 3 out of 3 characters above a predetermined
confidence level, extracting 11 out of 11 characters above a
predetermined confidence level) by the document process-
ing device, the device is further configured to populate the
corresponding fields with the extracted data. For example, if
the document processing device was able to determine
and/or extract the denomination, all of the serial number
characters of the serial number (e.g., 11 out of 11 charac-
ters), and all of characters of the respective secondary
identifiers except for the check letter/quadrant number, then
the denomination field, the serial number field, and each of
the secondary identifier fields except for the check letter/
quadrant field would also be populated with the correspond-
ing extracted data.

It is contemplated that according to some embodiments, a
snippet image will be populated instead of and without
corresponding extracted data being populated when the
document processing device and/or system is unable to
completely extract (e.g., extracting 10 out of 10 characters
above a predetermined confidence level) the corresponding
data above a predetermined confidence level. That is,
according to some embodiments, if a device cannot com-
pletely extract or fails to completely extract all characters of
a serial number (e.g., 11 out of 11 characters), the device will
populate a corresponding serial number field with a snippet
image of the serial number instead of the extracted serial
number itself. According to some embodiments, a snippet
image will be populated instead of and without correspond-
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ing extracted data being populated as a system default. That
is, according to some embodiments, the report can populated
with snippet images only and without information extracted
from image data associated with currency bills.

According to some embodiments, the device and/or sys-
tem is configured to populate a portion of the extracted data
and a corresponding snippet image. For example, if a device
can extract only 10 of the 11 serial number characters above
a predetermined confidence level (i.e., a partially extracted
serial number), the device can be configured to populate the
extracted 10 characters of the serial number plus a wildcard
character and a corresponding serial number snippet image
into the form.

According to some embodiments, the device and/or sys-
tem is configured to populate a snippet image when the
document processing device and/or system is unable to
extract a predetermined number or percentage of characters,
such as, for example, the device can be configured to
populate a snippet image in response to extracting less than
90% of all desired characters, or less than 95%, etc. It is
contemplated that according to some such embodiments, the
device can be configured to further populate the correspond-
ing characters that were extracted with a sufficient confi-
dence along with the snippet image. According to some
embodiments, the device and/or system is configured to
populate any character that was extracted with a sufficient
confidence level.

It is contemplated that in response to a document pro-
cessing device and/or system of the present disclosure
attempting to extract a complete set of secondary identifiers
from image data associated with a currency bill, the docu-
ment processing device and/or system actually extracts the
secondary identifiers such that one or more of the secondary
identifiers are completely extracted (e.g., 2 out of 2 charac-
ters of the secondary identifier are extracted above a prede-
termined confidence level), one or more the secondary
identifiers are partially extracted (e.g., 1 out of 3 characters
of the secondary identifier are extracted above a predeter-
mined confidence level), one or more of the secondary
identifiers are completely un-extracted (e.g., 0 out of 2
characters of the secondary identifier are extracted above a
predetermined confidence level), or a combination thereof.
According to some such embodiments, it is contemplated
that the document processing device and/or system is con-
figured to populate corresponding secondary identifier fields
of a report as follows: (1) for each completely extracted
secondary identifier, the document processing device and/or
system at least populates the corresponding secondary iden-
tifier field with a corresponding one of the completely
extracted secondary identifiers; (2) for each partially
extracted secondary identifier, the document processing
device and/or system populates the corresponding secondary
identifier field with a corresponding one of the partially
extracted secondary identifiers, a corresponding secondary
identifier snippet image, or both; and (3) for each secondary
identifier for which none of the characters have been
extracted with a sufficient confidence level (i.e., completely
not extracted), the document processing device and/or sys-
tem populates the corresponding secondary identifier field
with a corresponding secondary identifier snippet image.

It is contemplated that in certain embodiments, the data in
the various sections or fields of the report 2300 may be
linked or networked with a database that includes corre-
sponding extracted currency bill information or a customer
information database.

The report illustrated in FIG. 23A-B is similar to U.S.
Secret Service Form SSF1604, Counterfeit Note Report, that
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U.S. financial institutions are required to submit to the U.S.
Secret Service for every counterfeit note that a financial
institution receives. Similar counterfeit note reports can be
prepared for suspect foreign currency bills. In an alternate
embodiment, other currency-related government reports can
be automatically generated and populated such as U.S.
Department of Treasury Form 104, Currency Transaction
Report. The Currency Transaction Report may be modified
to include and the document processing device and/or sys-
tem can be configured to populate, for example, information
related to the individual currency bills associated the cur-
rency transaction such as serial numbers, secondary cur-
rency bill characteristic information (e.g., Federal Reserve
letter/number, series, plate numbers), and/or images (e.g.,
full or partial) of the currency bills. Additional details of
automatic report generation for currency bill processing
device and systems are described in U.S. Patent Application
Publication No. 2004/0153408 Al, entitled “Financial
Document Processing System,”, which is hereby incorpo-
rated by reference herein in its entirety.

As described above, it is contemplated that in certain
embodiments, the document processing device and/or sys-
tem can be configured to populate one or more snippet
images of a suspect currency bill in corresponding fields in
a report where OCR algorithms for extracting information
from the image data associated with the currency bill are
unsuccessful. If the OCR algorithm is unsuccessful in
extracting desired information from the bill, the document
processing device and/or system can be configured to popu-
late the snippet image in a field in the automatically gener-
ated report. According to some embodiments, the document
processing device and/or system can be configured to dis-
play the snippet image on a display screen so that an
operator of the document processing device and/or system
may manually input the non-extractable information in the
appropriate field of the report. As one non-limiting example,
a suspect currency bill may have been printed using an
incorrect font for the face plate number resulting in the
extraction algorithm being unsuccessful in extracting the bill
face plate number. A snippet of the bill image (e.g., a portion
of the image of the bill) that includes the face plate number
could then be placed or populated into the record or report
at the location that the extracted face plate number is
normally placed by the device and/or system.

In certain embodiments, the document processing system
may have a communication port for connecting to a network
and transmitting in real-time some or all of the information
in report 2300, including images of currency bills, to a
receiving node at the U.S. Secret Service, other government
agency or law enforcement group, or other entity tracking
counterfeit currency bills. In some embodiments, the infor-
mation in report 2300 is transmitted over the network at
predetermined time intervals (e.g., every hour, daily, once a
week). In certain embodiments, the document processing
system may electronically transmit the report 2300 or the
information contained in report 2300 (e.g., records or data
files) to a central database that contains information for other
counterfeit currency bills. It is further contemplated that in
certain embodiments the document processing system may
include or can be communicatively connected to a printing
device. For example, the document processing system may
generate a report similar to report 2300 or a data file
containing a plurality of records or reports. The data file can
be stored locally within the document processing system or
within a local area network associated with the document
processing system. As the document processing system
processes a stack of currency bills and the associated imag-



US 9,477,896 B1

231

ing components image the currency bills, selected data are
subsequently extracted from the image data. Upon detection
or determination that a bill is suspect (e.g., counterfeit), the
report 2300 may be generated by the document processing
system. Once the report 2300 is created with data populating
the sections or fields of report 2300, the report 2300 can
automatically be printed out in hard copy form or report
2300 can be stored in a queue for later printing, such as at
the end of the day or the end of the week, and transmittal
(e.g., physical transfer) to the U.S. Secret Service or other
law enforcement agency. In certain embodiments, numerous
copies of report 2300 can be generated and/or consolidated
for transmittal together at a predetermined time. In certain
embodiments, the document processing system can be oper-
ated in business environments other than a financial insti-
tution, such as a store or merchant. It is contemplated that
the document processing system can operate within the
networks or computing environments that may be expected
with stores or merchants such as franchises, department
stores, or smaller brick-and-mortar operations.

Referring back to FIG. 3C, it may be desirable in certain
embodiments to have a quick and efficient method for
handling an identified suspect currency bill. In the illustra-
tion provided in FIG. 3C, the currency bill may be deter-
mined to be suspect based on the various counterfeit detec-
tion techniques described in the current section and in
sections elsewhere in the present disclosure. A user interface
may display a record 300 to a document processing system
operator. In certain embodiments, the document processing
system may also off-sort or stop and present the suspect
currency bill for physical inspection by the operator. After
the operator has determined that the currency bill is suspect
(e.g., based on physical inspection, review of a full or partial
image 370, or comparison of the serial number and cross-
reference information) the operator may select a charge back
option 396 (see related discussions in sections elsewhere in
the present disclosure for additional details), which may
initiate one or several operations. For example, the charge
back option may result in a customer account being charged
back the value of the currency bill in the case where the
customer account already received credit for the deposit of
the currency bill. Such a procedure requires that the cus-
tomer account information be first associated with the cur-
rency bill image. The chargeback option 396 may also
trigger the preparation of a counterfeit note report or other
reports, as discussed, for example, in this section and
elsewhere. Examples of other types of reports may include
a statement to the customer explaining the chargeback can
also be initiated upon an operator selecting the chargeback
option 396. Alternatively, a document processing system
may automatically generate a report for any identified sus-
pect currency bills, including a report summarizing all
identified suspects notes.

It is contemplated that in certain embodiments, a second
report may be populated and automatically generated by the
document processing system for an identified counterfeit
currency note. This second report can be in addition to, for
example, the exemplary report illustrated in FIGS. 23A-B.
The second report can be created or generated in an elec-
tronic form that may be saved in a memory and/or displayed
on a display. In certain embodiments, the second report may
be printed on a printing device associated with the document
processing system. As discussed above, preparation of the
second report can be a desirable feature because in addition
to preparing a government-required report, such as, for
example, Secret Service Form 1604 (or modified versions
thereof), a financial institution may also want to generate a
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chargeback report and/or notification to the customer that
deposited the suspect note. The charge-back report can
include information, such as the date the note was deposited,
the account number to be charged back, teller information,
other transaction information, and/or at least a partial image
of the note. The charge-back report can be printed out and
sent to the customer or the charge-back report can be an
electronic report that is sent to the financial institution
customer by email or other known electronic methods for
communications with customers. The charge-back report
can be generated at a time different from the generation of
the counterfeit note report or it can be generated substan-
tially contemporaneously with the generation of the coun-
terfeit note report. The charge-back report and counterfeit
note report can be transmitted electronically as illustrated,
for example, in FIG. 24 and/or as discussed in sections
elsewhere in the present disclosure.

In certain embodiments, it is contemplated that some or
all of the information in report 2300 can be collected for
genuine currency bills. For example, a financial institution
or law enforcement agency may want to track the move-
ments of currency dispensed or received in large deposits or
withdrawals. As another example, financial institutions and/
or law enforcement agencies may also want to track money
associated with criminal activity such as stolen money (e.g.,
money a teller gave a bank robber, a bundle of $100 bills
with pre-recorded serial numbers), laundered money, drug
money (e.g., bills where serial number and/or other identi-
fying information is pre-recorded prior to or after an illicit
drug transaction), or ransom money. It is further contem-
plated that it may be desirable to track currency bills by
denomination and serial number for certain financial insti-
tution customers including businesses and individuals (e.g.,
inflow and outflow of currency bills from a certain account).
According to some embodiments, it may be desirable for
financial institutions or law enforcement agencies to track
serial numbers and/or other characteristics of currency bills
such as the Federal Reserve Bank designation. As another
non-limiting example, in exercising subpoenas, law enforce-
ment may desire to track the circulation of select currency
bills by tracking the denomination and serial number of
currency bills issued to select customer(s) of a designated
financial institution. It is contemplated that in some embodi-
ments the document processing system allows tracking of
genuine currency bills by initially imaging the currency bill
at either the intake or shortly thereafter (e.g., a deposit) or
just prior to a withdrawal and storing in a database the
image, transaction identifying information, and character
information extracted from the currency bill. It is also
contemplated that in some embodiments serial number
information and transaction identifying information may be
stored in a data base. In certain embodiments various unique
characteristics associated with a currency bill may be stored
in a database. As the currency bills are later circulated and
processed by other document processing systems, the later
images and/or related extracted information and transaction
identifying information can also be stored in a database and
appended with data stored in the database containing the
prior circulation and/or transaction information involving
the same currency bill.

It is contemplated that in certain embodiments, a docu-
ment processing system may also be able to extract a “Rapid
Print” number that is printed onto an identified counterfeit
currency bill. “Rapid Print” numbers are printed by the U.S.
Secret Service onto counterfeit bills and include a field to
help identify where the counterfeit note was received, the
year in which the “Rapid Print” number was printed onto the
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counterfeit note, and a unique identifying number for the
note. It is further contemplated that in certain embodiments,
once a currency bill is determined to be counterfeit or
suspect, the document processing system can print a “Rapid
Print” number on the actual counterfeit bill. In certain
embodiments, it may also be desirable to further associate
the “Rapid Print” number printed on a counterfeit bill with
an electronic image of the suspect currency bill. For
example, the document processing system may electroni-
cally tag or associate a “Rapid Print” number with an image
of a suspect currency bill and substantially concurrently
physically print the same “Rapid Print” number on the actual
suspect currency bill as the device is processing a stack of
currency bills. In some embodiments, a suspect currency bill
may initially be run through the document processing sys-
tem, and then, data associated with the suspect currency bill
may be entered and associated with the bill, such as trans-
action information associated with the receipt of the bill
including the place the bill was received and the date/time of
the receipt. Other transaction related information may be
received, as well, and furthermore, the transaction-related
information may already be stored in a memory for recall
during the processing of the suspect currency bill in the
document processing system. The transaction-related infor-
mation may also be electronically tagged or associated with
the image of the suspect currency bill. In certain embodi-
ments, an electronic signal may be transmitted from or
within the document processing system to a printer that
prints the “Rapid Print” number onto the counterfeit cur-
rency bill. The “Rapid Print” number may be assigned via
data entry to a touch-panel display or a keyboard commu-
nicatively connected with the document processing device
or within the document processing system (e.g., connected
remotely).

It is contemplated that in certain embodiments, the docu-
ment processing system (e.g., 100, 101') can operate within
a counterfeit reconciliation system or as a standalone system
for reconciliation of currency bills. The counterfeit recon-
ciliation system can include high-resolution imaging (e.g.,
400 DPIx200 DPI, 300 DPIx300 DPI, 400 DPIx400 DPI) of
the currency bills to obtain image data that is reproducible
as a visually readable image. High-resolution imaging
allows for the extraction of various characteristics of the
currency bills from the image data including not only unique
identifying characteristics such as the serial number, but also
secondary bill characteristics or additional character infor-
mation such as the check letter and quadrant number,
Federal Reserve letter/number, the series, the check letter
and face plate number, the back plate number, the Secretary
of the Treasury signature, the Treasurer signature, or other
secondary currency bill characteristics. High-resolution
imaging may be desirable of both the front and back of the
currency bills.

The counterfeit reconciliation system can be particularly
useful in a cash vault, such as, at a private or Federal Reserve
bank and/or a vault associated with U.S. Secret Service
operations. In an exemplary embodiment, one or more
document processing systems, such as the devices illustrated
in FIGS. 1 and 2A-2C, are used to process currency bills
within the cash vault. According to some embodiments, the
device and/or system is configured to extract the serial
numbers and/or secondary characteristics of the currency
bills from image data and to store the extracted information
in a database. According to some embodiments, the device
and/or system associates the extracted currency bill infor-
mation with customer information, a customer account, or
other currency-handler (e.g., teller, custodian) identifying
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information. According to some embodiments, the device
and/or system is configured to associate and store currency
bill images, or portions thereof, with the extracted bill
information and/or handler identifying information.

It is contemplated that in certain embodiments currency
bills may be processed using relatively lower resolution
(e.g., 200 DPIx100 DPI, 200 DPIx200 DPI, 150 DPIx150
DPI) images. For U.S. currency bills, such lower resolutions
are typically satisfactory for extracting the serial number
from the currency bill using optical character recognition
methods. The currency bill serial numbers can then be stored
in a database along with information identifying the source
of the currency bill (e.g., customer, custodian). In certain
embodiments, the currency bill image or a portion thereof
may be stored or associated with the serial number and bill
source identification information. After a batch or stack of
currency bills is processed, the currency bills may then be
placed in a tray and moved to a separate currency processing
device. For example, it may be desirable to sort the currency
bills by denomination and strap the bills using a device such
as the JetScan™ MPS line of multi-pocket currency sorters
manufactured by Cummins-Allison Corp. of Mt. Prospect,
111. In other embodiments, a batch or stack of currency bills
may be processed after the currency bills are first sorted. For
example, currency bills may first be sorted using multi-
pocket currency sorter such as the JetScan™ MPS line of
products. The multi-pocket currency sorter can include a
counterfeit detection system for authenticating the currency
bills where suspect or counterfeit bills are off-sorted to a
separate output receptacle of the multi-pocket sorter. After
the counterfeit currency bills are identified, those bills may
then be placed in a device that is configured to image the
documents at relatively higher resolutions (e.g., 400 DPIx
200 DPI, 300 DPIx300 DPI, 400 DPIx400 DPI). The
document processing system can then extract primary (e.g.,
serial number, denomination) and secondary (e.g., check
letter and quadrant number, Federal Reserve letter/number,
series, check letter and face plate number, back plate num-
ber) characteristic information from the image data obtained
for each bill as described in the current section and in
sections elsewhere herein. The document processing system
then takes the extracted information for the counterfeit note
and populates that information into selected fields in an
electronic report in a process similar to that discussed for
FIGS. 23A-B and elsewhere herein. Furthermore, the docu-
ment processing system may communicate with, for
example, an internal or external server that contains a
database linking the serial number for the counterfeit note
with a customer account or certain customer information
(e.g., name, address). The customer information is then
downloaded and also populated into other selected field of
the electronic report. The electronic report may then be
exported via a communication port to the Secret Service or
other federal agency with interests in tracking counterfeit
currency.

It is contemplated that in certain embodiments, the federal
agency tracking counterfeit notes (e.g., U.S. Secret Service)
may assign larger banks or armored carriers a batch number
associated with the large bank or carrier and allow these
entities to report counterfeit notes in a batch reporting
process, such as, for example, via the U.S. Secret Service
U.S. Dollar website available at www.usdollars.usss.gov. It
would be desirable for such a batch reporting process to be
automated, particularly since larger banks and armored
carriers are likely to process a significant number of coun-
terfeit notes. As the bank or carrier processes the counterfeit
notes, it may mark a batch number on the counterfeit note
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along with a unique identifying number or code. For
example, across each currency note identified as counterfeit
the bank may print a batch number or code associated with
the bank, such as “12345” or “A1234”. The bank may also
assign its own unique number or code to the counterfeit
currency note at a different location on the bill or immedi-
ately after the batch number, such as “12345-1” or “A1234-
17 or “12345-A”, where right-hand character (e.g., number
“1” or letter “A”) is the bank’s unique identifier for the note
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if it is known to the bank. For example, Table 1 identifies
that Note No. 1 is associated with In-n-Out located in
Centralia, Calif. along with the listed customer address. The
customer information may be populated into the batch report
by cross-referencing the serial number of the counterfeit
currency note with a particular transaction when the note
was received by the bank, and thus, tie the counterfeit note
to a particular bank customer and account associated with
the transaction. Other formats for the batch report are

in the batch. Subsequent counterfeit currency notes within 10 contemplated that may include different column headers and
the same batch may then be, for example, consecutively or extracted information. More or fewer columns may be
sequentially numbered or characterized with the number “2” included in the batch report as required by the financial
or letter “B”. In certain embodiments, it is contemplated that institution or the government agency requiring the report
the batch number and associated unique batch identifier is (e.g., U.S. Secret Service). It is contemplated that the batch
affixed to the counterfeit currency notes along a generally 15 report may include anywhere from two counterfeit currency
white, outside edge of the currency note. It is particularly notes to as many as allowed by the relevant government
desirable that the number is printed in an area other than the agency (e.g., up to fifty counterfeit currency notes). With the
typically printed portions of currency notes. As the large batch number and note number being included in the batch
bank or armored carrier then processes the counterfeit notes report, the government agency (e.g., U.S. Secret Service)
using a document processing system, such as those 20 would have available to it the information needed to follow
described elsewhere herein, selected fields are extracted up on the reported notes once the counterfeit notes are
from the image data of the counterfeit currency notes and received from the currency handler (e.g., bank, carrier).
that information is used to populate a counterfeit note batch It is also contemplated that in certain embodiments, the
report that lists the extracted data along with related handler batch report may include an image or partial image of the
information in a format similar to Table 1 below: front and/or back of the counterfeit currency note. The
TABLE 1
FROM:
Any Bank USA
129 Seventh St, Lincoln, CA
(987) 765-4321
Batch #12345 - Jun. 30, 2009
CHECK
FEDERAL LETTER
RESERVE AND FACE
NOTE DENOM- LETTER/  SERIAL  QUADRANT PLATE BACK BANK
NO. INATION NUMBER NUMBER  NUMBER NUMBER PLATE SERIES CUSTOMER
1 810 A1 GAI123456789 D, 4 12 9 G, 2004 In-n-Out
123 Main St
Centralia, CA
2 $100 C,3  AC987654321 F 6 11 5 A, 1996 Bob’s
Nursery
456 First St
Lincoln, CA

As shown in Table 1, each counterfeit note is listed in the
batch report with each of the fields in the table being
populated as or after the counterfeit currency notes are
processed in the document processing device. The batch
report may be created and stored as an electronic report. It
is also contemplated that the electronic report may be
transmitted over a network, or printed out, for submittal to
a government agency such as the U.S. Secret Service. In the
example of Table 1, the first column includes the note
number that can be printed on the bill after the batch number
or elsewhere. It is also contemplated that the document
processing system may print the batch number and note
number on each counterfeit currency note during the pro-
cessing stage that generates the batch report. The second
column may include the note denomination. The third col-
umn may include the Federal Reserve letter and/or number.
The fourth column may include the counterfeit note serial
number. The fifth column may include check letter and
quadrant number. The sixth and seventh columns may
include face plate and back plate numbers. The eight column
may include the series letter and/or year for the currency
note. The ninth column may include customer information,

45

50

55

60

image may be included in a separate column in the batch
report or may be accessible via a link in the report. As
discussed elsewhere, an exemplary document processing
system may first process each of the counterfeit currency
notes and then automatically populate a record with all the
information needed to create the batch report. For example,
once a batch number is assigned for an institution, all the
counterfeit notes can be processed in the document process-
ing systems discussed herein and any needed reports can be
automatically generated with the extracted information asso-
ciated with the notes populating fields of a report, in a
manner similar to the example of Table 1. It is contemplated
that any counterfeit note specific identifiers (e.g., Note No.
1, Note No. 2, Note A, Note B) can be either printed on the
note before processing in the document processing system or
the identifier can be printed directly on the note during the
processing operation. It is contemplated that in certain
embodiments, the batch number and identifier, if placed on
the counterfeit note before processing, are also extracted
from the image data of the counterfeit currency note and
populated into the record for the report.

Once the counterfeit currency notes are processed and the
batch report is generated an electronic version of the report
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may be exported to a third party, such as the U.S. Secret
Service or an entity associated with the U.S. Secret Service
that maintains a database of counterfeit bill information
(e.g., the USDollars Note Search Site at www.usdollar-
s.usss.gov) Physical copies of the reports and counterfeit
currency notes may be sent, as well.

Turning now to FIG. 24, a block diagram of a document
processing system 2401 configured to communicate over a
network is described according to some embodiments of the
present disclosure. The system includes a document pro-
cessing node 2410, a network 2420, and a remote reporting
node 2450, such as a law enforcement agency server, third
party server, or other remote network communications sys-
tem. Additional exemplary embodiments of document pro-
cessing systems, document processing devices, and docu-
ment processing systems communicating over a network are
described elsewhere herein.

The document processing node 2410 includes a document
processing device 2412. According to some embodiments,
the document processing system 2410 includes a first com-
puter 2416 communicatively connected to the document
processing device 2412, such as by through a wired con-
nection (e.g., electrical, optic, other direct connection) or a
wireless connection. According to some embodiments, the
first computer 2416 can be a server configured to be com-
municatively connected with a plurality of document pro-
cessing devices 2412 (e.g., ten, twenty, thirty). According to
some embodiments, the document processing device 2412
and the first computer 2416 share a single housing.

The remote reporting node 2450 may include a second
computer 2452 and a remote storage system 2456. The
second computer 2452 may be communicatively connected
to the remote storage system 2456, such as by through a
wired connection (e.g., electrical, optic, other direct connec-
tion) or a wireless connection. According to some embodi-
ments, the second computer 2452 can be a server. In some
embodiments, the second computer 2452 and the remote
storage system 2456 share a single housing. According to
some embodiments, the remote reporting node 2450 may be
a server. It is contemplated that in certain embodiments, the
remote reporting node 2450 may also include or have
associated therewith a second document processing device
2462. It is contemplated that in certain scenarios, a law
enforcement agency or other entity may service the remote
reporting node 2450. The remote reporting node 2450 would
then receive data 2422 over the network 2420 from the
document processing node 2410. It is contemplated that in
certain embodiments the entity servicing the remote report-
ing node 2450 (e.g., U.S. Secret Service) may also have the
need to process physical documents in its possession (e.g.,
a law enforcement agency may desire to rapidly process
currency bills associated with drug bust or other criminal-
related activity). Thus, processing of physical document at
the remote reporting node 2450 may also be completed by
placing a second physical stack of currency bills into an
input receptacle 2464 of the second document processing
device 2462 so that the notes can be processed according to
the embodiments described herein directly within the remote
processing node. The law enforcement entity may desire to
process the currency bills by recording images and extract-
ing selected bill information as quickly and accurately as
possible for likely later use as evidence (e.g., currency bill
image, serial number, and other identifying characteristics)
in criminal proceedings. Alternatively, an entity such as the
U.S. Secret Service may maintain a central repository or
server that acts as the remote reporting node 2450 and have
each of its individual satellite offices act as one document
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processing node 2410 out of multiple document processing
nodes connected to the remote reporting node 2450.

It is contemplated that in certain embodiments, a docu-
ment processing entity, such as a financial institution or law
enforcement entity, may process currency bills as the ser-
vicer of the document processing node 2410 and may later
send the processed suspect currency bills, or currency bills
that are otherwise of interest, to either a law enforcement
entity or to a central repository (e.g., entities operating a
remote reporting node). Thus, even when financial institu-
tions send the images and associated data of suspect docu-
ments in advance over the data network 2420, the financial
institutions may still send the physical suspect currency to
the law enforcement agency (e.g., U.S. Secret Service).
Upon receiving the suspect currency bills, the law enforce-
ment agency may decide they want to rerun the currency
bills received through their own document processing device
(e.g., second document processing device 2462). Such situ-
ation may occur where the law enforcement agency intends
to further process the suspect currency bill (e.g., Rapid Print)
once the suspect currency bill is received. It is further
contemplated that it may be desirable to the operator of the
remote reporting node 2450 to process the received physical
suspect currency bills (e.g., counterfeit currency bills, target
genuine currency bills, currency bills of interest) to confirm
that a physical currency bill has been received for every
record or data file received over the network. Therefore, the
unique identifying information extracted from each physical
currency bill received and processed by the second docu-
ment processing device may be compared with the records
or data files stored in the remote system 2456 so that each
received currency bill can be accounted for.

While there are numerous possible combinations and
positions for the various systems, devices, and computers of
the document processing system, FIG. 24 illustrates one
non-limiting example suitable for describing the imaging,
extraction, and processing of documents at one location and
transmitting the imaged and extracted information over a
network to a second location. Processing of documents at the
document processing node can generate a plurality of data
files or records 2422 that may include image data, data
extracted from images, and transaction identification infor-
mation. According to some embodiments, the data files or
records 2422 contain a visually readable image of one or
both sides of a currency bill or other documents. According
to some embodiments, the data files or records 2422 include
a visually readable image of both sides of a document,
identifying information (e.g., currency bill serial number,
denomination, other extracted information) and transac-
tional information (e.g., bank account number, depositor
contact information). According to other embodiments, the
data records 2422 only include identifying information and
transaction information without any images. According to
some embodiments, a partial image of the currency bill e.g.
serial number snippet is included in the data file or record
2422.

According to some embodiments, in response to gener-
ating the data records 2422, an operator at node 2410 or
2450 can initiate the electric transmission of the generated
data files 2422 over the network 2420 to the remote report-
ing node 2450. According to some embodiments, the docu-
ment processing device 2412 is configured to electrically
transmit the generated data files 2422 over the network 2420
to the remote reporting node 2450. In some of these embodi-
ments, the second computer 2452 can be configured to
receive the data files 2422 either through a wired (e.g.,
electrical, optic, other direct connection) or wireless con-
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nection, the remote storage system 2456, and/or another
network system. Alternatively, in response to generating the
data files 2422, the document processing node 2410 auto-
matically transmits the data files 2422 over the network
2420 to the remote reporting node 2450 as an electronic
transmission without further input from document process-
ing node 2410.

According to some embodiments, the remote storage
system 2456 includes a database 2454 that maintains and/or
stores information or reports related to counterfeit currency
bills. The database 2454 can also include information or
reports related to other suspect currency bills or genuine
currency bills (e.g., laundered money, drug-bust money,
stolen money, ransom money, money associated with other
instances of criminal activity where images, serial numbers,
and/or additional characteristics are recorded for currency
bills). The database 2454 can be located within the remote
storage system 2456, within the remote reporting node 2450,
or external to one or both. According to some embodiments,
the database 2454 is stored on a plurality of different
memory devices, which can be physically located in a
plurality of different locations (e.g., different computers with
the same or different law enforcement agency or third
parties). According to some embodiments, the database 2454
has one or more memory back-ups located in a plurality of
locations (e.g., online server back-up).

In certain embodiments, a stack of currency bills is
received in an input receptacle 2414, 2464 of a document
processing device 2412, 2462. The stack of currency bills
may be associated with a unique deposit identifier that
associates the currency bills with a particular transaction,
account, and/or customer. Within the document processing
device, a visually readable image of one or more portions of
at least one side of the currency bills in the stack can be
obtained. Furthermore, a serial number and additional pre-
determined character fields (e.g., plate numbers, series infor-
mation) can be extracted from the images of currency bills.
Serial number information and corresponding additional
character information may be received into a memory either
directly or remotely associated with the document process-
ing system. The serial number and corresponding additional
character information can be associated with currency bills
of interest, such as genuine currency bills or counterfeit
currency bills. A processor in the document processing
device 2412, 2462 or a computer 2416, 2452 can then
compare the extracted serial number and corresponding
predetermined character field information with the serial
number information and corresponding additional character
information received from the memory. A record for a
currency bill can then be flagged if there are any matches
between the data extracted from the currency bill image
(e.g., serial number and/or additional character fields) and
the currency bill data in the memory.

In certain embodiments, an electronic data file may be
received over a network that is associated with a document
processing device 2462. The electronic data file may include
image data that is reproducible as visually readable images
that correspond to a first group of currency bills processed
on a another document processing device 2412. The data file
can include a currency bill image with the extracted cur-
rency bill serial number and other identifying character
information tagged to the currency bill image. A stack of a
second group of currency bills may be received in an input
receptacle 2464 associated with the document processing
device 2462. The second group of currency bills may then be
transported from the input receptacle, past an image
scanner(s), and into an output receptacle, all associated with
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the document processing device 2462. The second group of
currency bills are imaged via the image scanner to produce
image data reproducible as visually readable images of each
of the second group of currency bills. Furthermore, a cur-
rency bill serial number and other identifying character
information may be extracted from the images of each of the
second group of currency bills. The serial number and other
identifying information from the extracted second group of
currency bills may then be compared with the received
electronic data file to determine if the extracted information
matches the information in the electronic data file. In some
embodiments, a determination may be made of the authen-
ticity of each of the second group of currency bills using the
extracted currency bill serial number and comparing the
extracted serial number and the extracted additional identi-
fying character information with serial numbers and corre-
sponding additional identifying character information stored
in a memory.

According to some embodiments, the document process-
ing node 2410 may receive counterfeit currency bill serial
number and other currency bill information from database
2454 or remote reporting node 2450. It is also contemplated
that document processing node 2410 may receive serial
number information and additional identifying character
information for genuine currency bill documents from data-
base 2454 or reporting node 2450.

Referring now to FIG. 25, a flow chart 2500 for an
embodiment of the present disclosure is presented. In step
2510, a stack of currency bills or notes is received. The notes
have information uniquely identifying the documents, such
as a serial number or a serial number in combination with
additional identifying character information. The additional
identifying character information may or may not be unique
to a particular note but may be unique to a certain group of
notes or currency bills (e.g., back plate number, series,
Federal Reserve Letter/Number). The received notes are
then imaged in step 2520 to produce data reproducible as
visually readable images of each note. At step 2530, the
serial number is extracted from each note along with addi-
tional character information such as a type of note, a Federal
Reserve letter/number, a series, a check letter and quadrant
number, a check letter and face plate number, a back plate
number, or combinations thereof. In step 2540, the received
notes are denominated. Denomination of the notes can be
completed using the images of the notes and/or techniques
described elsewhere herein. In step 2550, the notes are then
authenticated using the extracted serial number and/or other
information. Authentication may further be completed using
the techniques described for FIG. 26, and in particular steps
2650 and 2660. If a note is determined to be suspect in step
2560, a report is automatically generated in step 2580.
Otherwise the process ends 2570 or proceeds to another
routine. The automatic generation of the report in step 2580
includes populating fields of the report with information
extracted and/or determined from the suspect note along
with information that may be associated with a customer
who deposited the currency bill with a financial institution.
The population of fields may include transmitting over a
network the information extracted and/or determined from
the suspect note to a remote location. At step 2590, a
determination is made whether additional suspect notes were
identified in the authentication step 2550. If additional
suspect notes were identified, additional reports are popu-
lated for any additional suspect notes.

Flagging Based on Multiple Extracted Bill Characteristics

Verifying the genuineness of currency bills by cross-
referencing information extracted and/or determined from a
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currency bill, with information from currency bills known to
be genuine, can be a beneficial way to check for suspect
bills. For example, counterfeiters typically will change
unique identifying characteristics of a counterfeit bill such
as the serial number. However, counterfeiters often find it
difficult to change other information such as signatories,
series information, check letter and quadrant number, check
letter and face plate number, or back plate number, particu-
larly on U.S. currency bills, because the printed characters
that include the non-serial number characteristics are printed
much smaller and of different styles than the serial number.
Therefore, except for a serial number, other numeric and/or
alphanumeric characters are typically not changed during
the preparation of counterfeit bills. Thus, in addition to
extracting serial numbers from currency bill images, the
extraction and processing of non-serial number character
information from currency bill images (e.g., from image data
that is reproducible as a visually readable image of a
currency bill) can also be beneficial to identify and track
counterfeit currency bills. Extracted non-serial number
information is cross-referenced with the extracted currency
bill serial number and compared with known serial number
and known corresponding cross-reference information asso-
ciated with genuine notes. It is also contemplated that
cross-referencing of information extracted from a currency
bill with information from currency bills known to be
counterfeit can also be a beneficial way to check for suspect
bills. Additional information on identifying and tracking
suspect currency bills can be found, for example, in U.S.
patent application Ser. No. 10/638,231, entitled “Currency
Bill Tracking System” and U.S. Pat. No. 7,187,795, entitled
“Document Processing System Using Full Image Scanning,”
which are both hereby incorporated by reference herein in
their entireties.

It is further contemplated that from time to time a finan-
cial institution or law enforcement agency, such as, for
example, the U.S. Secret Service, may want to perform
searches of a database for currency bills known or suspected
to be associated with criminal activity. In certain embodi-
ments, a list of serial numbers associated with a certain
transaction or activity may be pre-loaded or stored into a
database used to track currency bills and the database may
be later accessed by, or be a part of, a document processing
system. During subsequent document processing operations
of currency bills that match a pre-loaded serial number
and/or other information, a record including extracted and/or
determined information that matches one of the pre-loaded
serial numbers and/or other information can be flagged or
otherwise updated to include additional information regard-
ing the circulation patterns of the currency bill. It is con-
templated that in certain embodiments, various databases
may be established that are associated with (e.g., networked
to) the document processing system. The databases can
include a counterfeit database, a stolen money database, a
money-laundering database, etc. It is further contemplated
that associated transaction information may be stored with
the currency bill image data in respective records and/or
tagged thereto. The transaction information can allow a
specific currency bill to be tracked to a specific financial
institution or store customer. Again, it should be noted that
the document processing systems described herein can be
used for U.S. currency, as well as, foreign currency.

In certain embodiments it may be desirable for data, such
as the information contained in the records described in the
Documents Records and Data Files Section and in sections
elsewhere in the present disclosure, from a predetermined
number of genuine currency bills to be preloaded or stored
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as records on a database associated with a document pro-
cessing device. The records may include such information as
the currency bill serial number and additional characteristics
such as the denomination, the series of the note, Federal
Reserve letter/number, back plate number, etc. As the cur-
rency bill is then circulated the currency bill may be pro-
cessed at a later time in a document processing system
having access to the information originally stored on the
database. If there is a serial number match, the record
associated with the currency bill may be flagged. Further-
more, in certain embodiments comparisons in addition to the
serial number comparison may be made. For example, after
serial number data extracted from a processed currency bill
is matched with a record in the database, additional extracted
character information obtained from an image of the cur-
rency bill or otherwise may be further matched or compared
with the information in the database. If the serial number and
the additional information, such as, for example, the addi-
tional extracted character information match, then law
enforcement can be fairly certain that the circulated currency
bill of interest is in fact the same currency bill associated
with the record from the predetermined number of genuine
currency bill records preloaded onto the database. If the
serial number and the additional information, such as, for
example, additional extracted character information does not
match, then there is a strong likelihood that the circulated
currency bill is a counterfeit currency bill and not the
currency bill for which data was preloaded into the database.
The circulated suspect currency bill can then be flagged or
otherwise highlighted as a currency bill of interest that
warrants further tracking or investigation. In the above
example of the serial number and additional information not
matching, it may be desirable to add the image of the bill and
extracted and/or determined information to a database, such
as one set up to track suspect currency bills.

Referring back to FIG. 3A, it is contemplated that in
certain embodiments it may be desirable to extract signatory
information 312 such as a Treasurer’s signature and a
signature of the Secretary of Treasury. Likewise, in some
embodiments, dollar amount information 313a, 3135, series
information 314, and Federal Reserve Bank designators
such as the number 317q and letter 3175, and plate number
321 on the backside of the currency bill, may be extracted.
All of the extracted data may be used for cross-referencing
the extracted serial number with the additional identifying
character information for the currency bill if the currency
bill is a suspect bill. For example, the serial number of the
currency bill may be related to the series. If the series for a
currency bill does not match the known series within the
serial number range (e.g., no match), then the bill is a
suspect bill. Also, for certain series of U.S. currency bills,
the Federal Reserve Bank number 317a may be in different
locations on the currency bill. For example, in some series,
the letter portion 3175 is in a seal. In other series, the number
portion 317a is immediately next to the letter portion 3175,
with neither being in the seal. The signatory information
312, dollar amount information 313a, 3135, series informa-
tion 314, check letter and quadrant number 315, check letter
and face plate number 316, Federal Reserve letter/number
317a, 317b, and back plate number 321 may all be extracted
and inserted into the appropriate fields 312', 313", 314, 315",
316', 317", 321", respectively, in the record and/or data file.
According to some embodiments, software operated on the
document processing system, such as system 100, can be
updated to handle changes in any fields that change over
time. Additional information on counterfeit detection sys-
tems and methods can be found, for example, in U.S. patent
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application Ser. No. 10/638,231, entitled “Currency Bill
Tracking System” and U.S. Pat. No. 7,187,795, entitled
“Document Processing System Using Full Image Scanning,”
which have already been incorporated by reference in their
entireties.

According to some embodiments, it is contemplated that
other fields on a currency bill may contain data useful for
processing a bill and identifying suspect characteristics,
such as data relating to the issuing bank or the country of
origin (if multiple country currencies are accepted), and
others. It is also contemplated that foreign currency may
have other useful information on the bill, such as, other
security measures which it may be useful to extract from the
image of the bill or otherwise be determined. One example
would be the size of the currency document. In many foreign
countries, the size of the currency bill varies with denomi-
nation. As a preliminary measure, the size of the currency
bill may be measured to ensure that the bill is the appropriate
size.

It is contemplated that in some embodiments, the loca-
tions of certain identifying information for currency bills
varies and can also be analyzed for identifying suspect
currency bills. For example, in later U.S. currency series, a
picture may be larger and/or off-center than in earlier series
notes. Also, some of the identifying character information
may be located in a different positions for different series
bills and bills of different denominations.

Referring to FIG. 22, an identifying information Wizard
2200 is shown. According to some embodiments, the Wizard
2200 can be used to aid an operator in identifying/locating
identifying information on a specific currency bill being
processed in a document processing device and/or on a
sample currency bill having information located in corre-
sponding locations. That is, according to some embodi-
ments, the images 2210 and 2215 of the currency bill can be
images of a bill that is processed by the document processing
device and according to other embodiments, the images
2210 and 2215 are images of a sample currency bill.

According to some embodiments, the Wizard walks an
operator through the various identifying information fields,
one at a time, pointing the operator to a specific location on
the images where identifying information is located or
should be located and asks the operator read the identifying
information from the image(s) and to type the identifying
information into a corresponding one of the fields 2240,
2250, 2260', 2262', 2264, 2266', and 2268'. According to
some embodiments, the Wizard highlights a particular area
of one or both of the images 2210, 2215 containing identi-
fying information using one or more different types of
shapes and/or colors.

For example, to aid the operator in filling in the denomi-
nation field 2240', the Wizard can put a blue circle (not
shown) around the number 50 on the first image 2210 and
prompt the operator to enter the number in the blue circle
into the denomination field 2240'. For another example, to
aid the operator in filling in the check letter and quadrant
number field 2264', the Wizard can put a green triangle (not
shown) around the “D1” on the upper left side of the first
image 2210 adjacent the serial number and prompt the
operator to enter the letter and number in the green triangle
into the check letter and quadrant number field 2264'. For yet
another example, to aid the operator in filling in the back
plate number field 2268', the Wizard can put a red square
(not shown) around the number 9 on the right side of the
second image 2215 and prompt the operator to enter the
number in the red square into the back plate field 2268'.
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A similar procedure is contemplated for aiding the opera-
tor in locating and entering the rest of the identifying
information into the Wizard fields. According to some
embodiments, the various pieces of identifying information
are highlighted with different shapes of the same color.
According to some embodiments, the various pieces of
identifying information are highlighted with the same or
similar shapes of all different colors.

According to some embodiments, one or more of the
fields are automatically populated with values from
extracted data associated with the currency bill being pro-
cessed. In such embodiments, the Wizard walks the operator
through the missing fields and asks the operator to confirm
that the automatically populated fields are correct by looking
at the first and/or second images 2210, 2215 of the currency
bill and/or by looking at the physical bill. According to some
embodiments, in response to the operator completing the
Wizard, a record including the information entered into and
visible in the Wizard 2200 is created in a similar fashion as
described in connection with FIG. 3A and as described in
other sections elsewhere herein.

It is contemplated that in certain embodiments a docu-
ment processing device and/or system for processing cur-
rency bills, such as the devices and/or systems described
herein (e.g., devices 101, 101", 101a,5, 400 and system 100),
can process currency bills using the Wizard 2200. According
to some embodiments, one or both of images 2210, 2215 can
be obtained using one or more image scanners such as the
image scanners 140a and/or 1405 described in connection
with FIG. 1. The images 2210, 2215 may also include
various combinations of exemplary information extracted
and/or determined from the currency bill, such as denomi-
nation 2240a, 224056 (e.g., $1, $2, $5, $10, $20, $50, $100,
€500, £100, ¥100); serial number 2250a, 22505 (e.g.,
DE72820924A; EK03568258A; GG49809927A,;
G34638700A, G489163041); Federal Reserve letter/number
2260 (e.g.,Aand 1; B and 2; G and 7; K and 11); series year
2262a (e.g., Series 1996; Series 2004; Series 2004A; Series
2006); serial number series letter 22625 (e.g., “A” for 1996
series, “D” for 2003; “E” for 2004 series; “G” for 2004A
series; “I” for 2006 series); check letter and quadrant num-
ber 2264 (e.g., C and 3; D and 1; D and 4; E and 2; E and
4; G and 2); check letter and face plate number 2266 (e.g.,
Aand 3; Cand 5; D and 12; D and 68; E and 58; G and 63);
and/or back plate number 2268 (e.g., 9, 25, 69).

According to some embodiments, it may be desirable for
an operator of document processing system 100 to view the
Wizard 2200 on a display, such as, for example, the control
panel 170 or other communicatively connected display
device. For example, a bill may be flagged as a suspect
document as described elsewhere herein such as in the
Modes of Operation—Flagging Section and in connection
with FIGS. 9A-9F, and in other sections of the present
disclosure. The currency bill may be flagged because all the
desired information may not have been properly extracted
from the front image or the back image of a currency bill
(e.g., Data Extraction Error Document). By displaying one
or both of the images 2210, 2215 on a display, the operator
can then enter the information manually or check the
extracted information with the image(s) 2210, 2215 to verify
that the information was correctly extracted from the bill
image(s) as described herein in reference to the Wizard
2200. It is also contemplated that a currency bill may be
flagged as suspect, such as, if a currency bill fails certain
authentication tests, such as those authentication tests
described in the Document Processing Device and System
Section and in other sections of the present disclosure. It
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may be beneficial in such situations for an operator to review
image(s) of the currency bill and the associated extracted
information to verify that information was correctly
extracted.

In certain embodiments, a document processing system
(e.g., 100) may include override features to complete, verity,
and/or correct errors in the extraction of identifying char-
acter information from a currency bill image. For example,
to correct an extraction error of Federal Reserve Letter/
Number, an operator may manually enter the information
into Federal Reserve Letter/Number data field 2260'. The
operator may for example be prompted to enter the letter
and/or number (e.g., K, 11) or to correct or verify that the
correct information has been extracted from the currency bill
image data from which the images 2210, 2215 are repro-
duced. As illustrated in FIG. 22, the currency bill image can
be displayed adjacent to the various data fields to allow
manual entry of corrections. The operator may also be
prompted to correct or verify the currency bill series. For
example, in the series data field 2262', the operator may be
prompted to enter, verify, or correct the four-digit series year
and/or the associated series letters for a displayed currency
bill image 2210, 2215. Similarly, it is also contemplated that
in certain embodiments an operator may be prompted to
complete, correct, or verify data extracted from image data
in a denomination data field 2240', a serial number data field
2250, a check letter/quadrant number data field 2264, a
check letter face plate number data field 2266, or a back
plate number data field 2268', such as described above in
connection with the Wizard 2200.

As discussed elsewhere, the extracted denomination,
serial number, Federal Reserve Letter/Number, Series,
check letter and quadrant number, check letter and face plate
number, and/or back plate number data fields may be used
for cross-referencing purposes to determine if a currency bill
is a suspect bill. For example, the serial number of a
currency bill may be related to the series. If the series
information known to be associated with a currency bill’s
serial number does not match for a particular bill, then the
bill is a deemed a suspect bill. Therefore, it is contemplated
that in certain embodiments a memory stores known serial
number information for genuine currency bills along with
the proper additional currency bill data field information
(e.g., denomination, Federal Reserves Letter/Number,
series, check letter and face plate number) that should be
associated with the genuine currency bills. For example, a
group of currency bills of the same denomination and
printed during the same run on a given date are expected to
have the same Check Letter and Quadrant Number. It is
contemplated that a central bank or a government entity
would maintain a database with the denomination and serial
numbers of currency bills along with each currency bills
associated additional information. For example, the Bureau
of Engraving or other government entity may maintain a
database indicating that the $50 US Federal Reserve Notes
printed for the Federal Reserve Bank of Dallas with serial
numbers ranging from EK03500000A to EK03600000A are
Series 2004 and were printed using Check Letter and
Quadrant Number D1 and back plate number nine. Such
information may be stored in a memory of a document
processing device and/or system or may be accessed by the
document processing device and/or system (e.g., devices
100, 101',1014a,5, 400, 1171a-n, 1173a-n) over a network. In
certain embodiments information about the relationships
between currency bill series letters, series year, Federal
Reserve Letter/Number, and the serial number may also be
stored in a memory or may be accessed by a document
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processing device and/or system. One or more processors
and/or controllers in the document processing device and/or
system can then compare serial numbers extracted from
image data associated with currency bills to see if their
respective serial numbers have been identified as a suspect
serial number, such as by being placed on a blacklist
database described in the Modes of Operation—Blacklists
Section and in connection with FIG. 11C, and in other
sections of the present disclosure. The processor can further
cross-reference the additional identifying character informa-
tion extracted from the images of the currency bills with the
extracted serial number and compare the cross-referenced
extracted information with the stored information on the
relationships of serial numbers and additional information
for genuine currency bills.

According to some embodiments, it is contemplated that
it may be desirable to track currency bills by both serial
number and non-serial number character information printed
on the front and/or back of a currency bill. Numerous
identifying characteristics may be extracted from image data
from which a visually readable image of a currency bill
and/or otherwise be obtained from a currency bill can be
reproduced. These identifying characteristics may be asso-
ciated with the currency bill image (front and/or back), and
the characteristics may include without limitation serial
number, Federal Reserve Letter/Number, check letter and
quadrant number, check letter and face plate number, back
plate number, series, denomination, and other pertinent
information. The identifying characteristics described herein
are typically associated with U.S. currency, however, for-
eign currency bills have similar identifying characteristic
information that can be used to identify suspect bills.

In attempting to identify counterfeit or suspect currency
bills by cross-referencing non-serial number character infor-
mation with the serial number of a currency bill, it is
contemplated that in certain embodiments multiple types of
non-serial number character information may be extracted
from the front and/or back images of a currency bill and/or
otherwise be obtained from a currency bill. For example, in
certain embodiments a document processing device and/or
system may be configured with a supervisor mode that
allows an operator to select just one non-serial number
characteristic to cross-reference with the currency bill serial
number. It is also contemplated that the operator may select
one, two, or more than two non-serial number identifying
characteristics to cross-reference with the currency bill serial
number. Either way, a database with serial number informa-
tion and the non-serial number identifying character infor-
mation associated with genuine serial numbers is down-
loaded into a memory or stored in a memory accessible to
the document processing device and/or system. As currency
bills are processed and imaged to obtain image data and/or
other data, the character information and attributes identified
by the operator can be extracted from the currency bill and
compared with the database of information for known
characteristic information associated with genuine currency
bills. It is contemplated in certain embodiments an operator
may identify that the serial number and two or more iden-
tifying non-serial number characteristics (e.g., back plate
number, check letter and quadrant number, and check letter
and face plate number) are to be extracted and cross-
referenced for determining whether a currency bill is genu-
ine. However, in certain embodiments, some of the non-
serial number identifying characteristics are cross-
referenced with the serial number. For example, in some
embodiments, if three non-serial number attributes are
selected, then a match with known counterfeit information
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of two out of the three or one out of the three of the
characteristics by the document processing system can flag
the currency bill as suspect (e.g., non-authentic or possibly
counterfeit).

It is contemplated that in certain embodiments various
logical acts may be applied to determine if a currency bill is
a suspect bill. For example, a decision-tree may be applied
by first comparing the extracted serial number with a list of
known counterfeit and/or blacklist serial numbers. If there is
no match after the first logic step, the currency bill is deemed
to not be suspect. If there is a match, then further comparison
may be done, for example, of the back plate number asso-
ciated with the known counterfeit and the back plate number
extracted from the image data associated with the currency
bill. If there is no match, the currency bill is deemed to not
be suspect. If there is a match, there may, for example, be an
additional comparison of another characteristic such as the
series to see if there is a match with the known counterfeit.
If there is a match, then the currency bill is flagged as
suspect. It is also contemplated that after the comparison of
the extracted serial number with the list of known counter-
feit serial numbers, a different database of information
associated with genuine currency bills may be utilized. For
example, the different database may contain information on
genuine serial number ranges and associated non-serial
number characteristic information that should be printed on
bills within the range of serial numbers. Thus, if the initial
serial number comparison does not show a currency bill to
be on the list of known counterfeit serial numbers, the
currency bill can be further evaluated to look for other
suspect characteristics such as improper corresponding back
plate number or series. Such comparison techniques may be
particularly beneficial in identifying suspect currency bills
before their associated serial numbers are even placed on a
list of known counterfeits. That is, such a technique could
help with the early identification of counterfeit currency
bills.

Referring to FIG. 26, a method 2600 of an embodiment of
the present disclosure is presented. In act 2610, a stack of
currency bills can be received in one or more input recep-
tacles of a document processing device and/or system, such
as, for example, document processing device 101, 101'
and/or document processing system 100. The input recep-
tacles may or may not be in the same location. That is, the
input receptacles may be associated with document process-
ing devices located remotely from each other. In act 2620,
the currency bills are transported along a transport path at
their respective locations which is followed by obtaining
image data from which a visually readable image of each of
the currency bills can be reproduced in act 2630. The image
data may be obtained using one or more image scanners
and/or image scanning system configured to reproduce
images of sufficient resolution to allow visual reading of the
displayed visually readable images (e.g., at least 50 DPIx50
DPI; at least 150 DPIx150 DPI,; at least 200 DPIx400 DPI;
at least 300 DPIx300 DPI; at least 400 DPIx400 DPI; at least
400 DPIx200 DPI). As explained elsewhere within the
related sections of the present disclosure, the images may be
full or partial images of one or both sides of a currency bill.
At act 2640, serial number and additional character infor-
mation is extracted from the image data associated with the
currency bills obtained in act 2630 and/or data is otherwise
determined from a bill, such as, for example, the bill is
otherwise denominated and/or authenticated. At act 2650,
serial number and additional character information uniquely
identifying genuine currency bills may be received and
stored in a memory associated with one or more processors
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and/or one or more controller of a computer. At act 2660, a
comparison of the uniquely identitying information for the
genuine currency bills may be made with the extracted
currency bill serial number and the extracted additional
character information and/or the otherwise determined bill
information. This comparison may reveal that one or more
currency bills are suspect. For example, a genuine currency
bill may have certain unique identitying character informa-
tion associated with a certain range of serial numbers. If the
received currency bill does not have the same unique
identifying character information that should be associated
with its serial number, the currency bill will be flagged as
suspect according to, for example, one of the flagging modes
described in the Modes of Operation—Flagging Section and
in connection with FIGS. 9A-9E, and as described in sec-
tions elsewhere in the present disclosure. Alternatively, a
comparison of extracted serial number information may also
be made from received serial number information associated
with known counterfeit currency bills. The known counter-
feit bills may also have additional unique identifying char-
acter information printed thereon that is associated in a
database with the counterfeit currency bill serial number. If
the extracted information from the received currency bill
matches the information for the counterfeit currency bills,
the received currency bill will be flagged as suspect.

It is contemplated that the instructions from the flow chart
for FIG. 26 on flagging suspect currency bills, along with
other flowcharts illustrated elsewhere in this disclosure, can
be implemented on a processor having an associated
memory or a plurality of connected processors having
associated memories.

It is contemplated that in certain embodiments of the
methods described for FIGS. 25 and/or 26 that the document
processing system (e.g., 100) is configured to allow match-
ing of more than two attributes in qualifying a bill as
genuine. For example, a database may contain serial number
and associated information for multiple secondary charac-
teristics (e.g., Federal Reserve Number/Letter, check letter
and quadrant number, back plate number, series) of a cur-
rency bill. To authenticate the bill, the document processing
system may extract three or more bill characteristics and
compare those characteristics with information in a database
for genuine or suspect bills to determine the authenticity of
the currency bill. For example, if a processed bill does not
have more than two proper matching attributes (e.g., serial
number, check letter and quadrant number, back plate num-
ber), then the bill would be deemed suspect. It is contem-
plated that in certain embodiments, for a bill to be deemed
authentic, two out three of the extracted bill characteristics
need to match the information in the database. It is also
contemplated that a document processing device can have a
supervisor or administrator mode that allows the number of
bill characteristics to be changed based on the criteria
established to deem a bill authentic.

In certain embodiments, a process for evaluating currency
bill authenticity may include extracting a serial number from
a bill and comparing the extracted serial number to a
database of known counterfeit serial numbers to determine
if there is a match. If the extracted serial number does not
match, the currency bill is deemed to be not suspect. If the
extracted serial number does match, a second extracted
characteristic (e.g., back plate number, series) is compared
with the database for a match. If there is no match, again, the
bill is deemed to be not suspect. If there is a match, then a
third extracted characteristic is compared with the database
for a match. If there is no match, then the bill is deemed not
suspect. If there is a match, then the currency bill is flagged
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as being suspect. Other variations of this process for deter-
mining if a bill is suspect are contemplated including
comparing additional extracted characteristics with data
stored in a database of known suspect bills. In addition, it is
contemplated that extracted currency bill information may
be compared with a database of known genuine currency
bills where if a bill of a certain serial number does not have
the proper series, back plate number, and/or Federal Reserve
Letter/Number, it will be deemed suspect.

It is contemplated that in certain embodiments various
secondary currency bill characteristics may be compared to
determine authenticity or to simply flag a currency bill as
being of interest. For example, the Federal Reserve Letter/
Number may be cross-referenced with the check letter and
quadrant number and/or back plate number to flag a cur-
rency bill as being of interest. In another example, compari-
son of extracted bill characteristics may be made to a
database or to criteria that requires all bills of a certain
denomination (e.g., $100) to be flagged that have a certain
check letter and quadrant number (e.g., D1) or back plate
number (e.g., 9) or a certain combination of check letter and
quadrant number and back plate number (e.g., D1, 9) and
Federal Reserve Letter/Number (e.g., A, 1, Boston; E, 5,
Richmond). That is, in addition to, or as an alternate to,
comparing extracted serial numbers with a database, cross-
referencing or flagging may be based on extracted secondary
bill characteristics such as check letter and face plate num-
bers, back plate numbers, series, and/or Federal Reserve
Letter/Numbers. The described method may be desirable for
flagging suspect bills that are known to have the same
denomination, series, check letter and face plate number,
back plate number, and/or Federal Reserve Letter/Number.

Numerous references are made herein to document pro-
cessing system embodiments and document processing
device embodiments, for example, in FIGS. 1, 2A-C,
4A-8B, and 13A-E, and in the various other documents
incorporated herein by reference. Those skilled in the art
will recognize that many changes may be made to the
described embodiments without departing from the spirit
and scope of the present disclosure. Furthermore, those
skilled in the art will also recognize that certain embodi-
ments described for one device or system can be readily, or
with slight modification, be included in the embodiments
described for another device or system, without departing
from the spirit and scope of the present disclosure.

By way of example, the following alternative embodi-
ments are illustrative examples of the present disclosure.

ALTERNATIVE EMBODIMENTS
Alternative Embodiment A

A method of processing currency bills in a document
processing system includes receiving currency bills in an
input receptacle of the document processing system. Each of
the currency bills includes a denomination, a serial number,
and a set of secondary identifiers. The currency bills are
transported from the input receptacle in a serial fashion, past
an image scanner, to one or more output receptacles. Each of
the currency bills is imaged using the image scanner to
produce image data from which a visually readable image of
each currency bill can be reproduced. One of the currency
bills is determined to be a suspect bill. The method further
includes attempting to extract, from the image data associ-
ated with the suspect bill, the serial number of the suspect
bill. The serial number of the suspect bill has an integer
number, X, of characters. The method further includes
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failing to extract all of the X characters of the serial number
of'the suspect bill. In response to determining that a currency
bill is a suspect bill and in response to failing to extract all
of the X characters of the serial number of the suspect bill,
a serial number field in a suspect report is populated with a
serial number snippet image.

Alternative Embodiment B

The method of Alternative Embodiment A, further
includes attempting to determine the denomination of the
suspect bill, failing to determine the denomination of the
suspect bill, and in response to failing to determine the
denomination of the suspect bill, a denomination field in the
suspect report is populated with a denomination snippet
image.

Alternative Embodiment C

The method as in Alternative Embodiment A or B, further
includes attempting to extract, from the image data associ-
ated with the suspect bill, the set of secondary identifiers of
the suspect bill. The set of secondary identifiers contains one
or more secondary identifiers. Each of the one or more
secondary identifiers has a respective integer number of
characters. The method further includes failing to extract all
of' the respective integer number of characters of one or more
of'the secondary identifiers contained in the set of secondary
identifiers of the suspect bill. In response to failing to extract
all of the respective integer number of characters of the one
or more of the secondary identifiers contained in the set of
secondary identifiers of the suspect bill, corresponding sec-
ondary identifier fields in the suspect report are populated as
follows: (i) for each completely extracted secondary iden-
tifier, the corresponding secondary identifier field is popu-
lated with a corresponding one of the completely extracted
secondary identifiers, (ii) for each partially extracted sec-
ondary identifier, the corresponding secondary identifier
field is populated with a corresponding one of the partially
extracted secondary identifiers, a corresponding secondary
identifier snippet image, or both, and (iii) for each secondary
identifier completely not extracted, the corresponding sec-
ondary identifier field is populated with a corresponding
secondary identifier snippet image.

Alternative Embodiment D

The method as in any of Alternative Embodiments A-C,
wherein the set of secondary identifiers includes one or more
of a federal reserve letter/number, a series, a check letter and
quadrant number, a check letter and face plate number, and
a back plate number.

Alternative Embodiment E

The method as in any of Alternative Embodiments A-D,
wherein the received stack of currency bills is associated
with a single deposit transaction.

Alternative Embodiment F

The method as in any of Alternative Embodiments A-E,
wherein the suspect report is required by a third party.
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Alternative Embodiment G

The method of Alternative Embodiment F, wherein the
third party is a governmental agency.

Alternative Embodiment H

The method as in any of Alternative Embodiments A-G,
wherein the act of transporting includes transporting cur-
rency bills in a wide-edge leading manner at a rate of at least
about 100 bills per minute.

Alternative Embodiment 1

The method as in any of Alternative Embodiments A-G,
wherein the act of transporting includes transporting cur-
rency bills in a wide-edge leading manner at a rate of at least
about 600 bills per minute.

Alternative Embodiment J

The method as in any of Alternative Embodiments A-G,
wherein the act of transporting includes transporting cur-
rency bills in a wide-edge leading manner at a rate of at least
about 10 bills per minute.

Alternative Embodiment K

The method as in any of Alternative Embodiments A-J,
further comprising transmitting the suspect report to a
printing device and printing the suspect report using the
printing device.

Alternative Embodiment L

The method of Alternative Embodiment K, wherein the
act of printing comprises printing the suspect report at a rate
of at least 5 reports per minute.

Alternative Embodiment M

The method of Alternative Embodiment K, wherein the
act of printing comprises printing the suspect report at a rate
of at least 20 reports per minute.

Alternative Embodiment N

The method of Alternative Embodiment K, wherein the
act of printing comprises printing the suspect report at a rate
of at least 2 reports per minute.

Alternative Embodiment O

The method as in any of Alternative Embodiments A-N,
wherein the act of imaging comprises imaging the currency
bills at a resolution of about 400 DPI by 400 DPI.

Alternative Embodiment P

A method of processing a stack of currency bills in a
document processing system includes receiving a stack of
currency bills in an input receptacle of the document pro-
cessing system. Each of the currency bills has a denomina-
tion, a serial number, and a set of secondary identifiers. The
currency bills are transported from the input receptacle in a
serial fashion, past an image scanner, to one or more output
receptacles. Each of the currency bills is imaged via the
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image scanner to produce image data from which a visually
readable image of each currency bill can be reproduced. One
of the currency bills is determined to be a suspect bill. The
method further includes attempting to extract, from the
image data associated with the suspect bill, the set of
secondary identifiers of the suspect bill. The set of secondary
identifiers contains one or more secondary identifiers. Each
of the one or more secondary identifiers has a respective
integer number of characters. The method further includes
failing to extract all of the respective integer number of
characters of one or more of the secondary identifiers
contained in the set of secondary identifiers of the suspect
bill. In response to the determination that a currency bill is
a suspect bill and in response to failing to extract all of the
respective integer number of characters of the one or more
of'the secondary identifiers contained in the set of secondary
identifiers of the suspect bill, for a secondary identifier
which failed to be completely extracted, a corresponding
secondary identifier field in a suspect report is populated
with a corresponding secondary identifier snippet image.

Alternative Embodiment Q

The method of Alternative Embodiment P, further
includes attempting to determine the denomination of the
suspect bill and failing to determine the denomination of the
suspect bill. In response to failing to determine the denomi-
nation of the suspect bill, a denomination field in the suspect
report is populated with a denomination snippet image.

Alternative Embodiment R

The method as in any of Alternative Embodiments P-Q,
further includes attempting to extract, from the image data
associated with the suspect bill, the serial number of the
suspect bill. The serial number of the suspect bill has an
integer number, X, of characters. The method further
includes failing to extract all of the X characters of the serial
number of the suspect bill. In response to failing to extract
all of the X characters of the serial number of the suspect
bill, a serial number field in the suspect report is populated
with a serial number snippet image.

Alternative Embodiment S

A method of processing currency bills in a document
processing system includes receiving currency bills in an
input receptacle of the document processing system. Each of
the currency bills is associated with a denomination, a serial
number, and a set of secondary identifiers. The currency bills
are transported from the input receptacle in a serial fashion,
past an image scanner, to one or more output receptacles.
Each of the currency bills is imaged via the image scanner
to produce image data from which a visually readable image
of'each currency bill can be reproduced. One of the currency
bills is determined to be a suspect bill. The method further
includes attempting to determine the denomination of the
suspect bill, attempting to extract the serial number from the
image data associated with the suspect bill, and attempting
to extract the set of secondary identifiers from the image data
associated with the suspect bill. In response to determining
that a currency bill is a suspect bill, a suspect report is
generated. The suspect report includes a denomination field,
a serial number field, and a plurality of secondary identifier
fields. The act of generating the report includes: (i) popu-
lating the denomination field in the suspect report with a
denomination snippet image, (ii) populating the serial num-
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ber field in the suspect report with a serial number snippet
image, (iii) populating each of the plurality of secondary
identifier fields in the suspect report with a corresponding
secondary identifier snippet image, (iv) in response to deter-
mining the denomination of the suspect bill, further popu-
lating the denomination field in the suspect report with the
determined denomination, (v) in response to extracting the
serial number of the suspect bill, further populating the serial
number field in the suspect report with the extracted serial
number, and (vi) in response to extracting one or more of the
secondary identifiers of the suspect bill, populating corre-
sponding ones of the plurality of secondary identifier fields
in the suspect report with corresponding ones of the
extracted one or more secondary identifiers.

Alternative Embodiment T

The method of Alternative Embodiment S, wherein the
act of transporting includes transporting the currency bills in
a wide-edge leading manner and wherein the act of imaging
includes imaging the currency bills at a resolution of about
400 DPI by 400 DPI. The method further includes trans-
mitting the generated suspect report to a printing device and
printing the generated suspect report using the printing
device at a rate of at least 5 reports per minute.

Alternative Embodiment U

A method of processing currency bills in a document
processing system includes receiving currency bills in an
input receptacle of the document processing system. Each of
the currency bills includes a denomination, a serial number,
and a set of secondary identifiers. The currency bills are
transported from the input receptacle in a serial fashion, past
an image scanner, to one or more output receptacles. Each of
the currency bills is imaged using the image scanner to
produce image data from which a visually readable image of
each currency bill can be reproduced. The method further
includes determining that one of the currency bills is a
suspect bill, attempting to determine the denomination of the
suspect bill, and failing to determine the denomination of the
suspect bill. In response to determining that a currency bill
is a suspect bill and in response to failing to determine the
denomination of the suspect bill, a denomination field in a
suspect report is populated with a denomination snippet
image.

Alternative Embodiment V

The method of Alternative Embodiment U, further
includes attempting to extract, from the image data associ-
ated with the suspect bill, the serial number of the suspect
bill. The serial number of the suspect bill has an integer
number, X, of characters. The method further includes
failing to extract all of the X characters of the serial number
of the suspect bill. In response to failing to extract all of the
X characters of the serial number of the suspect bill, a serial
number field in the suspect report is populated with a serial
number snippet image.

Alternative Embodiment W

The method as in any of Alternative Embodiments U-V,
further includes attempting to extract, from the image data
associated with the suspect bill, the set of secondary iden-
tifiers of the suspect bill. The set of secondary identifiers
contains one or more secondary identifiers. Each of the one
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or more secondary identifiers has a respective integer num-
ber of characters. The method further includes failing to
extract all of the respective integer number of characters of
one or more of the secondary identifiers contained in the set
of secondary identifiers of the suspect bill. In response to
failing to extract all of the respective integer number of
characters of the one or more of the secondary identifiers
contained in the set of secondary identifiers of the suspect
bill, a corresponding secondary identifier field in the suspect
report is populated with a corresponding secondary identifier
snippet image.

Alternative Embodiment X

A method of processing a stack of currency bills in a
document processing system includes receiving a stack of
currency bills in an input receptacle of the document pro-
cessing system. Each of the currency bills has at least one
secondary identifier. The currency bills are transported from
the input receptacle in a serial fashion, past an image
scanner, to one or more output receptacles. Each of the
currency bills is imaged via the image scanner to produce
image data from which a visually readable image of each
currency bill can be reproduced. The method further
includes determining that one of the currency bills is a
suspect bill and attempting to extract, from the image data
associated with the suspect bill, the at least one secondary
identifier of the suspect bill. The at least one secondary
identifier has an integer number, X, of characters. The
method further includes failing to extract all of the X
characters of the at least one secondary identifier of the
suspect bill. In response to the determination that a currency
bill is a suspect bill and in response to failing to extract all
of'the X characters of the at least one secondary identifier of
the suspect bill, a secondary identifier field in a suspect
report is populated with a secondary identifier snippet
image.

What is claimed is:

1. A method of processing currency bills in a document
processing system including a currency bill transport mecha-
nism, an image scanner, and one or more controllers, the
method comprising:

receiving currency bills in an input receptacle of the

document processing system, each of the currency bills
including a denomination, a serial number, and a set of
secondary identifiers;

transporting the currency bills along a transport path of

the currency bill transport mechanism from the input
receptacle in a serial fashion, past the image scanner, to
one or more output receptacles;

imaging each of the currency bills using the image

scanner to produce image data from which a visually
readable image of each currency bill can be repro-
duced;

determining, using the one or more controllers, that one of

the currency bills is a suspect bill;

attempting to determine, using the one or more control-

lers, the denomination of the suspect bill;

failing to determine the denomination of the suspect bill

with the one or more controllers;

capturing, using the one or more controllers, a denomi-

nation snippet image from the produced image data for
the suspect bill; and

in response to determining that a currency bill is a suspect

bill and in response to failing to determine the denomi-
nation of the suspect bill, populating, using the one or
more controllers, a denomination field in a report with
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the denomination snippet image, the report being for-
matted for transmittal to a third-party.

2. The method of claim 1, further comprising:

attempting to extract, from the image data associated with

the suspect bill, the serial number of the suspect bill, the
serial number of the suspect bill having an integer
number, X, of characters;

failing to extract all of the X characters of the serial

number of the suspect bill;

capturing, using the one or more controllers, a serial

number snippet image from the produced image data
for the suspect bill; and

in response to failing to extract all of the X characters of

the serial number of the suspect bill, populating a serial
number field in the report with the serial number
snippet image.

3. The method of claim 1, further comprising:

attempting to extract, from the image data associated with

the suspect bill, the set of secondary identifiers of the
suspect bill, the set of secondary identifiers containing
one or more secondary identifiers, each of the one or
more secondary identifiers having a respective integer
number of characters;

failing to extract all of the respective integer number of

characters of one or more of the secondary identifiers
contained in the set of secondary identifiers of the
suspect bill; and

in response to failing to extract all of the respective

integer number of characters of the one or more of the
secondary identifiers contained in the set of secondary
identifiers of the suspect bill, capturing, using the one
or more controllers, a corresponding secondary identi-
fier snippet image from the produced image data for the
suspect bill and populating a corresponding secondary
identifier field in the report with the corresponding
secondary identifier snippet image.

4. The method of claim 1, wherein the third-party is a
governmental agency and the report is a required govern-
mental agency report.

5. The method of claim 1, wherein the act of transporting
includes transporting currency bills in a wide-edge leading
manner at a rate of at least about 600 bills per minute.

6. The method of claim 1, wherein the act of transporting
includes transporting currency bills in a wide-edge leading
manner at a rate of at least about 10 bills per minute.

7. The method of claim 1, further comprising transmitting
the report to a printing device and printing the report using
the printing device.

8. The method of claim 7, wherein the act of printing
comprises printing the report at a rate of at least 5 reports per
minute.

9. The method of claim 7, wherein the act of printing
comprises printing the report at a rate of at least 20 reports
per minute.

10. The method of claim 1, wherein the act of imaging
comprises imaging the currency bills at a resolution of about
400 DPI by 400 DPI.

11. The method of claim 1, wherein the act of determining
that one of the currency bills is a suspect bill comprises
scanning each currency bill with one or more of a magnetic
sensor, an optical sensor, a capacitive sensor, or any com-
bination thereof.

12. The method of claim 1, wherein the act of determining
that one of the currency bills is a suspect bill is based on the
serial number extracted from the currency bill.
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13. A currency bill processing apparatus, the apparatus

comprising:

an input receptacle configured to receive currency bills,
each of the currency bills including a denomination, a
serial number, and a set of secondary identifiers;

an image scanner configured to image each of the cur-
rency bills to produce image data from which a visually
readable image of each currency bill can be repro-
duced;

a transport mechanism for transporting the currency bills
along a transport path from the input receptacle in a
serial fashion, past the image scanner, to one or more
output receptacles; and

a controller configured to:
determine if one of the currency bills is a suspect bill,
attempt to determine the denomination of the suspect

bill,

capturing a denomination snippet image from the pro-
duced image data for the suspect bill, and

in response to determining that a currency bill is a
suspect bill and in response to failing to determine
the denomination of the suspect bill, populate a
denomination field in a report with the denomination
snippet image, the report being formatted for trans-
mittal to a third-party.

14. The apparatus of claim 13, wherein the controller is

further configured to:

attempt to determine the serial number of the suspect bill;

capture a serial number snippet image from the produced
image data for the suspect bill; and

in response to failing to determine the serial number of the
suspect bill, populating a serial number field in the
report with the serial number snippet image.

15. The apparatus of claim 13, wherein the controller is

further configured to:

attempt to extract, from the image data associated with the
suspect bill, the set of secondary identifiers of the
suspect bill, the set of secondary identifiers containing
one or more secondary identifiers, each of the one or
more secondary identifiers having a respective integer
number of characters; and

in response to failing to extract all of the respective
integer number of characters of the one or more of the
secondary identifiers contained in the set of secondary
identifiers of the suspect bill, populating corresponding
secondary identifier fields in the report as follows:

(1) for each completely extracted secondary identifier,
populating the corresponding secondary identifier
field with a corresponding one of the completely
extracted secondary identifiers;

(i1) for each partially extracted secondary identifier,
capturing a corresponding secondary identifier snip-
pet image from the produced image data for the
suspect bill and populating the corresponding sec-
ondary identifier field with a corresponding one of
the partially extracted secondary identifiers, the cor-
responding secondary identifier snippet image, or
both; and

(iii) for each secondary identifier completely not
extracted, capturing a corresponding secondary iden-
tifier snippet image from the produced image data for
the suspect bill and populating the corresponding
secondary identifier field with the corresponding
secondary identifier snippet image.

16. The apparatus of claim 13, wherein the currency bills

received in the input receptacle are associated with a single
deposit transaction.



US 9,477,896 B1

257

17. The apparatus claim 13, wherein the transport mecha-
nism transports the currency bills in a wide-edge leading
manner at a rate of at least about 100 bills per minute.

18. The apparatus of claim 13, wherein the controller is
further configured to transmit the report to a printing device,
the printing device being configured to print the report at a
rate of at least 2 reports per minute, and wherein the image
scanner images the currency bills at a resolution of about
400 DPI by 400 DPI.

19. The apparatus of claim 13, wherein the act of deter-
mining that one of the currency bills is a suspect bill
comprises scanning each currency bill with one or more of
a magnetic sensor, an optical sensor, a capacitive sensor, or
any combination thereof.

20. The apparatus of claim 13, wherein the act of deter-
mining that one of the currency bills is a suspect bill is based
on the serial number extracted from the currency bill.

21. A system for processing currency bills, the system
comprising:

an input receptacle configured to receive currency bills,

each of the currency bills including a denomination, a
serial number, and a set of secondary identifiers;

an image scanner configured to image each of the cur-

rency bills to produce image data from which a visually
readable image of each currency bill can be repro-
duced;

10

258

a transport mechanism for transporting the currency bills
along a transport path from the input receptacle in a
serial fashion, past the image scanner, to one or more
output receptacles; and

a controller configured to:
determine if one of the currency bills is a suspect bill,
attempt to determine the denomination of the suspect
bill,
capture a denomination snippet image from the pro-
duced image data for the suspect bill, and

in response to determining that a currency bill is a
suspect bill and in response to failing to determine
the denomination of the suspect bill, populate a
denomination field in a report with the denomination
snippet image, the report being formatted for trans-
mittal to a third-party.

22. The system of claim 21, wherein the transport mecha-
nism conveys the currency bills in a wide-edge leading
manner and wherein the image scanner images the currency
bills at a resolution of about 400 DPI by 400 DPI, the system
further comprising an output interface configured to transmit
the generated report to a printing device.
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